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Foreword

At the start of a new century, financial statement fraud has increasingly be-
come a serious problem for business, government, and investors. Indeed,
the issue threatens to undermine the confidence of capital markets, cor-
porate leaders, and even the venerable audit profession.

Auditors in particular have been hit hard for their seeming inability to
find fraud on a massive scale. Monetary judgments in the hundreds of mil-
lions of dollars against CPA firms have become commonplace.

Many who should know say the audit process—as we have known it for
the last 75 years—is doomed. But that may not be all bad. For if an audit fails
to find these huge crimes, engineered at the very top of our public enter-
prises, what good is it?  

The Supreme Court of the United States agreed with that premise in
1984 when it affirmed that the independent auditor was indeed the “public
watchdog.” But in the two decades since that pronouncement, we’ve con-
tinued to see too many situations where the watchdog was asleep, tooth-
less, or too old to chase its quarry.

Moreover, in the last three decades, the largest CPA firms have un-
dergone a paradigm shift; no longer do they make most of their money from
traditional audits, but from services and products they sell to the very
clients they are scrutinizing. In short, critics say the watchdog is too close
to the flock to be able to see.

To learn history’s valuable lessons, we need to look at where we’ve
been to know where we should be going. From recorded history until the
beginning of the last century, the auditor’s primary role was to detect and
deter fraud. It was much easier to do back then: businesses were small, fi-
nancial transactions were few, and transnational corporations and financial
conglomerates were unheard of.

But as commerce picked up speed, the auditor had to do more with less;
scrutinizing each and every transaction for fraud became a physical impossi-
bility. From the time of the stock market crash of 1929—due in no small part
to rampant fraud—until the 1980s, the focus of the audit became different.
During that period, the auditor spent most of his effort on reporting issues.

It didn’t take financial scoundrels long to notice that the watchdog wasn’t
barking any more. In the 1970s, an enterprising insurance salesman
named Stanley Goldblum made a mockery of the audit as it had been tra-
ditionally conducted. Right under the nose of his independent CPA firm,
Goldblum’s company, Equity Funding, easily managed to add 65,000
phony policyholders to its rolls, along with $800 million in fake assets.
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Goldblum’s scam was only the beginning of a cascade of spectacular
audit failures from the savings and loan debacle to Enron. And the refrain
has only grown louder: “Where were the auditors?”

The answer, strangely enough, is that the auditors were too busy au-
diting to find fraud. But don’t blame them, for they were doing only what
they were taught. Or more correctly, not taught.

As any accounting graduate in the last 30 years will tell you, the
amount of anti-fraud training in college is not just inadequate; it’s practically
non-existent. In a recent study by Peterson and Reider, they could only lo-
cate 14 colleges and universities in the United States that offered a fraud
examination course. Part of the reason has been the lack of authoritative
texts in the field.

Zabihollah Rezaee’s book, Financial Statement Fraud: Prevention and
Detection, is bound to make a real difference. Exceptionally well re-
searched and chocked with up-to-date case examples, Financial State-
ment Fraud not only explains in understandable language how these
schemes are committed, it offers valuable advice on how to prevent and
detect them.

But Dr. Rezaee’s work goes much beyond helping educate accounting
students and auditors. It is a valuable reference guide for fraud examiners,
audit committees, management and regulators; and one other important
cog in this wheel: the investors who stand to lose everything.

Education is the sword needed to strike a blow against white-collar
crime. And in this war, Financial Statement Fraud is a powerful weapon.

Joseph T. Wells
Founder and Chairman of the Board
Association of Certified Fraud Examiners
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Preface

For the capital markets to function efficiently and effectively, market participants,
including investors and creditors, must have confidence in financial information
disseminated to the market. Market participants must trust the quality, integrity,
and reliability of published audited financial statements. Financial statement fraud
is a serious threat to market participants’ confidence in financial information.
Fraud is estimated to cost U.S. organizations more than $400 billion annually, with
average organization fraud loses of around 6 percent of the reported total revenue,
from which about 80 percent is caused by top executives, according the Associa-
tion of Certified Fraud Examiners. Financial statement fraud has cost investors
more than $100 billion during the past several years according to Lynn E. Turner,
the former chief accountant of the Securities Exchange Commission. Financial
statement fraud committed by Enron Corporation is estimated to have caused a
loss of about $80 billion in market capitalization to investors, including sophisti-
cated financial institutions, and employees who held the company’s stock in their
retirement accounts. These figures are conservative and definitely underestimated
primarily because most frauds are either undetected and/or unreported.

The primary focus of this book is on financial statement fraud prevention and
detection. Financial statement fraud, for purposes of this book, is defined as delib-
erate and material misstatement of financial statements issued by publicly traded
companies to mislead users of financial statements, particularly investors and cred-
itors. The public, financial community, accounting profession, Securities and Ex-
change Commission (SEC), and Congress are all significantly concerned about the
frequency and magnitude of financial statement frauds occurring in corporate
America. Several reports (e.g., COSO report, 1999; The Blue Ribbon Committee,
1999) have addressed the role of responsible and effective corporate governance in
preventing and detecting financial statement fraud. These reports have made nu-
merous suggestions to promote more responsible corporate governance and to en-
hance the quality, integrity, and reliability of the financial reporting process.

The study of financial statement fraud and a book such as this are valuable pri-
marily because the efficiency and health of the capital markets largely depend on the
quality, integrity, usefulness, and reliability of the financial information received by
the market. Financial statement fraud can significantly contribute to unhealthy and
inefficient capital markets. Therefore, the prevention and detection of financial
statement fraud is crucial to the economic growth and prosperity of the nation. This
book assesses the consequences of financial statement fraud and its impact on the
integrity and quality of the financial reporting process and suggests ways to improve
prevention and detection. The focus is on the importance of corporate governance in
preventing, detecting, and correcting financial statement fraud.
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Although this book examines the incidences of financial statement fraud and
suggests many ways to prevent and detect its occurrences, it is by no means all-in-
clusive. The intent is not to give the impression that the numerous incidents of fraud-
ulent financial reporting activities and the engagement of some publicly traded
companies in financial statement fraud are normal activities of corporations. It is
trusted that publicly traded companies in the United States have a responsible corpo-
rate governance, use a reliable financial reporting process, and conduct their business
in an ethical and legal manner; however, the entire society, business community, ac-
counting profession, and government have a vested interest in preventing and detect-
ing of financial statement fraud because it undermines the confidence in corporate
America. The importance of a book on financial statement fraud can be further un-
derstood by citing comments made by the former chairperson of the SEC, Arthur
Levitt. In describing the current financial reporting environment, Levitt (1998, 14)
states: “We are witnessing the erosion in the quality of earnings and therefore the
quality of financial reporting.” This trend should be reversed by holding publicly
traded companies more accountable for producing high-quality financial reports free
of material misstatements caused by errors and fraud. The collapse of Enron, the
biggest corporate failure of recent times, has caused lawmakers (e.g., Congress), and
regulators (e.g., SEC) to address the integrity and quality of the financial reporting
process as well as adequacy and revelance of financial disclosures. By focusing on
the role of corporate governance, this book provides better understanding of why fi-
nancial statement fraud may occur and how it can be prevented and detected.

PURPOSE OF THE BOOK

Financial statement frauds committed recently by large companies such as Enron
Corp., Waste Management, Sunbeam, Lucent, Xerox, MicroStrategy, Knowledge-
Ware, Raytheon, Cendant, and Rite Aid, to name just a few, have received consider-
able attention from investors, the public, and the SEC. Financial statement fraud is a
serious threat to the confidence in the financial reporting system and capital markets.
For example, Enron filed the largest bankruptcy in U.S. history in December 2001 af-
ter disclosing that it had overstated earnings by more than half a billion dollars for
four consecutive years and established private partnerships that kept billions of dol-
lars of debt off its books. Enron used sophisticated financing vehicles known as Spe-
cial Purpose Entities (SPEs) and other derivative instruments to increase leverage
without having to report debt on the balance sheet. The commission of financial
statement fraud has forced Enron, the seventh biggest Fortune 500 company, with a
market capitalization of $80 billion to file Chapter 11 bankruptcy protection. These
high-profile cases of financial statement frauds have raised serious concerns regard-
ing a lack of adequate and responsible corporate governance and accountability. It is
the top management team’s responsibility to prevent financial statement frauds be-
fore they occur and to design adequate and effective internal control structures to de-
tect and correct fraudulent financial activities. The “tone at the top” set by the board
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Preface xi

of directors and its representative audit committees to disallow any unusual business
practices, aggressive accounting methods, earnings management, or violations of the
company’s applicable laws and regulations as well as code of business conduct plays
an important role in preventing and detecting financial statement fraud.

This book focuses on only publicly traded companies experiencing financial
statement fraud. The SEC Accounting and Auditing Enforcement Releases
(AAERs) reports publicly traded companies that are accused by the SEC of vio-
lating Rule 10(b)-5 of the 1934 Act. The Treadway Commission report indicates
that 87 percent of the SEC enforcement actions from 1982 to 1986 dealt with fi-
nancial statement fraud, whereas the other 13 percent related to misappropriation
of assets. Fraud literature typically classifies management fraud into misappropri-
ation of assets and fraudulent financial reporting. Financial statement fraud and
management fraud have also been used interchangeably. This book underscores
the significance of financial statement fraud and provides theoretical and practical
guidance to the board of directors, audit committees, management, internal audi-
tors, and external auditors to recognize, prevent, detect, and correct financial state-
ment frauds. The contents of this book, including a brief synopsis of each chapter,
are summarized to provide the reader an overview of the theme of the book.

Management should provide relevant, useful, and reliable information to in-
vestors and creditors beyond what is required under the existing generally accepted
accounting principles (GAAP), which heavily rely on historical costs and arbitrary
writeoffs of intangible assets. Quality financial reports increase value relevance of
financial information presented by management and, if the information is submitted
to attestation by an independent auditor, its credibility would improve. The credible
and relevant information would reduce the information risk of financial reports
which, in turn, would make the capital markets more efficient. More efficient capi-
tal markets would result in a lower cost of capital for the company and likely higher
security prices. Thus, high-quality financial information free of material errors, ir-
regularities, and fraud has positive effects for all market participants. Publicly traded
corporations and their top executives benefit by having access to cheaper capital,
which would result in creating shareholder value and, thus, more stock options and
other compensation incentives for top executives. Investors and creditors benefit by
receiving reliable, useful, and relevant information in assessing their investment op-
portunities and less concern about the lack of quality and integrity of financial re-
ports. The economy operates more effectively and productively because the capital
markets are more efficient in establishing fair security prices.

Recent high-profile alleged financial statement frauds have raised serious con-
cerns about (1) the role of corporate governance including the board of directors
and audit committees; (2) the integrity and ethical values of top management teams,
especially when the CEOs and CFOs are being convicted of cooking the books;
(3) the inadequacy and ineffectiveness of internal controls; (4) the ineffectiveness
of audit functions in detecting financial statement fraud; and (5) the substantial de-
clines in the market capitalization of alleged fraudulent companies. Corporate gov-
ernance participants, including the board of directors, the audit committee, top
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management teams, internal auditors, external auditors, and governing bodies (e.g.,
SEC, AICPA, NYSE, NASD, POB) are all responsible for the quality, integrity, and
reliability of the financial reporting process and the assurance that published fi-
nancial statements are free of material misstatements caused by errors and fraud.
Prevention of financial statement fraud is commonly management’s responsibility
whereas for while its detection has been traditionally assumed by external auditors.

The Enron debacle, caused by the commission of financial statement fraud, is ex-
pected to lead to (1) the establishment of new regulations to improve corporate fi-
nancial disclosures and; (2) the requirement of a more effective oversight of public
accounting firms; and (3) the creation of a new accounting industry self-regulating
organization that will operate under SEC supervision. Both management and exter-
nal auditors are currently facing increasing scrutiny by the SEC and severe penalties
for engaging in the commission of financial statement fraud, which often starts with
a small misstatement or earnings management of quarterly financial reports that are
presumed not to be material. The fraud eventually grows into full-blown “cooking the
books”, which is subject to harsh penalties by the SEC and lawsuits by damaged in-
vestors. The SEC’s Director of Enforcement, Richard H. Walker, stated: “Cooking the
books and you will go directly to jail without passing Go”. This book is intended to
provide useful reference and suggestions for corporate governance participants to
(1) effectively prevent, detect, and correct financial fraud; (2) attempt to refrain from
alleged engagements in cooking the books; and (3) avoid suffering the potential se-
vere penalties for the commission of financial statement fraud. Nevertheless, finan-
cial statement fraud cannot be completely eliminated despite the existence of
responsible corporate governance and the increased scrutiny by the SEC. Thus, users
of published audited financial statements, particularly investors and creditors, should
be skeptical when reading, assessing, and using financial information.

ORGANIZATION OF THE BOOK

The focus of this book is on the importance of corporate governance in prevent-
ing and detecting financial statement fraud. The organization of the book provides
the maximum flexibility in choosing the amount and order of materials on finan-
cial statement fraud. This book is organized into four parts, as follows:

Part Subject Chapters

1 Financial Reporting and Financial Statement  Fraud 1 & 2

2 Financial Statement Fraud Profile, Taxonomy, and Schemes 3–5

3 Corporate Governance and Its Role in Preventing 6–12
and Detecting Financial Statement Fraud

4 Computer Fraud and Forensic Accounting 13 & 14

The fourteen chapters of this book are organized into four parts. The first part
contains two chapters, which describe the magnitude and extent of financial state-



ment fraud that threatens the integrity and quality of the financial reporting process.
These chapters examine financial statement fraud, its definition, costs, the nature and
significance as well as the financial reporting process of publicly traded companies.

Part 2, containing Chapters 3 through 5, discusses financial statement fraud
profiles, taxonomies, and schemes. Chapter 3 presents profiles of several compa-
nies alleged by the SEC for engaging in financial statement fraud, reviews their
alleged financial statements fraud cases, and demonstrates that “cooking the
books” causes financial statement fraud, which results in a crime. Chapter 4 pre-
sents a model consisting of conditions, corporate structure, and choices (3 Cs) in
explaining and analyzing motivations, opportunities, and rationalizations for the
commission of financial statement frauds. Chapter 5 identifies and discusses tax-
onomies and schemes of financial statement fraud in an attempt to provide better
understanding of symptoms (red flags) of financial statement fraud and manage-
ment motivations to engage in financial statement fraud.

Part 3 consists of Chapters 6 through 12, which constitute the foundation of
the book. Chapter 6 defines corporate governance, its participants and roles in pre-
venting and detecting financial statement fraud. Chapter 7 discusses the role of the
board of directors in ensuring responsible corporate governance and a reliable fi-
nancial reporting process. Chapter 8 examines the audit committee’s role in over-
seeing the effectiveness of corporate governance, integrity and quality of financial
reports, adequacy and effectiveness of internal control structure, and quality of au-
dit function. Chapter 9 discusses the role of management in corporate governance
and the financial reporting process. Management is primarily responsible for the
quality, integrity, and reliability of the financial reporting process. Chapter 10 ex-
amines internal auditors’ responsibility for prevention and detection of financial
statement fraud. Chapter 11 discusses the responsibility of independent auditors in
discovering financial statement fraud and providing reasonable assurance regard-
ing the quality, integrity, and reliability of published financial statements. Chapter 12
discusses the role of several governing bodies (e.g., SEC, FASB, AICPA, POB,
ISB, NYSE, NASD) that directly or indirectly influence corporate governance and
the financial reporting process of publicly traded companies.

Part 4 includes two chapters. Chapter 13, entitled “Fraud in a Digital Environ-
ment”, examines electronic commerce strategies, changes in business environment,
electronic financial reporting, including extensible business reporting language
(XBRL), and computer fraud. Chapter 14 presents forensic accounting practices in-
cluding fraud investigation, litigation consulting engagements, and expert witnessing
services. This chapter also discusses forensic accounting education and methods of
integrating forensic accounting topics into the accounting curriculum.

INTENDED AUDIENCE

This book is designed for anyone wishing to obtain an understanding and knowledge
of the financial reporting process; how to improve the quality, integrity, and reliability
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of financial reports; and the role of corporate governance including the board of di-
rectors, the audit committee, internal auditors, external auditors, and governing bodies
(i.e., SEC, AICPA, NYSE, NASD, POB) in preventing, detecting, and correcting fi-
nancial statement fraud. This book should be beneficial to the following groups:

1. Corporations and their executives (i.e., presidents, CEOs, CFOs, accountants).

Corporations should have responsible corporate governance and a reliable fi-
nancial reporting process. Corporate governance guidelines and financial re-
porting standards and principles presented in this book should help publicly
traded companies and their executives to appreciate the importance of high
quality and reliable financial reports free of material misstatements caused by
errors, irregularities, and frauds.

2. The boards of directors and their representative audit committees.

Boards of directors and audit committees oversee corporate governance, the
financial reporting process, and audit functions. A vigilant and effective board
of directors and audit committees can play an important role in preventing,
detecting, and reducing financial statement fraud. This book, by discussing
the authoritative reports (i.e., Treadway Commission, the Blue Ribbon Com-
mittee, SEC) on the role of the board of directors and audit committees un-
derscores their importance as part of corporate governance mechanism.

3. Auditors, both internal and external.

Although management is primarily responsible for the quality, integrity, and re-
liability of the financial reporting process and fair presentation of financial
statements, auditors provide assurance on financial information and lend more
credibility to published financial statements. The role of external auditors
(CPAs) in corporate governance is to detect financial statement fraud and to
provide reasonable assurance that audited financial statements are free of ma-
terial misstatements due to errors and frauds. Internal auditors’association with
corporate governance and the financial reporting process is through assisting
management to effectively discharge its managerial and reporting responsibili-
ties. This book discusses professional standards for both internal and external
auditors to assist them in preventing and detecting financial statement fraud.

4. Governing Organizations.

Governing organizations, such as the SEC, AICPA, POB, NYSE, and the
NASD, influence public companies’ financial reporting process and their cor-
porate governance. The frequency and magnitude of financial statement fraud
has encouraged these organizations to continue their scrutiny of corporations’
financial practices and processes. This book presents applicable rules and
regulations pertaining to these practices and policies.

5. Users of financial statements, particularly investors and creditors.

For the capital markets to function efficiently and effectively, market partici-
pants, including investors and creditors, must have confidence in the financial



reporting process and financial information disseminated to the market. Fi-
nancial statement fraud can be a serious threat to market participants’ confi-
dence in financial information. This book suggests that market participants be
skeptical when assessing financial reports.

6. Business schools and accounting programs.

This book, by presenting forensic accounting practices (i.e., fraud investiga-
tion, litigation consulting, and expert witnessing) and education can be very
useful as an educational and reference source for business and accounting stu-
dents at both graduate and undergraduate levels. This book can be utilized as
a basic or supplementary text by business schools and accounting depart-
ments in teaching corporate governance, the financial reporting process, au-
dit functions, and forensic accounting.

7. Other professionals.

Professionals, such as attorneys, financial analysts, accountants, and law en-
forcement officials, who provide legal and financial services to corporations
should find this book helpful in addressing the significance of financial state-
ment fraud and ways to prevent, detect, and correct fraud.
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1

Chapter 1

Financial Statement
Fraud Defined

INTRODUCTION

We all remember the “irrational exuberance” that Federal Reserve Board Chairman
Alan Greenspan said characterized the stock market in the mid-1990s; however,
since then, the Dow Jones average has gained more than 4,000 points. Until recently,
corporate America dismissed financial statement fraud as “irrational irregularities.”
Now, virtually any organization is affected by fraud in general, and financial state-
ment fraud in particular. Not a day goes by without more news about fraud, espe-
cially financial statement fraud that undermines the quality, reliability, and integrity
of the financial reporting process. The Enron debacle, caused by fraudulent finan-
cial activities, has raised serious concerns regarding the integrity and reliability of
financial reports, as well as the quality and effectiveness of financial audits. Daily
and online information about financial statement fraud can be obtained from a vari-
ety of sources. This chapter (1) addresses financial statement fraud, its definition, na-
ture, and significance; (2) discusses the financial reporting process of corporations;
and (3) examines the role of corporate governance in preventing and detecting fi-
nancial statement fraud.

DEFINITION OF FINANCIAL STATEMENT FRAUD

A complete understanding of the nature, significance, and consequences of fraud-
ulent financial reporting activities requires a proper definition of financial state-
ment fraud. Fraud, in general, is defined in Webster’s New World Dictionary as
“the intentional deception to cause a person to give up property or some lawful
right.” The legal definition of fraud can also be found in court cases. One exam-
ple of such a definition is: “A generic term, embracing all multifarious means
which human ingenuity can devise, and which are resorted to by one individual to
get advantage over another by false suggestions by suppression of truth and in-
cludes all surprise, trick, cunning, dissembling, and any unfair way by which an-
other is cheated.”1

The definition of financial statement fraud can be found in several authoritative
reports and textbooks. Financial statement fraud has been defined differently in the
academic literature by academicians, in the professional literature by practitioners,
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and in official pronouncements by authoritative bodies. Financial statement fraud is
defined by the Association of Certified Fraud Examiners as:

The intentional, deliberate, misstatement or omission of material facts, or accounting
data which is misleading and, when considered with all the information made avail-
able, would cause the reader to change or alter his or her judgment or decision.2

The Treadway Commission report defines financial statement fraud as “In-
ternational or reckless conduct, whether [by] act or omission, that results in mate-
rial misleading financial statements.”3

Previous books provided the following definitions of financial statement fraud:

• “Fraud committed to falsify financial statements, usually committed by man-
agement and normally involving overstating income or assets.”4

• “The involvement of upper level executives in misrepresentations or misappro-
priations which are either perpetrated or covered up through fraudulent (mis-
leading) financial reporting.5

Clear definitions of financial statement fraud are difficult to discern from pro-
nouncement and/or authoritative statements primarily because, until recently, the
accounting profession did not use the word fraud in its professional pronounce-
ments. Instead, the terms intentional mistakes or irregularities were used. Re-
cently, the American Institute of Certified Public Accountants (AICPA), in its
Statement of Auditing Standards (SAS) No. 82, refers to financial statement fraud
as intentional misstatements or omissions in financial statements.

The common thread among these definitions is that fraud in general, and finan-
cial statement fraud in particular, is deliberate deception with the intent to cause harm,
injury, or damage. The word fraud is a generic term used to describe any deliberate
act to deceive or mislead another person, causing harm or injury. This intentional,
wrongful act can be differentiated and defined in many ways, depending on the
classes of perpetrators. For example, frauds committed by individuals (e.g., embez-
zlement) are distinguished from frauds perpetrated by corporations (financial state-
ment fraud) in terms of the classes of perpetrators. The terms financial statement
fraud and management fraud have been used interchangeably primarily because
(1) management is responsible for producing reliable financial reports; and (2) the fair
presentation, integrity, and quality of the financial reporting process is the responsi-
bility of management. Exhibit 1.1 classifies fraud into management fraud and em-
ployee fraud and provides further classification of these two types of fraud.

Textbook writers (e.g., Elliott and Willingham, 1980; Robertson, 2000),6,7

have viewed the terms management fraud and financial statement fraud as syn-
onymous because financial statement fraud typically occurs with the consent or
knowledge of management. The report to the nation (ACFE, 1996) classified fraud
into the three categories of asset misappropriation, financial statement fraud, and
corruption.8 These three types of fraud schemes are interrelated. For example, any
asset misappropriations of embezzeling assets can also cause financial statement
fraud. Elliot and Willingham (1980) define financial statement fraud as “the de-
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Exhibit 1.1. Types of Fraud

Financial Statement Fraud

Misrepresentation of material facts

Misappropriation of assets

Concealment of material factsManagement Fraud

FRAUD

Employee Fraud

Illegal Acts

Illegal acts

Bribery

Conflict of Interest

Embezzlement of money or
property

Breach of fiduciary duty

Theft of trade secrets of intellectual
property

liberate fraud committed by management that injures investors and creditors
through materially misleading financial statements.”9

This definition focus is on only one group of victims of financial statement
fraud, namely outsiders, including investors and creditors. Victims of financial
statement fraud can be foreseen or foreseeable person(s) affected adversely by us-
ing fraudulent financial reporting in making financial decisions. These victims can
be insiders, including employees, internal auditors, audit committees, executives,
the board of directors, and managers, who may suffer a financial loss (e.g., loss of
position) and/or reputation loss (e.g., loss of integrity and standing) as a result of
the commission of financial statement fraud. Victims can be outsiders, including
investors, creditors, suppliers, customers, partners, governmental agencies, exter-
nal auditors, legal counsels, underwriters, depositors, and any persons that may be
affected adversely by using published financial statement fraud.

The focus of this book is on all victims of financial statement fraud, particu-
larly investors and creditors. Thus, the definition of financial statement fraud
adopted in this book is comprehensive, including both inside and outside victims.
It is defined as deliberate misstatements or omissions of amounts or disclosures of
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financial statements to deceive financial statement users, particularly investors
and creditors. Financial statement fraud may involve the following schemes:

• Falsification, alteration, or manipulation of material financial records, support-
ing documents, or business transactions.

• Material intentional omissions or misrepresentations of events, transactions, ac-
counts, or other significant information from which financial statements are
prepared.

• Deliberate misapplication of accounting principles, policies, and procedures used to
measure, recognize, report, and disclose economic events and business transactions.

• Intentional omissions of disclosures or presentation of inadequate disclosures
regarding accounting principles and policies and related financial amounts.

Financial statement fraud is committed with the intent to deceive, mislead, or
injure investors and creditors. Financial statement fraud as used in this book is
defined as a deliberate, wrongful act committed by publicly traded companies,
through the use of materially misleading financial statements, that causes harm and
injury to investors and creditors. In this definition, the class of perpetrators is pub-
licly traded companies; the type of victims is investors and creditors; and the means
of perpetration is misleading published financial statements. This definition of
financial statement fraud is similar to the one described by Elliott and Willingham
(1980) in their book Management Fraud: Detection and Deterrence.10 This defini-
tion focuses on the deliberate wrongful act committed by publicly traded compa-
nies that harms users through materially misleading financial statements. The
responsibility for preventing and detecting financial statement fraud should be
assumed by the financial information supply chain consisting of the board of direc-
tors, the audit committee, the top management team (e.g., CEO, CFO, controllers,
treasurers), internal auditors, and external auditors. The responsibility for detecting
financial statement fraud has been traditionally assumed by external auditors.

Financial statement frauds are an inherent choice of dishonesty in corporate
America. Their rewards are much better than other white-collar crimes; physical
dangers are minimal; the probability of detection is not great; and their punishments
are often not very severe in terms of fines and jail time. Financial statement frauds
are deliberate criminal and/or unethical actions by publicly traded companies to
falsify financial information for the purpose of deceiving parties (e.g., investors,
creditors, regulators) outside the company. Fraudulent financial statements can be
used to unjustifiably sell stock, obtain loans or trades credit, and/or improve man-
agerial compensation and bonuses. The important issues addressed in this book are
how to effectively and efficiently prevent and detect financial statement fraud.

The pervasiveness of fraudulent activities during the past two decades encour-
aged the establishment in 1992 of the National White Collar Crime Center (NWCC)
through funding from the Bureau of Justice Assistance (BJA) of the U.S. Department
of Justice.11 The NWCC was established to maintain a formally structured national
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support system for states and local law enforcements and regulatory agencies to pre-
vent, investigate, and prosecute white-collar and economic crimes, including invest-
ment fraud, telemarketing fraud, commodities fraud, securities fraud, advanced-fee
loan schemes, and boiler room operations. The NWCC provides a broad range of no-
cost services to its members, including information sharing, case funding, and train-
ing and research. To address the significance of financial statement fraud, several or-
ganizations and authoritative bodies have provided online web sites with fraud
information. Exhibit 1.2 lists a sample of these web sites and related descriptions.

NATURE OF FINANCIAL STATEMENT FRAUD

Financial statement fraud has become known through daily press reports chal-
lenging the corporate responsibility and integrity of major companies such as Lu-
cent, Xerox, Rite Aid, Waste Management, MicroStrategy, KnowledgeWare,
Raytheon, Enron, and Sunbeam, which were recently alleged by the Securities and
Exchange Commission (SEC) for committing fraud. Top management teams, in-
cluding chief executive officers (CEOs) and chief financial officers (CFOs) of
these companies, are being convicted of cooking the books and often sentenced to
jail terms. Occurrences of financial statement fraud by aforementioned high-
profile companies, just naming a few, have raised concerns about the integrity and
reliability of the financial reporting process and have challenged the role of cor-
porate governance in preventing and detecting financial statement fraud.

Former SEC chairperson Arthur Levitt, in a speech addressed at New York
University regarding the present state of financial reporting, expressed a great
concern that “we are witnessing a gradual, but noticeable erosion in the quality of
financial reporting.” He further noted the existence of a “grey area . . . where
accounting practices are perverted; where managers cut corners; where earnings
reports reflect the desires of management rather than underlying financial per-
formance of the company.”12 This perceived emergent distrust in the quality of
financial information can adversely affect the efficiency of the capital market and
the confidence of its participants, including investors and creditors, in the finan-
cial reporting process. This distrust and lack of confidence have emerged as a
result of recent high-profile financial statement fraud committed by major corpo-
rations such as Enron Corp., Waste Management, Sunbeam, Rite Aid, Xerox,
KnowledgeWare, MicroStrategy, and Lucent. These incidents have raised serious
concerns about (1) the role of corporate governance including the board of direc-
tors and audit committees; (2) the integrity and ethical values of these companies’
top management teams, especially when CEOs and CFOs are indicted for cook-
ing the books and, in many cases, are convicted; (3) the ineffectiveness of audit
functions in detecting these financial statement frauds; (4) the substantial declines
in the market capitalization of the alleged fraud companies and the likelihood of
filing for bankruptcy protection; and (5) considerable lawsuits by injured in-
vestors, creditors and employees. This emerging trend of distrust in the quality of
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Exhibit 1.2. Sample of Fraud Web Sites

Web Site Short Discussion

http://getzoff.com/business_fraud/20questions.htm Lists 20 different symptoms of
various fraudulent financial
activities and their possible
sources, including abnormal
inventory shortages, out-of-
balanced general ledgers.

www.sec.gov Offers the SEC Accounting and
Auditing Enforcement Actions
brought against publicly traded
companies alleging the
commission of financial
statement fraud.

www.fraudnews.com Provides useful information on
fraud awareness, news, reports,
alerts, events, and tools.

www.yake.com/methodology/body.html Provides investigative services
for the accounting profession
and develops methodology to
identify financially distressed
companies.

www.herring.com/mag/issue22/crime.html Provides profiles of the
perpetrators of white-collar
crime and fraud deterrence and
detection methodologies.

www.bus.lsu.edu/accounting/faculty/lcrumbley/forensic.htm Provides useful information
on forensic accounting and
fraud detection.

www.acct.tamu.edu/kratchman/holmes.htm Offers forensic accounting
information.

www.ustreas.gov/org/fl.tcfinfraudinst.htm Financial Fraud Institute
establishes and presents formal
training courses and practical
exercise applications pertaining
to the investigation of white-
collar crime violations,
computer fraud, and financial
statement fraud.

www.securities.standford.edu/about/cavent.html Offers investors, policy makers,
the judiciary, and the media
research tools that provide a
thorough and careful look into
the workings of class action
litigation.

www.fraudness.com/ItemView.cfm Provides services of the fraud
defense network.
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financial information should be reversed, and the capital market and its participants
should regain their confidence through quality financial information and their trust
through vigilant, active, effective, and responsible corporate governance.

Financial statement fraud often starts with a small misstatement or earnings
management of quarterly financial reports that presumes not to be material but
eventually grows into full-blown fraud and producing materially misleading an-
nual financial statements. Financial statement fraud is harmful in many ways. It
creates the following problems:

• Undermines the quality and integrity of the financial reporting process.

• Jeopardizes the integrity and objectivity of the auditing profession, especially
auditors and auditing firms.

• Diminishes the confidence of the capital markets, as well as market participants,
in the reliability of financial information.

• Makes the capital market less efficient.

• Adversely affects the nation’s economic growth and prosperity.

• May result in huge litigation costs.

• Destroys the careers of individuals involved in financial statement fraud, such
as top executives banned from serving on the board of directors of any public
companies or auditors being barred from practice of public accounting.

• Causes bankruptcy or substantial economic losses by the company engaged in
financial statement fraud.

• Encourages excessive regulatory intervention.

• Causes destructions in the normal operations and performance of alleged
companies.

COST OF FINANCIAL STATEMENT FRAUD

A day may not go by without a front-page headline story in the popular financial
press on financial statement fraud. The frequency and magnitude of economic loss
by investors and creditors caused by financial statement fraud have drawn the at-
tention of the financial press, regulators, and standard setters. Financial statement
fraud has been one of the dominating corporate news stories during recent years.
Considerable publicity and substantiated evidence have been generated regarding
the number and magnitude of fraudulent financial activities, which have under-
mined the integrity of the financial reporting process and have contributed to sub-
stantial economic losses by investors and creditors. Fraud has eroded the public’s
confidence in the usefulness and reliability of published financial statements.

The actual cost of fraud is difficult, if not impossible, to quantitatively meas-
ure for many reasons. First, empirical studies show that only a small portion of all
frauds, including financial statement fraud, is discovered. Second, even if the fraud
is discovered, not all cases are reported because companies attempt to preserve
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their images by firing the fraudsters and pretending that the incident never happened.
Third, fraud surveys in reporting the extent and magnitude of fraud are not always
accurate, and they are subject to the limitation of any typical survey study in the
sense that the respondents often report their perception rather than the reality. Fi-
nally, companies typically do not pursue civil or criminal actions; by firing the fraud-
sters, many companies believe that they have prevented further occurrences of fraud.

Published statistics on the possible cost of financial statement fraud are only ed-
ucated estimates, primarily because it is impossible to determine actual total costs
since not all fraud is detected, not all detected fraud is reported, and not all reported
fraud is legally pursued. The reported statistics, however, are astonishing. The As-
sociation of Certified Fraud Examiners (1996) indicated that fraud costs U.S. or-
ganizations more than $400 billion annually or at least 6 percent of their gross rev-
enue, with the average organization losing more than $9 a day per employee to fraud
and abuse.13 The report also states that (1) losses from fraud caused by managers and
executives (mostly financial statement frauds) were 16 times greater than those
caused by nonmanagerial employees (mostly embezzlements, thefts); (2) nearly 58
percent of the reported fraud and abuse cases were committed by nonmanagerial em-
ployees, 30 percent by managers, and the other 12 percent by owners/executives;
and (3) occupational fraud and abuses consist of three types of asset misappropria-
tion: fraudulent statements, bribery, and corruption. Albrecht, Wernez, and Williams
(1995) reported that 30 percent of all business failures are caused by white-collar
crime.14 Albrecht and Searcy (2001) state that more than 50 percent of U.S. corpo-
rations in 2000 were victims of frauds, with the loss of more than $500,000, on av-
erage, for each company.15 Financial statement fraud has cost investors more than
$100 billion during the past several years according to Lynn E. Turner, the former
chief accountant of the Securities Exchange Commission. Financial statement fraud
committed by Enron Corporation is estimated to have caused a loss of about $80 bil-
lion in market capitalization to investors, including sophisticated financial institu-
tions, and employees who held the company’s stock in their retirement accounts.16

These studies and their related statistics provide only underestimated direct
economic losses resulted from financial statement fraud. Other fraud costs are le-
gal costs, increased insurance costs, loss of productivity, monthly costs, and ad-
verse impacts on employees’ morale, customers’ goodwill, suppliers’ trust, and
negative stock market reactions. An important indirect cost of financial statement
fraud is the loss of productivity caused by dismissal of the fraudsters and their re-
placements. The top management team is typically involved in financial statement
fraud, which forces companies to fire well-experienced top executives and replace
them with perhaps less-informed executives. Although these indirect costs cannot
possibly be estimated, they should be considered when assessing the conse-
quences of financial statement fraud. Farrell and Healy (2000, p. 18) stated, “the
overall cost of fraud is over double the amount of missing money and assets.”17

Financial statement fraud directly damages investors and creditors of commit-
ted fraud companies in the sense that they are bound to lose all or part of their in-
vestments if such fraud results in a bankruptcy, near failure, substantial reduction
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in the stock prices or delisting by organized stock exchanges. Financial statement
fraud can also have a significant adverse impact on the confidence and trust of in-
vestors, other market participants, and the public in the quality and integrity of the
financial reporting process. The collapse of Enron has caused about $80 billion lost
in market capitalization which is devastating for significant numbers of investors,
employees, and pensioners. This has raised the question of whether corporate fi-
nancial statements can be trusted. Decreased confidence in the reliability of finan-
cial statements, resulting from fraudulent financial activities, affects all users and
issuers of financial statements. Users of fraudulent financial statements will lose
because their financial decisions (e.g., investment in the case of investors; transac-
tions for suppliers; employment of employees) are made based on unreliable, mis-
leading financial information. Issuers and perpetrators of financial statement fraud
are adversely affected because investors and creditors will demand higher rates of
return when there is unreasonable uncertainty about the quality of financial reports.

Unfortunately, no accurate, empirical method to assess and estimate the inci-
dence and cost of financial statement fraud has been developed. The conventional
measurement of financial statement fraud is based on the analysis of instances of
fraudulent financial reporting alleged by the SEC in its Accounting and Auditing
Enforcement Releases (AAER).18 The AAERs report summaries of enforcement
actions by the SEC against publicly traded companies, primarily involving alleged
violations of Rule 10(b)-5 of the SEC 1934 Act of Section 17(a) of the 1933 Act
concerning antifraud provisions as related to financial statement fraud. An exam-
ple of this conventional method is the report commissioned by the Committee of
Sponsoring Organizations of the Treadway Commission (COSO) in 1999.19 This
COSO-sponsored report identifies about 300 public companies that were alleged
by the SEC for financial statement fraud during the 11-year period from January
1987 to December 1997; however, the SEC has also recently (1999 and 2000) filed
about 200 allegations for financial statement fraud against high-profile companies
such as Sunbeam, Enron Corp., Rite Aid, Lucent, Xerox, Waste Management,
KnowledgeWare, Raytheon, and MicroStrategy. These alleged instances, how-
ever, provide only imprecise measurements and estimates of the actual occurrence
of financial statement fraud. These measurements, by definition, are underesti-
mated and exclusive, primarily because they do not include the undiscovered, non-
prosecuted, and unalleged instances of financial statement fraud.

Even a small and infrequent financial statement fraud can affect investors and
creditors, as well as the public’s confidence in the quality of the financial report-
ing process. Public confidence depends on both the reported actual incidence of
financial statement fraud and the perception of the extent that financial statements
are threatened by fraudulent activities. Thus, even if the actual level of financial
statement fraud may be low, investors and creditors may perceive that the prob-
lem exists. This requires that corporate governance take proper action to improve
investor confidence in the financial reporting process.

Financial statement frauds can be classified into two categories—detected
and undetected. It has been argued that only a small portion of financial statement
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fraud is detected, and most cases continue until they are discovered. Currently, there
is no comprehensive source of all companies that were engaged in financial statement
fraud. Alternatively, two sources gather data about firms committing financial state-
ment fraud. The SEC’s Accounting and Auditing Enforcement Releases (AAER) pro-
vide a list of firms that were subject to an SEC investigation for violating the SEC
rules by engaging in fraudulent financial reporting activities. The second source is the
financial press, including the Wall Street Journal, Wall Street Index, New York Times,
and other popular press reporting of firms that have been convicted of fraudulent fi-
nancial reporting activities or that have made an out-of-court settlement to end a
class-action lawsuit. Companies that are investigated and/or convicted by the SEC of
fraudulent financial reporting activities receive an AAER, which is often reported in
the financial press. The financial press often reports on companies that have been
convicted of financial statement fraud in the courts and those that made out-of-court
class-action settlements and often deny any wrongdoing. Indeed, many AAERs re-
veal that investigated companies have paid a substantial fine and penalty for violat-
ing the SEC rules by issuing financial statement fraud while not admitting that they
are guilty of a wrongdoing. These two sources are often not identical because not all
companies that were subject to the SEC investigation result in a shareholder lawsuit
and not all companies convicted in the courts are reported in AAERs.

FRAUD STUDIES

Four recent fraud studies conducted by the Committee of Sponsoring Organizations of
the Treadway Commission (COSO), 1999; Institute of Management and Administra-
tion (IOMA) and The Institute of Internal Auditors, 1999; KPMG, 1998; and Ernst &
Young, 2000, provide insights into a better understanding of fraud incidents, causes
and effects of frauds, and ways to prevent and detect their occurrences. The results of
these studies are summarized in Exhibit 1.3 in an attempt to (1) provide a better un-
derstanding of the pervasiveness of financial statement fraud threatening the integrity
and quality of the financial reporting process; and (2) establish a set of recommenda-
tions for corporate governance in preventing and detecting financial statement fraud.

Lessons Learned from Fraud Studies

A vigilant and effective corporate governance can substantially reduce the in-
stances of both employee and management frauds and considerably prevent and
detect occurrences of financial statement fraud. A careful review of fraud studies
presented in Exhibit 1.3 provides the following lessons and implications for cor-
porate governance to prevent and detect financial statement fraud:

• Financial statement fraud is typically perpetrated by top management teams, in-
cluding presidents, CEOs, CFOs, controllers, and other top executives. Thus,
vigilant oversight function of the board of directors and its representative audit
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Exhibit 1.3. Summary of Four Recent Financial Statement Fraud Studies

The 1999 COSO Report1 The 1999 Business Fraud Survey2

1. Most alleged financial statement frauds
were committed by small companies (less
than $100 million in total assets) that were
not listed on the organized national stock
exchanges (e.g., NYSE, Amex).

2. Financial pressures were important
contributory factors for the occurrence of
financial statement fraud.

3. Top management team including chief
executive officers (CEOs) and chief
financial officers (CFOs) were often
involved in financial statement fraud.

4. The audit committees and boards of
directors of the fraud companies were
weak and ineffective in the sense that
they rarely met and were composed of
either insiders or others with significant
ties to the company.

5. Financial statement frauds created
severe consequences for committed
companies, including bankruptcy,
significant changes in ownership, and
delisting by organizational national
stock exchanges.

6. Cumulative amounts of financial
statement frauds were relatively
significant and large, with the average of
$25 million and the median of $4.1
million for financial statement
misstatement or misappropriation of
assets.

7. More than half of the alleged financial
statement frauds involved overstatement
of revenues by recording revenues
prematurely or fictitiously.

8. Most financial statement frauds were not
isolated to a single fiscal period.

9. Fifty-five percent of the audit reports
issued in the last year of the fraud period
contained unqualified opinions.

10. Most sample fraud companies (56
percent) were audited by a Big Eight/Big
Five auditing firm during the fraud period
and the rest (44 percent) were audited by a
non-Big Eight/Five auditor.

1. Half of the respondents (300 internal
auditors across all industrial sectors
including manufacturing, financial
services, wholesalers, governmental
agencies) believed employee fraud poses
a greater threat to their organizations than
management or financial statement fraud.

2. Nearly 15 percent reported management
misappropriation as the greatest fraud risk
to their organization.

3. Most (58 percent) believed that the
greatest improvement in fraud detection
efforts can be accomplished by holding
management accountable to the same
standards for misconduct as
nonmanagerial employees.

4. Sixty percent of the respondents reported
their department’s fraud risk analysis
process as being reactive in nature, and
they suggested a more proactive stance
on fraud prevention with the board of
directors’ awareness of known frauds and
their related costs.

5. Most respondents (72 percent) reported
that their organizations did not have
fraud detection and deterrence software
in place and suggested the use of
computer software in a proactive and
comprehensive program of fraud
prevention and detection.

6. Communication of the organization’s
ethics and fraud program to all personnel
can improve the effectiveness of fraud
detection and prevention programs.

7. Most respondents (68 percent) reported
that they never felt pressured to
compromise the adherence to their
organization’s standards of ethical
conduct.

8. Most respondents reported their
organization’s external auditors as being
ineffective in preventing and detecting
fraud by characterizing them as either
“cavalier” or “arrogant and dangerous”
in this respect.

9. Most respondents believed that more
budget should be devoted to fraud-
related activities and training in their
internal audit department.

(continues)
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The 1999 KPMG Survey3 The 2000 Ernst & Young Survey4

1. Determines the extent and magnitude of
organizational frauds, including
financial statement fraud, check fraud,
inventory theft, and medical insurance
claims fraud by surveying 5,000 leading
U.S. publicly held companies, not-for-
profit organizations.

2. Medical insurance claims fraud had the
greatest average cost per incident
followed by financial statement fraud.

3. Financial statement frauds resulted in an
average loss of $1.24 million per incident.

4. Poor internal controls and management
override of controls were reported by most
respondents as the two most common
conditions for occurrence of fraud.

5. Various types of collusion between
employees and external parties, as well
as between employees and management,
were cited as important causes of fraud.

6. Personal financial pressure, followed by
substance abuse and gambling, were
considered as important red flags signaling
the possibility of fraud occurrence.

7. Other frequently cited red flags are real
or imagined grievances against the
organization, ongoing transactions with
related parties, increased stress, internal
pressure, short vacations, and unusual
hours.

8. Suggested fraud prevention and
detection strategies are review and
improvement of internal controls,
increasing the focus of top management
teams by setting a tone at the top,
providing training courses in fraud
prevention and detection, establishing a
corporate code of conduct, performing
reference checks on new employees, and
providing ethics training to employees.

1. Most (82 percent) of the surveyed senior
executives from nearly 10,000
organizations across 30 different
industries and in 15 countries indicated
that all known frauds were perpetrated
by employees and about 28 percent were
committed by management.

2. Organizations that had not performed
fraud vulnerability reviews were almost
two-thirds more likely to have suffered a
fraud within the previous 12 months.

3. Most respondents (80 percent) expressed
serious concerns regarding the
possibility of significant fraud within
their organizations.

4. Nearly 33 percent of the respondents
reported that a fraud vulnerability
review had been recently performed in
their organizations.

5. More than 40 percent of respondents
indicated lack of a specific policy
regarding reporting fraud in their
organizations.

6. Most (80 percent) organizations that
utilize the work of forensic accountants
expressed their satisfaction with the
performance of forensic accountants,
investigating in preventing and detecting
fraud.

Sources in the order of presentation in the table, from left to right, are:
1Committee of Sponsoring Organizations of the Treadway Commission (COSO). 1999. Fraud-
ulent Financial Reporting: 1987–1997, An Analysis of U.S. Public Companies.
2The Institute of Management and Administration (IOMA) and The Institute of Internal Auditors
(IIA). 1999. “Business Fraud Survey.”
3KPMG. 1999. “1998 Fraud Survey.”
4Ernst & Young. 2000. “The Unmanaged Risk: An International Survey of the Effect of Fraud
on Business.”

Exhibit 1.3. (Continued)
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committee in (1) setting “a tone at the top” demonstrating commitment to high-qual-
ity financial reports; (2) discouraging and punishing fraudulent financial activity;
and (3) monitoring managerial decisions and actions as related to the financial re-
porting process can substantially reduce instances of financial statement fraud.

• Financial pressures, including substantial declines in both the quality and quan-
tity of earnings, high earnings growth expectations, and an inability to meet
analysts’ earnings estimates, are often cited in these studies as motivations for
management engagement in financial statement fraud. The board of directors
and audit committee should closely monitor the pressures faced by senior exec-
utives; be aware of the gamesmanship practices between management analysts
and auditors; and attempt to control and monitor such practices.

• Ineffective boards of directors and audit committees are cited as important con-
tributing factors that increase the likelihood of occurrence of financial statement
fraud. Publicly traded companies should focus considerably on director inde-
pendence and expertise and qualifications. Companies should comply with the
new SEC, NYSE, and NASD rules on audit committees and should establish
vigilant and effective audit committees to oversee the quality, integrity, and re-
liability of financial reports. These audit committees should be independent,
financially literate, well trained and experienced, and actively involved in cor-
porate governance and the financial reporting process to be able to influence the
prevention and detection of financial statement fraud.

• Lack of adequate and effective internal control structure has been cited as provid-
ing opportunities for the commission of financial statement fraud. The internal
control structure can play an important role in preventing and detecting financial
statement fraud by reducing the opportunities for perpetration of financial state-
ment fraud and by red flagging the indicators of financial statement fraud.

• Quality financial audits performed by external auditors are expressed as an effec-
tive way to reduce the likelihood of fraud occurrence and increase the possibility
of fraud detection and prevention. The new O’Malley Panel on Audit Effectiveness
suggests the use of forensic-type field work audit procedures on every audit to im-
prove the prospects of detecting material financial statement fraud by external au-
ditors.20 Forensic-type audit field work requires auditors to modify their neutral
concept of professional skepticism and presume the possibility of dishonesty at
various levels of management, including collusion, gamesmanship, earnings man-
agement, override of internal controls, and falsification of financial records and
documents. Forensic-type audit procedures are further discussed in Chapter 11.

• These fraud studies reveal that multiperiod financial statement fraud typically starts
with the misstatement of interim financial statements. This suggests that quarterly
financial statements should be thoroughly reviewed by external auditors and,
whenever possible, continuous auditing should be performed throughout the year.

• Fraud studies underscore the need for involvement of all corporate governance
constituencies, including the board of directors, the audit committee, manage-
ment, internal auditors, external auditors, and governing bodies as part of a
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broad effort to prevent and detect financial statement fraud and, thus, improve
the quality, integrity, and reliability of financial statements.

• The Enron debacle, caused by the commission of financial statement fraud, is
expected to lead to (1) the establishment of new regulations to improve corpo-
rate financial disclosures and; (2) the requirement of a more effective oversight
of public accounting firms; and (3) the creation of a new accounting industry
self-regulating organization that will operate under SEC supervision.21

SANCTIONS FOR PERPETRATIONS OF FINANCIAL 
STATEMENT FRAUD

The recent COSO-sponsored research on fraudulent financial reporting (Beasley et al.
1999)22 reveals that relatively few individuals (i.e., senior executives) who perpetrated
or engaged in alleged financial statement fraud explicitly admitted guilt or eventually
served prison sentences, even though a significant number of alleged perpetrators were
terminated or forced to resign from their executive positions. It can be argued that if
these fraudsters do not receive severe sanctions and are given executive positions in
other corporations, they may continue to engage in financial statement fraud; however,
if perpetrators were sanctioned sufficiently and severely, they would not be available
to obtain executive positions or, if they do, they would behave more ethically and con-
scientiously. Thus, imposing more severe sanctions on the perpetrators of financial
statement fraud might help reduce instances of such fraud. Richard Walker, the SEC’s
Director of Enforcement, in discussing the SEC’s concern regarding the commission
of financial statement fraud by large publicly traded companies, warned fraudsters that
“cooking the books and you will go to jail without passing Go.”23

The Treadway Commission report (1987) recommended that those found to
“cause, aid and abet, or participate in financial statement fraud be barred from cor-
porate office.”24 The Treadway Commission (1987) also supported more criminal
prosecutions and longer sentences for perpetrators of financial statement fraud.
Public accountants are often barred from practice before the SEC for violations of
the securities laws and pursuant to SEC Rule 2(e) antifraud provisions of the SEC
Act of 1934. Thus, corporate executives engaged in financial statement fraud
should also be barred from corporate office. Barring the perpetrators of financial
statement fraud from corporate office should discourage top executives from en-
gaging in fraudulent activities and, thus, reduce the probability of occurrence of
financial statement fraud. In addition, perpetrators of financial statement fraud
should be fined, and the amount of fines should be set at high levels to be effec-
tive as a deterrent for financial statement fraud. One possible danger of adopting
such a severe penalty is the likelihood that innocent alleged executives may be pe-
nalized inappropriately or become more risk averse, resulting from fear of being
wrongfully suspected of engaging in financial statement fraud. Former SEC chair-
person Arthur Levitt initiated a policy of no tolerance for financial statement fraud
by publicly traded companies and the agency’s strategies to be aggressive in pros-
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ecuting fraudulent financial activities to improve the quality of financial reports.
It is expected that the agency will continue its policy of aggressive financial state-
ment fraud prevention and detection to ensure investors’ rights.

In 1999, the SEC initiated a total of 525 enforcement cases consisting of 227
civil actions and 298 administration proceedings against registrants.25 From the to-
tal of 525 enforcement cases, 94 cases (about 18 percent) were related to financial
statement fraud. The alleged 1999 financial statement fraud cases are associated
with a broad range of schemes, including (1) more than 34 percent involved im-
proper revenue recognition; (2) about 18 percent were related to fraudulent asset
valuations; (3) nearly 13 percent involved improper capitalization of expenses;
(4) about 20 percent featured unacceptable earnings management; (5) nearly 10 per-
cent involved large options or equity interest; and (6) another 5 percent involved
miscellaneous cookie jar reserves. In addition, the SEC has increased its sanctions
against individuals who commit fraud on behalf of publicly traded companies. In
1999, more than 120 corporate officers and employees were charged with engage-
ment in financial statement fraud. The sanctioned individuals range from senior of-
ficers (e.g., CEO) to lower-level managers (e.g., district sales managers).

The SEC has recently taken financial statement fraud seriously as part of its num-
ber one priority by working closely with criminal prosecutors to attack financial state-
ment fraud. About 100 of the SEC’s enforcement cases filed in year 2000 involved
financial statement fraud. Charges were filed against 29 publicly traded companies,
19 chief executive officers (CEOs), 19 chief financial officers (CFOs), 16 inside di-
rectors, and 1 outside director. The SEC civil financial statement fraud charges have
resulted in fines against public companies and their top executives and, in some cases,
have barred top executives from serving as officials for public companies. Further-
more, the SEC’s criminal charges have led to convictions and jail time.

In a June 2000 speech, SEC Commissioner Isaac Hunt stated that “financial
fraud constituted almost one-fifth of the case brought by the derision of enforce-
ment in the last year . . . the commission is increasing its sanctions against indi-
viduals who commit fraud on behalf of the corporation.”26 The SEC sanctions are
not only limited to top executives but are also applied to others within the corpo-
rate chain of command and external auditors who knowingly or recklessly are
involved in financial statement fraud. Richard Walker, the SEC’s Director of
Enforcement, states that the agency continues “to see an unacceptably higher
number of busted audits.”27 The SEC plans to bring more enforcement actions
against companies, auditors, and those responsible for cooking the books.

OCCURRENCE, PREVENTION, AND DETECTION

Recently, there has been substantial publicity about the extent and magnitude of al-
leged financial statement fraud threatening the quality, integrity, and reliability of the
financial reporting process, which have contributed to considerable economic losses
by investors and creditors. These financial statement frauds have eroded the public’s
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Exhibit 1.4. Financial Statement Fraud Prevention and Detection Process
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confidence in the financial reporting process and the audit function. This section de-
scribes the processes of financial statement fraud occurrence, prevention, and detection.

Exhibit 1.4 illustrates the five-stage process of financial statement fraud oc-
currence, prevention, and detection.At Stage 1, financial statement fraud occurs be-
cause management is motivated to mislead financial statement users, particularly
investors and creditors. The opportunity for management deceptive actions exists,
and management rationalizes its actions to engage in financial statement fraud. This
first stage is thoroughly described and examined in Chapters 2 through 5.

At Stage 2, the existence of a responsible and effective corporate governance,
consisting of a vigilant and active board of directors, an effective audit commit-
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tee, and an adequate and effective internal audit function, discovers the intended
financial statement fraud and prevents its occurrence. When financial statement
fraud is prevented at this stage, the financial information is misleading; however,
an ineffective and irresponsible corporate governance, along with the gamesman-
ship attitude of corporate governance, would fail to prevent the deliberate finan-
cial statement fraud perpetrated by management. This stage of the process is de-
scribed and examined in Chapters 7 through 10.

At Stage 3, financial statements that may or may not contain material mis-
statements are audited by independent auditors. Independent auditors perform
tests of controls and substantial tests in gathering sufficient and competent evi-
dence to provide reasonable assurance that financial statements are free from ma-
terial misstatements including fraudulent activities. When financial statement
fraud is detected by independent auditors, the auditors are required to ask man-
agement to make corrections. If financial statement fraud is detected by the inde-
pendent auditor and corrected by the company, then financial statements are fairly
presented in conformity with generally accepted accounting principles (GAAP)
and portray the company’s true financial position, cash flows, and results of oper-
ations. Fairly presented financial statements accompanied by an unqualified audit
report are considered useful, reliable, and relevant for decision making by in-
vestors, creditors, and other users of financial statements. These high-quality fi-
nancial statements facilitate rational investment decisions contributing to efficient
capital markets. This stage of the process is discussed in Chapter 11.

Financial statement fraud that is not initially prevented and not subsequently
detected by independent auditors, accompanied by an unqualified audit report, and
disseminated to investors, creditors, and the public, will be misleading. At this
stage, whether or not financial statement fraud is discovered, it is considered
harmful and detrimental to the integrity and quality of the financial reporting
process. This will cause inefficiency in the capital markets, which may result in
misallocation of the nation’s economic resources.

At the last stage, if financial statement fraud is discovered, either by design
or accidentally, the company will be subject to SEC enforcement actions and
will be required to correct and restate misstated financial statements. This final
stage is discussed in Chapter 12. The alleged company, its official, and its audi-
tors then are subject to both civil and criminal lawsuit actions or administrative
proceedings by the SEC. Any enforcement action by the SEC will have negative
effects on:

• The reputation, prestige, and status of the alleged company.

• The top management team and other perpetrators of financial statement fraud.
The company’s officials will be subject to civil penalty, barred from serving on
the board of directors or top management team of any publicly traded compa-
nies, and subject to criminal prosecutions, including jail time.

• The prestige, reputation, integrity, objectivity, and independence of auditors and
auditing firms. Auditing firms may have to pay substantial fines to settle the
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alleged audit fraud. The partners involved may be subject to fines or be barred
permanently or temporarily from auditing public companies.

• The investing public, especially investors and creditors. Investors and creditors
may lose their investment substantially if the alleged company goes bankrupt or
if stock prices are adversely affected by the alleged financial statement fraud.

• The efficiency of the capital markets through reflection of high financial risk
and low-quality financial reports.

CONCLUSION

Incidents of financial statement fraud have increased substantially over the past two
decades, and affected individuals, especially investors and creditors, have lost mil-
lions of dollars. Financial statement fraud involves deliberate and material misrepre-
sentation of a company’s financial information with the intent to mislead users of fi-
nancial statements, especially investors and creditors. Financial statement fraud is
typically committed by the top management team with an opportunity and motive to
distort the financial statements and a managerial style or attitude that promotes illicit
behavior. High-profile financial statement fraud perpetrated by major corporations
such as ZZZZBest, PharMor, Regina, MiniScribe, Waste Management, Rite Aid, Sun-
beam, Xerox, MicroStrategy, Lucent, KnowledgeWare, Enron, and Raytheon, among
others, has raised concern regarding the reliability and effectiveness of corporate gov-
ernance and the quality and integrity of published audited financial statements.

The extent of financial statement fraud is unknown primarily because (1) reli-
able statistics are not available; (2) financial statement fraud continues until it is de-
tected and revealed; and (3) the nature of financial statement fraud is changing in the
light of technological advances (e.g., the Internet, electronic financial reporting) and
globalization. The significance of financial statement fraud has also received the at-
tention of both regulators and standard setters during the past two decades. The Na-
tional Commission on Fraudulent Financial Reporting, better known as the Treadway
Commission, was established in 1985 with the objective of (1) determining the ex-
tent to which the integrity of financial statements are threatened by the occurrence of
fraud; (2) identifying causal factors that can lead to fraudulent financial reporting; and
(3) making recommendations to public companies, regulators, and standard setters to
reduce the incidents of financial statement fraud. Recommendations of the Treadway
Commission and responses to these recommendations by the SEC, public companies,
and the accounting profession are thoroughly discussed throughout the book.
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Chapter 2

Financial Reporting 
of Public Companies

INTRODUCTION

This chapter discusses the financial reporting process of publicly traded compa-
nies, their reporting requirements, and characteristics of high-quality financial re-
ports. This chapter also examines contract views of corporations and interactions
between corporations and their contracting parties, expectations gaps between
preparers of financial statements and their users, perceived problems of current fi-
nancial reporting, and the ways financial reports can be improved in providing fi-
nancial information free of misstatements caused by errors and fraud.

FINANCIAL REPORTING SYSTEM

The financial reporting system is a complex process that is influenced by a vari-
ety of factors, including technological, political, cultural, economic, and business
environments. The National Commission on Fraudulent Financial Reporting, bet-
ter known as the Treadway Commission, has broken down the financial reporting
system into three fundamental elements: (1) companies; (2) independent public
accountants; and (3) oversight bodies, as presented in Exhibit 2.1.1

Exhibit 2.1 describes the relationships of the three fundamental elements of
the financial reporting system and their interactions with the users of such a sys-
tem. A company and its management play an important role in the financial re-
porting system and process. They are primarily responsible for fair presentation of
financial reports conforming with established criteria known as reporting stan-
dards. The integrity and quality of financial reports reflect management commit-
ment and intent in preparing and disseminating reliable, relevant, and useful
information about the company’s financial position, results of operations, and cash
flows. The board of directors and its representative audit committee oversee the
financial reporting process even though the accounting department actually pre-
pares the financial statements. 

Independent public accountants, by virtue of being independent and knowl-
edgeable, are engaged to render an opinion regarding the fair presentation of fi-
nancial reports on the company’s financial position and the results of operations in
conformity with generally accepted accounting principles (GAAP). Independent
public accountants lend more credibility and objectivity to published financial
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Exhibit 2.1. Financial Reporting System
Source: Adapted from the Treadway Commission Report, Available: http://www.coso.org
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statements by reducing the information risk. Information risk is the probability that
published financial statements may be inaccurate, biased, false, incomplete, and/or
misleading.

Several oversight bodies influence a set of financial reporting standards for
public companies, and they also monitor and enforce compliance with those stan-
dards. These oversight bodies consist of the Securities and Exchange Commission
(SEC), Financial Accounting Standards Board (FASB), state authorities, courts,
accounting profession, National Association of Securities Dealers (NASD), New
York Stock Exchange (NYSE), and financial institution regulatory agencies. The
SEC, in fulfilling its responsibility for administering the federal securities laws,
establishes disclosure requirements for public companies. The SEC has tradition-
ally maintained its oversight responsibility over financial reporting of publicly
traded companies while, in most cases, has delegated its authority for establishing
accounting standards to private sectors such as the FASB.

ANNUAL FINANCIAL REPORTING REQUIREMENTS

A company’s annual report is typically the primary means of communication with
current and potential investors and creditors. Thus, management attempts to use this
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vehicle to portray the company in a favorable manner by adding “gloss” to the an-
nual report while complying with the reporting requirements set forth by the SEC.

Rule 14a-3 of the SEC Act of 1934 requires that annual reports provided to
shareholders in connection with the annual meetings of shareholders include
(1) audited financial statements consisting of balance sheets as of the two most re-
cent fiscal years; (2) statements of income; and (3) cash flows for each of the three
most recent years. In addition, Rule 14a-3 requires that the following information,
as stated in Regulation S-K, be included in the annual report to shareholders:

• Selected quarterly financial data

• Summary of selected financial data for last five years

• Segment information

• Management’s discussion and analysis of financial condition and results of
operations

• Quantitative and qualitative disclosures about market risk

• Market price of company’s common stock for each quarterly period within the
two most recent fiscal years

• Description of business activities

• Disagreements with accountants on accounting and financial disclosure

The new SEC audit committee disclosure rule (2000) also requires an audit
committee report to be published annually in the proxy statements for annual
meetings of shareholders occurring after December 15, 2000. This report should
state whether the audit committee has completed the following activities:

• Reviewed and discussed the audited financial statements with management.

• Received from the auditor a letter disclosing matters that, in the auditor’s judg-
ment, may reasonably be thought to bear on the auditor’s independence from the
company and discussed with them their independence. 

• Recommended to the board of directors that the company’s audited financial
statements be included in the Annual Report on Form 10-K or Form 10-KSB.

HIGH-QUALITY FINANCIAL REPORTS

The SEC, since its inception nearly 70 years ago, has continued to protect in-
vestors through the fair and orderly operation of the capital markets. High-quality
and transparent financial reports prepared based on full and fair disclosures pro-
mote efficient capital markets. Certain qualitative aspects of financial information
are important in producing high-quality and transparent audited financial state-
ments prepared in conformity with generally accepted accounting principles
(GAAP) and audited in accordance with generally accepted auditing standards
(GAAS).
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The Statement of Financial Accounting Concept (SFAC) No. 1 entitled “Ob-
jectives of Financial Reporting by Business Enterprises” promulgated by the
FASB in 1978 states that:

Financial reporting should provide information that is useful to present and potential
investors and creditors and other users in making rational investment, credit, and sim-
ilar decisions. The information should be comprehensible to those who have a rea-
sonable understanding of business and economic activities and are willing to study the
information with reasonable diligence.2

HIGH-QUALITY FINANCIAL REPORTING

The financial reporting model that has been established through the continued
efforts of both the public and private sectors is designed to provide users, par-
ticularly investors and creditors, with useful, reliable, relevant, comparable, con-
sistent, and transparent information necessary to make informed and educated
financial decisions. 

Management, specifically the chief financial officer (CFO), is primarily re-
sponsible for fair presentation of financial statements in conformity with GAAP
that portray the company’s performance, cash flows, and financial position to in-
vestors, creditors, and other users of financial statements. Management should
produce high-quality and transparent financial reports to (1) meet the needs of in-
vestors and creditors; (2) portray a true and clear picture of the company; and
(3) present objective, consistent, and comparable financial results and conditions.
The Statement of Financial Accounting Concepts (SFAC) No. 2 describes nine
qualities and characteristics that make financial information useful for decision
making by investors, creditors, and other users of financial statements.3 The addi-
tional characteristic of transparency has been added to this list of nine character-
istics discussed as follows:

1. Relevance. The financial information is viewed to be relevant if it makes a dif-
ference to decisions by decision makers (e.g., investors, creditors) and helps
users to (1) assess past performance; (2) predict future performance; (3) con-
firm or correct expectations; and (4) provide feedback on earlier expectations.
Relevance, which encompasses the concepts of predictive value, feedback
value, and timeliness, indicates that information is relevant when it is capable
of making a difference in a decision.

2. Timeliness. Timeliness means providing financial information to decision
makers when they need such information and before the information loses its
capacity and capability to influence decisions. It has been argued that histor-
ical financial statements do not provide timely, relevant information for in-
vestors and creditors to make investment decisions. Thus, online, real-time
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electronic financial reports have been suggested to improve the timeliness of
financial information. Extensible business reporting language (XBRL) and
Internet-based financial reports, which are discussed in depth in Chapter 12,
also enhance the timeliness of business reports.

3. Reliability. Financial information is reliable when investors and creditors
consider the information to reflect economic conditions or events that it pur-
ports to represent. Reliability, which encompasses the notions of verifiability,
neutrality, and representational faithfulness, is a measure of the integrity and
objectivity of financial reports. Reliability provides assurance for users that
the information is accurate and useful.

4. Verifiability. Verifiability is the extent to which different individuals using the
same measurement material arrive at the same amount or conclusion. For ex-
ample, cash is considered a verifiable financial item because different indi-
viduals can count the reported cash and reach the same conclusion about the
ending balance of cash.

5. Representational faithfulness. Representational faithfulness means the degree
of correspondence between the reported accounting numbers and the re-
sources or events those numbers purport to represent. Representational faith-
fulness of published audited financial statements means the extent to which
they reflect the economic reality and economic resources and obligations of
the company as well as the transactions and events that change those re-
sources and obligations.

6. Neutrality. High-quality financial information should be neutral in the sense
that it is free from bias toward a predetermined result. Neutrality implies that
management, in using its discretion to choose among a set of acceptable ac-
counting methods, should select the method that reports the economic reality
of the transactions or events.

7. Comparability and Consistency. High-quality financial statements require
the use of standardized and uniform accounting standards and practices for
measuring, recognizing, and disclosing similar financial transactions or eco-
nomic events. The reported financial information of a particular company
can be considered useful for decision making if the decision maker (e.g., in-
vestor, creditor) can compare it with similar information about other compa-
nies and with similar information about the same company for some other
time period. Comparability and consistency suggest that comparability of in-
formation among companies and consistency in the application of methods
over time enhances the information value and value relevance of financial
reports.

8. Materiality. An amount or a disclosure is considered to be material if it influ-
ences or makes a difference to a decision maker. Materiality affects the quality,
integrity, and reliability of financial statements because management uses its
judgment to decide what may be material to users of financial statements.
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Auditors use materiality judgment in determining the type of audit report when
there is a departure from GAAP. Materiality threshold used by management in
presenting financial information is recently being challenged by the SEC in
many of the alleged financial statement fraud cases filed against publicly traded
companies.

9. Feasibility or Costs and Benefits. High-quality financial information or dis-
closure must be feasibly practical and cost effective. Management, in decid-
ing about a particular disclosure or implementation of a particular control
activity, considers whether the perceived benefits to be derived from the de-
cision exceed the perceived costs associated with it.

10. Transparency. High-quality financial information must be transparent in the
sense that it provides the complete reporting and disclosure of transactions,
which portray the financial conditions and operational results of the company
in conformity with GAAP. Transparency enables financial statement users,
including investors and creditors, to obtain the right information and ensure
that financial information is factual and objective. The more transparent the
financial reporting process, the easier it is to obtain and assess the nature of
transactions and the quality of the related financial statements.

SIX-LEGGED STOOL OF THE FINANCIAL REPORTING PROCESS

High-quality financial reports, including reliable financial statements free of
material misstatements caused by errors and fraud, can be achieved when there 
is a well-balanced functioning system of corporate governance, as depicted in
Exhibit 2.2. This system comprises six groups: the board of directors, the audit
committee, the top management team, internal auditors, external auditors, and
governing bodies including the SEC, AICPA, NYSE, and NASD. These groups
develop a “six-legged stool” that supports responsible corporate governance and
reliable financial reports. Although the responsibility of these groups varies re-
garding preparation and dissemination of financial statements, a well-defined co-
operative working relationship among these groups should reduce the probability
of financial statement fraud. The responsibility of these groups in ensuring corpo-
rate governance and reliable financial statements is thoroughly examined in Chap-
ters 6 through 12; however, a brief description of these groups’ responsibility
regarding the quality, reliability, and integrity of the financial reporting process is
explained in the following section. 

Fair presentation of financial statements, the representational faithfulness,
verifiability, soundness, and neutrality of the financial information is the primary
responsibility of the top management team. The board of directors and its repre-
sentative and extension, the audit committee, have the ultimate monitoring re-
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Exhibit 2.2. A Six-legged Stool of the Financial Reporting Process
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sponsibility of the financial reporting process. The Blue Ribbon Committee
(1999) recommends that the audit committee (1) discusses with the external audi-
tors the quality, not just the acceptability, of the company’s accounting principles
and practices applied in its financial reporting process; (2) communicates with ex-
ternal auditors the quality of financial reports in connection with the review of in-
terim financial information; and (3) includes a “belief statement” about the fair
presentation of the audited financial statements in accordance with GAAP4; how-
ever, the final rules adopted by the governing organizations of publicly traded
companies require the audit committee to disclose in its report that it has recom-
mended to the board of directors that the audited financial statements be included
in the company’s Annual Report on Form 10-K or Form 10-KSB. The new rules,
which substantially incorporated all of the Blue Ribbon Committee recommenda-
tions, did not adopt one recommendation suggesting inclusion of a “belief state-
ment in the audit committee report regarding the fairness of presentation of the
audited financial statements.”
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High-quality financial reports require continuous improvements in the finan-
cial reporting process. The steps involved in producing high-quality and credible
financial reports as stated in the Public Oversight Board (POB) report known as
the Kirk Panel are as follows:

1. “The board of directors must recognize the primacy of its accountability to
shareholders.

2. The auditor must look to the board of directors as the client.

3. The board and its audit committee must expect, and the auditor must de-
liver, candid communications about the quality of the company’s financial
reporting.”5

The “six-legged stool” illustrated in Exhibit 2.2, which is based on the active
participation of the board of directors, the audit committee, the top management
team, internal auditors, external auditors, and governing bodies, fosters continu-
ous improvements in the financial reporting process in producing high-quality fi-
nancial reports. The Blue Ribbon Committee’s Report on Improving the
Effectiveness of Audit Committees suggested the “three-legged stool” involving
participation of the CFO, the independent auditor, and the audit committee in im-
proving the quality and integrity of financial reports.

CORPORATE FINANCIAL REPORTS

Companies listed on stock exchanges are required to publish annual and quarterly
financial reports, including the three fundamental financial statements: (1) state-
ment of financial position, which is better known as the balance sheet; (2) income
statement; and (3) statement of cash flows. Company financial reports typically
consist of the three fundamental financial statements, a statement of changes in
owner’s equity, notes to the financial statements, the auditor’s report, a five-year
comparative summary of key financial items, management’s discussion and
analysis of operations, high and low stock prices, and other financial and nonfi-
nancial information. Financial reports are expected to provide useful, relevant,
and reliable financial information to users of those reports for financial decision
making.

Financial statements are used by organizations to communicate their social—
and mostly, economic—reality to demonstrate the legitimacy of their actions to
obtain resources necessary for their survival. Financial statements of publicly
traded companies in the United States are expected to be prepared in conformity
with GAAP and accompanied by an audit report issued by an independent and cer-
tified public accountant (CPA). GAAP are a set of standards and guidelines estab-
lished to provide uniformity in the preparation of financial statements and to
ensure their fair presentation in conveying reliable, relevant, and useful financial
information. Thus, companies attempt to publish financial statements supported
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by a clean audit opinion, providing reasonable assurance regarding their fair pres-
entation in conformity with GAAP in order to secure access to financial resources
necessary for their survival.

Financial reports can be obtained in a hard copy, either directly from the is-
suing company or from the Securities and Exchange Commission (SEC), or elec-
tronically through the Internet and/or through the SEC’s Electronic Data
Gathering, Analysis, and Retrieval System (EDGAR). EDGAR is an online filing
system for the collection, validation, indexing, acceptance, and submission of fi-
nancial information primarily by corporations and others required by law to file
forms with the SEC. The primary purpose of EDGAR is to enhance the efficiency
and fairness of the capital market for the benefit of investors and corporations in
particular, as well as the society and economy in general. EDGAR accelerates the
process of filing requirements with the agency for the receipt, acceptance, dis-
semination, and analysis of time-sensitive corporate required financial informa-
tion. As of May 6, 1996, all public domestic companies have been required to
make their filings on EDGAR, except for filings made in paper because of a hard-
ship exemption. The SEC has not yet allowed all documents to be filed electroni-
cally and, therefore, they are not available on EDGAR.

The actual annual reports submitted to the shareholders by corporations (ex-
cept in the case of investment companies) are not required to be filed on EDGAR;
however, the annual reports on Form 10-K or 10-KSB, containing much of the
same information submitted to shareholders, are required to be filed on EDGAR.
Documents submitted on the EDGAR system in either plain text or hypertext
markup language (HTML) are official filings, whereas portable document format
(PDF) documents are unofficial copies of filings in an Adobe Acrobat reader and
may contain graphics.6

Financial reports, especially financial statements, should provide useful,
relevant, and reliable information regarding the financial position of a company,
the results and successes of its operations, its ability to exist and meet its obliga-
tions, the effectiveness of material policies and strategies, its future performance
and prospects, and its growth and risk. Users of these reports have traditionally
relied on management to provide relevant financial information. The integrity and
quality of corporate governance determines the quality and reliability of the fi-
nancial reporting process that generates financial reports. The integrity and qual-
ity of the financial reporting process have recently been scrutinized. Arthur
Levitt, the former SEC chair, addressed this concern by stating, “we are witness-
ing an erosion in the quality of earnings, and therefore, the quality of financial
reporting. Managing may be giving way to manipulations; integrity may be los-
ing out to illusion.”7

To obtain necessary financial resources, companies attempt to report favor-
able financial results on their financial statements prepared in accordance with
GAAP and accompanied with a clean standard audit opinion. When financial re-
sults are favorable and meet investors’ expectations conveyed through analysts’
forecasts, companies have incentives to be more legitimate and ethical and less
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motivated to engage in fraudulent financial reporting; however, when financial re-
sults are less favorable or unfavorable, the firm may choose one of the following
alternatives: (1) issue unfavorable financial results that are in compliance with
GAPP; (2) violate GAAP to report more favorable financial results; and (3) en-
gage in fraudulent financial activities to report more favorable financial results.
Adoption of any of these aforementioned alternatives has a cost to the company
and its executives and management.

First, reporting unfavorable financial results, even though accompanied by a
clean audit opinion, may not be in the firm’s best interests. Poor financial per-
formance and results can be viewed as a reflection of lack of earnings growth and
prosperity, which challenges the financial and economic legitimacy of the firm
and may result in less favorable access to financial resources.

The selection of the second alternative forces the firm to compromise its fi-
nancial reporting strategy to depart from GAAP in order to report more favorable
financial results. The consequence of selecting this alternative is that the firm may
receive a modified audit opinion (e.g., qualified, adverse), which may curtail the
firm’s access to financial resources, at reasonable cost, necessary for its survival.
A large volume of empirical research demonstrates that firms that receive a mod-
ified audit opinion other than unqualified (1) obtain higher cost of capital; (2) re-
ceive a high-risk assessment; (3) are charged an interest rate premium; (4) have
less favorable access to reasonable financial resources; and (5) receive unfavor-
able capital market reactions (e.g., Bamber and Stratton, 1997).8

The third alternative is when the firm engages in fraudulent financial activi-
ties to report more favorable financial results. In this case, the firm deliberately
commits illegal actions to mislead users of financial statements about the com-
pany’s poor or less favorable financial performance. If this deception is hidden
from the auditor and/or the auditor is unable to detect the committed financial
statement fraud, a fraudulent and misleading financial statement accompanied
with a clean audit opinion will be issued. The lack of a responsible corporate gov-
ernance may be viewed as a contributing factor for a firm to engage in financial
statement fraud in response to pressures to report favorable financial results. Fur-
thermore, the firm is more apt to issue financial statement fraud when the option
is within the set of available and acceptable accounting alternatives. This chrono-
logical decision process is depicted in Exhibit 2.3.

CONTRACT VIEW OF CORPORATIONS

Sunder (1977) views an organization, in general, as a set of contracts among var-
ious participants.9 In a business sector, a corporation has a set of contractual rela-
tionships with a broad range of participants, including shareholders, creditors,
vendors, customers, employees, governmental agencies, and auditors, as depicted
in Exhibit 2.4. Sunder (1977) provides a similar analysis of a firm as a set of con-
tracts without mentioning the importance of corporate governance. Contracting
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Exhibit 2.3. Chronological Decision Process
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participants pursue their own goals and continue their contracting relationships
with the firm as long as there is a goal congruence or mutual interest. For exam-
ple, shareholders and creditors contribute capital to the firm and demand an ex-
pected rate of return on their investment. Vendors provide goods, services,
machinery, and materials in return for payments. Customers pay cash for goods
and services received. Employees provide labor, skills, and services and expect to
be compensated for their efforts. Society in general, and government in particular,
creates an environment that corporations fulfill their social responsibility and tax
obligations. Contracting participants expect an inducement equal to the opportu-
nity value of their contribution in order to continue their contract with the com-
pany. Corporations should make continuous improvements in their performance
to satisfy contracting participants or, otherwise, the contractors may impose re-
strictions, sanctions, and eventually discontinue their contracts, which will be
detrimental to the company’s survival.

Corporate governance is responsible for assembling, implementing, manag-
ing, enforcing, modifying, monitoring, and maintaining the contract set of the
company. Contracting participants have a variety of incentives and contributions.
Corporate governance should develop a system of checks and balances that (1) ac-
curately measures the contribution made by contracting participants (agents);
(2) properly determines the amount of incentives due to them; (3) adequately man-
ages the fair distribution of inducement to contracting agents; (4) effectively mon-
itors the requirements and provisions of the contractual relationships with all
agents for modifications, negotiations, continuations, renewals, and expirations;
and (5) fairly discloses reliable, relevant, and useful financial information in order
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Exhibit 2.4. Public Companies’ Interactions with Their Stakeholders
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for contracting participants to make prudent economic decisions. Thus, one of the
fundamental responsibilities of corporate governance is the accountability to con-
tracting participants for fair presentation of financial statements to all agents, es-
pecially investors and creditors, who provide capital to the corporation. In the
situations when a right combination of motivations, opportunities, and rationali-
zation is present, corporations may benefit by misleading agents through engag-
ing in financial statement fraud. This book primarily focuses on the financial
reporting responsibility and accountability of corporate governance in preventing
and detecting financial statement fraud.
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Publicly traded corporations, by virtue of obtaining their capital from in-
vestors and creditors who are distant from their operations, place new demands
on corporate governance. A set of financial standards is promulgated for cor-
porations to ensure that corporate governance protects investors’ and creditors’
investment interests. The SEC is given authority by the U.S. Congress to issue
accounting standards. The SEC has traditionally delegated this authority to the
private sector standard-setting bodies (e.g., FASB). The accounting standards
guide management and limit its discretion in measuring, recognizing, and dis-
closing the corporate economic events and transactions with contracting
agents. In efficient and active capital markets, investors—both shareholders
and bondholders—rely on the financial reporting process to provide them with
useful, relevant, reliable information regarding financial conditions, results of
operations, cash flows, and prospects of the company. The Internet-based tech-
nology mitigates both the asymmetry of information and the cost of obtaining
information.

The U.S. capital market has fueled the longest economic growth and pros-
perity during the 1990s. More than one-third of the nation’s wealth was invested
in capital markets that had an aggregate value of $15 trillion, which was almost
twice the gross national product.10 More than 80 million investors nationwide
have placed their trust and confidence in the capital markets, which are considered
to be the most efficient, liquid, and resilient markets in the world. Lynn Turner,
Chief Accountant at the SEC, stated that:

The markets and their participants have gained investors’ confidence through quality
information and their trust through vigilant and active corporate governance. It is qual-
ity information that is the life-blood of markets: corporate governance that ensures the
flow of that information is not severed.11

EXPECTATION GAP BETWEEN PREPARERS AND USERS 
OF FINANCIAL REPORTS

The American Institute of Certified Public Accountants (AICPA) Special Com-
mittee on Financial Reporting was established in 1991 to examine the needs of
users of financial reports and to identify the types of financial information most
useful and relevant for predicting future earnings and cash flows for financial de-
cision making. The committee gathered a wide variety of documents and survey
data regarding the relative priority users place on different kinds of financial in-
formation to determine potential improvements to the financial reporting process.
The committee compiled its three years of findings in a comprehensive 1994 re-
port entitled “Improving Business Reporting—A Customer Focus: Meeting the
Information Needs of Investors and Creditors.”12 The committee made several
recommendations for improving the usefulness and relevance of the types of in-
formation in business reporting and developed a comprehensive model of busi-
ness reporting designed to be useful for decision making in assessing the risk of
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investments by users. The 10 fundamental elements of the committee’s compre-
hensive model are as follows:

1. Four basic financial statements (e.g., balance sheet, income statement, state-
ment of cash flows, statement of changes in owner’s equity) and their related
note disclosures

2. High-level operating data and performance measurements that management
uses to manage the business

3. Management rationale and reasons for changes in financial, operating, and
performance-related data, as well as the identity and past effect of key trends

4. Adiscussion of opportunities and risks, including those resulting from key trends

5. Management’s plans, including critical success factors

6. Comparison of actual performance to previously disclosed opportunities,
risks, and management plans

7. Information regarding directors, management, major shareholders, compen-
sation, transactions, and relationships among related parties

8. Board objectives and strategies of the company

9. Scope and description of the business and properties

10. Effect of industry structure on the company

Anandarajan, Kleinman, and Palmon (2000) argue that there is an “expecta-
tions gap” between the needs of the users and the priorities of financial statement
preparers.13 Users of financial statements, particularly investors and creditors, do
not receive the information they need to make prudent economic decisions.
Anandarajan et al. (2000) discuss the following three factors that contribute to the
perceived expectations gap: (1) deficiencies in the auditing and reporting stan-
dards; (2) lack of motivation to fully comply with these standards; and (3) lack of
financial literacy, training, and cognitive limitations or preference of financial
statement users.14 These three factors, individually or collectively, can contribute
to the perceived expectation gap between preparers and users of financial reports.
For example, existing accounting and auditing standards have not addressed the
degree of reliability of the Internet-based electronic financial statements and the
extent of assurance provided by auditors regarding the fairness of electronic fi-
nancial reports. Management may also be motivated to produce and disseminate
inaccurate financial statements under pressure or in a needs environment.

PERCEIVED PROBLEMS OF CURRENT FINANCIAL REPORTING

In recent years, some concerns and criticisms have been expressed regarding the
widening gap between the information needs of investors and creditors and infor-
mation provided in the published financial statements. This gap has caused dete-
riorations in the quality of financial reports and a disconnect between financial
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information provided in these reports and the information needs of the capital mar-
ket participants. In the emerging digital knowledge-based economy, financial
statement users in general, and market participants in particular, need “(1) more
disclosure of non-financial information; (2) more forward-looking information;
and (3) more information about intangible assets.”15 The perceived problems in
the existing financial reporting system that may provide both motivation and op-
portunity for financial statement fraud are discussed in the following pages (also
see Anandarajan et al. 2000).16

Pressures to Manage Earnings

Publicly traded companies are pressured to report earnings that meet analysts’ fore-
casts and expectations rather than focusing their efforts on continuously improving
both quality and quantity of earnings, primarily because (1) missing the earnings ex-
pectations can cost a significant amount of dollars in the market capitalization, and
(2) the top management team receives substantial bonuses based on earnings and
stock prices. The high market capitalization and significant valuations of equity se-
curities during the late 1990s have created pressures on management to achieve
earnings estimates or other performance targets, typically determined by security
analysts. The efficiency and competitiveness of the capital markets, in reflecting
publicly available information into stock prices, have encouraged companies to
achieve these targets by either continuously improving their performance and, thus,
creating shareholder value or by attempting to make the numbers seem more posi-
tive and thus engaging in financial statement fraud. Nevertheless, missing those
earnings forecasts or performance targets can cause considerable declines in market
capitalization and, accordingly, reduced compensation for the top management
team, whose incomes are typically tied into the earnings or stock price targets. 

Schipper (1989) defines earnings management as “a purposeful intervention
in the external financial reporting process with the intent of obtaining some pri-
vate gain.”17 Top management teams may manipulate reported earnings using a
broad range of both accounting and nonaccounting techniques (e.g., changing ac-
counting methods, accounting estimates, timing, and method of revenue recogni-
tion). Healy (1985) concludes that earnings management using accruals is less
costly with no disclosure requirement conforming to charges of accounting prin-
ciples and estimates.18

Declining Quality of Corporate Earnings

High-quality annual financial statements start with reliable interim reporting. Thus,
publicly traded companies should focus on the integrity, quality, and effectiveness of
the interim financial reporting process. The 1999 Committee of Sponsoring Organi-
zations (COSO) Report finds that financial statement fraud often begins with interim
reporting because of the ineffectiveness of processes and internal controls surround-
ing the preparation of interim financial statements.19 Earnings management practices
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have reduced the value relevance of reported earnings. Former chairperson of the
SEC Arthur Levitt (1998) expressed concerns about the declining quality of corpo-
rate earnings, discussing financial issues such as earnings management, purchased re-
search and development (R&D), writeoffs, and abuse of the materiality concept.20

Deficiencies in Reporting Certain Types of Information

A recent survey by the Association for Investment Management and Research
(AIMR) indicates that most respondents (91 percent of buy-side and sell-side ana-
lysts) believed that published financial statements do not properly explain the im-
plications of extraordinary, unusual, nonrecurring charges or disclose off-balance
sheet assets or liabilities.21 In the wake of Enron’s collapse, financial regulators are
considering new rules pertaining to accounting and reporting of financial instru-
ments, derivatives and hedging activities, and comprehensive income. Lawmakers
are considering new rules for energy derivatives accounting whereas the SEC is es-
tablishing new regulations to require more precise disclosures regarding publicly
traded companies’ accounting policies.22 The additional disclosures are intended to
provide relevant information regarding companies’ condition and results.

Reporting Systems that Obfuscate Rather than Enlighten

Anandarajan et al. (2000) cited several studies that found that the current financial
reporting process does more to obfuscate than enlighten, and the broader disclosure
rules have not been adopted uniformly.23 A survey conducted by Pricewaterhouse
Coopers reveals that CEOs of technology companies believe that current financial
reporting models do not serve their needs and result in lower stock prices for their
companies.24 The respondents (e.g., executives, analysts, investors) agreed that
current reporting models do not properly measure and recognize the value of in-
tangible assets. The emerging digital economy requires a value reporting model
that properly measures the values of capital spending, R&D expenditures, brand
value, market share, customer retention, intellectual capital, and other intangible
assets not currently measured under the conventional financial reporting system.

Unsuitable Reporting Models

The global economy has transformed from an industry economy to a knowledge
economy and now, with Internet-based technology, to a digital economy. Anan-
darajan et al. (2000) argue that the current financial models are more appropriate
for a manufacturing economy than a knowledge or digital economy, primarily be-
cause they are based on historical cost.25 Publicly traded corporations have become
one of the most powerful forces shaping the global economy. Ownership of these
companies has been depersonalized in the sense that they are not typically financed
by only rich investors, but rather by average investors through their mutual and
pension funds. Albrecht and Sack (2000) noted three fundamental drivers of change
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in the business environment.26 First, Internet-based technological advances have
made financial information preparation and dissemination inexpensive. These
technologies have minimized many constraints to information, including time and
space. Globalization is another major development that has significantly affected
businesses worldwide, which has created an environment for global competition.
The third fundamental change is the concentration of power in the large mutual and
pension funds with unprecedented power over top executives of corporations.

Omission of Intangible Constructs

The current financial reporting problem is based on the historical cost that ignores
intangible and nonfinancial measures. The globalization and technological ad-
vances have altered the ways corporations create shareholder value. Thus, ac-
counting systems that are primarily based on tangible constructs are inadequate and
ineffective in measuring, recognizing, and disclosing all business economic events
that create shareholder value. The historical cost-based financial reporting process
is out of date and unresponsive to the needs of users of financial reporting, espe-
cially investors and creditors. This historical model is oriented to tangible assets
rather than the intangible assets that drive many of the values of today’s digital
economy and service and technology-based dot-com businesses. The Financial Ac-
counting Standards Board (FASB) has recently (July 2000) issued two Statements
of Financial Accounting Standards (SFAS) Nos. 141 and 142, “Business Combina-
tions” and “Goodwill and Other Intangible Assets” respectively.27, 28 The new SFAS
require recognition of goodwill in business combination transactions and address fi-
nancial and reporting for acquired goodwill and other intangible assets. The FASB
issued these statements in response to the demand by investors, analysts, manage-
ment, and users of financial statements for more relevant and reliable information
about intangible assets. Intangible assets are no longer considered as “wasting as-
sets.” They are important economic resources for many organizations and are an in-
creasing proportion of the assets acquired in many business transactions.

Predomination of Backward-Looking Information

Corporations have traditionally prepared and disseminated historical financial
statements to investors and creditors for their prospective economic decision. The
currently used historical financial reporting system by focusing on historical in-
formation and accrual earnings is not responsive to today’s dynamic global busi-
ness environment. The new financial reporting model should focus on presenting
futuristic, relevant information on a continuous basis rather than historical infor-
mation on a periodic basis. Thus, users of historical financial statements are forced
to rely on other sources to learn about the company’s prospects. Internet-based
technologies enable the information systems to capture, analyze, and disseminate
information in real-time and online. Investors and creditors can quickly and elec-
tronically access information. The discussion of the use of standardized electronic
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financial reporting under the extensible business reporting language (XBRL) for-
mat in improving the relevance, timeliness, and reliability of business and finan-
cial information is presented in Chapter 13.

Excessive and Improper Use of Financial Derivatives

Financial derivatives have grown rapidly during the past two decades primarily be-
cause of fundamental changes in global financial markets, advancements in com-
puter technology, and fluctuations in interest and currency exchange rates.
Derivatives have been used for a variety of purposes including risk management,
financial schemes, tax planning, earnings, management, and speculation activities.
However, the nature of risks associated with derivatives and how corporations use
them are not well understood by many users of financial statements. The financial
community and regulators are concerned with complexities, risks, lack of uniform
accounting practices for derivatives and inadequate reporting of their fair values.
The FASB, in its SFAS No. 133, addresses accounting and reporting standards for
derivative instruments and hedging activities by requiring that entities recognize all
derivatives as either assets or liabilities in their financial statements and measure
them at fair value.29 Nevertheless, the excessive and improper use of derivatives
has lead to the creation of misleading and fraudulent financial statements. Deriva-
tives are sophisticated financial instruments tied to the performance of underlying
assets. Derivatives were excessively used by Enron Corporation which once was
ranked as the nation’s biggest trader of electricity and natural gas contracts and re-
cently, in December 2001, filed for bankruptcy protection and caused a loss of
about $80 billion in market capitalization. The collapse of Enron Corporation, the
seventh biggest Fortune 500 company, demonstrates the need for proper regula-
tions of the free-wheeling derivatives and over-the-counter tradings, as well as ap-
propriate accounting and reporting of financial instruments, derivatives and
hedging activities, and comprehensive income. 

Generic Philosophy

To improve the relevance and usefulness of published financial statements, this
assumption that a generic financial reporting format will satisfy all users should
be changed. Thus, different formats should be produced to satisfy the needs of a
wide variety of users. Because the primary purpose of corporations is to create
shareholder value, the issue is whether the current financial reports reflect this
shareholder value creation. Technological advances (e.g., the Internet) and glob-
alization enable investors to capture, organize, and use information online and in
real-time. Investors can quickly obtain both financial and nonfinancial informa-
tion to make intelligent and prudent investment decisions. The emergence of an
information knowledge economy undermines the relevance of the historical fi-
nancial reporting process. It has been argued that the historical-cost financial re-
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porting model is out of date and increasingly unresponsive to investors’ needs for
both financial and nonfinancial information. The current financial reporting
model is better suited to a manufacturing economy than the emerging knowledge
economy primarily because it is oriented to tangible assets rather than the intan-
gible assets that drive many values of service- and technology-based businesses
(e.g., dot-coms).

Perceived Lack of Proper Involvement of the Audit Process

Lack of audit effectiveness is perceived to be one of the fundamental reasons for
auditors’ inabilities to prevent financial statement fraud. The external auditors’
role in preventing and detecting financial statement fraud has evolved during the
past three decades in response to society’s concern regarding high-profile inci-
dents of fraudulent financial activities by publicly traded companies. Detection of
fraud was the primary audit objective toward the beginning of the twentieth cen-
tury. Since the middle of the twentieth century, determination of fairness of finan-
cial statements has gained prominence as an audit objective. The accounting
profession position has been that an unqualified opinion should not be construed
as a representation that financial statements are free of any errors or frauds. Users
of financial statements, particularly investors and creditors, on the other hand,
have typically assumed that detection of financial statement fraud has always been
a primary objective of financial audits.

To narrow this perceived expectation gap, the AICPA has recently addressed
auditors’ responsibility for detecting fraud in its Statement on Auditing Standards
(SAS) No. 82 entitled “Consideration of Fraud in a Financial Statement Audit.”30

SAS No. 82 and its implications in the financial reporting process are thoroughly
examined in Chapter 11. The SEC has expressed concerns about auditors’ inef-
fectiveness and failure to provide reasonable assurance that financial statements
are not misleading. The 1999 COSO Report on fraudulent financial reporting
made the following suggestions for auditors to improve their effectiveness in de-
tecting financial statement fraud31:

• Challenge management to ensure that a baseline level of internal control is
present.

• Monitor an organization’s going-concern status, especially with new clients.

• Be aware of the possible complications arising from family relationships and
from individuals holding significant power or incompatible job functions.

• Consider interim reviews of quarterly financial statements and the possible ben-
efits of continuous auditing strategies.

• Consider and test internal controls related to transaction cutoff and asset valuation.

• Understand the risks unique to the client’s industry and management’s motiva-
tion toward aggressive reporting.
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• Assess the substance and quality of client boards and be alert for boards domi-
nated by insiders and others with strong ties to management of the company.

Types of Investors

Studies (Pava and Epstein, 1993; Anandarajan et al., 2000)32, 33 argue that experi-
enced investors rely more on financial statements than management discussion
and analysis (MD&A), whereas unsophisticated investors rely highly on MD&A;
however, selective information disclosed in the MD&A may not provide adequate
and reliable information for investment decision making.

Technological advances and globalization have changed the way businesses
operate. Thus, the financial reporting process should improve to ensure that global
investors receive timely and relevant information about their investment in re-
flecting the true value of companies to their investors. To narrow this perceived
gap between what the traditional financial reports can provide and the financial in-
formation needs of global investors in the emerging economy, Pricewaterhouse
Coopers, one of the Big Five professional services firms, has developed the “Value
Reporting” concept. Value Reporting is:

A management framework that identifies, measures, and communicates the key busi-
ness processes and assets, including intangibles, that underlie and derive corporate
value and performance . . . [it presents] a comprehensive set of financial and other per-
formance measures and processes, tailored to the company, that provides both histor-
ical and predictive indicators of shareholder value creation.34

Value Reporting provides a broad range of both financial and nonfinancial in-
formation, such as market share and growth, intellectual capital, recruitment and
retention of essential personnel, and scope of directed knowledge management ini-
tiatives. By providing a broad range of performance data, both historical and pro-
jected, management is communicating to investors and other users of financial
statements what the value drivers are and how they contribute to shareholder value
creation. Value Reporting focuses on value creation and underlying business activ-
ities that are crucial to the company’s ability to generate sustainable shareholder
value.

Factors that are driving the attention toward Value Reporting are
(1) changes in the global capital market (e.g., enhanced access to information,
globalization, technological advances, growing interest in the concept of share-
holder value, consolidation in the funds management industry); (2) changes in
the internal focus of companies (e.g., greater focus on cash flow, the use of bal-
anced scorecards for performance evaluation); and (3) recognition of inade-
quacies of the historical financial reporting system in providing timely and
relevant information for decision making. Value Reporting, by focusing on pro-
viding relevant, transparent, timely, and credible financial and nonfinancial in-
formation, will continue to receive well-deserved attention from the business
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community and accounting profession as technologies and globalization con-
tinue to evolve.

CONCLUSION

This chapter presented the financial reporting process of publicly traded compa-
nies; examined the qualities and characteristics of useful, relevant, reliable, and
transparent financial information; and suggested ways to improve the quality of fi-
nancial reports. An effective corporate governance consisting of the board of
directors, the audit committee, the top management team, internal auditors, exter-
nal auditors, and governing bodies (e.g., SEC, AICPA) is responsible for produc-
ing and disseminating financial statements that are free of material misstatements
caused by errors and fraud. Responsibilities and functions of each member of cor-
porate governance in the context of financial information supply chain are thor-
oughly examined in Chapters 6 through 12.
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Chapter 3

Cooking the Books 
Equals Fraud

INTRODUCTION

Market participants, including investors and creditors, expect vigilant and active
corporate governance to ensure the integrity and quality of financial information.
Financial statement fraud has received considerable attention from the public,
press, investors, the financial community, and the Securities and Exchange Com-
mission (SEC) because of high-profile, widespread fraud at big companies such as
Lucent, Xerox, Rite Aid, Cendant, Sunbeam, Waste Management, and Enron Corp.
Top management teams of these and other corporations were convicted of cooking
the books and, in many cases, sentenced to jail terms. This chapter presents profiles
of several companies alleged by the SEC of engaging in financial statement fraud;
reviews these alleged financial statement fraud cases; and demonstrates that cook-
ing the books causes financial statement fraud, which results in a crime. 

FINANCIAL STATEMENT FRAUD

Financial statement fraud as defined in Chapter 1 is a deliberate attempt by cor-
porations to deceive or mislead users of published financial statements, especially
investors and creditors, by preparing and disseminating materially misstated fi-
nancial statements. The focus is on intentional deception of users of financial re-
ports through the preparation of unreliable financial statements. Motives and
opportunities for producing fraudulent financial statements are contributing fac-
tors for the occurrence of financial statement fraud. The motivation for perpetra-
tion of financial statement fraud can be associated with the need to raise additional
capital and ownership pressures. The opportunity to disseminate financial state-
ment fraud can be related to ineffective and irresponsible corporate governance,
sometimes caused by a large percentage of insiders on the board of directors and
the audit committee.

Corporations may attempt to deceive users of financial reports when they are
predisposed to fraudulent financial activities. A corporation is more apt to engage
in fraudulent financial reporting when it has a strong motive to do so, because of
economic and ownership pressures, and when its inadequate and ineffective cor-
porate governance structure neither protects nor detects financial statement fraud.
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Why Does Financial Statement Fraud Occur?

Financial statement fraud occurs for a wide variety of reasons, including when the
existence of motives combines with the opportunity because of lack of responsi-
ble corporate governance and auditors’ resistance toward requirements to perform
fraud-detecting audit procedures as part of every financial statement audit.

The earnings numbers play an important role in efficiency of the capital mar-
kets by providing relevant and useful information regarding a firm’s future
prospects to investors. Empirical studies support the contention that reported earn-
ings reflect value-relevant information. Corporations’ strategies to meet or exceed
analysts’ earnings forecasts pressure management to achieve earnings targets.
Management is motivated or, in most cases, rewarded when its bonus is tied into
reported earnings to choose accounting principles that may result in misrepresen-
tation of earnings.

Financial statement fraud may serve many purposes, including (1) obtaining
credit, long-term financing, or additional capital investment based on misleading
financial statements; (2) maintaining or creating favorable stock value; (3) con-
cealing deficiencies in performance; (4) hiding improper business transactions
(e.g., fictitious sales or misrepresented assets); and (5) resolving temporarily fi-
nancial difficulties (e.g., insufficient cash flow, unfavorable business decisions,
defense control in maintaining prestige). Management may also engage in finan-
cial statement fraud to obtain personal benefits of (1) increasing compensation
through higher reported earnings; (2) enhancing value of personal holding of com-
pany stock such as stock-based compensation; (3) converting the company’s as-
sets for personal use; and (4) obtaining a promotion or maintaining the current
position within the company.

Upper Echelons: A Corporation is a Reflection 
of Its Top Management Team

A fundamental question addressed in this book is, why do publicly traded compa-
nies engage in financial statement fraud? Ample anecdotal and empirical evidence
indicates that corporate performance, including strategies, effectiveness, and eth-
ical values, are reflections of values and cognitive bases of its top management
team.1 Top management team characteristics are classified into two broad cate-
gories of (1) psychological cognitive base values including ethical behavior, risk
preference, and operating style; and (2) observable characteristics such as age,
functional tracks, managerial experience, educational background, socioeconomic
roots, group characteristics, and financial position.

Sensitivity of the stock market to earnings forecasts has encouraged manage-
ment to avoid missing earnings expectations. Wall Street has traditionally ham-
mered the stock when earnings expectations are not met; however, an efficient
stock market should be affected in the longer term when corporations constantly
dress up the current results using earnings management. The true earnings quality
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is driven by economic, value-added earnings performance. To improve the qual-
ity of earnings, some publicity traded companies employ managerial strategies
and accounting standards choices that balance the short-term with the long-term
prospects of their companies. Companies are more likely to engage in financial
statement fraud when the selected accounting scheme is considered to be within a
set of acceptable accounting alternatives; there is a strong motive to commit fraud;
and the opportunity is available to actually issue fraudulent financial statements.
The motive and opportunity may not play an important role if the fraud scheme is
not viewed as an acceptable alternative.

PROFILE OF FINANCIAL STATEMENT FRAUD

Exhibit 3.1 summarizes a sample of the most recent high-profile financial state-
ment fraud cases. The review of these cases underscores the importance of re-
sponsible corporate governance in preventing and detecting financial statement
fraud. Review of these cases determines that five interactive factors explain these
high-profile financial statement frauds. These interactive factors are cooks,
recipes, incentives, monitoring, and end results, with the abbreviation of CRIME.
The right combination of these factors is a prerequisite for engaging in financial
statement fraud.

Cooks

The first letter in the word “Crime” is “C,” which stands for “Cooks.” Financial
statement fraud cases presented in Exhibit 3.1 and the results of the 1999 COSO
Report reveal that in most cases (more than 80 percent), the CEOs and/or CFO
were associated with financial statement fraud.2 Almost all financial statement
frauds occur with participation, encouragement, approval, and knowledge of top
management teams, including CEOs, CFOs, presidents, treasurers, and con-
trollers. Other individuals typically involved with financial statement fraud are
controllers, chief operation officers, board of director members, other senior vice
presidents, and internal and external auditors.

Financial statement fraud has become the focus of public attention in recent
years because of corporate wrongdoing in almost all industrial sectors. A consen-
sus may be emerging that financial statement fraud is more often the result of ac-
tions or inactions, deliberate or inadvertent, by the top management team of
publicly traded companies. This has been used as a basis and rationale for hold-
ing company officials personally responsible for occurrences of financial state-
ment fraud, liable for resulting losses, and subject to fines as well as potential
incarceration.

The 1999 COSO Report states that the top management team was involved in
most of the studied cases. The CEO was involved in 72 percent of the cases, while
the CFO was engaged in 63 percent, and the controller was named in more than
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Exhibit 3.2. Individuals Involved in Fraud Cases

Individuals Studied Fraud Cases (%)

Chief Executive Officer (CEO) 72
Chief Financial Officer (CFO) 43
CEO and/or CFO 83
Controller 21
Chief Operating Officer 7
Other Vice President Positions 18
Board of Directors (Nonmanagement) 11
Lower-Level Personnel 10
Outsiders (e.g., Auditors, Customers) 38

Source: Beasley, M.S., J.V. Carcello, and D.R. Hermanson. 1999. Fraudulent Financial Reporting:
1987–1997, An Analysis of U.S. Public Companies. New York, NY: COSO.

21 percent. Exhibit 3.2 shows the list of individuals associated with the companies
alleged for financial statement fraud. Cooks in these fraud cases, especially top ex-
ecutives (e.g., CEO, CFO), exerted excessive power resulting from weak and in-
effective boards of directors and audit committee governance. Most of the studied
fraud cases revealed that the company’s board of directors was dominated by in-
siders and other directors with strong ties to management, and about 25 percent of
companies did not even have an audit committee. Ineffective corporate gover-
nance creates an environment that increases the opportunity for the top manage-
ment team to engage in manipulation activities and perpetrate financial statement
fraud. Financial statement fraud is typically perpetrated by top executives and/or
with their knowledge as shown in Exhibit 3.2.

Recipes

The second letter in the word “Crime” is “R,” which stands for Recipes. Financial
statement fraud can be committed in a variety of ways, ranging from most fre-
quently occurring such as revenue frauds to least commonly occurring such as ac-
counts payable frauds. Auditors would be expected to detect the most frequent
methods of financial statement frauds in that they should know more about and be
better at detecting common fraud schemes. Earnings management was the most
common method of engaging in financial statement fraud. Financial statement
fraud can also vary from direct falsification of transactions and events to inten-
tional delay (early) recognition of transactions or events that eventually occur. An
example of the former is intentional overstatement of sales by creating phony in-
voices, whereas the latter would be intentionally overstating sales using legitimate
shipments that were recorded after the end of the reporting period. Fictitious trans-
action frauds are often considered more aggressive methods of fraud schemes that
occur more frequently and draw more attention from auditors and regulators than
intentional early (delayed) recognition of transactions. Premature recognition of
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transactions and events that eventually occur is considered less fraudulent than fic-
titious transaction schemes.

Certain types of financial statement fraud make it easier for a plaintiff’s at-
torney to argue and convince judges and juries that the auditor should be held re-
sponsible for discovering the fraud. The frequently and commonly occurring
frauds and fictitious transaction frauds typically result in a higher likelihood of au-
ditor litigation, primarily because judges and juries expect the prudent and pro-
fessional auditor to detect these types of frauds. Thus, an auditor who does not
detect these frauds would be more likely to be charged for negligence and the re-
sulting failure to detect the fraud. Several studies examine independent auditors’
association with financial statement fraud. Bonner, Palmrose, and Young (1998)
investigated whether certain types of financial reporting fraud result in a higher
probability of litigation against independent auditors.3 Bonner et al. (1998) con-
cluded that auditors are more likely to be sued when the frauds are of a common
variety or when the frauds stem from fictitious transactions.

The fraud cases presented in Exhibit 3.1 and the findings of the 1999 COSO
Report on Fraudulent Financial Reporting indicate that most financial statement
fraud (about 90 percent) involved the manipulation, alteration, and falsification of
reported financial information, with a small percentage (almost 10 percent) in-
volving misappropriation of assets. Fraud schemes are many and often involve
more than one technique to misstate financial statements. Most misstatements or
financial statement frauds are caused by overstating of revenues and assets,
whereas about 20 percent involved understatements of liabilities and expenses.
The 1999 COSO Report reveals that more than half of the alleged fraud cases
were perpetrated through overstating revenues by recording revenues prematurely
or fictitiously. Fraudulent revenue schemes often used by companies are (1) bill
and hold sales transactions; (2) side agreements revenue transaction; (3) condi-
tional sales; (4) improper recognition of consignment sales as completed sales;
(5) unauthorized shipments; and (6) illegitimate cutoff of sales transactions at the
end of the reporting period. These and other sham transactions are thoroughly ex-
amined in Chapter 5. Recipes of financial statement fraud can range from over-
stating revenues and assets to understating liabilities and expenses, which
typically began with misstatement of interim financial statements and continued
into annual financial statements.

Incentives

The third letter in the word “Crime” is “I,” that stands for “INCENTIVES” and
explains the most common motivations for companies and their cooks to perpe-
trate financial statement fraud. Economic incentives are typical in financial state-
ment fraud cases, even though other motives such as psychotic, egocentric, or
ideological motives can play a role in financial statement fraud. Economic pres-
sure and the incentives to meet Wall Street forecasts are the fundamental motives
for publicly traded companies to engage in financial statement fraud.
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Financial statement frauds are typically committed for a broad variety of rea-
sons and are motivated by many factors. Prior research (e.g., Robertson, 2000) has
identified the following reasons as the primary motivations for financial statement
fraud4:

• Meet company goals and objectives.

• Show compliance with financing covenants.

• Receive performance-related bonuses.

• Obtain new financing or more favorable terms on existing financing.

• Attract investment through the sale of stock.

• Disclose unrealistic increased earnings per share.

• Dispel negative market perception.

Psychotic motivation is viewed as the “habitual criminal” and is not common to
financial statement fraud. Those in corporate governance positions are signifi-
cantly scrutinized for their behaviors (e.g., management, top executives, auditors).
Egocentric motivations are any pressures to fraudulently achieve more personal
prestige. This type of motive can be seen in those people with aggressive behav-
ior who desire to achieve higher functional authority in the corporation. Ideolog-
ical motivations encourage individuals to think their behavior or cause is morally
superior and can be seen in aggressive top executives who attempt to be market
leaders or improve their market position in the industry. The economic motive of
meeting analysts’ forecasts and making Wall Street happy, coupled with egocen-
tric and ideological motives, are the primary causes of financial statement fraud.

Incentives provide motivation to engage in financial statement fraud. Agency
theory suggests that the presence of conflicts of interest between the top manage-
ment team and shareholders as well as creditors adversely affects the quality and
integrity of the financial reporting process and increases the probability of finan-
cial statement fraud. Empirical studies  (e.g., Latham and Jacob, 2000; Carter and
Stover, 1991)5, 6 identify two fundamental variables of management stock owner-
ship and proximity to debt covenant limits that affect management’s propensity to
engage in financial statement fraud. These studies suggest goal congruence be-
tween management and shareholders in the 0 to 5 percent and in the above 25 per-
cent ranges of management stock ownership; however, in the range of 5 to 25
percent, the opportunistic behavior by management is anticipated, and thus the
probability of financial statement fraud increases.

Empirical studies (Latham and Jacobs, 2000; Dechow et al., 1996)7, 8 find a
positive retention between closeness of debt covenant limits measured by a high
debt/equity ratio and a management decision to manipulate earnings and thus, cre-
ating an environmental trait that increases the probability of financial statement
fraud. Management will be pressured not to violate debt covenants. Thus, the
closeness of debt covenant limits can create incentives for the top management
team to cook the books. Prior studies (Lys and Watts, 1994; Carcello and Palm-
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rose, 1994)9, 10 also examined financial distress measured in terms of weak finan-
cial condition and poor financial performance as an incentive mechanism. These
studies conclude that incentives to engage in financial statement fraud by provid-
ing misleading financial information increase when the firm is in financial dis-
tress. Thus, as the company’s financial condition and performance deteriorate, the
probability of financial statement fraud increases. 

The most recent financial statement fraud cases summarized in Exhibit 3.1
and the results of the 1999 COSO Report on Fraudulent Financial Reporting show
the following reasons for companies and their cooks (fraudsters) to engage in fi-
nancial statement fraud: (1) avoid reporting a pretax loss and to exaggerate finan-
cial performance; (2) meet or exceed security analysts’ expectations of earnings’
growth; (3) increase the stock price and create demand for issuing new shares;
(4) obtain national stock exchange listing status or meet minimum exchange list-
ing requirements to prevent being delisted; and (5) cover up assets misappropri-
ated for personal use.

Monitoring

The fourth letter in the word “Crime” is “M,” which stands for Monitoring. Re-
sponsible corporate governance that sets the “tone at the top” by demanding high-
quality financial reporting and not tolerating misstated financial statements is the
most important proactive monitoring mechanism for preventing and detecting fi-
nancial statement fraud. The second most important monitoring mechanism is the
presence of inadequate and effective internal control structure. Although manage-
ment is primarily responsible for designing and maintaining internal controls, the
audit committee, internal auditors, and external auditors should ensure that inter-
nal controls are adequate and effective in preventing, detecting, and correcting fi-
nancial statement fraud and leave no room for management to override control
activities. This brings to the monitoring mechanism the important role that the au-
dit committee can play in overseeing the integrity and quality of the financial re-
porting process and the effectiveness of the internal control structure. Companies
should view the audit committee as a value-added oversight function and not
merely a window dressing position to satisfy the new requirements of the SEC,
NYSE, and NASD for audit committees.

The importance of effective internal and external audit functions in prevent-
ing and detecting financial statement fraud is supported in the literature and au-
thoritative standards and reports. Internal auditors are viewed as the first defensive
line against financial statement fraud. External auditors have traditionally been
held accountable for detecting financial statement fraud. Companies should hire
tough external auditors who help them prevent and detect financial statement
fraud rather than those that rubber stamp management assertions to collect fees for
audit and other consulting services. The financial reporting process of publicly
traded companies includes a monitoring mechanism. The monitoring mechanism
consists of direct oversight function of the board of directors, the audit committee,
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external auditors, and regulatory agencies; and indirect oversight function by
those who follow the company in the role of owner/investor as an intermediary
such as analysts, institutional investors, and investment bankers.

Monitoring can create an environment that reduces the likelihood of finan-
cial statement fraud. For example, an adequate and effective financial reporting
process and related internal control structure or the existence of vigilant corporate
governance can reduce the likelihood of financial statement fraud. Publicly traded
companies are required to issue their financial statements in accordance with
GAAP and have the financial statements audited by an independent auditor. The
independent audit of financial statements lends more credibility, objectivity, and
dependability to the published financial statements. Companies’ primary goal is
to create and increase shareholder value by meeting analysts’ forecasts regarding
earnings performance. Companies with strong financial statements and favorable
earnings performance have less financial stress in achieving their goal of creating
shareholder value; however, companies with financial stress and an aggressive
strategy of exceeding analysts’ and investors’ expectations have more incentives
to avoid complying with GAAP requirements when such compliance results in the
issuance of less favorable financial position and performance. Thus, financial
statement fraud is more likely to occur when a company has a strong motive and
economic reason to report a more favorable financial performance and position
than otherwise would be reported by complying with GAAP requirements. The
company’s decision to engage in fraudulent financial reporting activities is fur-
ther motivated by the extent and magnitude of owner-managers’ ownership
arrangements.

Publicly traded companies are required by the SEC (Rule 1316 of the 1934
Act) to issue audited financial statements in conformity with GAAP. Companies
are also required to establish responsible corporate governance to monitor the ef-
fectiveness of their operations and to ensure the issuance of reliable financial state-
ments. Companies that engage in financial statement fraud can neutralize the
effectiveness of their corporate governance by  having unitary leadership for their
board of directors;  establishing ineffective audit committees consisting of inside
and gray directors who do not meet often; and using ineffective audit functions.

The opportunity to engage in financial statement fraud increases when a com-
pany is not ethically and structurally determined to comply with GAAP require-
ments and when there is no responsible and effective corporate governance to
prevent and detect fraudulent financial reporting activities. Opportunities to com-
mit financial statement fraud typically arise from a lack of responsible corporate
governance with no vigilant oversight functions. Examples of opportunities for fi-
nancial statement fraud are as follows:

• Lack of vigilant oversight by the board of directors and/or audit committee

• Inadequate and ineffective internal control structure

• Nonexistence of internal audit function and/or ineffective internal audit function
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• Lack of due diligence external audits

• Unusual or complex transactions

• Financial estimates requiring substantial discretion or subjective judgment by
management

The extent of monitoring of the financial reporting process should be negatively
correlated with the probability of occurrence of financial statement fraud. The
board of directors and its representative audit committees are responsible for over-
seeing the integrity and quality of the financial reporting process in providing re-
liable, relevant, and useful financial statements. O’Brien and Bhushan (1990)11

find a significant positive relationship between firm size, analyst following, and
institutional ownership. The extent of monitoring—either direct (corporate gover-
nance) or indirect (analysts)—and greater numbers of individuals following a
company and collecting information about a company can create an environment
that permits no error, irregularities, and fraud (Latham and Jacobs, 2000). The
greater institutional and analyst following could also be viewed as increasing the
likelihood of detection of financial statement fraud. 

Quality of monitoring by the board of directors, audit committees, auditors,
institutional investors, and financial analysts can have a significant impact on the
probability of prevention and detection of financial statement fraud. Prior research
(e.g., Deis and Giroux, 1992; Latham, Jacobs, and Rough, 1998; Palmrose,
1987)12–14 found a positive association between auditor brand name (Big Five ver-
sus non-Big Five) and the perception of audit quality and the probability of de-
tecting financial statement fraud. The perception is that Big Five professional
services firms are more likely to detect financial statement fraud than non-Big Five
firms because they have (1) greater ability to withstand client pressure; (2) greater
concern for their reputation; (3) better resources, both competent personnel and
advanced technology; and (4) a more appropriate audit strategy and process. Thus,
the presence of responsible corporate governance could create an environment that
permits fewer errors, irregularities, and/or financial statement fraud.

End Results

The last letter in the word “Crime” is “E,” which stands for “End Results.” The
summary of financial statement fraud cases presented in Exhibit 3.1 and findings
of the 1999 COSO Report on Fraudulent Financial Reporting indicate that the con-
sequences associated with financial statement fraud can be severe. Adversarial
consequences typically range from filing for Chapter 11 bankruptcy (36 percent
of alleged fraud) to changing owners (15 percent), delisting by the national stock
exchange (21 percent), and substantial decline in stock value (58 percent). Top ex-
ecutives involved in “cooking the books” often suffer personal consequences of
(1) losing the value of their stock-based compensation; (2) being forced to resign
or being fired (about 30 percent of top executives); (3) being barred by the SEC
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from serving as officers or directors of another publicly traded company; and
(4) being sanctioned for fines or jail terms. Independent auditors involved in fi-
nancial statement fraud also often suffer personal and professional consequences.
For example, in the alleged Waste Management financial statement fraud, four of
the partners of Arthur Andersen associated with the audit of Waste Management
were barred from practicing before the SEC for some time period ranging from
one year to five years, and they paid $120,000 in civil fines. In addition, Arthur
Andersen was fined $7 million for signing off on a financial statement for Waste
Management that inflated its earnings by more than $1 billion over four years. 

There must be a strong motivation for corporations to engage in financial
statement fraud, primarily because the costs of corporate offenses can be signifi-
cant. Baucus and Baucus (1997)15 studied the consequences of firms convicted of
a variety of illegal acts and found that the convicted firms have a reduced sales
growth and lower returns on sales and net assets. The convicted firms suffered
from immediate and prolonged reductions in revenues as customers exit the firms
and increased long-term costs associated with acquiring capital. The seriousness
of violations is typically associated with the significance of the long-term conse-
quences paid by the convicted firms. 

Davidson, Worrell, and Lee (1994)16 find that the capital markets did not view
all corporate offenses as equally severe and thus, the market reacted differently to
the seriousness of violations by corporations. They found no evidence of stock
market effect for firms indicted for tax evasion, theft of trade secrets, kickbacks,
and overcharging customers, whereas they detected significant negative stock
market effect for firms indicted on charges of bribery, price fixing, or fraudulent
financial reporting. Dechow, Sloan, and Sweeney (1996) find that the cost of cap-
ital for firms convicted of financial statement fraud significantly increased.17

Feroz, Park, and Pastena (1991)18 studied 188 firms that were sanctioned by the
SEC and found that penalties paid by firms for even unsuccessful financial state-
ment fraud are also significant. They discovered that more than 72 percent of the
enforcement targets fired or forced the resignation of top executives and about 81
percent were sued by their shareholders. 

These studies found evidence indicating that firms engaged in and/or con-
victed of financial statement fraud typically pay high consequences for their ille-
gal actions because their legitimacy is challenged and their financing activities in
obtaining resources are more difficult and costly. Given the high cost associated
with financial statement fraud and even unsuccessful fraudulent financial report-
ing activities, the decision by corporations to engage in such activities must be jus-
tified by strong motives that compel firms to behave illegally. 

Financial statement frauds may be prosecuted in a civil action and/or a criminal
action. Civil action can be brought by investors alleging fraudulent financial activi-
ties committed by corporations. Criminal cases, however, are brought by the gov-
ernment and are often investigated by law enforcement agents with the assistance of
a prosecutor’s office and a grand jury. Corporations can be held criminally liable for
financial statement fraud or other offenses committed by their agents if conducted
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in the scope of the agent’s duty and with the intended purpose of benefiting the com-
pany. Despite all the possible negative consequences of financial statement fraud
(e.g., substantial reduction in stock prices, losing the status of being listed on or-
ganized stock exchanges, lawsuits, fines, jail time, loss of position and employ-
ment), companies may engage in financial statement fraud when the right
combination of motive, opportunity, and rationalization exists. For example, man-
agement with strong motivation and provided opportunity may justify its aggressive
earnings management attitude by stating that meeting financial analysts’ forecasts is
in the best interest of investors in the sense that it creates shareholder value. 

In summary, the impact and effectiveness of monitoring can be measured by
the extent of institutional ownership and analyst following, auditor, and invest-
ment banker identity. The effect of incentives can be assessed by management
stock ownership and debt-to-equity ratio as a proxy for debt covenants and the
sum of accounts receivable and inventory to total assets and financial condition
representing the risk of potential litigation.

Latham and Jacobs (2000)19 find that fraud firms (1) have a greater manage-
ment stock ownership; (2) have higher variability of returns; (3) are more closely
followed as measured by larger institutional ownership and analyst following;
(4) have a higher-quality investment banker; and (5) have lower insider (other than
management) stock ownership. They did not find any evidence of significant dif-
ferences between fraud firms and nonfraud firms in terms of auditor identity (e.g.,
Big Five versus non-Big Five) and proximity to debt covenant limits. Their results
suggest that more monitoring is observed for fraud firms compared to nonfraud
firms, which is consistent with the perception that fraud firms are more closely
monitored, which results in discovery of financial statement fraud.

FINANCIAL STATEMENT FRAUD CASE ANALYSIS

In this section, a real financial statement fraud case is analyzed in light of the five
interactive fraud factors: cooks, recipes, incentives, monitoring, and end results
(CRIME), as depicted in Exhibit 3.3. Recently, Arthur Andersen, one of the “Big
Five,” agreed to pay a $7 million fine to settle allegations of audit fraud that it
helped overstate a client’s profit by nearly $1.4 billion. In this lawsuit, the SEC
claimed that Andersen “knowingly and recklessly” issued false and misleading au-
dit reports for Waste Management, Inc. for four years from 1992 to 1996. Although
under the settlement Andersen neither admitted nor denied wrongdoing, it con-
sented to an injunction for fraud. In addition to the settlement, three of Chicago-
based Andersen’s current and former partners, Robert E. Allgyer, Edward G. Maier,
and Walter Cercavschi, were also fined a total of $120,000. A fourth partner, Robert
K. Kutsenda, was also found to have engaged in improper professional audit con-
duct. All four Andersen partners were banned from practicing as accountants for a
number of years, ranging from one to five years. This landmark fraud case is (1) the
largest-ever civil penalty against a Big Five professional services firm; (2) the first
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Exhibit 3.3. Financial Statement Fraud Interaction (Crime)

Cooks

Recipes
End

Results

Monitoring Incentives

FSF=
Crime

antifraud injunction in more than 20 years; and (3) the largest restatement of fraud-
ulent earnings reported by a company in U.S. history. (See Exhibit 3.3)

Waste Management was formed in 1998, when Waste Services of Houston ac-
quired Waste Management of Illinois. This case involving allegations of financial
statement fraud originally drew analysts’ attention in 1997 when the company’s
new chief executive officer (CEO) quit after three months. Analysts concluded that
the departed CEO might have discovered accounting problems. The SEC began ex-
amining Waste Management’s books in November 1997 when the company an-
nounced that a change in accounting methods would result in a $1.2 billion loss and
reduce reported retained earnings over the previous five years of $1 billion.

Andersen has been auditing Waste Management Services since 1971, before
the garbage removal company went public. A new team of accountants at Ander-
sen now audits the company. Auditors at Andersen, in 1992, found that their client
misstated taxes, insurance, and deferred costs by $93.5 million, but the client
refused to restate financial statements to correct the mistake. In the subsequent
year, the auditors documented another $128 million misstatement that would have
reduced income from continuing operations by 12 percent. Nevertheless, the
auditors determined that the misstatement was not material to require disclosure.
In 1995, another $160 million misstatement was considered by auditors to be im-
material and, thus, not warranting disclosure on the financial statements. During
1992 to 1996, Waste Management continued to engage in $1.4 billion in financial
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statement fraud, and auditors did not stand up to management to perform thorough
audits to prevent, detect, and correct fraudulent financial activities by knowingly
and recklessly committing audit fraud. 

The important lesson to be learned from this landmark accounting and audit-
ing fraud case is financial statement fraud equals CRIME, where “C” stands for
Cooks, “R” is Recipes, “I” is Incentives, “M” is Monitoring, or lack of it, and “E”
is End Results. This fraud scheme is further discussed in Chapter 4. Nevertheless,
the financial statement fraud equals CRIME scheme fits this case well as described
in the following paragraph and depicted in Exhibit 3.4.

First, the financial statement fraud was committed by Waste Management in
excess of $1.4 billion from 1992 to 1996 through overstatement of financial posi-
tion. Second, cooks were the top management team, including the chief financial
officer and chief accounting officer, at Waste Management and four partners of
Andersen. Third, the recipe was overstatement of earnings and hidden expenses
for five years, causing misstatements in the published audit financial statements.
Fourth, there were several incentives for the client and auditors to engage in fi-
nancial statement fraud. There were tremendous pressures on management to meet
earnings’ expectations and make Wall Street happy. Today, the pressures on man-
agement to beat analysts’ forecasts are greater than ever in a capital market where
information and stock prices move instantaneously and efficiently. Auditors were
also under pressure to retain their clients at the expense of compromising their eth-
ical conduct and professional responsibilities. Andersen considered Waste Man-
agement as a “crown jewel” client and failed to stand up to management pressure
to disclose discovered misstatements in the financial statements for several years.
In addition, there were apparent conflicts of interest between the top management
team of Waste Management and auditors of Andersen in the sense that (1) every
chief financial officer and chief accounting officer in Waste Management’s history
had previously worked as an auditor at Andersen; (2) over several years, Ander-
sen billed Waste Management more fees for management advisory services than
auditing services ($11.8 million for other services compared to $7.5 million for au-
diting); (3) an Andersen affiliate billed Waste Management an additional $6 mil-
lion for consulting services; and (4) the compensation of Andersen’s lead partner
on the Waste Management audits was based in part on the amount of money An-
dersen billed Waste Management for nonaudit services.

Exhibit 3.4. Financial Statement Fraud Formula

Cooks �

Recipes �

Incentives �

Monitoring (lack of) �

End Results �

CRIME
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Monitoring in this fraud scheme formula refers to the lack of existence of a re-
sponsible corporate governance in monitoring management functions for fair pres-
entation of financial statements in conformity with GAAP. Absence of oversight
function by the audit committee of Waste Management, coupled with ineffective
monitoring of the top management team by the board of directors and inadequacy
and ineffectiveness of the internal control structure in preventing, detecting, and
correcting financial statement fraud, might have been a significant contributing
factor to the  misstatements and audit failures. During the 1995 financial statement
audit, the assigned auditors informed a managing partner at Andersen of about $67
million of misstatements and Waste Management’s fraudulent accounting practice
of using one-time gains to mask other misstatements; however, the managing part-
ner, under the environment of no board of directors or audit committee oversight,
considered the misstatements not to be material and insufficient to be disclosed and
warrant a qualified disclaimer or adverse audit report.

The last letter in “Crime” is “E,” which stands for end results or conse-
quences. The financial statement fraud committed by Waste Management resulted
in the following outcomes: 

• The settlement of a shareholder class action in Chicago that cost the company
and its auditor, Andersen, a combined total of $220 million, where Andersen
paid $75 million. 

• Waste Management to take a total of $3.54 billion in charges and writedowns in
1997 when the fraudulent accounting practices were initially uncovered. 

• Stock prices of Waste Management fell down substantially upon discovery and
announcement of financial statement fraud.

• The top management team at Waste Management, including the chief financial
officer and the chief accounting officer, were forced to resign.

• A settlement agreement was filed in a lawsuit pending in a Boston federal court.

• The SEC initiative to levy restrictions on the consulting services that can be of-
fered to audit clients.

• The auditors at Andersen were charged with “knowingly and recklessly” issu-
ing false and misleading audit reports for several years.

• The auditors consented to an injunction of fraud that is the first antifraud in-
junction in more than 20 years against a “Big Five” accounting firm.

• One former and three current partners of Andersen were barred for several years
from auditing a U.S. publicly traded company.

• Andersen paid a record $7 million fine, which is the largest ever civil penalty
against a “Big Five” accounting firm.

• Three of Chicago-based Andersen’s current and former partners were fined a to-
tal of $120,000 in a civil lawsuit. 

Andersen has also recently agreed to pay to settle an accounting fraud lawsuit in
connection with the audit of Sunbeam. The SEC also filed suit against four Sun-
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beam executives, including former CEO Al Dunlap, better known as “Chainsaw,”
for earnings management. Andersen, once viewed as the conscience of the ac-
counting profession, is now facing a fusillade of litigation involving its audits of
the collapsed Enron Corporation.

FRAUD PREVENTION AND DETECTION STRATEGIES

The pervasiveness of financial statement fraud by high-profile corporations such
as Lucent, Xerox, Enron Corp., Sunbeam, Waste Management, Rite Aid, Knowl-
edgeWare, W.R. Grace, MicroStrategy, Raytheon, and Livent Theater encourage
publicly traded companies to take proactive roles by establishing strategies to pre-
vent and detect financial statement fraud. The corporate fraud prevention and de-
tection strategies should be developed to foster the quality, integrity, and reliability
of the financial reporting process. These strategies should include:

1. Fraud Vulnerability Reviews. Fraud vulnerability reviews should be per-
formed both periodically and continuously. Corporations should consider and
implement fraud vulnerability reviews and fraud hotlines that can be used by
insiders (e.g., employees, internal auditors) and outsiders (e.g., customers,
suppliers) to report fraudulent activities. Furthermore, corporations should
establish an appropriate whistle-blowing policy (discussed in Chapter 5) and
use forensic accounting techniques to combat financial statement fraud.

2. Gamesmanship Review. A gamesmanship review is a comprehensive assess-
ment of a top management team’s philosophies, attitudes, operating styles,
decisions, actions, beliefs, and ethical values pertaining to the financial re-
porting process and continuous review of management’s financial reporting
relationships with security analysts, internal auditors, external auditors, the
board of directors, and the audit committee. A periodic gamesmanship review
can improve the quality of financial reporting by preventing and reducing the
possibility of collusion between financial statement fraud perpetrators.
Gamesmanship and its influence on the risk of financial statement fraud is
thoroughly examined in Chapter 9.

3. Fraud Prevention Program. Corporations should develop fraud prevention
programs, establish appropriate policies and procedures, communicate fraud
policies and procedures to everyone within the corporation, enforce compli-
ance with the policies and periodically assess their effectiveness in prevent-
ing and detecting financial statement fraud. Fraud prevention programs
should be implemented and enforced by a group consisting of forensic ac-
countants, internal auditors, investigators, attorneys, and human resource per-
sonnel. The program should clearly specify that fraud prevention policies and
procedures apply to all employees, including management. This group should
periodically report to the board of directors and its representative audit com-
mittee regarding the accuracy and effectiveness of the program.
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4. Enforcement Procedures. The SEC has recently considered combating finan-
cial statement fraud by publicly traded companies as its first priority, as evi-
denced by several fraud allegations recently brought against corporations, their
executives, and auditors. In 1999, the SEC filed more than 90 financial state-
ment and reporting actions, which was about a 15 percent increase over the
previous year. The SEC’s Enforcement Division Director Richard H. Walker,
in the 1999 AICPA National Conference on SEC Developments, warned that:

Combating fraud remains a No.1 priority. There are indicators that financial state-
ment fraud is still all too common . . . the division is turning the number game of
Monopoly . . . cook the books and go directly to jail without passing Go.”20

In following the SEC’s enforcement procedures, corporations should develop their
internal fraud enforcement procedures and create severe penalties for cooking the
books. Perpetrators of financial statement fraud, from top executives to employ-
ees, should understand that cooking the books is a crime that will be prosecuted.
Companies should adopt no tolerance policies for financial statement fraud. Thus,
any top executives or employees who engaged in financial statement fraud should
be dismissed or, alternatively, their stock options or bonuses should be adjusted or
canceled if the company has to restate its financial statements resulting from
fraudulent financial activities.

CONCLUSION

The opportunity to engage in financial statement fraud increases as the firm’s
control structure weakens and as its corporate governance becomes less effec-
tive. According to Loebbecke et al. (1989), financial statement fraud is a func-
tion of three factors: conditions, motive, and attitude. First, the firm must be
predisposed to choose to depart from GAAP.21 Then the firm is more apt to ac-
tually issue financial statement fraud if there is a strong motive and opportunity
to do so. Companies take the risk of having to suffer the adverse consequences
of issuing financial statement fraud as long as there is some uncertainty that their
deceptive and illegal actions may not be detected. Given this uncertainty, com-
panies may engage in financial statement fraud if the firm is (1) predisposed to-
ward violating GAAP requirements by issuing fraudulent financial statements as
acceptable accounting practices; (2) motivated to prepare fraudulent financial
statements in response to internal and external economic and ownership pres-
sures; and (3) provided with the opportunity because of irresponsible and inef-
fective monitoring by corporate governance. 

This chapter, by presenting discussion and related fraud cases, demonstrates
that financial statement fraud equals CRIME when “C” stands for Cooks, “R” is
Recipe, “I” is Incentives, “M” is Monitoring, or lack of it, and “E” is End Results.
The financial statement fraud equals crime scheme fits many enforcement actions
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brought against publicly traded companies by the SEC. Successful financial state-
ment fraud may lead to more fraudulent financial reporting activities. Several
studies concluded that firms convicted of illegal actions have a history of prior vi-
olations (e.g., Baucus and Near, 1991; Davidson et al., 1994).22, 23
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Chapter 4

Realization, Prevention,
and Detection

INTRODUCTION

This chapter presents a model consisting of conditions, corporate structure, and
choice (3Cs) to explain and analyze motivations, opportunities, and rationali-
zations for financial statement fraud. The right combination of these three fac-
tors increases the likelihood of financial statement fraud. This chapter also
focuses on economic—external antecedent and internal antecedent—factors of
financial statement fraud. Top management team characteristics, as well as fi-
nancial statement fraud prevention, detection, and correction strategies are also
examined.

REALIZATION

There is evidence that the general public is becoming increasingly aware of fi-
nancial statement fraud committed by publicly traded companies. An extensive re-
view of actual financial statement fraud cases and the related literature (see
Exhibit 3.1, Chapter 3) suggests that financial statement fraud will occur if:

• Favorable conditions for financial statement fraud exist;

• The corporate structure provides opportunities and motivations for the top man-
agement team to commit financial statement fraud (e.g., economic gain); and

• The top management team has a choice to select among a set of accounting prin-
ciples and practices the one that rationalizes its decision to engage in financial
statement fraud.1

Three variables that may explain financial statement fraud are conditions (pres-
sure, need), corporate structure, and choice (intent or proactive exploitation).2 The
right combination of these three variables creates sufficient incentives and moti-
vation for any company to engage in financial statement fraud.

Loebbecke et al. (1989) suggest a model consisting of (1) conditions in which
the company allows the perpetration of financial statement fraud (e.g., inadequate
and ineffective internal control structure); (2) management’s motivations for com-
mitting financial statement fraud (e.g., meeting analysts’ earnings expectations);
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and (3) management’s ethical attitudes showing a possible willingness to engage in
financial statement fraud.3

THE 3CS MODEL

This book uses a model consisting of conditions, corporate structure, and
choice (3Cs) in explaining motivations, opportunities, and rationalizations for fi-
nancial statement fraud. The perpetration of financial statement fraud can be made
possible with the 3Cs presence. Financial statement fraud may be committed for
several reasons. These reasons fall under the three categories  to perpetrate finan-
cial statement fraud.

A fraud scheme focusing on the 3Cs of conditions, corporate structure, and
choice is examined in this chapter to explain preexisting financial statement fraud
causes and predict as well as discover the potential financial statement fraud. Al-
though the presence of a single factor can signal the possibility of fraud, the com-
bination of two or more factors at any one time increases the likelihood that fraud
might have occurred. If any of the three factors is missing, then the probability of
financial statement fraud is diminished. Using the three-factor model to predict
and discover financial statement fraud is consistent with guidelines in existing au-
diting standards (SAS No. 82 and SIAS No. 3).

Conditions

Environmental variables provide justification and rationalization in terms of the
tradeoff of costs against benefits of committing financial statement fraud. This
variable of cost/benefit assessment is based on the utilitarian concept in ethics that
suggests evaluation of consequences of actions or behavior should be considered
before undertaking the action or decision. This concept works well in a free en-
terprise system, which suggests that financial statement fraud will occur if and
when the benefits to the fraudster(s) outweigh the associated costs calculated us-
ing the probability and consequences of detection. Within this framework, finan-
cial statement fraud will occur especially in situations of economic pressure
resulting from a continuous deterioration of earnings, a downturn in organiza-
tional performance, a continuous decline in industry performance, or a general
economic recession. Economic motives are typically common in financial state-
ment fraud, even though other types of motives such as psychotic, egocentric, or
ideological motives discussed in Chapter 3 can also play a role.

Pressure on a corporation to meet analysts’ earnings estimates can be a factor
stimulating earnings management and resulting in financial statement fraud. Earn-
ings management seems to be a tactical response to a perceived need to meet earn-
ings expectations. Management evaluates the benefit of earnings management
calculated in terms of positive effect on the company’s stock price or the cost sav-
ing of preventing the negative impact on share prices for not meeting earnings
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forecasts against the possible cost of consequences of engaging in financial state-
ment fraud and the probability of detection, prosecution, and sanction.

Financial statement fraud is likely to increase when the perpetrator has the
opportunity and the motive to engage in fraudulent financial activities. Financial
statement fraud may occur for various reasons. In most instances, these reasons
fall under the existence of conditions to commit financial statement fraud. The
following conditions help to explain some of the impetus behind financial state-
ment fraud:

• Lack of responsible corporate governance

• Ineffective board of directors

• Nonexistent or ineffective audit committee

• Presence of a dominant top management team with little or no accountability

• No review of top executives’ activities and no requirements for executive dis-
closures

• Existence of material related-party transactions

• Inadequate and ineffective internal audit functions

• Frequent changes in external auditors or selection of inexperienced external
auditors

• Inability to obtain credit

• Unfavorable economic conditions

• Insufficient cash flows to support the reported earnings growth

• Restrictive loan agreements

• Excessive bad debt expenses resulting from inability in collecting receivables

• Excessive investment and/or losses

• Dependence on only a few customers

Corporate Structure

Because financial statement fraud is typically committed by the top management
team level rather than lower management or employees, one would expect inci-
dences to occur most often in an environment characterized by irresponsible and
ineffective corporate governance. Management would be more reluctant to engage
in financial statement fraud when an effective corporate governance mechanism
increases the probability of prevention and detection. Monitoring and oversight
functions of corporate governance, including the board of directors and the audit
committee, are thoroughly examined in Chapter 6. Corporate governance refers to
the way a corporation is governed through proper accountability for managerial
and financial performance. The characteristics and attributes of corporate gover-
nance most likely to be associated with financial statement fraud are aggressive-
ness, cohesiveness, loyalty, opportunism, trust, and control effectiveness.
Aggressiveness and opportunism can be signified by the company’s attitude and
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motivations toward beating analysts’ forecasts about quarterly earnings or annual
earnings per share and the attempt to make Wall Street happy by reporting unjus-
tifiable favorable financial performance. Cohesiveness and loyalty attributes cre-
ate an environment that reduces the likelihood of whistle-blowing and increases
the probability of coverup attempts. Trust and control ineffectiveness can cause
those in an oversight function (e.g., board of directors, audit committee) as well as
assurance function (e.g., internal auditors, external auditors) to be less effective in
detecting fraud. The cohesiveness can cause a sharply defined group boundary of
corporate governance that creates high cooperation among corporate governance
members to conceal financial statement fraud and impose greater restriction of
fraudulent financial information to leak to outsiders. This cohesiveness can en-
courage more collusion in the development of financial statement fraud, and if the
fraud is discovered by internal or external auditors, push them for coverup. When
the members of corporate governance establish trust, it creates less room for sus-
picion and skepticism, which in turn may reduce the likelihood of detection of
fraud by auditors.

Choice

Management can use its discretion to choose between the shortcut alternative of
engaging in illegal earnings management or ethical strategies of continuous im-
provements of both quality and quantity of earnings. Specifically, when neither
environmental pressure nor corporate structure is a significant influence, finan-
cial statement fraud could occur simply as one of management’s strategic tools or
discretions motivated by aggressiveness, lack of moral principles, or misguided
creativity or innovation. Under these circumstances, financial statement fraud is
a matter of choice, regardless of environmental pressure or need or corporate
structure.

Perpetrators of financial statement fraud may be motivated to commit the fraud
regardless of consequences of their actions whether or not the sanctions exists. A
company may, in good faith, view its regulations and requirements as too harsh and,
to diminish their adverse impacts, may engage in financial statement fraud.

The three variables of conditions of pressure or need, corporate structure, and
choices may each function separately, or perhaps more likely in combination in
contributing to financial statement fraud. The right combination of these variables
is a perfect recipe for financial statement fraud, as depicted in Exhibit 4.1

ECONOMIC FACTORS

Economists have studied crime and punishment from a rational calculation of ex-
pected costs and benefits based on a strictly utilitarian theory. Famous economist
Gary Becker (1964) argued that crimes could be prevented by setting a penalty
equal to the net social cost of the crime divided by the probability of detection.4

Cohen (1992)5 and Macey (1991)6 employed Becker’s basic model to examine
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Exhibit 4.1. Interactions of 3Cs of Financial Statement Fraud

Conditions

Corporate
Structure

Choices

High Probability of the occurrence of
financial statement fraud

illegal corporate  activities. This utilitarian model suggests that top executives of
publicly traded companies are unlikely to engage in financial statement fraud pri-
marily because accused managers may share a small fraction of the overall gains
resulting from financial statement fraud, whereas they may bear a proportionately
large share of possible costs of fines, prison terms, and potential loss to their rep-
utations. This model and its justifications, however, contradict the overwhelming
evidence regarding the occurrences of financial statement fraud by many publicly
traded companies, primarily because of managers (1) overestimating the potential
benefits of engaging in financial statement fraud; (2) underestimating the proba-
bility of detection; (3) underestimating or ignoring the potential costs; (4) being
aggressive or risk takers; and (5) rationalizing their actions in light of other influ-
ential factors (e.g., peer pressure, compensation package, ownership structure).

Daboub, Rasheed, and Priem and Gray (1995) provide an alternative method
of explaining illegal corporate behavior in general and why corporations may en-
gage in financial statement fraud in particular.7 Although the Daboub et al. (1995)
model is designed to analyze illegal corporate activities, it is also applicable to
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financial statement fraud committed by corporations. Implications of the Daboub
et al. (1995) model for financial statement fraud are discussed in the following
sections.

EXTERNAL ANTECEDENT FACTORS

External antecedent factors that could contribute to financial statement fraud are
industry culture and environmental characteristics.

Industry Culture

The industry in which a company operates is an important variable in explaining
occurrences of financial statement fraud. Prior research finds evidence that firms
in certain industries are more likely to commit illegal acts (e.g., Simpson, 1986;
Baucus and Near, 1991).8,9 The industry can impact on the probability of a firm’s
engagement in financial statement fraud in several ways. Baucus (1990)10 found
evidence indicating that industry culture (e.g., shared norms, values, beliefs) pre-
disposes managers to engage in illegal acts. Examples are the price-fixing scandal
in the heavy electronic equipment industry in the 1960s, fraudulent financial ac-
tivities in the savings and loan industry in the 1980s, and violation of consumer
privacy in high-tech industry during the 1990s. Another way that industry and es-
pecially leading firms in the industry can affect corporal illegality, including fi-
nancial statement fraud, is through the concept known as organizational
isomorphism (DiMaggio and Powell, 1983).11 This concept suggests that corpo-
rations tend to pattern themselves after successful companies in their industry.
Thus, firms within an industry learn to engage in illegal activities through obser-
vation of and introduction to other firms in that industry. Finally, the peer pressure
defined by the environment in which the firm operates or the pressures that the
firm experiences in that particular industry can motivate management to engage
in financial statement fraud.

Environmental Characteristics

Environmental characteristics can play an important role in the way organizations
operate and behave. For example, Staw and Szawagkowski (1975)12 found that in
less munificent environments, firms are more likely to engage in illegally ques-
tionable activities. Baucus and Near (1991)13 argue that illegal behavior was likely
when resources were scarce but was even more probable when the environment
was munificent.

INTERNAL ANTECEDENT FACTORS

Internal antecedent factors that may explain illegal corporate behavior, including en-
gagement in financial statement fraud, are size, history, and corporate governance.
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Size

Empirical studies have produced contradictory and inconsistent results regarding
the impact of organization size and criminality. Simpson (1986)14 concludes that
large firms are more likely to behave illegally. Baucus and Near (1991)15 found
evidence indicating that large firms were almost twice as likely as smaller firms
to behave illegally, while moderate-sized firms were only 10  percent more likely
to behave illegally than smaller firms. There are several plausible explanations re-
garding the positive relationship between size and illegal corporate behavior
(Daboub et al., 1995).16 First, size is considered as a proxy for complexity, which
creates inefficiency in the internal control system through lack of proper commu-
nication and coordination. The second explanation is that large firms do not nec-
essarily engage in more illegal behavior; however, because of their size and
visibility, they are more likely to be investigated by regulators (e.g., SEC). The fi-
nal explanation is that size facilitates illegal corporate behavior because it pro-
vides opportunities for fraudsters, especially in a decentralized organization.

Despite all these plausible explanations regarding the size and the extent of
illegal corporate behavior, there is no clear and concrete evidence indicating that
larger firms engage in more illegal acts, including financial statement fraud. Iron-
ically, the 1999 COSO Report reveals that the 204 studied fraud companies were
relatively small compared to public registrants.17 The COSO Report finds that the
typical size of most alleged fraud companies ranged well below $100 million in
total assets, and most of them (about 78 percent) were not listed on the New York
or American Stock Exchanges. The COSO Report suggests that the inability or un-
willingness of small companies to design and maintain adequate and effective in-
ternal controls is a contributory factor influencing the likelihood of financial
statement fraud.

Corporate Governance

Irresponsible corporate governance may cause a firm to behave illegally. Especially
during periods of poor financial performance, corporations may attempt to cut
costs, which may make the system of internal control less effective in preventing
and detecting financial statement fraud. Several aspects of corporate governance
(inadequate and ineffective system and control) have been suggested as predictors
of corporate wrongdoing. Responsible and effective corporate governance and its
role in preventing and detecting fraud is examined in detail in Chapter 6.

Corporate History

A corporate history of wrongdoing, including engagement in financial statement
fraud, is in itself a predictor of future wrongdoing and fraud. Reported material of-
fenses by a corporation suggest the existence of norms or culture within the com-
pany and its corporate governance that condones or even encourages such
behavior (Baucus and Near, 1991).18
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TOP MANAGEMENT TEAM CHARACTERISTICS

Top management team characteristics have been viewed both in authoritative re-
ports (e.g., Treadway Commission, SAS No. 53, 78, and 82) and empirical re-
search (Daboub, 1995) to affect the likelihood of financial statement fraud. The
notion that top management should set a tone to influence ethical conduct and out-
comes is a popular one often mentioned in the authoritative reports. The decision
by top management to engage in financial statement fraud is not often an isolated
incident, but rather a sequence of events that meander toward financial statement
fraud; however, management is responsible for the quality of financial reports and
deterrence of financial statement fraud. The consensus appears to be that financial
statement fraud occurs with top management team involvement, initiative, and/or
knowledge.

The potential conflict of interest between shareholders of a publicly traded
corporation and its top management team (e.g., chief executive officer) is an ex-
ample of a principal-agent problem. If shareholders had adequate information re-
garding operational, investment, and financing opportunities and related
managerial strategies and actions, they could design a contract specifying, imple-
menting, and enforcing managerial actions; however, separation of corporations
from their owners and remoteness of shareholders prevent them from knowing
what actions that CEO can take and whether the undertaken action(s) will increase
shareholder value. Agency theory suggests that executives’ compensation plans
should be designed to give management incentives to select and implement ac-
tions that increase shareholder value. Shareholders want economic value added to
all managerial actions and decisions, which can be achieved when the expected re-
turn on the action exceeds the expected costs. CEOs, however, consider their own
welfare and personal gains and the costs of pursuing particular actions or deci-
sions. There may be a potential conflict of interest when top executives’ compen-
sation plans are not tied to shareholders’ value creation. Thus, it is appropriate and
economically feasible to pay CEOs on the basis of shareholder wealth or value
creation.

There are many mechanisms through which executives’ compensation policy
can be tied to shareholder value creation and provide incentives for shareholder
value creation to improve executives’ performance. Examples of these mecha-
nisms are stock options, compensations, performance-based bonuses, salary ad-
justments, and performance-based dismissal decisions. These compensation
strategies may provide incentives for CFOs to engage in earnings management by
overstating earnings to receive higher compensations. Any excessive earnings
management can deteriorate the quality of financial reports. The agency literature
suggests links between shareholder value creation, financial investment and oper-
ational policy, compensation plans, ownership structure, and control.

A research report commissioned by the Committee of Sponsoring Organiza-
tions (COSO, 1999) studied more than 200 companies involved in alleged in-
stances of financial statement fraud as identified by the SEC in Accounting
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Auditing Enforcement Releases (AAERs) issued during the 11-year period from
January 1987 to December 1997. The COSO Report examined several key com-
pany and management characteristics for a sample of those companies involved
in financial statement fraud and made several recommendations to improve the
quality of the financial reporting process. Findings of the 1999 COSO Report and
their implications for reducing financial statement fraud are summarized in Ex-
hibit 4.2.19

FINANCIAL STATEMENT FRAUD PREVENTION

Corporate governance is responsible for establishing and monitoring ongoing
mechanisms that identify and eliminate the causes of financial statement fraud by
mitigating the effects of motive, opportunity, rationalization, and lack of integrity.
This continuous mechanism is the most effective way to prevent financial state-
ment fraud. Elements of this continuous mechanism are (1) vigilant corporate gov-
ernance; (2) a corporate code of conduct; (3) an adequate and effective internal
control structure; (4) an internal audit function; and (5) external audit services. Ex-
hibit 4.3 presents prevention, detection, and correction mechanisms to reduce the
likelihood of financial statement fraud.

Corporations that are confined and operate within a set of acceptable laws and
regulations, including accounting and ethical standards, have fewer options avail-
able to them for fraud than those that ignore their applicable laws and regulations.
Corporations that operate within socially, ethically, and legally accepted parame-
ters are perceived to be legitimate, with responsible corporate governance and re-
liable financial reporting. Corporations that choose to behave illegally typically
have a broader range of available alternatives, primarily because they can choose
from a set of legal options as well as from the set of illegal behavior.

Corporate governance is determined by organizational structure, which de-
fines the decisions of authority, established decision-making policies, and stan-
dard operating procedures that conform to the acceptable patterns of behavior.
Behaviors that are consistent with the defined set of norms and expectations are
perceived to be legitimate. When these cognitive frameworks of corporate gover-
nance become firmly established, they begin to define the corporate culture of
ways things are done. Corporate governance that is consistent with the structure
and decision-making routines and patterns of behavior of one company may be
different and inconsistent with the structures of another company. Companies that
choose to act illegally select a behavior that many other companies would not con-
sider to be normal or within their set of socially acceptable behaviors. Thus, com-
panies that choose to engage in fraudulent financial activities choose an
accounting alternative from a set of both generally accepted and unaccepted pri-
marily illegal accounting methods to prepare their financial statements.

Lack of existence of responsible corporate governance does not necessarily
mean that the company will engage in financial statement fraud. There must be a
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Exhibit 4.3. Financial Statement Fraud: Prevention and Detection

1. Responsible corporate governance

2. Vigilant board of directors

3. Vigilant audit committee

4. Diligent management

5. Adequate and effective internal audit function

1. Adequate and effective internal control structure

2. Responsible legal counsel

3. Alert, skeptical external audit assurance function

4. External regulatory oversight procedure

1. Restatement of current year fraudulent financial statements

2. Restatement of current and prior years fraudulent financial
statements

3. Ramification of motives and opportunities contributed to the
commission of financial statement fraud.

4. Establishment and implementation of strategies to regain
public confidence in the integrity, quality, and reliability of
financial reports

Prevention

Detection

Correction

reason for the company to act illegally and an opportunity for it to actually engage
in the preparation and dissemination of fraudulent financial statements. A com-
pany may engage in issuing fraudulent financial statements if it finds a set of ac-
ceptable accounting alternatives to justify its actions and seizes the motive and
opportunity to commit illegal action. The commission of financial statement fraud
can be made possible when the 3Cs (i.e., conditions, corporate structure, and
choices) discussed earlier in this chapter are present. Thus, the most effective
mechanism for preventing financial statement fraud is to focus on the 3Cs and as-
sess their effects on financial statement fraud.

FINANCIAL STATEMENT FRAUD DETECTION

Prevention of financial statement fraud is the best strategy to ensure the quality
and integrity of financial reports; however, companies often cannot prevent oc-
currences of financial statement fraud. Thus, any unprevented financial statement
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fraud should be detected by internal and/or external auditors. Financial statement
fraud can be detected by identifying signs and signals of fraud, so-called red flags.
Several reports have provided lists of red flags indicating early warning signals of
potential financial statement fraud. Using the red-flags approach to detect finan-
cial statement fraud is thoroughly examined in Chapter 5. Observation of an indi-
vidual’s lifestyle and habits and related changes may provide some indication of
red flags that may indirectly affect financial statement fraud (e.g., spending more
money than the salary justifies, drinking excessively, becoming irritable easily, not
relaxing, taking drugs).

Because the focus of this book is on financial statement fraud perpetrated by
management in an attempt to mislead users of financial statements, especially in-
vestors and creditors, special attention is placed on identifying “business red
flags.” Business red flags are those conditions and circumstances that arise from
the perceived need to overcome “financial difficulties,” such as an inability to
meet analysts’ forecasts, increased competition, and cash flow shortages. Man-
agement often views these financial difficulties as ‘temporary,’attempting to over-
come them by manipulating financial statements to make the company look better
financially in order to obtain a new loan or issue stock. Examples of these condi-
tions and circumstances are as follows:

• Lack of vigilant corporate governance

• Lack of vigilant oversight board and audit committee

• Inadequate and ineffective internal control structure

• Too much emphasis on meeting earnings forecast and expectations

• Domination of business decision by an individual or a small group

• Aggressive managerial attitude in meeting unrealistic corporate goals

• Company profit lays the industry average profit

• Existence of material and unusual related-party transactions

• Significant turnover in the accounting personnel

• Frequent disputes with independent auditors

CORRECTION PROCEDURES

Correction mechanisms for preexisting financial statement fraud are those reac-
tive steps taken by fraud companies to eliminate the committed fraud and its im-
pacts on the quality, reliability, and integrity of financial statements and to prevent
further occurrence of fraud. Correction mechanisms are designed to accomplish
the following:

• Restate the current year fraudulent financial statements.

• Restate the current year as well as prior years’ fraudulent financial statements.



Conclusion 81

• Identify the 3Cs (conditions, corporate culture, choice) and assess their impact
on further occurrences of financial statement fraud.

• Eliminate motives and opportunities that contributed to the financial statement
fraud.

• Establish and implement strategies to regain public confidence in the integrity,
quality, and reliability of the financial reporting process.

• Reassess the impact of the committed financial statement fraud on the estab-
lished fraud prevention and detection strategies and continuously monitor the
effectiveness of the process of implementing these strategies.

PREVENTION, DETECTION, AND CORRECTION STRATEGIES

Publicly traded companies should establish fraud prevention, detection, and cor-
rection strategies to effectively monitor the 3Cs (conditions, corporate structure,
and choices) presented in this chapter. Examples of these strategies are (1) estab-
lishing a responsible corporate governance, vigilant board of directors and audit
committee, diligent management, and adequate and effective internal audit func-
tions; (2) using an alert, skeptical external audit function, responsible legal coun-
sel, adequate and effective internal control structure, and external regulatory
procedures; and (3) implementing appropriate corporate strategies for correction
of the committed financial statement fraud, elimination of the probability of its fu-
ture occurrences, and restatement of confidence in the financial statement process.
Interactions of these three strategies of prevention, detection, and correction are
depicted in Exhibit 4.4.

When the aforementioned strategies are properly and effectively performed,
the opportunity for financial statement fraud is substantially reduced. Financial
statement fraud occurs when one or a combination of these strategies are relaxed
because of self-interest, lack of due diligence, pressure, overreliance, or lack of
dedication. The opportunity of financial statement fraud is significantly increased
when these strategies are inadequate and ineffective.

CONCLUSION

Opportunity to engage in financial statement fraud increases as the company’s in-
ternal control structure weakens and as its corporate governance becomes less re-
sponsible and effective. The occurrence of financial statement fraud is a function
of three factors of conditions, corporate structure, and choices (3Cs) presented in
this chapter. The company is more apt to commit financial statement fraud if there
is a strong motive and opportunity to do so. Companies may take the risk of hav-
ing to suffer the adverse consequence of the commission of financial statement
fraud as long as there is some uncertainty that their deception and illegal actions
may not be detected. Successful hiding of financial statement fraud may lead to



82 Realization, Prevention, and Detection

Exhibit 4.4. Interactive Fraud Prevention, Detection, and Corrective Strategies

PREVENTION DETECTION

CORRECTION

Most effective strategy, low probability of occurrence of financial statement fraud

more fraudulent financial reporting activities. This chapter describes financial
statement fraud prevention, detection, and correction strategies that if imple-
mented properly would improve the quality, integrity, and reliability of published
audited financial statements.
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Chapter 5

Taxonomy and Schemes

INTRODUCTION

Management may attempt to use creative accounting techniques to make the
company look good financially by engaging in financial statement fraud. Audi-
tors should have a healthy skepticism when auditing financial statements. This
chapter presents financial shenanigans including illegitimate earnings manage-
ment to commit financial statement fraud. Taxonomies of financial statement
fraud are also developed to identify common fraud schemes and related red flags.
The effectiveness of the red flag approach and a model of the whistle-blowing
process in attacking and detecting financial statement fraud is also examined in
this chapter.

FINANCIAL SHENANIGANS

Financial shenanigans are defined by Schilit (1993)1 and recited by Crumbley
and Apostolou (2001)2 as “acts or omission intended to hide or distort the real
financial performance or financial condition of an entity.” Crumbley and Apos-
tolou (2001) argue that management often uses creative accounting techniques
to engage in financial shenanigans and attempts to hide them from users of fi-
nancial statements. Crumbley and Apostolou (2001, .133) suggest that investors,
in assessing the quality, reliability, and integrity of financial information, “must
attack financial statement and company information the way the fictional Sher-
lock Holmes approached murder cases.”3 Schilit (1993) and Crumbley and
Apostolou (2001) provide a list of financial shenanigans intended to manage
earnings by either boosting current year earnings or shift current year earnings
to the future. Examples of these shenanigans are early recognition of revenue,
creation of fictitious revenue, nonrecognition of liabilities, and deferral of ex-
penses. These and other earnings management techniques and financial shenani-
gans are thoroughly discussed later in the chapter. Management often uses
accounting gimmicks to manage earnings; auditors should be alert to possible
red flags signaling outright financial shenanigans intended to hide or distort the
real financial position, financial conditions, and cash flows. Examples of symp-
toms that may indicate that a company may engage in financial statement fraud
are as follows.
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Continuous Deterioration of Quality and Quantity of Earnings

One of the most significant contributing factors that increases the likelihood of fi-
nancial statement fraud is a downward trend in both quantity and quality of earn-
ings. Publicly traded companies are required to disclose earnings for the previous
three years in their income statement. Auditors should examine both the quality of
the reported past three years’ earnings, such as the nature of earnings transactions
(e.g., nonrecurring transactions, long-term contracts, bill-and-hold transactions),
as well as the quantity of earnings.

Inadequacy of Cash Flow

Management may use several earnings management techniques, which are dis-
cussed in this chapter, to boost earnings when cash flows do not adequately
support the appearance of increased earnings. Auditors should realize that cash
is king and use the cash flow statement to verify the quantity, quality, reliabil-
ity, and legitimacy of the reported earnings. The likelihood of financial state-
ment fraud exists when there is no balance between reported earnings and cash
flows. For example, earnings are moving up, while cash flows are drifting
downward.

Overstatement of Inventories

Overstatement of inventories and receivables may indicate symptoms of financial
difficulties and the possibility of financial statement fraud. Inventory and accounts
receivable frauds are commonly used schemes by management to manage earn-
ings and improve the company’s financial position. Inventory fraud is one of the
most common contributing factors to financial statement fraud. To effectively pre-
vent and detect inventory fraud, the inventory observation audit team should in-
clude experienced, competent, and skeptical personnel who pay special attention
to inventories that appear not to have been used for some time or that are stored in
unusual locations or manners.

Overly Aggressive Accounting

Another important contributing factor to financial statement fraud is the com-
pany’s use of aggressive accounting principles, methods, and practices in
areas such as revenue recognition, depreciation and amortization, and capital-
ization and deferral of costs. The use of such accounting practices provides a
warning that management may engage in financial statement fraud in an at-
tempt to improve the appearance of operational results, financial position, and
cash flows.
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TAXONOMY OF FINANCIAL STATEMENT FRAUD

Several studies and reports have developed a taxonomy of financial statement
fraud consisting of financial statement schemes perpetrated by publicly traded
companies. The COSO Report (1999) lists common financial statement fraud
techniques in the following categories:4

• Improper Revenue Recognition

• Overstatement of Assets other than Accounts Receivable

• Understatement of Expenses/Liabilities

• Misappropriation of Assets

• Inappropriate Disclosure

• Other Miscellaneous Techniques

The COSO Report (1999) identifies these financial statement fraud schemes
through content analysis of 204 cases of fraud presented in the SEC’s Accounting
Auditing Enforcement Releases (AAERs) from 1987 to 1997. The COSO Report
states that the two most common techniques used by companies to engage in
fraudulent activities are improper revenue recognition techniques to overstate re-
ported revenues and improper techniques to overstate assets.

Improper Revenue Recognition

The COSO Report (1999) indicates that 50 percent of studied fraud companies
overstated revenues by recording revenues prematurely or by creating fictitious
revenue transactions. Schemes used to engage in such fraudulent financial activi-
ties are sham sales, premature revenues before all the terms of the sale were com-
pleted, conditional sales, improper cutoff of sales, improper use of the percentage
of completion method, unauthorized shipments, and consignment sales. These
fraud schemes are thoroughly examined in the next section.

Overstatement of Assets

The COSO Report (1999) reveals that about 50 percent of the studied fraud com-
panies overstated assets by recording fictitious assets or assets not owned, capi-
talizing items that should have been expensed, inflating existing asset values
through the use of higher market values, and understating receivable allowances.
Asset accounts most commonly misstated, in the order of ranking of frequency,
are inventory; accounts receivable; property, plant, and equipment; loans/notes re-
ceivable; cash; investments; patents; and oil, gas, and mineral reserves.

Other Fraud Schemes

Other fraud schemes identified in the COSO Report (1999) are (1) understatement
of expenses and liabilities, which counted for only 18 percent of financial state-
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ment fraud; (2) misappropriation of assets, involved in only 12 percent of the stud-
ied 204 fraud cases; (3) improper disclosures with no financial statement line item
effects, which were found in about 8 percent of fraud cases; and (4) other miscel-
laneous fraud schemes, which accounted for 20 percent of identified financial
statement fraud cases.

Bonner, Palmrose, and Young (1998) developed a comprehensive fraud tax-
onomy by identifying the fraud schemes presented in the studied companies’ fi-
nancial statements according to their type.5 Bonner et al. (1998) employed several
steps in developing their fraud taxonomy. First, they identified and analyzed the
sources that present fraud taxonomies, including academic and practitioner arti-
cles, books, and training material of professional organizations such as AICPA and
ACFE, as well as professional services firms (e.g., Big Five auditing firms). Sec-
ond, they created several iterations of fraud taxonomies from the identified
sources. Finally, they developed a comprehensive list of fraud taxonomies classi-
fied into the following categories of fraud:

1. Fictitious and/or overstated revenues and related assets. This category con-
sists of fictitious sales such as invoices to phony companies, phony invoices
to legitimate companies, and no supporting invoices. Overstated sales in-
volved shipments made to customers for nonordered or cancelled goods, sales
recognized for shipment made to a warehouse, recording customer and con-
tract deposits as completed sales, recognizing refunds from suppliers as
revenue, and recognizing the entire proceeds from sale of assets (e.g., prop-
erties, plants, and equipments, marketable securities, long-term investments)
as income.

2. Premature Revenue Recognition. This category involves improper revenue
recognition by (1) holding the books open beyond the end of the reporting pe-
riod to record large or unusual transactions shortly before or after the end of
reporting periods (e.g., annual or quarterly); (2) shipping products before a
sale is consummated or indications that customers are not obligated to pay for
shipments; (3) recording bill-and-hold sales transactions or other indications
that sales are recognized in advance of shipment; (4) recognizing conditional
sales depending on availability of financing, resale to third parties, final ac-
ceptance, performance guarantees, and further customer modifications;
(5) overstating percentage-of-completion revenues when there are uncertain-
ties about the bona fides of the underlying contract; (6) improperly recording
sales returns and allowances; (7) recording sales of products shipped in ad-
vance of the scheduled shipment date without customer’s agreement; and
(8) recognizing partially completed goods in the process of being assembled
and shipped to customer as actual sales.

3. Misclassified Revenues and Assets. This type of fraud refers to intentional mis-
classification of (1) unusual, extraordinary, and nonrecurring gains or losses
from income related to continuous operation; (2) misclassification of assets to
current and noncurrent assets; (3) combining restricted cash accounts with
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unrestricted cash accounts; and (4) classifying long-term investments as
short-term marketable securities.

4. Fictitious Assets and/or Reductions of Expenses/Liabilities. Recording ficti-
tious assets is commonly involved in overstating inventories. Inventory fraud
is viewed as one of the major reasons for financial statement fraud. This type
of fraud consists of (1) mislabeling scrap, obsolete, and lower-value materi-
als as real inventory; (2) recording consigned inventory as inventory; and
(3) receiving fictitious inventory and other assets.

5. Overvalued Assets or Undervalued Expenses/Liabilities. Deliberate over-
valuing of assets and undervaluing of expenses and liabilities includes
(1) large post-due receivables or large receivables from related parties; (2) in-
sufficient allowance for bad debt expenses; (3) inadequate loan loss reserve;
(4) insufficient obsolescence reserves for inventories; (5) not adjusting in-
vestment in securities for declines in the market value; (6) undervaluing in-
tangibles; and (7) inadequate writeoffs for impaired assets including
goodwill.

6. Omitted or Undervalued Liabilities. This category of fraud also affects ex-
penses and/or assets and may consist of underestimating pensions and postre-
tirement liabilities and failing to accrue or underaccruing warranties and
commission liability.

7. Omitted or Improper Disclosure. Footnote disclosures are important elements
of quality financial statements. Improper and omitted disclosure of financial
items or changes in accounting principles makes financial statements less
transparent.

8. Equity Frauds. Equity frauds refer to fraudulent financial activities affecting
equity accounts such as (1) recording nonrecurrent and unusual income or ex-
penses in equity; (2) inappropriately valuing assets obtained in exchange for
stock; and (3) inappropriately selecting the accounting method for merger and
acquisition transactions (e.g., purchase versus pooling of interests method).

9. Related-Party Transactions. This type of fraud consists of material related-
party transactions or amounts that appear unusual or whose purpose is un-
clear, including (1) fictitious sales to related parties (e.g., affiliated entities,
top executives); (2) loans to or from related parties for less than market-ef-
fective interest rates; (3) any other less than arm’s-length transaction dealing
with related parties (e.g., sales of assets); and (4) improper disclosures of re-
lated-party transactions.

10. Financial Frauds Going the “Wrong Directions.” Management is typically
much more prone to overstate revenues and assets and understate expenses
and liabilities; however, for various reasons (e.g., tax purposes, fear of un-
wanted mergers and acquisitions), management may engage in financial
statement fraud by deliberately understating revenues and assets and/or over-
stating expenses and liabilities. Management intention is to portray a less
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Exhibit 5.1. Most Frequently Used Fraud Schemes

Financial
Statement
Fraud

Overstatement of
Assets and
Revenues

False, Inadequate,
or Omitted
Disclosures

Understatement of
Liabilities and
Expenses

Improper Revenue
Recognition

Improper Asset Valuation

Inadequate Disclosure of
Related Party Transactions

Inadequate, Omission of, or
Inappropriate Disclosures

Improper Deferral of
Expenses and Liabilities

Improper Depreciation,
Amortization, Deletion, and
Writeoffs

favorable, unattractive, and less impressive financial position, operating re-
sults, and cash flows. Examples of this type of fraud are (1) establishing
“rainy day reserves” that could be reversed in future years when the com-
pany’s actual earnings were less favorable; (2) shifting revenues to a subse-
quent reporting period; (3) recording a fixed asset as an expense;
(4) improperly or insufficiently recording capitalized expenditures; (5) over-
stating liabilities; (6) overstating bad debt expenses; and (7) overestimating
depreciation, amortization, and writeoffs of assets.

COMMON FRAUD SCHEMES

Financial statement frauds consist of a wide variety of schemes, ranging from
overstatements of revenues and assets to omission of material financial informa-
tion to understatement of expenses and liabilities. Exhibit 5.1 presents some of the
most common financial statement fraud schemes. Examples are:

• Misclassification of gains. Often involved in classifying extraordinary or non-
operating gains as part of the income from continuing operations.

• Sham transaction. Typically associated with co-conspirators for whom the
scheme is intended to benefit.
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• Timing of revenue recognition. Usually consists of early recognition of income
intended to overstate sales, which are typically fictitious. Many revenue frauds
involve improper cutoffs as of the end of the reporting period.

• Bill-and-hold sales transaction. When the customer agrees to buy goods by
signing the contract but the seller retains possession until the customer requests
shipment. Companies can manage earnings by the early recognition of bill-and-
hold sales transactions.

• Side arrangements. Often involve sales with conditions set by the purchaser,
such as acceptance, installation, and adaptability. Side agreements typically alter
the terms of a sale agreement by including unilateral cancellation, termination,
or other privileges for the customer to avoid the transaction. Side agreements can
result in overstatement of revenue, which is an important contributing factor to
the occurrence of financial statement fraud.

• Illegitimate sales transactions. Typically relate to recording fictitious sales in-
volving either phantom customers or real customers with false invoices, which
are recorded in one reporting period (overstatement) and reversed in the next re-
porting period.

• Improper revenue recognition. Consists of inappropriate use of percentage of
completion method of accounting for long-term contracts, where management
deliberately misrepresents the percentage of completion when the project is less
complete than the amount reflected on the financial statements and often cor-
roborated by fabricated documents.

• Improper related-party transactions. Result from the company engaging in less
than arm’s-length transactions with its top executives or affiliated companies.

• Improper asset valuations. Often involved in business combinations of record-
ing fictitious inventory, accounts receivable, or fixed assets as well as improper
valuations of these assets.

• Improper deferral of costs and expenses. Often involves failure to disclose war-
ranty costs and expenses, inappropriate capitalization of expenses, and omis-
sions of liabilities.

• Inadequate disclosure or omission of material financial information. Often
associated with deliberate actions by management not to disclose material fi-
nancial information either within the body of the financial statements, in their
related footnotes, or in its Management’s Discussion and Analysis (MD&A).

• Improper cutoff of transactions at end of reporting period. Often associated with
interim quarterly financial statements, which are typically carried on into annual
financial statements.

EARNINGS MANAGEMENT

Many recent high-profile financial statement frauds (e.g., Waste Management,
Lucent, Sunbeam, Raytheon, Enron) have been attributed to a broad range of
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earnings management practices, including illegitimate revenue recognition,
inappropriate deferral of expenses, fictitious sales, premature sales, reversal,
or use of unjustified reserves. These practices have raised serious concerns
about the quality of reported earnings and have drawn the attention of the SEC
and other regulators and standard-setting bodies (e.g., AICPA, FASB). The
tremendous pressure to achieve earnings targets and meet analysts’ earnings
forecasts can place a heavy burden on the top management teams, in terms of
both job security and remuneration. This pressure, coupled with related finan-
cial incentives, can encourage management to use aggressive accounting prac-
tices and incorrect financial reporting interpretations that may lead to financial
statement fraud.

Definitions

Earnings management has been defined differently by academicians, researchers,
practitioners, and authoritative bodies. The most commonly accepted definitions
of earnings management provided by academicians and researchers in the aca-
demic literature are as follows:

1. Schipper (1989, 92): “. . . a purposeful intervention in the external financial
reporting process, with the intent of obtaining some private gain.”6

2. Healy and Wahlen (1999, 368): “Earnings management occurs when man-
agers use judgment in financial reporting and in structuring transactions to al-
ter financial reports to either mislead some stakeholders about the underlying
economic performance of the company, or to influence contractual outcomes
that depend on reported accounting numbers.”7

3. Merchant (1987, 168): “Earnings management can be defined as any action
on the part of management which affects reported income and which provides
no true economic advantage to the organization and may, in fact, in the long-
term, be detrimental.”8

Practitioners in their professional literature often define earnings management in
relation to financial statement fraud with special focus on the incentives man-
agers have to manage earnings and the consequences of their actions. Manage-
ment may attempt to manage earnings through the use of its discretionary choices
of accounting policies, accounting judgments, or timing or selection of operating
decisions. Managers manage earnings in performing their normal functions. In-
deed, most of the earnings management actions are legitimate and consistent
with generally accepted accounting principles (GAAP) and within the manager’s
prerogatives; however, illegitimate earnings management involving deliberate
manipulation of earnings in an attempt to meet earnings expectations can be
harmful.

Unlike academicians and researchers, practitioners focus on the role of fi-
nancial information in the decision-making process of investors and creditors as a
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primary motivation for illegitimate earnings management. The Association of
Certified Fraud Examiners (ACFE, formerly National Association of Certified
Fraud Examiners, 1993) states that the primary reason for illegitimate earnings
management that may constitute financial fraud is “to encourage investment
through the sale of stock.”9

The SEC former chairperson Arthur Levitt, in a September 28, 1998, speech
at New York University, refers to earnings management as a game among market
participants. Levitt (1998) characterized earnings management as a process of “a
game of nods and winks” among corporate managers, analysts, and external audi-
tors. More specifically, Levitt stated that:

In the zeal to satisfy consensus earnings estimates and project a smooth earnings path,
wishful thinking may be winning the day over faithful representation . . . I fear that we
are witnessing an erosion in the quality of earnings, and therefore, the quality of fi-
nancial reporting. Managing may be giving way to manipulation; integrity may be los-
ing out the illusion.10

Forms of Earnings Management

The flexibility of GAAP in providing a variety of accepted methods for mea-
suring, recognizing, and reporting financial transactions may be used by manage-
ment as a tool to manage earnings. The two most commonly used methods of
earnings management are “smoothing” and “big bath.” The smoothing method
can be used by management to smooth the stream of reported earnings by under-
taking income-decreasing discretionary accruals (e.g., allowance for bad debt) in
good years and income-increasing discretionary accruals (e.g., percentage of com-
pletion) in lean years. Contrarily, the “big bath” method of earnings management
can be used to undertake income-decreasing discretionary accruals (e.g., write-
offs, impairments of assets) in lean years based on the assumption that a poor per-
formance report for one year is not as damaging (e.g., negative market reactions)
as several mediocre performance reports. Under “big bath,” charges are perpe-
trated under business combinations or restructuring to avoid future charges related
to normal operating costs.

In recent speeches and writings by SEC officials and staff, the main concerns
have been illegitimate earnings management that may result in financial statement
fraud. Under a category of “Accounting Hocus-Pocus,” Levitt discussed the fol-
lowing five major illusions that are threatening the integrity, reliability, and qual-
ity of financial reports:11

1. “Big Bath” Charges. Often involve one-time overstating of restructuring
charges by creating “reserves” that can be used to offset future operating
costs. The perception is that a one-time loss is discounted by analysts and in-
vestors, who will then focus on future earnings.
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2. Creative Acquisition Accounting. Commonly relates to business combination
strategies by using “merger magic” of avoiding future earnings charges
through excessive one-time charges for in-process research and development
and creation of excessive purchase accounting reserves.

3. Miscellaneous “Cookie Jar” Reserves. Usually involve unrealistic assump-
tions to estimate liabilities for sales returns, loan losses, or warranty costs by
establishing reserves in the “good times” and using these to shore up earnings
in the “bad times.”

4. Abuse of Materiality Concept. Often involves deliberate recording errors of
intentionally ignoring mistakes in the financial statement under the assump-
tion that their impact on the bottom line (earnings or earnings per share) is not
significant enough to change investors’ and creditors’ investment decisions.

5. Revenue Recognition. Commonly involves recording revenue before it is
earned, which is before a sale is complete, before the product has been deliv-
ered, or while the customer can still void or delay the sale. More than half of
the SEC’s enforcement cases filed in 1999 and 2000 involved improper rev-
enue recognition, including bill-and-hold sales, conditional sales, fictitious
sales, and improper cutoff sales. In these cases, revenues were improperly
recognized because (1) sales agreements are not yet accepted by customers;
(2) customers unilaterally can terminate or cancel the agreement; (3) delivery
of the product or service has not occurred; and (4) the seller has not fully com-
pleted all the sale obligations such as installation or training.

COMMON REVENUE FRAUD SCHEMES

Illegitimate earnings management practices of improperly boosting reported earn-
ings by manipulating the recognition of revenue are described by SEC former
chairperson Arthur Levitt as “Hocus-Pocus Accounting.”12 The most common
methods of illegitimate earnings management are the bill-and-hold transaction
and a wide variety of sham transactions involving shipping, billing, and/or related-
party transactions.

Bill-And-Hold Schemes

A bill-and-hold scheme is often used by corporations to overstate earnings in an
attempt to meet or exceed analysts’ expectations, especially for quarterly earnings
forecasts. In a bill-and-hold deal, the customer agrees to buy goods by signing the
contract, but the seller retains possession until the customer requests shipment.
The seller may recognize revenue in compliance with existing GAAP because the
transaction meets two conditions of (1) realized or realizable; and (2) earned as
required by GAAP. Revenues usually are recognized at the time of sale, which is
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often delivery of goods or services to customers. While bill-and-hold sales trans-
actions are not necessarily a GAAP violation, they are often used by corporations
to manage earnings illegitimately, which may result in financial statement fraud.
Thus, auditors should assess the substance of such transactions to make sure they
are legitimate and arm’s-length transactions.

The SEC has specified in its recent enforcement actions that transactions that
meet the following criteria could be recognized as revenues: (1) the company must
have a fixed commitment to purchase from the customer, preferably in writing;
(2) the risks of ownership must have passed to the buyer; (3) the buyer, not the
seller, must have requested the transaction and must have a legitimate business
purpose of a bill-and-hold deal; (4) the seller must not retain any significant spe-
cific performance obligations, such as an obligation to assist in resale; (5) there
must be a fixed delivery date that is reasonable and consistent with the buyer’s
business purpose; and (6) the goods must be complete and ready for shipment and
not subject to being used to bill other orders.13

Other Sham Transactions

Sham transactions are typically associated with financial statement fraud and ap-
pear to be legitimate sales, but they are not. Examples of sham transactions include
(1) sales with a commitment from the seller to repurchase; (2) sales without sub-
stance, such as funding the buyer to assure collection; (3) sales with a guarantee
by an entity financed by the seller of what would otherwise be considered as an
uncollectable receivable; (4) sales for goods merely shipped to another company
location (e.g., warehouse); (5) premature revenues before all the terms of the sales
were completed by recording sales after the goods were ordered but before they
were shipped to the customers or shipping in advance of the scheduled date with-
out the customer’s knowledge and instruction.

Improper Cutoff of Sales

Improper cutoff of sales involves keeping the accounting records open beyond the
reporting period to record sales of the subsequent reporting period in the current
period. This scheme is more effective for manipulation of quarterly revenue than
annual revenue by keeping books open so revenue is recorded in that quarter.

Conditional Sales

Conditional sales are transactions recorded as revenues even though the sales as-
sociated with transactions involved substantial unresolved contingencies or sub-
sequent agreements that eliminated the customer’s obligations to retain the
merchandise.
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AUTHORITATIVE PRONOUNCEMENTS ON EARNINGS
MANAGEMENT

The 1999 COSO Report on Fraudulent Financial Reporting states that more than
half of the studied financial statement frauds involved overstating revenues by
recording revenues prematurely or fictitiously. The Statement of Financial Ac-
counting Concept (SFAC) No. 6 entitled “Element of Financial Statements” de-
fines revenues as “actual or expected cash flows (or the equivalent) that have
occurred or will eventually occur as a result of the enterprise’s ongoing major or
central operations.”14 Fraudulent revenue is revenue recognized when manage-
ment deliberately records fictitious revenue that will not eventually occur.

The pervasiveness of financial statement fraud resulting from unacceptable
earnings management practices encouraged the SEC to issue two important Staff
Accounting Bulletins (SABs) No. 100 and 101.15 SAB No. 100 addresses re-
structuring changes, impairments to inventory valuation allowances, and liabili-
ties assumed in connection with business combinations. SAB No. 100 requires
registrants to exercise appropriate judgment in applying GAAP to ensure that
(1) the balance sheet amounts reflect management’s best judgment in the integra-
tion process and business combinations; and (2) investors, creditors, and other fi-
nancial statement users are able to rely on the consistency, comparability, and
transparency of financial information disclosed by management. SASB No. 100
further presents the staff’s view on how business combination transactions should
be measured, recognized, and reported in a consistent and comparable manner.

SAB No. 101 relates to revenue recognition by providing additional guide-
lines for accountants to follow in complying with GAAP in recording revenue
transactions. SAB No. 101 presents the fundamental criteria that must be met be-
fore registrants may record revenue: (1) sufficient and competent evidence that an
arrangement exists; (2) persuasive evidence that delivery has occurred or that
services have been rendered; (3) clear indications that the seller’s price to the
buyer is fixed or determinable; and (4) collectibility of the price or fee is reason-
ably assured under purchase agreements.

EARNINGS MANAGEMENT AND FINANCIAL STATEMENT FRAUD

Management often uses its accounting discretion consistent with GAAP to man-
age earnings in performing its assigned managerial functions. Most earnings man-
agement activities, such as using accounting discretions involving judgments and
estimates within the GAAP regime, are acceptable even though they may appear
aggressive. Deliberate earnings manipulations with the intent to deceive investors
and creditors are illegitimate earnings management and constitute financial state-
ment fraud. Exhibit 5.2, adapted from an article by Dechow and Skinner (2000),
attempts to make the distinction between fraudulent earnings manipulations and
aggressive but acceptable earnings management activities.16
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Accounting Choices “Real” Cash Flow Choices

Within GAAP

“Conservative”
Accounting

“Neutral”
Earnings

“Aggressive”
Accounting

“Fraudulent”
Accounting

• Overly aggressive recognition of
provisions or reserves

• Overvaluation of acquired in-process
R&D in purchase acquisitions

• Overstatement of restructuring charges
  and asset writeoffs

• Earnings that result from a neutral
operation of the process

• Understatement of the provision for bad
debts

• Drawing down provisions or reserves in
an overly aggressive manner

• Delaying sales

• Accelerating R&D or advertising
expenditures

• Postponing R&D or advertising
expenditures

• Accelerating sales

• Recording sales before they are “realizable”
• Recording fictitious sales
• Backdating sales invoices
• Overstating inventory by recording

fictitious inventory

Violates GAAP

Exhibit 5.2. Distinction between Fraud and Earnings Management

Source: Adapted from Dechow, P.M., and P.J. Skinner. 2000. “Earnings Management: Reconciling the
Views of Accounting Academics, Practitioners, and Regulators.” Accounting Horizons (Vol. 14, No.
2, June): 235–250.

There is a fine line between legitimate earnings management and outright
fraudulent earnings management to achieve earnings targets when management is
overly interested in the portrayal, rather than the reality, of financial results. The
gray area between legitimacy and outright fraud when earnings reports portray the
desires of management rather than the reality has recently piqued the interest of
the SEC.

Nonfraudulent versus Fraudulent Earnings Management

Earnings management can be classified into two general categories of nonfraudu-
lent and fraudulent earnings management. Nonfraudulent earnings management
occurs when companies choose a generally accepted accounting method within
the GAAP region that has a direct and favorable impact on the amount and timing
of reported income. Flexibility of GAAP gives management latitude to use its pro-
fessional judgment to choose from a broad range of standards and guidelines those
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that best suit the needs of its company. For example, the use of some generally ac-
cepted accounting methods and policies such as a first-in, first-out (FIFO) inven-
tory valuation method, a straight-line depreciation method for depreciable capital
assets, and the flow-through method of accounting for income tax credits produces
a higher net income than the use of a last-in, first-out (LIFO) inventory, acceler-
ated depreciation, and the deferral method for the same aforementioned financial
items. Thus, the application of a different set of accounting methods could result
in different earnings and earnings per share.

The requirement of consistent application of accounting methods from one
year to the next somewhat reduces the opportunity of earnings management
through the choice of accounting methods. Nevertheless, companies are not re-
quired to use the same accounting methods, even in the same industry. Therefore,
companies can manage their earnings through the accounting methods they
choose. Earnings can also be managed by the flexibility given to management in
determining the amount of “soft” accounting estimates, such as allowances for
doubtful accounts, warranty reserves, useful life of capital assets, pension ex-
penses, and inventory obsolescence; however, the legitimacy, representational
truthfulness, and ethics of nonfraudulent earnings management have been debated
in the literature (e.g., Burns and Merchant, 1990; Merchant and Rockness, 1994;
MacIntosh, 1995).17,18,19

Fraudulent earnings management, however, is not made within the GAAP
framework of acceptable accounting methods and, therefore, is an illegal form of
earnings management. Examples of fraudulent earnings management schemes are
falsification, alteration, and deliberate manipulation of earnings through illegal
acts. Financial statement frauds are a set of financial statements that purport to be
in accordance with GAAP, but they are not. Furthermore, these fraudulent finan-
cial statements are not detected by auditors. Thus, the users of financial statements
make decisions based on the false understanding that the statements are fairly pre-
sented in accordance with GAAP.

Studies show that profitable firms with favorable financial results can more
easily and feasibly raise funds through financing than can poorly performing firms
(Brealey et al., 1992).20 Published financial statements and reported accounting
information typically influence the perceptions of potential investors regarding
earnings potential and the value of the firm. Thus, management has incentives to
exercise income-increasing discretionary accounting alternatives to make the
company look good financially by managing earnings. DeAngelo (1986, 405)21

suggests that management has a strong incentive to hide any deliberate earnings
management “since greater payoffs obviously accrue to managers whose ac-
counting manipulations go undetected by the parties that would be adversely af-
fected by them.”

Dechow et al. (1996, 4)22 states that, “Management and existing shareholders
benefit from manipulating investors’perceptions of firm value if they can raise ad-
ditional financing on more favorable terms or see their stock holdings for a higher
price.” Dechow et al. (1996) found that fraudulent financial reporting is more
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prevalent when managerial discretion is curtailed and firms have a higher debt-to-
equity ratio than nonfraud firms.

Kinney and McDaniel (1989, 74)23 states that managers “of firms in weak fi-
nancial condition are more likely to ‘window dress’ in an attempt to disguise what
may be temporary difficulties.” Managerial ownership provides incentives for
management to increase the value of their ownership interest by fraudulently re-
porting a better financial performance than otherwise would be reported under
GAAP. Loebbecke, Eining, and Willingham (1989)24 concluded that a high man-
agerial interest in the firm is a red-flag indicator of a potential financial statement
fraud. Dechow et al. (1996)25 found that managers of SEC-investigated firms held
a greater percentage of ownership interest than managers of noninvestigated firms.
Beasley (1996)26 also found that firms that engage in financial statement fraud
have a higher management ownership than nonfraud firms.

Dechow et al. (1996) investigated firms subject to accounting enforcement
actions by the SEC for alleged violations of GAAP to determine the relationship
between earnings management and weaknesses in corporate governance structure
and the capital market consequences experienced by firms when the alleged earn-
ings manipulations are made available. Dechow et al. (1996) found that an im-
portant motivation for illegitimate earnings management is a desire to attract
external financing at low cost. They also found that firms engaged in illegitimate
earnings management are (1) more likely to have boards of directors dominated
by management; (2) more likely to have a chief executive officer (CEO) as chair-
man of the board of directors; (3) more likely to have a CEO who is also the firm’s
founder; (4) less likely to have an audit committee; (5) less likely to have an out-
side blockholder; and (6) more likely to have significantly increased capital costs
when violations (illegitimate earnings management) are made public.

SYMPTOMS OF FINANCIAL STATEMENT FRAUD

Several reports and studies have developed a list of symptoms (or better known as
red flags) of financial statement fraud. Red flags are important symptoms signal-
ing the likelihood of financial statement fraud. Both internal and external auditors
are well qualified and positioned to identify the red flags and develop a risk model
to prevent and detect financial statement fraud; however, internal auditors’ in-
volvement in the routine activities of the corporation and internal control envi-
ronment place them in the best position to identify and assess evidence that may
signal financial statement fraud.

Qualitative red flags are important pieces of evidence for signaling the likeli-
hood of financial statement fraud. A proper focus on red flags can assist in ex-
ploring the underlying factors that cause financial statement fraud. Possible
symptoms of financial statement fraud are compiled from several studies and re-
ports, and they are listed in three general categories of (1) organizational structure;
(2) financial conditions; and (3) business and industry environments. The list
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of red flags presented on the following pages is adapted from the Treadway
Commission Report (1987); SAS Nos. 53 and 82; Loebbecke et al. (1989)27;
Albrecht and Romney (1986)28; Elliot and Willingham (1986)29; Coopers and
Lybrand (1977)30; and financial statement fraud cases examined and presented
in Exhibit 3.1 of Chapter 3.

Red flags in these studies and reports are defined as potential symptoms that
may signal the likelihood and risk of financial statement fraud. These studies and
reports identify many red flags and examine their relationships with the occur-
rence or nonoccurrence of financial statement fraud; however, the predictive abil-
ity of red flags is limited because no causal relationship exists between red flags
and financial statement fraud. In other words, red flag conditions may exist in both
fraudulent and nonfraudulent business environments. Elliot and Willingham
(1980, p. 8)31 state that:

Red flags do not indicate the presence of fraud. They are conditions believed to be
commonly present in events of fraud and they, therefore, suggest that concern may be
warranted.

Organizational Structure Red Flags

1. A highly domineering top management team

2. Predominantly insider or gray board of directors

3. Ineffective board of directors

4. Compensations for top executives tied to earnings or stock price targets

5. Ineffective, illiterate, and incompetent audit committee

6. Inappropriate “tone at the top”

7. Overly complex organizational structures

8. Frequent organizational changes

9. Frequent turnover of senior management

10. Inexperienced management team

11. Lack of management oversight

12. Irresponsible corporate governance

13. Nonexistent or ineffective audit committee

14. Lack of vigilant board of directors’ oversight

15. Management override

16. Autocratic management

17. Excessive or inappropriate performance-based compensation

18. Frequent changes of external auditors

19. Lack of adequate and effective internal control structure

20. Nonexistent or ineffective internal audit function

21. Rapid turnover of key personnel (either quit or fired)
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22. Nonexistent corporate code of conduct

23. Ineffective leadership

24. Lack of personnel evaluation

25. Extremely large and decentralized firm

26. Inexperienced and aggressive personnel in key positions

27. No or ineffective communication between the audit committee and external
auditors

28. No or infrequent meeting between the audit committee and internal auditors

29. Lack of cooperation and coordination between internal and external auditors

30. Management reluctant to cooperate with external auditors or consider exter-
nal auditors’ suggestions and recommendations

31. Use of several legal counsels

32. Use of several different banks for specified purposes

33. Lack of or ineffective mechanisms for reporting management violations of
company policy

34. Conflict of interests within company management

35. Executives with record of malfeasance

36. High percentage of inside and financially interested members on the board of
directors

37. Significant management compensation derived from performance-based in-
centive plan

38. Company holdings as material portion of management’s personal wealth

39. Management’s job threatened by poor performance

40. Management has lied to regulators and auditors or has been evasive

41. Management’s aggressive attitude toward financial reporting

42. Personality anomalies

43. Lax attitude toward internal controls and management policy

44. Lax attitude toward compliance with applicable laws and regulations

45. Poor reputation of management in the business community

46. Frequent disputes between management and external auditors

47. Too much trust in key executives

48. Domination of the company by one or two aggressive individuals

49. Key executives with low moral character

50. Key executives exhibiting strong greed

51. Failure to require top executives to take at least a week’s vacation at a time

52. Failure to pay attention to details

53. Wheeler-dealer top executives

54. Struggling to gloss over a temporary bad situation
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55. Key executives with a strong desire to beat the system

56. Conflicts of interest within the company

57. Management places undue pressure on auditors

58. Management had engaged in opinion shopping

59. Decentralized organization structure without adequate monitoring

60. Management displays significant disrespect for regulatory bodies

61. Management is overly evasive when responding to audit inquiries

Financial Conditions Red Flags

1. Deterioration of earnings quality as evidenced by a sharp decline in sales
volume

2. Unrealistic earnings expectations

3. Unrealistic growth goals

4. Overly complex and unusual business transactions

5. Unusually rapid growth

6. Unusual results or trends

7. Heavy investments or losses

8. Lack of adequate working capital

9. Overemphasis on one or two products, customers, or transactions

10. Excess capacity

11. Severe obsolescence

12. Extremely high debt

13. High rapid expansion through new business or product lines

14. Tight credit, high interest rates, and reduced ability to acquire credit

15. Pressure to finance expansion through current earnings rather than through
debt or equity

16. Difficulty in collecting receivables

17. Progressive deterioration in quality and quantity of earnings

18. Significant tax adjustments by the IRS

19. Long-term financial losses

20. Unusually high earnings with a cash shortage

21. Urgent need for favorable earnings to support high price of stock and meet an-
alysts’ earnings forecasts

22. Significant litigation, especially between shareholders and management

23. The need for additional collateral to support existing obligations

24. Cash shortage or negative cash flows

25. Difficulties in collecting accounts receivable
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26. Continually operating on crisis basis

27. Several losses from major investments

28. Unexpected and sharp decreases in earnings or market share experienced by
a company or industry

29. Unrealistic budget pressures

30. Financial pressure to meet or even exceed analysts’ forecasts

31. Financial pressure resulting from bonus plans tied to earnings performance

32. Significant off-balance sheet or contingent liability

33. The decision to finance expansion through the use of current earnings rather
than through equity or debt

34. Earnings deterioration resulting from significant decreases in revenues or
substantial increases in expenses

35. Pressure to meet investors’ expectation as determined in analysts’ forecasts

36. The need for additional collateral to satisfy debt covenants

37. Highly competitive global markets

38. Inadequate collectibility reserves

39. Substantial doubt about the company’s ability to continue as a going concern

40. Significant difficult-to-audit transactions

Business and Industry Environment Red Flags

1. Business conditions that may create unusual pressures

2. Inadequate working capital

3. Major investment in volatile industry

4. Debt restrictions with little flexibility

5. Ongoing or prior investigation by regulators (e.g., SEC, IRS)

6. Aggressive attempts to maintain trends and achieve forecasts

7. Untimely reporting and responses to audit committee inquiries

8. Exposure to rapid technology changes

9. Industry softness or downturns

10. High interest rate and currency exposures

11. Unfavorable economic conditions within the industry

12. Unusually heavy competition

13. Existing loan agreements with little flexibility and tough restrictions

14. Long business cycle

15. Suspension or delisting from stock exchange

16. Fear of a merger

17. Highly computerized operations

18. Unusual and large year-end transactions
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19. Many adjusted entries required at the time of audit

20. Provide information to auditors at the last minute

21. Use of liberal accounting practices

22. Inadequate accounting information system

23. Significant related-party transactions

24. Transactions that are difficult to audit

25. Material account balances determined by judgment

26. Introduction of significant new products and services

27. Product or industry in decline

28. Profitability of the company inconsistent with the industry

29. Operating results are inconsistent with macroeconomic industry

30. Aggressively optimistic operating and financial budgets

31. Unusual and significant contractual commitments

32. Pressure to meet investors’ high expectations through budgeting process

33. Management doesn’t see financial statement fraud as a risk

34. Management ignores irregularities

35. Morale is low, especially among top executives and managerial employees

36. High turnover within the company, especially at top executive level

37. Rapid increase in earnings

38. Aggressive and egotistical top executives

39. Maximizing profits is the corporate mission

40. Salary structure, especially for top executives, is tied to profits

41. Substantial doubt regarding the company’s ability to continue as a going
concern

42. Adverse legal circumstances

43. Evidence of inside tradings

44. Unjustifiable and high business risks

45. Competition from low-priced imports

46. Excess capacity caused by favorable economic conditions

47. Existence of revocable licenses necessary for continuation of business

48. Numerous acquisitions of speculative ventures in pursuit of diversification

49. Significant inventories and other assets that require special expertise for
valuation

50. Long manufacturing cycle and throughput time

51. Little tolerance on debt restrictions

52. Uncertain issues relating to public trading of stock

53. Understated costs and expenses

54. Sizable increases in inventory without comparable increases in sales
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Effectiveness of Red Flags

Financial statement fraud standards for external auditors (SAS No. 82) and for in-
ternal auditors (SIAS No. 3) require that auditors use the red flag approach in de-
tecting material misstatements due to errors and fraud. Albrecht et al. (2001)
reviewed the literature pertaining to the effectiveness of the red flag approach in
detecting financial statement fraud.32 They presented the following potential
shortcomings of the red flag approach; (1) difficulties in gathering sufficient evi-
dence regarding committed financial statement fraud primarily because not all
committed frauds are detected and not all discovered frauds are reported; (2) lack
of consistency and uniformity of financial statement fraud evidence which makes
it difficult to draw generalizations about frauds; (3) rare documentation of finan-
cial statement frauds detected through the use of red flag approach; and (4) un-
availability of sophisticated technologies to analyze large data bases to search for
all fraud symptoms (red flags).

Albrecht et al. (2001),33 conclude that the evidence regarding the effective-
ness of red flags in detecting financial statement fraud is neither consistent nor
compelling. They suggest the following methods of assessing the effectiveness of
the red flag approach in detecting financial statement fraud (1) data mining com-
mercial software such as audit command language (ACL); (2) analytical proce-
dures including horizontal, vertical, ratios and other analysis of financial
statements; (3) digital analysis (i.e., Benford’s Law) on financial databases, and
(4) the empirical fraud-hypothesis approach.

WHISTLE-BLOWING

Definition

Whistle-blowing is defined by Near and Miceli (1988, 5) as the “. . . disclosure by
organizational members (former and current) of illegal, immoral, or illegitimate
practices under the control of their employers, to persons or organizations that
may be able to affect action.”34 According to this definition, whistle-blowing can
come from internal parties within the organization or parties outside of the organ-
ization. Reporting of sensible issues, including fraud, to internal organization
members outside the normal chain of command is viewed as whistle-blowing
through internal channels. Reporting of these issues to individuals outside the or-
ganization is considered whistle-blowing through external channels.

Whistle-blowing basically means that an individual with knowledge of
wrongdoing, including financial statement fraud, informs those with the authority
to remedy the wrong of the situation. In the case of financial statement fraud, the
appropriate remedial agency could be members of management not involved in
the fraud, the board of directors, audit committees, internal auditors, external au-
ditors, or outside regulatory or law enforcement bodies such as the SEC. Games-
manship, however, is when the person with knowledge of wrongdoing, including
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financial statement fraud voluntary or compulsory, participates with the wrongdo-
ers to cover up or commit the fraud.

Whistle-Blowing as an Internal Control Mechanism

Hooks, Kaplan, and Schultz (1994) argue that whistle-blowing can be used as an
effective internal control mechanism by creating an environment that allows indi-
viduals to freely provide upstream communication both within and outside the or-
ganization to facilitate early detection and possible prevention of financial
statement fraud.35 Ponemon (1994) discusses two aspects of whistle-blowers’ de-
cisions to reveal or not reveal a perceived wrongdoing.36 The first aspect is the un-
derlying motivation of the whistle-blower to divulge sensitive information such as
financial statement fraud. The second aspect relates to the full decision-making
process of the individual contemplating the whistle-blowing act. The motivation
of the whistle-blower is important in reporting wrongdoing, particularly if it is de-
rived for personal gain. Motivated whistle-blowing can damage the quality of the
whistle-blowing report and, therefore, the effectiveness and integrity of the com-
pany’s internal control structure. Exhibit 5.3, adapted from Ponemon (1994, 123)

Exhibit 5.3. Components of the Whistle-blower’s Decision-making Process

Cognitive Processing

Ethical ReasoningEthical Framing

Whistle-blower's ethical domain
FINANCIAL
STATEMENT

FRAUD

Report

Perseverance

Sensitivity

Competence

Adapted from Ponemon (1994, 123) Ponemon, L.A. 1994 “Whistle-blowing As An Internal Control
Mechanism: Individual and Organizational Considerations.” Auditing: A Journal of Practice and The-
ory (Fall): 118–130.
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describes an integrated framework for the whistle-blowing decision in the organi-
zational environment. Exhibit 5.3 shows three conditions for carrying out the
whistle-blowing decision. The first condition is the ethical sensitivity of the indi-
vidual to identify the wrongdoing act, signaling financial statement fraud. The
second factor is the ethical competence of the individual who identified wrong-
doing and the cognitive abilities to develop a strategy for dealing with the prob-
lems. The third element is the perseverance to follow through on an ethical course
of action given that the wrongdoing was identified and the ethical strategy that was
developed for disclosing the whistle-blowing report. These conditions are also
influenced by the whistle-blower’s ethical reasoning, cognitive process, and ethi-
cal framing. The aforementioned three conditions should be met in order to use
whistle-blowing as a control mechanism in the organizational environment.

Channels for Communicating Wrongdoing

Ponemon (1994)37 and Hooks et al. (1994)38 describe internal and external chan-
nels for communicating sensitive issues such as financial statement fraud. The in-
ternal channel refers to disclosing wrongdoing to co-workers, top management,
the audit committee, and/or the board of directors. External channels can be used
to communicate wrongdoing to those outside of the company, such as media, ex-
ternal auditors, and/or a governmental agency. Whistle-blowers typically use in-
ternal channels as their first and often only course of action for communicating
sensitive issues such as financial statement fraud, primarily because external dis-
closure may be viewed as a violation of business etiquette, employee loyalty, cor-
porate code of conduct, and/or professional standards. For example, internal
auditors are required to refrain from disclosing wrongdoing to individuals outside
of their organizations in accordance with the Institute of Internal Auditors (IIA)
Statement of Internal Auditors Standards (SIAS) No. 3.39 Nevertheless, external
challenges should be employed as a last resort for communicating wrongdoing
when the internal communication fails to resolve the problem.

External auditors are required to use both internal and external channels in
communicating sensitive issues such as financial statement fraud. Indeed, Section
301 of the Private Securities Litigation Reform Act of 1995 entitled “Fraud De-
tection and Disclosure” requires that external auditors design audit procedures to
provide a reasonable assurance of detecting illegal acts that would have a direct
and material effect on financial statements (e.g., financial statement fraud). The
Reform Act also requires external auditors to inform the appropriate level of man-
agement and ensure that the audit committee (or the board of directors if there is
no audit committee) is informed of financial statement fraud. If, after ensuring that
the audit committee or the board of directors is adequately informed, the external
auditors determine that financial statement fraud warrants departure from a stan-
dard audit report or resignation, the auditors should report the audit conclusion di-
rectly to the board of directors. The board of directors, upon receiving such a
report, should notify the SEC of the auditors’ report no later than one business day
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thereafter and provide the auditors with a copy of the notice to the SEC. If the
board of directors does not act within one business day after the audit report was
given to the board, the external auditors should resign, which will cause the reg-
istrant to file a Report Form 8-K regarding the resignation or report to the SEC no
later than one business day following the failure to receive any notice from the
board of directors.

External auditors should not be viewed as whistle-blowers who constantly re-
port discovered errors, irregularities, or fraud to government authorities, however.
The perception of external auditors as whistle-blowers is likely to create an
adversarial relationship between clients and auditors. The existence of such a
relationship would encourage even honest and ethical clients to provide the audi-
tor with less than complete information disclosure and audit evidence out of fear
that the auditor will suspect illegal or irregular acts and report them to the en-
forcement authorities.

A Model of the Whistle-Blowing Process

Hooks et al. (1994) suggest a model of the whistle-blowing process in the context
of the internal and external audit functions that is intended to prevent and detect
financial statement fraud. This model is presented in Exhibit 5.4 and was initially
designed by Graham (1986)40 and Miceli and Near (1992).41 This model is devel-
oped based on the following assumptions:

• The improved climate for reporting wrongdoing, including financial statement
fraud, will attenuate the probability of wrongdoings occurring.

• The potential perpetrator of financial statement fraud is not likely to proceed if
prospects of being reported increase.

• The internal control as a mechanism of fraud detection is an important element
of the model process that may occur solely within the organization.

• The external audit function as a mechanism for fraud detection is viewed as an
important element of the model process that may involve external auditors.

• Many variables affect the likelihood of financial statement fraud, such as man-
agement attitude and operating style, existence of corporate codes of conduct,
threatened retaliation, cash rewards for reporting, and perpetrator status.

• The presumption that the whistle-blower will progress from left to right in re-
porting wrongdoings requires a positive decision at each step.

The process of whistle-blowing report starts with an important wrongdoing
such as financial statement fraud. The observer of the wrongdoing act may choose
to report to a party empowered to at least begin resolution, such as the observer’s
superior, internal auditors, the audit committee, or external auditors. The observer,
after assessing the costs and benefits and other considerations such as the possi-
bility of losing his or her job or perceived lack of loyalty, may decide to report.
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Exhibit 5.4. Model of the Whistle-blowing Process

External Audit Function As A
Method of Fraud Detection

1. Personal Variables
2. Situational Variables
3. Combined Personal and Situational Variables
Organizational Culture/Tone at the Top
Characteristics of the Wrongdoing
Responsibilities and Social Influences
Observer’s Individual Characteristics

STEP 1

The
organizational
member is
aware
of the
wrongdoing

STEP 2
The observer
believes the
wrongdoing is
deserving of
action and feels
responsible for
taking the action

STEP 3
The observer
believes:
- At least one
alternative to
silence is feasible
- The action being
considered is most
appropriate
- The benefit of
the action must
outweigh the costs

Whistle-
Blowing
Report

Financial
Statement
Fraud
Occurrence

Internal Control as a Method of Fraud Detection

*Adapted from Miceli, M.P., and J.P. Near. 1992. Blowing The Whistle: The Organizational & Legal
Implications for Companies and Employees. New York: Lexington Books.

Exhibit 5.4 describes this process in three steps of recognition, assessment and as-
sumption of responsibility, and choice of action. The observer first should deter-
mine that financial statement fraud has been committed. To become aware of the
commission of fraud, the observer should be organizationally placed (e.g., inter-
nal auditors, external auditors) to have knowledge of the fraud and be able to ob-
jectively verify its occurrence. The observer’s position within the company,
relative to the perpetrator, is an important contributory factor in obtaining knowl-
edge of the fraud and in recognizing the occurrence.

The second step, as described in Exhibit 5.4, is the assessment of whether the
committed and recognized financial statement fraud should be reported. Several
factors, such as materiality of recognized fraud, personality characteristics of the
observer, observer status, perpetrator status, observer professional stature, and
pervasiveness of the evidence, play an important role in assessing whether a rec-
ognized fraud should be reported.
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The last step in the whistle-blowing decision process is the choice of an ac-
tion when the observer decides whether to report the recognized financial state-
ment fraud. First, the observer should decide to act by reporting the recognized
fraud or remaining silent. If the observer decides to report, then the next decision
is to report internally, externally, or both. In making these decisions, the observer
should consider the costs and benefits of reporting financial statement fraud. Ex-
amples of potential benefits are the feeling that one’s action has been effective, in-
creased self-esteem, feeling of doing the right thing, compliance with professional
standards and personal ethical values, improved work place, financial awards, and
promotions. Examples of the potential costs are possible retaliation by the perpe-
trator, fear of losing job, perceived lack of loyalty to the organization, violation of
corporate codes of conduct or professional standards, the desire or ability to re-
main anonymous, the perpetrator’s power, or the lack of work group support.

Whistle-Blowing Models

Several whistle-blowing models have been suggested to explain and describe the
actions taken by whistle-blowers. Rest (1979) developed the following four-
component model to explain the complexity of moral decisions:

1. Recognizing the moral issue. The observer of the wrongful act must be able
to assess possible actions to be taken, their outcomes, and their impact on
others.

2. Making a moral judgment. The observer must be able to make moral judg-
ments without possible actions and their potential effects on others.

3. Establishing moral intent. The observer should have an intention to do what
is morally right in the context of applicable moral principles and values.

4. Engaging in moral behavior. The observer must be able and willing to follow
through with an action to report the wrongdoing act, such as financial state-
ment fraud.42

Hooks et al. (1994)43 suggest a model of whistle-blowing in the context of in-
ternal control and external audit functions to prevent and detect fraud. The Hooks
et al. (1994) model is built based on an ethical decision process, affected by sev-
eral factors such as personal values, ethical principles, group norms, codes of con-
duct, education, organizational stature, and tenure status. Hooks et al. (1994) argue
that organizational culture such as the “tone at the top” plays a more important role
than characteristics of the wrongdoing, responsibilities and social influences, and
the observer’s personal characteristics in determining the final action taken in de-
ciding whether to report the committed fraud. The observer should assess action
by evaluating each possible alternative in light of the potential costs and benefits.

The Miceli and Near (1992) model implies an ethical decision making process
regarding whether to report a wrongdoing. Miceli and Near’s model focuses on the
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impact of personal variables, situational variables, cognitive evaluations of differ-
ent reactions from management, and other members of the organization on the
process of making a whistle-blowing decision.44

The Finn (1995) model of whistle-blowing, which is a synthesis of the Rest
model and the Miceli and Near model of ethical behavior, shows a whistle-
blowing decision process whereby an individual is dealing with a whistle-
blowing situation with potentially unethical consequences. This process involves
five different stages and, at each stage, the observer assesses previous actions and
reactions that are evident in the organizational environment, both from the re-
sponses of fellow employees and management.45 The whistle-blowing model 
that is most relevant to financial statement fraud and, thus, is used in this book,
is Miceli and Near (1992) as portrayed in the article by Hooks et al. (1994).
Exhibit 5.4 shows the sequences of the observer’s behavior in determining
ethical/unethical practices of observing financial statement fraud, evaluating
action, and choosing action.

It is expected that top executives’ commitments to ethical standards within the
company result in a higher level of reporting of unethical behavior and fraudulent
activities by employees known as whistle-blowing. A high rate of whistle-blowing
may reflect either the honest employee’s frustration with the unwillingness of man-
agement to exercise adequate control over fraudulent activities or the effectiveness
of managerial policies and procedures in enforcing ethical behavior in the com-
pany. A low rate of whistle-blowing, however, may indicate either the effectiveness
of internal controls to detect fraudulent activities or the employees’ fear of the con-
sequences of whistle-blowing or the employees may have trusted the internal con-
trols to prevent and detect fraud.

Fraud Awareness Education

Awareness education can play an important role in reducing instances of finan-
cial statement fraud. Characteristics of companies experiencing financial state-
ment fraud have been determined by identifying red flag indicators that suggest
financial statement fraud. These red flag indicators are an inadequate and inef-
fective internal control structure, and the lack of vigilant and effective corporate
governance. Empirical studies on financial statement fraud have attempted to
identify the red flag indicators that differentiate fraud firms from nonfraud
firms. Loebbecke et al. (1989)46 used a list of red flag indicators that are signif-
icantly different between fraud and nonfraud firms. They conclude that although
these indicators are significant on a stand-alone basis, they are highly correlated
and are not incrementally significant when combined with other factors in a pre-
dictive model. By identifying potential red flags, performing the required audit
procedures, and documenting the gathered audit evidence, auditors can better
defend themselves in the event of litigation after an alleged financial statement
fraud.
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GENERIC CHARACTERISTICS OF COMPANIES 
ENGAGED IN FRAUD

Fraud literature has identified and examined the following generic characteristics
of fraud companies.

Growth

Prior research (Beasley, 1994)47 found that a firm’s growth may be associated with
the likelihood of financial statement fraud. For example, Bell, Szykowny, and
Willingham (1991)48 argue that when the company is in rapid growth pace, man-
agement may be motivated to engage in financial statement fraud during a down-
turn to give the appearance of stable growth. Rapid expansion through mergers
and acquisitions can make the internal control structure less effective, which in
turn reduces the probability that financial statement fraud can be prevented and
detected.

Financial Health

The fraud literature (e.g., Bell et al., 1991; Beasley, 1994)49,50 indicates that the
degree of a company’s financial health may be associated with the probability of
financial statement fraud. Bell et al. (1991) identify three red flag indicators that
suggest an association of financial health and the likelihood of financial statement
fraud: (1) inadequate profitability relative to the industry; (2) an undue emphasis
being placed on earnings projections; and (3) substantial doubt about an entity’s
ability to continue as a going concern.

Length of Time Publicly Traded

The corporate governance literature (Beasley, 1994)51 suggests that the length of
time that a company’s common stock has traded in capital markets may be asso-
ciated with the likelihood of financial statement fraud. The Treadway Commission
(1987, 29)52 states that new publicly traded companies may have a proportionately
greater risk of financial statement fraud primarily because management may be
under greater pressure to manage earnings in order to meet earnings expectations.

Blockholders

The corporate governance literature (Beasley, 1994)53 suggests that large block-
holders (e.g., institutional investors) may serve as a corporate governance mech-
anism by monitoring management decisions and actions. Thus, large blockholders
may reduce the likelihood of financial statement fraud by scrutinizing a firm’s op-
erational, investment, financing, and financial reporting activities and holding the
board of directors responsible for corporate governance.
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Declining Industry

Firms in a declining industry are typically more apt to be engaged in financial
statement fraud primarily because they must compete for scarce resources.

Unfavorable Financial Ratios

Fraudulent financial reports reflect financial performance and ratios that are su-
perior to the current industry average performance or better than the company’s
historical performance or meet analysts’ forecasts and targets announced by man-
agement previously.

Related-Party Transactions

The primary objective of publicly held corporations is to create and increase
shareholder value by generating earnings above and beyond shareholders’ desired
rate of return on investment. This goal is accomplished when the board of direc-
tors and management are working toward protecting the interest of the sharehold-
ers. Shareholders’ interest is protected when all firms’ economic transactions and
events are conducted in an arm’s-length dealing. This arm’s-length dealing may
not exist when a firm is engaged in transactions with its board members, manage-
ment, or affiliates primarily because they have access to proprietary information
that may create a conflict of interest. The presence of related-party transactions
may cause inappropriate values to be assigned to transactions and financial state-
ment items.

Independent auditors view the existence of related-party transactions as po-
tential conflicts of interest between the firm and its personnel, which may create
a potential financial statement fraud (Loebbecke et al., 1989).54 Firms that engage
in numerous related-party transactions may fail to create and/or increase share-
holder value, and their legitimacy can be questioned. Sorensen, Grove, and
Sorensen (1980)55 found evidence indicating that firms that engage in fraudulent
financial reporting typically have many related-party transactions. Thus, the exis-
tence of related-party transactions can be an important red-flag indicator of po-
tential financial statement fraud.

Earnings Management and Persistent Red Flags

Managerial policies, procedures, and accounting practices may also differentiate
fraud companies from nonfraud companies. These accounting practices determine
whether:

• Both gains and losses on unusual and nonrecurring items are given the same im-
portance or considerations.

• The timing of recognizing transactions is managed and for what purposes they
are managed.
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• The company’s significant estimates and assumptions are reasonable and justi-
fiable and are based on the best information available.

• There is a basis for materiality thresholds being used in measuring, recogniz-
ing, and reporting financial transactions and preparing the related financial
statements.

• The selected accounting practices appropriately convey the underlying eco-
nomics of the transactions.

• There have been significant changes in accounting practices and in the man-
agement’s application of the practices and the use of estimates and judgments.

• The company’s disclosures meet the requirements of GAAP.

• Financial presentations and disclosures, including management discussion and
analysis (MD&A), tell the whole story.

CONCLUSION

This chapter identified and discussed the taxonomy and schemes of financial state-
ment fraud. The development of fraud taxonomy helps explain common financial
statement fraud techniques and management motivations to engage in financial
statement fraud. Earnings management, the major contributing factor to the com-
mission of financial statement fraud, was also examined in this chapter. Condi-
tions of pressures on management, the existence of opportunities to perpetrate, and
rationalization of either not being detected or the perception of low-cost detection
are the primary contributing factors to financial statement fraud. Symptoms of fi-
nancial statement fraud, consisting of organizational structure red flags, financial
conditions red flags, and business and industry environment red flags are thor-
oughly examined to obtain a better understanding of symptoms signaling the like-
lihood of financial statement fraud. The use of the whistle-blowing model as an
effective internal control mechanism for communicating financial statement fraud
was discussed in the last part of this chapter.
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Chapter 6

Role of Corporate
Governance

INTRODUCTION

During the past two decades, corporate governance has been intensely scrutinized
by regulators, authoritative bodies, and others concerned with the public’s inter-
ests. There has been a great deal of concern about the issue of corporate gover-
nance and accountability of publicly traded companies. For example, the report of
the Public Oversight Board (POB) of the SEC Practice Section of the American
Institute of Certified Public Accountants (AICPA) (1993) states that:

Corporate governance in the United States is not working the way it should . . . (It) 
is the failure by too many boards of directors to make the system work the way it
should . . . more effective corporate governance depends vitally on strengthening the
role of the board of directors.1

The corporate governance concept has advanced from the debates on its relevance to
how best to protect investor interests and effectively discharge oversight responsi-
bility over the financial reporting process. The recent high-profile alleged financial
statement frauds committed by major corporations (Waste Management, Sunbeam,
Enron, Lucent, Xerox, MicroStrategy, Cendant, RiteAid, KnowledgeWare) have re-
newed the interest and increasing sense of urgency regarding a more responsible cor-
porate governance and reliable financial statements. This chapter discusses corporate
governance, its participants including, the board of directors, the audit committee,
the top management team, internal auditors, external auditors, and governing bodies
as well as their role in preventing and detecting financial statement fraud.

DEFINITION OF CORPORATE GOVERNANCE

The concept of corporate governance is poorly defined in the literature through
both narrow and broad definitions reflecting special interests of different groups
in corporate governance. The Business Roundtable (1997) states:

Corporate governance is not an abstract goal, but exists to serve corporate purposes by
providing a structure within which stockholders, directors, and management can pur-
sue most effectively the objectives of the corporation.2
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The Organization for Economic Cooperation and Development (OECD) broadly
defines corporate governance as:

The system by which business corporations are directed and controlled. The corporate
governance structure specifies the distribution of rights and responsibilities among
different participants in the corporation, such as the board, managers, shareholders,
and other stakeholders, and spells out the rules and procedures for making decisions
on corporate affairs. By doing this, it also provides the structure through which the
company objectives are set, and the means of attaining those objectives and monitor-
ing performance.3

Cadbury also broadly defines “corporate governance as holding the balance
between economic and social goals and between individuals and communal
goals.”4

Narrowly defined corporate governance focuses primarily on the interactions
among corporate managers, directors, and shareholders. This definition of corpo-
rate governance addresses the concerns of capital providers in assessing the risk
associated with their investment, their expectations for rate of return on invest-
ment, and continuous monitoring of their capital investments.

Broadly defined corporate governance focuses on the combination of appli-
cable laws, regulations, and listing rules that facilitate, direct, and monitor corpo-
rations’ affairs in attracting capital, performing effectively and efficiently,
increasing shareholder value, and meeting both legal requirements and general so-
cietal expectations. Thus, corporate governance is viewed as a mechanism of mon-
itoring the actions, policies, and decisions of corporations in increasing
shareholder value.

Corporate governance can be narrowly viewed as the relationships between
the company’s capital providers (investors and creditors) and the top management
team. This narrow definition ignores other constituencies involved in the corpo-
rate affairs, such as the board of directors, the audit committee, auditors, govern-
ing bodies, suppliers, customers, and other stakeholders. Corporate governance is
based on the underlying concept of accountability and responsibility rather than
the notion of who has the power and who is in charge. Under effective corporate
governance, the top management team is accountable to the board of directors and
the board of directors is accountable to the shareholders to create shareholder
value. Corporate governance should facilitate the alignment of interests among
managers, directors, and investors. The substantial boom in the capital markets
and economy during the 1990s has encouraged the creation and maximization of
shareholder value as a principle of corporate governance.

Corporate governance, for the purpose of this book, is defined as the mecha-
nism of managing, directing, and monitoring a corporation’s business to create
shareholder value. Corporate governance participants are the board of directors,
the audit committee, the top management team, internal auditors, external audi-
tors, and governing bodies, as depicted in Exhibit 6.1.
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Exhibit 6.1. Corporate Governance and Its Functions
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Corporate governance should monitor the interests of investors and creditors
by (1) assessing the risk associated with their capital investments in the company
resources; (2) evaluating the allocation of their investment for maximum returns;
and (3) continuously monitoring the administration of their investments. Corpo-
rate governance is a monitoring mechanism for assessing corporate responsibility
and accountability through boards of directors, audit committees, management,
and auditors to serve and protect investors.

RESPONSIBILITY OF CORPORATE GOVERNANCE

The Blue Ribbon Committee (BRC)5 revealed the following three conclusions re-
garding the oversight responsibility of corporate governance, including the audit
committee:

1. Quality financial reporting can be achieved only through open and candid
communication and close working relationships among the corporation’s
board of directors, audit committee, management, internal auditors, and ex-
ternal auditors.

2. Strengthening corporate governance, oversight in the financial reporting
process of publicly traded companies will reduce instances of financial state-
ment fraud.
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3. Integrity, quality, and transparency of financial reports improve investors’
confidence in the capital market, whereas incidents of financial statement
fraud diminish such confidence.

The role of corporate governance is addressed by the Blue Ribbon Committee
(1999, 20) as:

Good governance promotes relationships of accountability among the primary corpo-
rate participants to enhance corporate performance. It holds management accountable
to the board and the board accountable to shareholders . . . A key element of board
oversight is working with management to achieve corporate legal and ethical com-
pliance. Such oversight includes ensuring that quality accounting policies, internal
controls, and independent and objective outside auditors are in place to deter fraud,
anticipate financial risks, and promote accurate, high quality, and timely disclosure of
financial and other material information to the board, to the public markets, and to the
shareholders.6

Corporate governance plays a crucial role in improving the efficiency of the cap-
ital market through its impact on corporate operating efficiency and effectiveness,
earnings growth and employment, and integrity and quality of financial reports.

CORPORATE GOVERNANCE PRINCIPLES

Corporate governance principles and guidelines have been established by several
organizations to provide best practices or benchmarks against which to assess the
appropriateness of a corporation’s corporate governance system. For example, the
Toronto Stock Exchange (TSE) established a Committee on Corporate Gover-
nance in 1993 to ensure that investors receive sufficient information to assess the
effectiveness of the company’s corporate governance. The committee issued a re-
port, known as the Dey Report, entitled, “Where Were the Directors? Guidelines
for Improved Corporate Governance in Canada” in December 1994.7 The Dey Re-
port proposed 14 guidelines for corporate governance primarily aimed at the ac-
tivities of the board of directors. These guidelines are listed in Exhibit 6.1.
TSE-listed companies should report on their corporate governance system and on
whether their system is in compliance with the guidelines. These guidelines are
primarily aimed at the board of directors by (1) specifying the responsibility of the
board of directors in the areas of strategic planning, risk management, and inter-
nal control; (2) suggesting that the board of directors should be constituted with a
majority of unrelated (independent) directors; (3) disclosing whether the majority
of board members are unrelated; and (4) discussing orientation and training for
new board members, compensation committees, and their functions. The Dey Re-
port does not address the role of internal auditors, external auditors, and govern-
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ing bodies in the corporate governance process, as discussed in this book. Imple-
mentation of the guidelines suggested in the Dey Report would improve the qual-
ity of financial reports.

OECD Principles of Corporate Governance

The Organization for Economic Cooperation and Development (OECD) has iden-
tified the following five guiding principles of good corporate governance:8

1. Rights of Shareholders. The basic shareholder rights involve the right to
secure methods of ownership registration, cover or transfer shares, obtain
relevant and timely corporate information, participate and vote in general
shareholder meetings, elect members of the board, and share in company
profits.

2. The Equitable Treatment of Shareholders. The corporate governance structure
should ensure the fair and equitable treatment of all shareholders, including
minority and foreign shareholders. This principle recognizes that all share-
holders of the same class have the same voting rights and should be treated
equally; all shareholders should have the opportunity to obtain effective rem-
edy for any violation of their rights. This principle, while prohibiting insider
tradings and abusive self-dealing, requires members of the board of directors
and managers to disclose any material interest in transactions or matters af-
fecting the corporation.

3. Role of Stakeholders. The corporate governance structure should recognize
the rights of stakeholders as established by law and encourage active cooper-
ation between corporations and stakeholders in creating wealth, jobs, and a
secure business environment. Stakeholders should also have access to rele-
vant corporate information when they participate in the corporate governance
process.

4. Disclosure and Transparency. The corporate governance structure should
provide timely and accurate disclosure of all material matters regarding the
corporation, including the financial situation and operating results, company
objectives, major share ownership and voting rights, members of the board
and key executives and their remuneration, material foreseeable risk factors,
material issues regarding employees and other stakeholders, performance,
and governance structures and policies. In addition, financial statements
should be audited by an independent auditor, and channels for dissemination
of information should be fair, timely, and cost efficient.

5. Responsibilities of the Board. The corporate governance structure should en-
sure the strategic guidance of the company, the effective monitoring of man-
agement by the board, and the board’s accountability to the company and the
shareholders. The board of directors should act on a fully informed basis, in
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good faith, and with due diligence and care in performing the assigned func-
tions in the best interest of the company and the shareholders. The board of
directors should ensure compliance with applicable laws and regulations and
ensure the quality and integrity of the financial reporting process.

These five principles of good corporate governance are centered around the five
underlying concepts of accountability, efficiency and effectiveness, integrity and
fairness, responsibility, and equality. The corporate governance structure should
ensure that those who manage corporate resources (e.g., management) are moni-
tored and held accountable in using these resources efficiently and effectively.
Corporate governance constituencies, in fulfilling their responsibilities, should
preserve the integrity and fairness of the corporate governance framework. The
corporate governance structure should promote shareholder and society confi-
dence and trust in the corporation’s affairs by enhancing the transparency of its fi-
nancial reporting process, which requires audited financial statements to be free
from material errors, irregularities, and fraud and not being misleading. Thus, a re-
sponsible corporate governance (1) ensures efficient and effective use of corpo-
rate resources; (2) ensures compliance with all applicable laws, regulations, and
rules governing corporate affairs and the financial reporting process; (3) promotes
continuous improvements in corporate performance by allowing best planning for
managerial capital acquisition and disbursements; (4) ensures proper accountabil-
ity by the board of directors and management and effective discharging of their re-
sponsibility in achieving the goal of creating shareholder value; and (5) creates
trust and confidence in the corporate activities by promoting fair relationships be-
tween the company and its shareholders and society at large.

Corporate governance mechanisms are gaining increasing acceptance in all
industrial sectors. Recently, government entities including local and state govern-
ment agencies are placing more importance on the role of organizational gover-
nance in continuous improvements of efficiency, effectiveness, and economy of
government operations. Organizational governance in public-sector entities con-
sists of the following activities: (1) vigilant audit committees used in overseeing
internal control, financial reporting, and accountability; (2) internal audits func-
tions responsible for operational effectiveness and efficiency, evaluating adequacy
and effectiveness of internal control, ensuring compliance with applicable laws
and regulations, and monitoring financial information; and (3) outsourcing that is
usually provided by external auditors to supplement in-house specialized activi-
ties, skills, and expertise.9

Organizational governance in public-sector entities has made steady progress
during the past decade. In the early 1990s, only a small portion (less than 15 per-
cent) of local governments had audit committees or internal audit functions. The
most recent studies (e.g., Eckhart et al., 2001)10 indicate that more than 28 percent
of surveyed local governments have audit committees; about one-half (49 percent)
have internal audit functions; and more than 22 percent outsource some portion of
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their audit function to a third-party provider, often external auditors. Great oppor-
tunity still exists for improvements in organizational governance in public-sector
entities, however, because more than half of governmental entities do not have
audit committees, internal audit functions, or use outside services.

ROLE OF CORPORATE GOVERNANCE IN PREVENTING 
AND DETECTING FINANCIAL STATEMENT FRAUD

Over the past decade, there has been a growing awareness that responsible corpo-
rate governance can play an important role in preventing and detecting financial
statement fraud. Management ethical behavior and operating style of product in-
novation, risk taking, proactivity, business venturing, and strategic renewal can
have a significant impact on the effectiveness of corporate governance.

Corporate governance simply means the way a corporation is governed
through proper accountability for managerial and financial performance. Corpo-
rate governance participants used in this book are the board of directors, audit
committees, management, internal auditors, external auditors, and governing
bodies. The integrity and quality of the capital market primarily depends on the
reliability, vigilance, and objectivity of corporate governance, which is thor-
oughly examined in this book. The 1999 COSO Report on fraudulent financial re-
porting concludes that (1) “earnings management” in terms of pressures of
financial strain or distress may provide incentives for fraudulent activities; (2) top
executives (CFOs, CEOs) were associated with 83 percent of the financial state-
ment fraud; (3) active and independent audit committees appear to deter fraudu-
lent financial reporting; and (4) most fraudulent activities were not isolated to a
single fiscal period.11

Traditionally, the focus has been on the role of external auditors in deterring
financial statement fraud. Nevertheless, in recent years, the attention and empha-
sis are on the entire corporate governance responsibility to ensure the reliability,
integrity, and quality of financial reports. The 1999 COSO Report study of alleged
financial statement fraud revealed the following:

• Eighty-three percent of the alleged frauds involved the top management team,
including the CFO and CEO.

• Other members of the management team, such as controllers, chief operating of-
ficers, and senior vice presidents, were also named in several alleged frauds.

• Most alleged frauds were not isolated to a single fiscal period.

• More than half of the alleged financial statement frauds involved overstatement
of revenues and assets.

• Committees of the fraud companies typically met only once per year.

• Nearly 25 percent of audit companies did not have an audit committee.
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• About 65 percent of audit committee members did not appear to be certified in
accounting or to be financially literate.

• Nearly 60 percent of the directors were insider or “gray” directors (e.g., out-
siders with special ties to the company or management).

• Forty percent of the boards had not one director who served as an outside or gray
director on another company’s board.

• Family relationships among directors and/or officers were fairly common.

• The average financial statement fraud was $25 million, and the median was $4.1
million.

• Most financial statement fraud overlapped at least two fiscal periods and often
involved both quarterly and annual financial statements.

• Most alleged financial statement frauds (more than 50 percent) involved over-
stating revenues by recording revenues prematurely or fictitiously.

• Fifty-six percent of alleged sampled fraud companies were audited by a Big
Eight/Five professional services firm during the fraud period. 

• Most audit reports (55 percent) issued in the last year of the fraud period con-
tained an unqualified opinion.

• Financial statement fraud occasionally implicated the external auditor.

• Some companies changed auditors during the fraud period.

• Consequences of financial statement fraud to the alleged company usually in-
cluded delisting by national organization stock exchanges, substantial changes
in ownership, bankruptcy, and imposed financial penalties.

• In most cases, senior executives were subject to class-action lawsuits and SEC
actions that resulted in financial penalties to the executives personally.

• Many individuals were terminated or forced to resign from their executive
positions.

• Relatively few of the alleged individuals explicitly admitted guilt or eventually
served prison terms.12

The National Association of Corporate Best Practices Council identified the fol-
lowing four principles for protecting shareholders against fraud and other illegal
acts.13

1. Setting the tone at the top through conduct and communication. The tone set
by the top management team is perhaps the most important factor contribut-
ing to preventing and detecting of financial statement fraud. Management’s
commitment to ethical and lawful behavior should become the cultural core
of the company and a model of acceptable and expected conduct by individ-
uals throughout the company.

2. Director commitment and independence. The board of directors should be
composed of dedicated, knowledgeable, financially literate, and independent



Characteristics of Corporate Governance 125

members. Directors should be willing and able to devote the necessary time
and energy to fulfill their primary responsibility of creating shareholder value.

3. Explicit focus on fraud risk. Prevention and detection of fraud in general, and
financial statement fraud in particular should be the main focus of all mem-
bers of corporate governance from the board of directors to the audit com-
mittee, top management team, and auditors.

4. Effective communication process. Effective and two-way communication
among all members of corporate governance, especially open and continuing
communication among the board of directors, the audit committee, manage-
ment, auditors, and other employees, can substantially reduce the likelihood
of financial statement fraud.

Beasley et al. (2000) investigated important corporate governance differences be-
tween fraud companies and nonfraud companies in the three most volatile indus-
tries of technology, health care, and financial services.14 They found that (1) fraud
companies have weak governance mechanisms comparing to nonfraud industry
benchmarks; (2) fraud companies in the technology and financial services indus-
tries have fewer audit committees; (3) fraud companies in all three industries have
less independent audit committees and less independent boards; (4) fraud compa-
nies in all three industries have less internal audit support; and (5) fraud compa-
nies in the technology and health care industries have fewer audit committee
meetings than nonfraud companies.

CHARACTERISTICS OF CORPORATE GOVERNANCE

The characteristics and attributes of corporate governance most likely to be asso-
ciated with financial statement fraud are aggressiveness, cohesiveness, loyalty,
opportunism, trust, gamesmanship, and control ineffectiveness. Aggressiveness
and opportunism can be signified by the company’s attitude and motivations to-
ward beating analysts’ forecasts about quarterly earnings or annual earnings per
share and the attempt to make Wall Street happy by reporting unjustifiable favor-
able financial performance. Cohesiveness, gamesmanship, and loyalty attributes
create an environment that reduces the likelihood of whistle-blowing and in-
creases the probability of coverup attempts. Trust and control ineffectiveness can
cause those in an oversight function (e.g., board of directors, audit committee) as
well as an assurance function (e.g., internal auditors, external auditors) to be less
effective in detecting fraud. Cohesiveness and gamesmanship can cause a sharply
defined group boundary of corporate governance that creates high cooperation
among corporate governance members to conceal financial statement fraud and
impose greater restriction of fraudulent financial information to leak to outsiders.
This gamesmanship and cohesiveness can encourage more collusion in the devel-
opment of financial statement fraud, and if the fraud is discovered by internal or
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external auditors, push them for coverup. When the members of corporate gover-
nance establish trust, it creates less room for suspicion and skepticism, which in
turn may reduce the likelihood of auditors detecting financial statement fraud.

CORPORATE GOVERNANCE STRUCTURE

Corporate governance is viewed as interactions among participants in managerial
functions (e.g., management), oversight functions (e.g., the board of directors and
audit committee), audit functions (e.g., internal auditors and external auditors),
monitoring functions (e.g., the SEC, standard setters, regulators), and user func-
tions (e.g., investors, creditors, and other stakeholders) in the governance system
of corporations. Corporate governance consists of internal and external mecha-
nisms for managing, directing, and monitoring corporate activities to create and
increase shareholder value. Examples of internal mechanisms are the board of di-
rectors, the audit committee, management, and internal auditors. Examples of ex-
ternal mechanisms are external auditors, regulators, standard-setting bodies, and
capital market participants, including investors, creditors, and other users of cor-
porate reports. Exhibit 6.1 shows interactions among corporate governance par-
ticipants in ensuring responsible corporate governance, reliable financial reporting
process, adequate internal control functions, and effective audit functions.

Board of Directors

The board of directors should perform vigilant and active oversight to be a fidu-
ciary for all stockholders in the corporation. In fulfilling its legal responsibility
and requirements, the board of directors should (1) monitor management plans,
decisions, and activities; (2) act as an independent leader that takes initiatives to
create shareholder value; (3) establish guidelines or operational procedures for its
own functioning; (4) meet periodically without management presence to assess
company and management performance and strategy; and (5) evaluate its own per-
formance to ensure that the board is independent, professional, and active. The
role of the board of directors in corporate governance, particularly in preventing
and detecting financial statement fraud, is thoroughly examined in Chapter 7.

A vigilant and effective board of directors can play an important role in
preventing, detecting, and reducing financial statement fraud. The board of
directors is an important corporate governance mechanism within publicly traded
companies that rises out of the separation of decision control of monitoring
management activities and residual risk-bearing assumed by shareholders and
creditors (Beasley, 1996).15 Although the board of directors is not usually in-
volved in day-to-day management decisions and actions, it has a unique role of
overseeing, monitoring, and controlling management activities. Prior research
suggests that the board of directors’ composition affects the board’s effectiveness
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as a monitor of management for preventing and detecting financial statement
fraud (Beasley, 1996).16

Audit Committees

Audit committees are standing committees composed of a nonexecutive and in-
dependent board of directors. Audit committees have oversight responsibility over
corporate governance and the financial reporting process. The more vigilant the
audit committee is in overseeing corporate governance and the financial reporting
process, the lower the probability of financial statement fraud. Audit committees
may receive information about possible financial statement fraud from employees,
internal auditors, or external auditors. Audit committees should investigate this
matter thoroughly and report their findings to the board.

The effectiveness of oversight function of the audit committee depends on the
attitude, philosophy, and practices of the entire board of directors. The audit com-
mittee responsibility is to oversee and monitor the integrity, quality, and reliabil-
ity of the financial reporting process without stepping into the managerial
functions and decisions relating to preparing financial statements.

The audit committee is responsible for overseeing corporate governance, fi-
nancial reporting, internal control structure, and audit functions. Thus, members
of the audit committee must be financially literate, professionally qualified, oper-
ationally knowledgeable, and functionally independent to effectively fulfill their
vigilant oversight responsibility. The audit committee should meet regularly and
as needed with the board of directors, CEO, CFO, treasurer, controller, director of
the internal audit function, and external auditors as a group, and in private with
each individual to review and assess the quality, integrity, and reliability of finan-
cial reports.

Publicly traded companies are required to establish audit committees consist-
ing of nonexecutive and independent directors in order to strengthen their corpo-
rate governance; however, in some instances, audit committees are used as
window dressing by including gray directors who are not independent of man-
agement to serve on audit committees. Prior research (e.g., McMullen, 1996;
Beasley, 1996; Dechow et al., 1996)17–19 suggests that firms that engage in finan-
cial statement fraud are more likely to have no audit committee or ineffective au-
dit committees that meet infrequently.

One important mechanism of corporate governance is the vigilant audit com-
mittee. The audit committee can minimize the occurrence of financial statement
fraud by serving as a conduit for financial information flow to the board of direc-
tors and reducing information asymmetries between management and the board of
directors. Several studies have found evidence indicating that fraud firms have
less active and effective audit committees than non-fraud firms (DeFond and Ji-
ambalvo, 1991).20

In recent years, the boards of directors have delegated their responsibility for
oversight of the financial reporting process to the audit committee. The audit
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committee is an integral part of corporate governance to improve the quality of in-
formation flow between principal and agent. The audit committee acts as a liaison
between management and external auditors, thus reducing the information asym-
metries between management and the board of directors. The audit committees
were originally recommended as a means of communication between the boards
of directors and external auditors in the aftermath of the McKesson and Robbins
fraud case in the 1930s. During the mid-1990s, many publicly traded companies
have voluntarily established audit committees to improve the reliability of pub-
lished financial statements.

In 1987, the report of the Treadway Commission indicated that the audit
committee can play an important role in preventing and detecting financial state-
ment fraud; however, the effectiveness of an audit committee for monitoring man-
agement decisions and actions and for overseeing the financial reporting process
has been addressed in many studies and reports.21 The AICPA’s Public Oversight
Board (1993) report states that “in too many instances, audit committees do not
perform their duties adequately and in many cases do not understand their re-
sponsibilities” (p. 50).22

The Blue Ribbon Committee on Improving the Effectiveness of Corporate
Audit Committees was established in October 1998 by the New York Stock
Exchange (NYSE) and the National Association of Securities Dealers (NASD) to
address concerns expressed by Securities and Exchange Commission (SEC) for-
mer chair Arthur Levitt regarding audit committees’ effectiveness.23 The primary
goal of the Blue Ribbon Committee was to study current practices of audit com-
mittees and make recommendations to the SEC, corporations, auditors, and self-
regulatory organizations about how best to improve audit committees’ oversight
of corporate governance and the financial reporting process of publicly traded
companies.

The Blue Ribbon Committee issued its recommendations in 1999, in the
following three general categories: (1) audit committee member independence;
(2) qualification and compensation; and (3) audit committees’ activities. The
NYSE, NASD, American Stock Exchange (AMSE), SEC, AICPA’s Auditing
Standards Board have established rules implementing the committee’s recom-
mendations. These organizations’ implementation rules for the committee’s rec-
ommendations on improving the effectiveness of corporate audit committees are
substantially similar and are thoroughly examined in Chapter 8.

Rules implementing the Blue Ribbon Committee’s recommendations devel-
oped by many organizations (e.g., NYSE, NASD, AMSE, SEC, AICPA) are now
in place. These implementation rules substantially affect the structure, composi-
tion, functions, and responsibilities of many audit committees, including the re-
quirement of reporting by the audit committee in the annual proxy statement.
Audit committees are being called on to consider external auditor independence
under Independent Standards Board (ISB) Standard No. 1 and to address it in its
charter and annual audit committee report.
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Exhibit 6.2. Monitoring Mechanisms

Proactive Mechanisms Reactive Mechanisms

Internal External Internal External

1. Stock Ownership
2. Corporate Governance
3. Internal Control Structure

1. SEC Regulations
2. External Audit

1. Internal Control
    Structure
2. Performance
    Measurements

1. External Audit 
2. Investor
    Response

Alignment of Top Management Team
Interests with Those of Owners

The business literature, especially empirical research, cites evidence that
proves the potential for audit committee and board governance mechanisms to re-
duce incidents of financial statement fraud. The lack of vigilant and effective cor-
porate boards of directors and audit committees, especially when controls over top
management are weak (e.g., the control environment) can create the opportunity
for fraudulent financial reporting. This book focuses on the role of the audit com-
mittee and board of governance mechanisms in preventing and detecting financial
statement fraud, which has not received its deserved attention in the books already
published in the fraud area.

Top Management Team

Management plays an important role in ensuring an effective and responsible cor-
porate governance by managing the business of the corporation to create share-
holder value. Management, through the delegated authority from the board of
directors, is responsible for developing and executing corporate strategies, safe-
guarding its financial resources, complying with applicable laws and regulations,
achieving operational efficiency and effectiveness, establishing and maintaining
an adequate and effective internal control system, and designing and implement-
ing a sound accounting system that provides reliable and high-quality financial
reports.

According to the agency theory, a self-interested top management team ma-
nipulates financial reporting by engaging in financial statement fraud to its ad-
vantage. Thus, the top management team must be monitored and/or have an
appropriate incentive structure. The opportunity to engage in financial statement
fraud is influenced by the extent of monitoring of the company. The motivation is
related to the internal corporate environment and those incentives that affect the
interest alignment of the top management team with investors and creditors. Ex-
hibit 6.2 presents both proactive and reactive mechanisms to ensure alignment of
top management team interests with those of investors and creditors.
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Management should go beyond the minimum compliance with application
rules and regulations to satisfy the needs of investors, creditors, and other market
participants. The former SEC Chairperson, Arthur Levitt, made the following
statement regarding management manipulation of earnings and resulting financial
statement fraud: “We are witnessing an erosion in the quality of earnings, and
therefore, the quality of financial reporting. Management may be giving way to
manipulation; integrity may be losing out to illusion.”24 Mr. Levitt, in his remarks
before the Economic Club of New York in October 1999, expressed his concern
about the numbers “gamesmanship” that threatens the integrity and quality of the
financial reporting process. Levitt stated25:

It’s gamesmanship that says it’s okay to bend the rules, tweak the numbers, and let
small, but obvious and important discrepancies slide; a gamesmanship that tells man-
agers it’s fine to cut corners and look the other way to boost the stock price, where
companies bend to the desires and pressures of Wall Street analysts rather than to the
reality of numbers, and where auditors are pressured not to rock the boat; and a
gamesmanship that focuses exclusively on short-term numbers rather than long-term
performances.

Excessive pressure on management to meet or even exceed analysts’ earnings
forecasts creates more incentives for manipulation of earnings and resulting
fraudulent financial reporting. The board of directors should set the tone at the top
to prevent fraudulent financial reporting. This book focuses on board governance
and audit committee mechanisms to counteract this “gamesmanship” movement
by examining the importance of (1) open communication by corporate manage-
ment and financial analysts; (2) vigilant oversight by auditors, audit committees,
and an active and independent board of directors; and (3) open communications
through greater disclosure among management, the board, and outside directors.

External Auditors

In the corporation form of business, ownership is separated from control; thus, it
is necessary to monitor the control to ensure that those who have been entrusted
with financial resources are being held accountable for their decisions, plans, and
actions. The role of external auditors in corporate governance is to lend credibil-
ity to published financial statements by auditing those statements and providing
reasonable assurance that investors are receiving relevant, useful, and reliable fi-
nancial information in making sound business decisions.

The role of external auditors in corporate governance is to provide assurance
that management’s financial reports conform to the contractual relationship be-
tween the principal (investors and creditors) and the agent (top management team)
and are free of material misstatements caused by errors and fraud. Thus, in this
content, external auditors monitor financial statements issued by management to
users of these reports, especially investors and creditors. Potential investors and



Corporate Governance Structure 131

creditors are also interested in high-quality, accurate, and reliable financial state-
ments in making further investment decisions. The SEC, in its efforts to protect in-
vestors’ interests, also requires that financial statements of publicly traded
companies be audited by independent auditors to ensure compliance with gener-
ally accepted accounting principles (GAAP) and to ensure that published financial
statements are free from material misstatements. External auditors add value to the
published financial statements by detecting material misstatements that increase
the likelihood of financial statement fraud.

An independent audit of financial statements lends more credibility, objectiv-
ity, and dependability to published financial statements. Published financial state-
ments are perceived to be more credible and legitimate when they are
accompanied by an independent audit report; however, no conclusive and sup-
portive evidence indicates that the larger professional services firms (e.g., Big
Five) provide a more effective and comprehensive audit in detecting financial
statement fraud. For example, McMullen (1996)26 found a positive relationship
between fraudulent financial reporting firms and a non-Big Six auditor, whereas
Dechow et al. (1996)27 detected no significant difference. Auditors have generally
exercised more due diligence with a skeptical attitude and a more stringent mate-
riality concern when there was a warning signal of the possibility of financial
statement fraud.

The evolution of the auditing profession clearly indicates that the purpose of
the audit of financial statements has evolved throughout time. In the early stage of
the accounting profession, the detection of fraud, technical and clerical error, and
irregularities and errors in principles was the primary purpose of an audit of fi-
nancial statements. The Industrial Revolution, creation of public corporations, and
the SEC Acts of 1933 and 1934 aimed at protecting investors’ rights have changed
the focus of an audit to provide reasonable assurance regarding “fair presentation”
of financial statements in conformity with a specific set of criteria (e.g., GAAP).
Recent business failures and occurrences of many fraudulent financial activities
have encouraged auditors to give special and well-deserved attention to fraud pre-
vention and detection. Users of audited financial statements typically expect ex-
ternal auditors to detect all financial statement fraud and employees’ irregularities,
illegal acts, and fraud that affect the quality and integrity of financial reports. Ex-
ternal auditors, however, in recognizing the importance of fraudulent financial ac-
tivities to users of financial statements and in complying with their professional
standards, are more concerned with financial statement fraud and material mis-
statements in the audited financial statements.

External auditors do not certify the accuracy and preciseness of financial
statements, nor do they guarantee, that the financial statements are not misstated
when they express their opinions on the fair presentation of financial statements
in conformity with GAAP. External auditors do not certify a clean bill of financial
health for the audited company; instead, they provide only reasonable assurance
that the audited financial statements are free from material misstatement. Thus,
auditors lend more credibility to the audited financial statements by reducing the
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information risk that audited financial statements are misleading, false, or fraud-
ulent. Any reduction in the information risk makes the capital markets more effi-
cient and creates more trust and confidence in published financial statements and
the related financial reporting process. Therefore, auditors’ attestation services are
viewed as value-added services that improve the quality and integrity of financial
information; however, when auditors occasionally fail to stand up to company
management by knowingly or recklessly participating in fraudulent activities or
fail to discover financial statement fraud, the market participants ask the logical
question of “Where were the auditors?” The published audit failures and fraud sit-
uations (e.g., Andersen antifraud case) have raised serious concerns about the ef-
ficacy of the audit process and the value of audits in ensuring the reliability and
quality of financial information fed to the capital markets.

External auditors are being viewed as, and often accused of, not looking hard
enough to detect financial statement fraud. External auditors are being challenged
and sued for their association with alleged financial statement fraud by aggrieved
investors. External auditors have suffered losses, both monetarily and reputation-
ally, for not properly detecting financial statement fraud. Most recently, on June
19, 2001, the SEC settled enforcement actions against Arthur Andersen, one of the
Big Five professional services firms, and four of its current or former partners for
their association with the 1992 through 1996 financial statement audits of Waste
Management. Arthur Andersen issued unqualified or “clean” opinions on four
consecutive years of Waste Management’s financial statements, which were mis-
leading because pretax income was overstated by more than $1 billion. The SEC
alleged that Arthur Andersen “knowingly and recklessly” issued materially false
and misleading audit reports, incorrectly stating that the financial statements were
presented fairly, in all material respect, and in conformity with GAAP, and were
conducted in accordance with generally accepted auditing standards (GAAS).

Internal Auditors

Society is concerned about the shock of scandals involving defense contractors,
savings and loan associations, banks, and the stock market. Thus, strategies and
techniques need to be developed to deal with financial statement fraud. Internal
auditors are integral parts of corporate governance, and their expertise in internal
control is on the front line in preventing and detecting financial statement fraud.

Internal auditors have been viewed as an important contributory factor in
achieving operational efficiency and effectiveness in their organizations. The re-
vised definition of internal auditing specifies that internal auditors’ activities are
extended to evaluating and improving the effectiveness of a company’s gover-
nance process. Internal auditing is defined by the Institute of Internal Auditors
(IIA) as “an independent, objective assurance and consulting activity designed to
add value and improve an organization’s operations . . . bringing a systematic, dis-
ciplined approach to evaluate and improve the effectiveness of risk management,
control, and governance processes”.28
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Internal auditing has evolved from a function that was mainly concerned with
financial and accounting issues to a function that focuses on a broad range of op-
erating activities and is an integral part of the corporate governance structure. An
internal audit function assists all individuals and functions within the company to
discharge their responsibilities by providing them with analyses, appraisals, rec-
ommendations, counsel, and information to perform their activities.

Internal auditors’ activities can be summarized in the following functions of
(1) assessing the efficiency and effectiveness of operational performance; (2) en-
suring the adequacy and effectiveness of the internal control system in achieving
its objectives; (3) reviewing the financial reporting process to ensure its quality
and integrity in producing reliable, relevant, useful, and transparent financial in-
formation for decision making; (4) ensuring responsible corporate governance;
and (5) preventing, detecting, and correcting fraud occurring within the organiza-
tion, especially financial statement fraud. Internal auditors should continuously
monitor the financial reporting process and look for red-flag indicators suggesting
the possibility of wrongdoing and illegal acts. Red-flag indicators, such as exces-
sive related-party transactions, must be reviewed to detect any opportunistic be-
havior by the board and management. The tone set by the board of directors
typically influences the behavior of others within the company. Thus, sanctioning
of opportunistic behavior by the board may create an environment that will not ac-
cept illegal activities as legitimate accounting policies.

Internal auditors often assist management in designing and maintaining ade-
quate and effective internal control structures. Internal auditors are also responsi-
ble for assessing the adequacy and effectiveness of such control systems, which
provides reasonable assurance with regard to the quality and integrity of the fi-
nancial reporting process. Internal auditors primarily focus on the assessment of
both administrative and accounting internal controls at the division or operations
level and less at the corporate level, which involves preparation and dissemination
of the financial statements. Thus, although internal auditors may assist the top
management team in producing financial statements, the quality, reliability, and
integrity of financial statements are management’s responsibility.

The internal audit function is an important element of corporate governance, the
first-line defense against financial statement fraud, and an often overlooked function
in the financial reporting process. The Treadway Commission report (1987)29 sug-
gested that the SEC require all public companies to maintain an internal audit func-
tion that is organizationally independent. The independence of the internal audit
function is important to ensure that the internal audit staff can effectively monitor the
preparation of financial statements. To achieve independence of internal audit func-
tions, the director of the internal audit function should be appointed by the audit com-
mittee and be accountable and report to the audit committee, the CEO, or a superior
financial officer who is not directly involved in preparing financial statements. Ex-
ternal auditors are increasingly relying on the work of internal auditors in conduct-
ing financial statement audits. Thus, the extent of internal auditors’ working
relationships with external auditors and the effectiveness of internal auditors in
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preventing and detecting financial statement fraud can considerably improve their
enhanced organizational status and professionalism.

Governing Bodies

Concern over highly publicized audit fraud (e.g., Andersen in connection with the
audit of Waste Management) has prompted several governing organizations to ad-
dress the problem of financial statement frauds and auditors’ failure to detect
them. The governing organizations that may influence public companies’ financial
reporting process and their corporate governance are the SEC, the AICPA, and or-
ganized stock exchanges (NYSE, NASD). The SEC is the agency established by
Congress to protect the interests of investors. It has jurisdiction over corporations
with a class of securities listed on an national stock exchange or if traded over-the-
counter with 500 or more shareholders and $10 million or more total assets. The
SEC requires these companies to file financial statements prepared in accordance
with GAAP. The auditing profession has been the subject of intense SEC scrutiny.
Recently, the SEC has taken the following initiatives to improve the quality of fi-
nancial reports disclosed by publicly traded companies: (1) strategies to promote
high-quality financial reports and punish companies engaged in financial state-
ment fraud; (2) the New Regulation Fair Disclosure (FD) to reduce inside trading
of securities in creating a level playing field for all market participants regardless
of size and sophistications in trading securities; (3) new rules for audit committees
to promote their independence, qualifications, compositions, and effectiveness as
an important element of corporate governance; and (4) new rules for auditors’ in-
dependence to reduce the potential conflicts of interest with their clients and to im-
prove their ability to detect financial statement fraud.

Increasing pressure to reduce financial statement fraud during the past two
decades has encouraged the SEC to make financial statement fraud its number one
enforcement priority. The SEC is expected to continue its closer scrutiny of cor-
porate financial reporting practices and process to ensure the integrity and quality
of corporate financial reports. SEC enforcement director Richard H. Walker stated
that, “I anticipate that we will continue to make accounting fraud our No. 1 en-
forcement priority because it goes to the core of our mission.”30 Former SEC
Chairman Arthur Levitt made financial statement fraud the agency’s primary en-
forcement priority, and it is expected that financial fraud will continue to remain
the SEC’s main focus. Levitt had laid much of the blame for financial statement
fraud on corporate top management teams (executives) by deliberately manipu-
lating earnings and other financial results to meet Wall Street analysts’ forecasts.

The most common types of financial statement fraud cases filed by the SEC
in recent years are the allegations of improper recording of revenue, better known
as earnings management. Earnings management occurs when unrealized revenue
is recognized or revenue is deferred or allocated to another quarter. In fiscal year
1999, the SEC filed about 90 cases alleging financial statement fraud of compa-
nies managing earnings to keep Wall Street happy. Most recently, Learnout &
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Houspie Speech Products (L&H) announced that it will restate its financial state-
ments for 1998, 1999, and the first half of 2000 to correct its past accounting “er-
rors and irregularities.” This announcement (November 2000) prompted both the
NASDAQ stock market and Europe’s EUSDAQ market to suspend trading in the
company’s shares indefinitely. This admission forced its founders to step down as
co-chairmen and its CFO to resign from his post. L&H shares sank to an all-time
low of $3.30, which is more than 95 percent below their record high of $72.50 in
March 2000 on the NASDAQ.

Restatement of earnings to correct faulty prior earnings has caused investors
to lose billions of dollars resulting from the sharp decline in market value after
earnings corrections and restatements. In addition, SEC civil fraud charges can
result in fines against the alleged companies and individuals engaged in financial
statement fraud and prohibitions against alleged executives to work for other pub-
lic companies. In 2000, more than 100 of the SEC’s enforcement cases were
associated with financial statement fraud and, accordingly, charges were filed
against 26 companies, 19 CEOs, and 19 CFOs.

Given the increasing rate of financial statement fraud, the SEC has taken sev-
eral initiatives to tighten rules to minimize fraud. Arthur Levitt, the former chair
of the SEC, made several recommendations on how the SEC can tighten its regu-
latory oversight to improve the quality of financial reports and called for the en-
tire financial community, including the accounting profession, to work toward
improving the value relevance of financial reports. The SEC has tightened the
screws on companies that try to cook their books by organizing a financial fraud
SWAT team dedicated primarily to pursuing financial statement fraud cases in
2000. The SWAT team consists of four experienced forensic accountants and eight
lawyers experienced in fraud investigation.31 The SEC is also working closely
with criminal prosecutors to attack financial statement fraud. These new regula-
tory initiatives to fight white-collar crimes and prevent financial statement fraud
were taken in response to the SEC’s concern regarding a series of corporate scan-
dals and fraudulent schemes that threaten the integrity and quality of the financial
reporting process. Financial statement fraud committed by Cendant Corporation,
Sunbeam Corporation Waste Management and Enron Corporation cost public in-
vestors more than $100 billion in market capitalization.

The SEC has filed almost 100 financial enforcement actions per year against
publicly traded companies that have engaged in financial statement fraud during
the past several years. The SEC SWAT task force has concentrated and will con-
tinue to focus on the more complex financial fraud cases involving earnings man-
agement. These cases often require a thorough investigation of the alleged
companies involving more than 100,000 documents and witnesses.

The accounting profession consists of organizations such as the AICPA,
American Accounting Association (AAA), Institute of Management Accountants
(IMA), Institute of Internal Auditors (IIA), Financial Executives Institute (FEI),
and Association of Government Accountants (AGA). These organizations have
formed the Committee of Sponsoring Organizations of the Treadway Commission
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(COSO), which has issued several reports addressing the nature and magnitude of
financial statement fraud and making recommendations for prevention and detec-
tion. Examples of these reports are the 1987 Treadway Commission report of
fraudulent financial statements, the 1992 Internal Control Framework, and the
1999 research commissioned by the COSO on fraudulent financial reporting.

The Public Oversight Board (POB), which is an independent, private-sector
body that monitors and reports on the self-regulatory programs and activities of
the SEC Practice Section (SECPS) of the Division for CPA Firms of the AICPA,
has appointed several panels to address the efficacy of the audit process, audit ef-
fectiveness, and other issues involving public accounting, the accounting profes-
sion, and independent auditors who audit financial statements of publicly traded
companies. During the past two decades, the POB has appointed several panels to
report and recommend ways to improve audit effectiveness in preventing and de-
tecting financial statement fraud. Examples of these panels are the 1993 Panel on
Issues Confronting the Accounting Profession, the 1994 Panel on Strengthening
the Professionalism of the Independent Auditor, and the O’Malley Panel on Audit
Effectiveness Report and Recommendations (August 31, 2000).

Others

The Role of Corporate Legal Counsel

The function of corporate legal counsel as part of corporate governance has re-
cently received a great deal of attention. Elliot and Willingham (1980)32 argued that
two aspects of lawyers’ contributions to corporate governance are their obligation
to disclose fraud and their relationships to management and boards of directors.

Codes of Conduct

Corporate codes of conduct can be used to encourage ethical and lawful behavior
and to create an environment that discourages business improprieties. The codes,
by establishing appropriate ethical policies and procedures, can spell out the types
of behavior and actions prohibited.

Institutional Ownership

The presence of a major powerful shareholder encourages a CEO to attempt to be
in compliance with all applicable laws, regulations, and rules, including account-
ing standards. Institutional investors are increasingly becoming powerful players
in the corporate governance system. Institutional investors can be classified into
long-term institutional owners such as mutual, pension, and retirement funds; and
short-term institutional investors such as investment bank and private funds.
These institutional investors, through their powerful influence in corporate gover-



Conclusion 137

nance, can positively impact the quality of financial reports and thus, prevent and
detect financial statement fraud.

Security Analysts

Wall Street analysts often play an important role in recommending stock and,
through market participants’ transactions, affecting stock prices. Thus, corporate
management may take advantage of this visible role of analysts and treat material
information as a commodity to obtain favor with particular analysts. As analysts
play the game of obtaining inside information in return for more favorable reports
on the company, the pressure to obtain selectively disclosed information and more
favorable forecasts has continued to grow.

There may be conflicts of interest or even adversarial relationships between
the company’s management and its analysts in the sense that analysts attempt to
obtain all relevant information about earnings quality, quantity, and growth,
whereas top executives are interested in releasing only the good news. Security an-
alysts typically want corporations to be more forthcoming with their financial in-
formation by providing voluntary disclosures that portray the economic reality of
the business. Management, however, wants to disclose only the required financial
information and, occasionally, good news.

CONCLUSION

The financial community and regulators (e.g., the SEC) have recently expressed a
great concern about financial statement fraud, including earnings management.
Earnings management causes misstatements and erosion in the quality of financial
statements. Financial statement fraud can have considerable consequences for
public companies and investors’ confidence in capital markets. The 1999 COSO
report identified about 300 public companies that were involved in alleged in-
stances of financial statement fraud from 1987 to 1997. The COSO report found
that in 83 percent of these fraudulent cases, the CEOs and/or CFOs were associ-
ated with the financial statement fraud. Other individuals named in the report as
involved with fraudulent financial activities were controllers, chief operating of-
ficers, board members, other senior vice presidents, and external auditors. A Big
Five professional services firm audited 56 percent of the sampled fraud companies
during the fraud period.

Publicly traded companies are separate legal entities distinct from owners.
Companies are directed and managed in a manner in which one or more individuals
[the principals] engage other individual(s) [the agents] to perform some service on
the principal’s behalf based on a set of defined contractual relationships. These con-
tracts are established to ensure that the agent is functioning in the best interest of
the principal and to minimize potential divergences from the principal’s interests;
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however, these potential divergences exist in reality in corporate America, primarily
because contracts are not consistently written and/or enforced.

Corporate governance is designed to provide proper mechanisms to minimize
divergences that arise from the separation of ownership and decision control.
There are both internal and external corporate governance mechanisms. Internal
corporate governance mechanisms are the board of directors, audit committees,
internal audit function, and management. External corporate governance mecha-
nisms are external auditors, regulatory bodies, standard setters, corporate law, and
capital market competition. A corporate governance structure can help prevent
fraudulent reporting from occurring. Companies may structure their boards of di-
rectors and audit committees as window dressing to make the governance struc-
ture inoperative. The board of directors, audit committee, management, and
auditors should become more vigilant.

Corporate governance can be improved as more outsiders are added to the
boards of directors and audit committees. The quality of the members of the board
and reliability and quality of the information they receive can also influence the
effectiveness of corporate governance to discharge its duty. The COSO report
(1999) suggests the following ways to improve the effectiveness of corporate gov-
ernance in preventing and detecting financial statement fraud33:

• Employ senior executives who are knowledgeable about financial reporting.
• Require the boards of directors and audit committees to pay special attention to

potential pressures on company executives caused by incentives built into exec-
utive compensation plans or motivations to meet market analysts’ expectations.

• Have the board and audit committee members exercise professional skepticism
in evaluating top executives’ behavioral actions.

• Pay close attention to the integrity and reputation of top executives.
• Monitor opportunities and motivations for management to override the internal

control structure.
• Appoint knowledgeable, experienced, and independent boards of directors and

audit committees.
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Chapter 7

Board of Directors’
Oversight Responsibility

INTRODUCTION

A vigilant and effective board of directors can play an important role in ensuring
the quality, integrity, and reliability of business and financial reports. In oversee-
ing the financial reporting process, the board of directors can prevent and detect
financial statement fraud. This chapter examines the role of the board of directors,
its composition, functions, attributes, and monitoring role in preventing and de-
tecting financial statement fraud.

THE ROLE OF THE BOARD OF DIRECTORS

The role of the board of directors in corporate America can be best described as a
mechanism for preventing the concentration of power in the hands of a small
group of top managers and for creating a system of checks and balances in corpo-
rations through its given authority by shareholders to hire management and mon-
itor management plans, decisions, and actions. The separation of ownership and
control in corporations requires the board of directors to (1) harmonize manager-
shareholder (agency) conflicts of interest; (2) safeguard invested capital; (3) ap-
prove management decisions; (4) assess managerial performance; and (5) allocate
rewards in manners that encourage shareholder value creation. Thus, the effec-
tiveness of the board of directors significantly depends on its independence from
the top management team; however, management, through its power to nominate
or even select directors, can dominate the board of directors and diminish the ef-
fectiveness of the board’s responsibility in monitoring management.

The board of directors, as an important internal component of corporate gov-
ernance, receives its authority from shareholders who use their voting rights to
elect board members. The board of directors assumes the responsibility to oversee
and monitor managerial decisions and actions. Separation of ownership from the
decision-making process, coupled with the risk-diversification strategy of stock-
holders to invest in securities of numerous firms, causes owners to delegate their
authority and decision control to the board of directors. The board of directors del-
egates its decision-making authority to management, which makes decisions on a
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Exhibit 7.1. Corporate Governance and Its Functions
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day-to-day basis on behalf of shareholders. Furthermore, shareholders, as residual
claimants and risk bearing in corporations, are not involved in the day-to-day
decision-making process and, accordingly, decision functions are separated from
risk-bearing residual claimants. This separation, along with the lack of an ade-
quate incentive and/or costly process for shareholders to be involved in decision
control, causes stockholders to elect the board of directors as an internal corporate
governance responsible for managerial decision control. Although the board of
directors usually delegates its decision functions to management, it retains its
decision control and monitoring function by (1) monitoring managerial decision
functions; (2) overseeing the adequacy and effectiveness of internal control sys-
tem; (3) overseeing the effectiveness of audit functions; and (4) overseeing the in-
tegrity, reliability, and quality of the financial reporting process, as depicted in
Exhibit 7.1.

The board of directors’ primary responsibility as the ultimate internal control
mechanism is to create shareholder value by minimizing the expropriation of
shareholder wealth by management through financial statement fraud. The board
of directors is in a unique position and has the ultimate responsibility to monitor
management decisions or actions; however, financial statement fraud can occur
when management acts self-interestedly and fraudulently to issue materially mis-
leading financial statements and the board of directors fails to monitor manage-
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ment actions, oversee the internal controls structure and financial reporting
process, and prevent and detect financial statement fraud.

COMPOSITION OF THE BOARD OF DIRECTORS

The board of directors is typically composed of both internal members (e.g., top
managers) and external members (e.g., outside, nonemployees). Inside members
of the board of directors typically have the ability and experience of using inside
information because of their full-time status and inside knowledge that may en-
hance the quality and quantity of information from internal monitoring systems.
Outside members, however, can be more independent in exercising their author-
ity to monitor management decisions and actions. Empirical studies (Fama, 1980;
Williamson, 1983),1, 2 conclude that domination by inside directors, especially top
management on the board, can lead to collusion and transfer of shareholder
wealth. Thus, it is important to include outside directors on the board to monitor
management, reduce agency problems between management and shareholders,
and minimize the expropriation of shareholder wealth by management that may
arise from financial statement fraud. The 1999 COSO Report found that the boards
of directors of 204 studied fraud companies were dominated by insiders and
“gray” directors with significant equity ownership and particularly little experi-
ence. More than 60 percent of the directors of alleged fraud companies were in-
siders or “gray” directors who were outsiders but had special ties to company
management.3

The percentage of outside directors on the board has gradually increased dur-
ing recent years, primarily because of (1) their perceived independence from top
management that improves the monitoring role of the board in minimizing poten-
tial management expropriation; (2) shareholders’ value of outside directors as re-
flected in share prices when outside directors are added to the board (e.g.,
Rosenstein and Wyatt, 1990)4; and (3) a trend in practice of an increasing per-
centage of outside directors on the board. These empirical studies and anecdotal
evidence in practice suggest that the higher percentage of outside directors on the
board increases its effectiveness in monitoring management decisions and actions
and in preventing and detecting financial statement fraud.

The effectiveness of the board of directors as a monitor of management de-
pends on the quality, reputation, and independence of its membership. The pres-
ence of outsiders on the board of directors gives the appearance of board
independence, but its effectiveness is measured based on the quality of its mem-
bership. Fama and Jensen (1983)5 argue that there is an external market for out-
side directorships, which provide incentives for outside directors to market them
as decision experts who understand and are able to work within decision control
systems. This external market for outside directors provides benchmarks for mea-
suring the quality of outside directors’ performance.
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FUNCTIONS OF THE BOARD OF DIRECTORS

Responsible corporate governance requires that the business of a corporation be
conducted under the direction of the board of directors, where the board may del-
egate to management the authority and responsibility to manage the daily affairs
of the corporation. Under an ideal corporate governance structure, the board of di-
rectors is able to create shareholder value while oversight functions of the board
ensure proper accountability for managerial decisions and activities. The primary
functions of the board of directors as stated in the Statement on Corporate Gover-
nance of the Business Roundtable are as follows:

• Select, regularly evaluate, and, if necessary, replace the chief executive officer;
determine management compensation; and review succession planning.

• Review and, where appropriate, approve the major strategies and financial and
other objectives and plans of the corporation.

• Advise management on significant issues facing the corporation.

• Oversee processes for evaluating the adequacy of internal controls, risk man-
agement, financial reporting, and compliance, and satisfy itself as to the ade-
quacy of such processes.

• Nominate directors and ensure that the structure and practices of the board pro-
vide for sound corporate governance.6

RESPONSIBILITIES

The National Association of Corporate Directors (NACD) has recently issued new
guidelines to improve the professionalism of board members. The major recom-
mendations of the 1999 NACD guidelines are that directors should meet the fol-
lowing goals:

• Become active participants and decision makers in the boardroom, not merely
passive advisors.

• Budget at least four full 40-hour weeks of every board on which to serve.

• Consider a limit on length of service on a board of 10 to 15 years to allow room
for new directors with fresh ideas.

• Limit board memberships. Senior executives should sit on no more than three
boards, including their own. Retired executives or professional directors should
serve on no more than six boards.

• Immerse themselves in both the company’s business and its industry, while stay-
ing in touch with senior management.

• Be able to read a balance sheet and an income statement and understand the use
of financial ratios.
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• Own a significant equity position in the company.

• Submit a resignation upon retirement, a change in employer, or a change in pro-
fessional responsibilities.7

Responsibilities of the board of directors vary from one company to another de-
pending on the corporate governance structure, ranging from conducting the busi-
ness of the company to effective monitoring of management and the achievement
of accountability to the company and its shareholders. The Organization for Eco-
nomic Cooperation and Development (OECD) provided the following guidelines
constituting the responsibilities of the board of directors, which have been taken
verbatim from the Combined Code of Corporate Governance of the OECD:

1. Board members should act on a fully informed basis, in good faith, with due dili-
gence and care, and in the best interest of the company and the shareholders.

2. Where board decisions may affect different shareholder groups differently,
the board should treat all shareholders fairly.

3. The board should ensure compliance with applicable law and take into ac-
count the interests of stakeholders.

4. The board should fulfill certain key functions, including:

• Reviewing and guiding corporate strategy, major plans of action, risk pol-
icy, annual budgets and business plans; setting performance objectives;
monitoring implementation and corporate performance; and overseeing
major capital expenditures, acquisitions and divestitures.

• Selecting, compensating, monitoring and, when necessary, replacing key
executives and overseeing succession planning.

• Reviewing key executive and board remuneration, and ensuring a formal
and transparent board nomination process.

• Monitoring and managing potential conflicts of interest of management,
board members and shareholders, including misuse of corporate assets and
abuse in related party transactions.

• Ensuring the integrity of the corporation’s accounting and financial report-
ing systems, including the independent audit, and that appropriate systems
of control are in place, in particular, systems for monitoring risk, financial
control, and compliance with the law.

• Monitoring the effectiveness of the governance practices under which it op-
erates and making changes as needed.

• Overseeing the process of disclosure and communications.

5. The board should be able to exercise objective judgment on corporate affairs
independent, in particular, from management.

• Boards should consider assigning a sufficient number of non-executive
board members capable of exercising independent judgment to tasks
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where there is a potential for conflict of interest. Examples of such key re-
sponsibilities are financial reporting, nomination and executive and board
remuneration.

• Board members should devote sufficient time to their responsibilities.

6. In order to fulfill their responsibilities, board members should have access to
accurate, relevant and timely information.8

ATTRIBUTES

Stock Ownership

Stock ownership empirical studies (e.g., Feroz, Park, and Pastena, 1991; Shiv-
dasani, 1993),9, 10 provide evidence indicating that the firm’s owners have an
incentive to prevent financial statement fraud to protect their investment. These
studies conclude that as the percentage of ownership by directors—both outside
and inside members—increases, the probability of financial statement fraud de-
creases. The effective monitoring of management decisions and actions to min-
imize the probability of financial statement fraud requires adequate time and
effort. Thus, financial interest in the company provides incentives for outside
directors to more effectively fulfill their responsibility of monitoring manage-
rial decisions. Directors with sizable ownership interest in a firm or control over
a large block of votes are more likely to question and challenge management de-
cisions and to monitor management closely to prevent financial statement fraud.
A higher percentage of ownership in a firm’s outstanding equity should provide
individual directors with a strong incentive to promote activities that create
shareholder value, which in turn increase the value of the director’s investment.
Thus, as the extent of ownership interests of outside directors increases, the
probability of financial statement fraud should decrease. Beasley (1994) found
evidence indicating that outside directors of nonfraud firms hold significantly
higher ownership interests than outside directors of fraud firms, and holding
financial interests in the firm encourages outside directors to spend the time and
effort necessary to effectively monitor management to prevent financial state-
ment fraud.

Empirical research has found that outside directors who hold ownership in-
terest and receive stock-based compensation are typically motivated to monitor
the top-level management team including CEOs and become more involved with
the company’s operation and financial reporting process (Johnson, Hoskisson, and
Hitt, 1993).11 As the stock ownership by outside directors’ increases, however, the
probability of a firm’s CEO and other top management team’s attempt to promote
control over these outside directors increases. This concern was addressed in Cad-
bury’s (1992) report in the United Kingdom, which prohibits outside directors
from holding strong equity positions in their firms.12 Although this concern in the
United States is not currently deemed serious, when companies increase their use
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of stock ownership as a means of motivating outside directors, the independence,
objectivity, and effectiveness of these directors in monitoring management may be
compromised.

Leadership of the Board of Directors

The leadership of the board of directors can be unitary or dual. The leadership is
dual when the role of the CEO is separated from that of the chair of the board of
directors. Unitary leadership exists when one individual holds both the position of
the CEO and the chair of the board of directors. Corporate governance can be im-
proved under dual leadership of the board of directors because the individual who
chairs the board of directors is expected to exercise significant influence over the
board’s activities. When unitary leadership exists, it is likely that the interests of
shareholders may be compromised. Prior research (e.g., Beasley, 1996; Dechow
et al, 1996),13,14 concludes that companies that engage in financial statement fraud
typically have the CEO as the chair of board of directors.

Finkelstein and D’Aveni (1994) reported that 80 percent of the CEOs of large
companies serve as chairs of their board of directors.15 In addition, outside direc-
tors are often part of the top management team of other companies and, therefore,
have a tendency to grant a CEO great powers (Roe, 1994).16 Despite all lawsuits
brought against directors on the board of not fulfilling their monitoring manage-
ment responsibility, their accountability remains questionable. Finally, Zarha
(1996, 1718), states that: 

Directors have increased their coverage of liability and nearly 85 percent of
U.S. public manufacturing companies have amended their bylaws to allow them
to indemnify outside directors. These factors can include outside directors from
the legal consequences of poor decisions.17

Monitoring Role of the Board of Directors

The board of directors has an ultimate responsibility for ensuring effective and re-
sponsible corporate governance and a reliable financial reporting process. Re-
cently, more institutional pressure has been placed on publicly traded corporations
to improve the effectiveness of the board of directors in discharging its responsi-
bility by increasing outside representation on the board and establishing audit
committees. Several reports (e.g. Treadway, 1987; COSO 1999; Cadbury
1992)18–20 suggest that corporate governance is enhanced when activities of man-
agement are monitored by individuals who are independent of management and
when there is a vigilant oversight by the board of directors. Thus, outside direc-
tors on the board can more effectively and objectively oversee management ac-
tivities and ensure that management interest and goals are congruent with those of
shareholders. Corporate governance can be improved as the percentage of out-
siders on the board of directors increases.

Fama and Jensen (1983)21 argued that the board of directors is established by
shareholders and board members are elected by shareholders who delegate their
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authority and responsibility to the board to monitor management because it is
costly and impossible for each shareholder to individually monitor day-to-day
management decisions and actions. This delegated role of monitoring management
makes the board of directors an important component of corporate governance
structure. The composition of the board of directors’ interests of quality, owner-
ship, degree of outside director representation, competency, and vigilant involve-
ment are relevant factors for board effectiveness in fulfilling its responsibility.

The board of directors is the elected representative of the shareholders re-
sponsible for governing the corporation. The board of directors delegates author-
ity to management for functional decision making and the day-to-day conduct of
corporate affairs and activities. When the directors are selected by the CEO, they
may not be able to exert vigilant oversight responsibility of monitoring manage-
ment. Several attributes of the board of directors can improve its effective over-
sight responsibility in monitoring top management’s activities. First, boards
should not be selected by management in the sense that management should not
influence the nominations of the board members. A nominating committee should
be composed of nonexecutive directors. Second, most of the board’s members
should be outside, independent, nonexecutive members who are not part of the
management team and financially not dependent on management’s discretions.
The 1999 COSO Report22 concludes that, in most fraud companies, boards of di-
rectors were dominated by insiders and “gray” directors with considerable equity
ownership. The leadership of the board is important in ensuring its responsibility
as effective management controls. The chair of the board of directors should not
serve as CEO. The third method is to ensure that the board of directors receives
adequate information about the company’s operations, managerial plans, strate-
gies, decisions, and the financial reporting process.

CHARACTERISTICS IN COMPANIES ENGAGED IN FRAUD

The board of directors, through delegation of its authority to management, is ulti-
mately responsible to shareholders for the business of the corporation, including
the integrity and quality of financial reports. Beasley (1998) studied the differ-
ences in the characteristics of the board of directors of fraud companies with those
of nonfraud companies. Beasley (1998) found that boards of fraud companies dif-
fer from boards of nonfraud companies in composition, tenure, and ownership lev-
els of its members, as well as the presence of an inactive audit committee.23

Composition of the Board

Several reports (Treadway Commission, 1987; COSO Report, 1999; Blue Ribbon
Committee, 1999; POB Report, 2000),24–27 have addressed the role of the board
of directors in preventing and detecting financial statement fraud. These reports
recommend changes in the board of director compensation to improve the board’s
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independence by including more outside directors in an attempt to enhance the
board’s monitoring effectiveness in preventing and detecting fraud. Beasley
(1998)28 found that boards of fraud firms have fewer outside directors and more
inside directors (e.g., internal managers) than boards of nonfraud companies (50
percent outside directors for fraud firms compared to 65 percent outside directors
for nonfraud firms). Business literature has traditionally classified outside direc-
tors as independent directors who have no tie whatsoever to the companies for
which they serve as board members; and “gray” directors who hold no internal
managerial positions but are affiliated with management through family or busi-
ness relationships. Gray directors are fundamentally outsiders with special ties to
the company or its management. Beasley (1998) found that only 28 percent of the
board of directors’members for fraud firms were independent, whereas 43 percent
of the board members of nonfraud firms were considered independent. Thus, gray
directors of fraud firms represent 44 percent of outside directors compared to 34
percent in nonfraud companies.

Outside Director Tenure

It has been argued that the length of time an outside director serves on the board
of directors can influence the director’s ability and willingness to challenge man-
agerial decisions, plans, and actions. Beasley (1998)29 found that an outside di-
rector’s tenure on the board is longer for nonfraud companies relative to fraud
firms. The average tenure for outside directors of nonfraud firms was 6.6 years of
service compared to the average tenure of 3.8 years for fraud companies. These re-
sults suggest that as length of service on the board increases, the outside director
may be less susceptible to peer pressures and more able and willing to scrutinize
top management decisions, actions, and plans.

Outside Director Ownership

Business literature finds evidence indicating that a significant equity interest in the
company by outside directors can provide more incentives for them to assume
more responsibility to monitor top management. Beasley (1998)30 detected an av-
erage cumulative percentage of common stock shares of 12 percent for outside di-
rectors of nonfraud firms compared with the average cumulative percentage of
ownership of 5.4 percent for outside directors of fraud companies.

Audit Committee Presence and Effectiveness

The vigilant audit committee of the board of directors should oversee the financial
reporting process of corporations to ensure its integrity and quality. Beasley
(1998)31 found that only 63 percent of nonfraud companies compared to 41 per-
cent of fraud companies had an audit committee in existence in the year before the
fraud. Furthermore, 35 percent of fraud companies with audit committees and 11
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percent of nonfraud companies with audit committees never held an audit com-
mittee meeting throughout the year. If the number of meetings can be viewed as a
measure of audit committees’ effectiveness, then it can be concluded that fraud
companies had a weaker audit committee relative to nonfraud companies.

In summary, the board of directors’ effectiveness in preventing and detecting
financial statement fraud can be influenced by the percentage of outside directors
on the board, the length of the tenure of board service by outside directors, and the
extent of equity interests in the company by outside directors. The review of cor-
porate governance literature indicates that (1) the board of directors is composed
of fewer “outside” members for fraud firms than for nonfraud firms; (2) outside
members of the board of directors of fraud firms are of lower “quality” than out-
side directors of nonfraud firms; (3) members of the board of directors of fraud
firms hold larger ownership stakes than directors of nonfraud firms; (4) managers
(inside members) who serve on the board of directors have higher ownership
stakes in fraud firms than managers of nonfraud firms; (5) the chairperson of the
board of directors holds a managerial position (e.g., CEO, president) more often
for fraud firms than for nonfraud firms; (6) the CEO’s tenure on the board of di-
rectors for fraud firms is longer than for nonfraud firms; and (7) the average out-
side director tenure on the board of directors is shorter for fraud firms than for
nonfraud firms.

The board of directors can become ineffective in situations when manage-
ment can override the board of directors’ monitoring responsibility by dominating
the board of directors; influencing the selection of outside directors; determining
or controlling the board of directors meetings and their agenda; and delivering in-
ternal and inside information to the selected members. An ineffective board of di-
rectors makes financial statement fraud possible. In the wake of Enron’s collapse,
its board of directors is coming under sharp criticism regarding its independence
and role in the crisis. The board of directors’ lack of oversight responsibility in al-
lowing the use of private parnerships (Special Purpose Entities) to overstate earn-
ings and understate liabilities has been seriously questioned by injured shareholders
and employees. Some directors are subject to potential lawsuits charging that they
were engaged in a “massive insider trading.”32

CONCLUSION

Aligning the interests of managers and shareholders requires vigilant, indepen-
dent, and effective boards of directors. The effectiveness of the board of directors
can be achieved by increasing the representation of outside members on the board.
A high ratio of outside directors on the board can improve the board’s ability to
fulfill its management monitoring responsibility, strengthen corporate gover-
nance, enhance objectivity in board deliberations, and improve quality of finan-
cial reports. To ensure effectiveness of outside directors, their compensation
should be linked to corporate performance and shareholder value creation through
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stock ownership and stock-based compensation; otherwise, they will be domi-
nated and controlled by inside directors and top management teams. Porter (1992,
71) states that:

Boards, which have come to be dominated by outside directors with no other links to
the company, exert only limited influence on corporate goals. They often lack the time
or ability to absorb the vast amounts of information required to understand a com-
pany’s internal operations. Moreover, most directors have limited stakes in the com-
pany they oversee.33

Thus, lacking sufficient ownership interest, outside directors may have the
same tendency to free-ride as small investors and little incentive to monitor the top
management team. Furthermore, the fact that CEOs play an important role in the
selection, remuneration, and retention of outside directors limits the outside di-
rector’s effectiveness.

The board of directors should set the “tone at the top” with clear expectations
for and commitment to high-quality financial reports. Each member of the board
should be financially literate and knowledgeable of the industry and have the abil-
ity to communicate effectively, ask tough questions and evaluate the answers, and
be independent from the company, have no material financial interest in the com-
pany, and have no material financial and personal relationship with the president,
CEO, or CFO. The board of directors should ensure that the audit committee is in-
dependent and qualified to effectively perform its oversight responsibility of the
quality and integrity of the financial reporting process. A high-quality financial re-
porting process produces reliable, useful, and relevant financial statements free of
material errors, irregularities, and fraud.

Lack of vigilant, continuous, diligent, and proactive participation of the board
of directors increases the opportunity for financial statement fraud. The following
factors can improve the effectiveness of the board of directors’ oversight function:
(1) composition of the board in terms of percentage of outside directors and per-
centage of financially disinterested directors; (2) leadership of the board in the
sense that the chair position of the board is separate from the position of CEO;
(3) knowledge and understanding of financial statements by individual board
members; and (4) operation effectiveness of the board in receiving and thoroughly
reviewing relevant information.
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Chapter 8

Audit Committees and
Corporate Governance

INTRODUCTION

The role of audit committees as an integral part of corporate governance has been
addressed in several reports (e.g., Treadway Commission, 1987; the Blue Ribbon
Committee, 1999).1, 2 Recent high-profile business failures, financial statement
fraud, corporate misconducts, and expanded requirements by the Securities and
Exchange Commission (SEC) intended to improve the quality of financial reports
necessitate that publicly traded companies revise and expand their audit commit-
tees’ functions, responsibilities, and charters. Traditionally, many companies have
formed audit committees as standing committees of outside directors to oversee
the quality of the financial reporting process, internal control structure, and audit
functions. Recently, the new rules for audit committees set forth by the SEC, New
York Stock Exchange (NYSE), and National Association of Securities Dealers
(NASD) empower audit committees to function, on behalf of the board, by play-
ing an important role in the corporate government process intended to protect in-
vestors’ interests and ensure corporate accountability. In this new capacity, the
audit committee oversees the effectiveness of corporate government, integrity of
financial reports, adequacy of the internal control structure, and quality of the au-
dit function, as depicted in Exhibit 8.1.

The success of audit committees in fulfilling their oversight responsibility de-
pends on their working relationships with other members of corporate governance,
including the board of directors, management, external auditors, internal auditors,
legal counsel, and regulatory and standard-setting bodies. Because the audit com-
mittee is typically created by a company’s board of directors, its functions, re-
sponsibilities, and charters should be approved by the board of directors. The audit
committee must be independent of management in order to be able to discharge its
monitoring responsibilities in overseeing the financial reporting process, internal
control structure, and audit functions. Audit committees should establish a close
working relationship with both internal and external auditors. Audit committees
must have or obtain within a reasonable period the financial literacy necessary to
understand applicable laws, regulations, and standards promulgated by regulatory
and standard-setting bodies as well as the ability to read and understand four ba-
sic financial statements. The emerging interest in corporate governance as evi-
denced by concerns from investors groups, regulators, and the public regarding
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financial statement fraud has underscored the importance of audit committees as
a crucial element of corporate governance mechanisms. Former SEC chair Arthur
Levitt rightfully stated that:

Effective oversight of the financial reporting process depends to a very large extent on
strong audit committees. Qualified, committed, independent, and tough-minded audit
committees represent the most reliable guardians of the public interest—this time for
bold action.3

EVOLUTION OF AUDIT COMMITTEES

The evolution of audit committees reveals that many companies voluntarily es-
tablished audit committees in the mid-twentieth century to provide more effective
communication between the board of directors and external auditors. Tradition-
ally, audit committees have acted as a liaison between management and external
auditors in selecting auditors to preserve auditors’ independence, reviewing the
company’s annual audited financial statements; and interacted with internal audi-
tors in reviewing matters pertaining to internal control structure.

Several reports (Treadway Commission, 1987; COSO, 1992; Section 363.5
of FDIC Improvement Act, 1993; POB, 1993; Kirk Panel, 1994; POB, 1995; Blue
Ribbon Committee, 1999; POB, 2000) have addressed the role of the board of

Exhibit 8.1. Corporate Governance and Its Functions
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directors and its representative audit committee in overseeing corporate governance,
the financial reporting process, the internal control structure, and audit functions.
These reports and their implications for audit committees are discussed in the fol-
lowing sections. These reports discuss audit committees’ structure and organization
and suggest guidelines regarding functions, responsibilities, and activities of audit
committees without mandating any specific requirements. Boards of directors are
recognizing that they need to have greater corporate accountability and fiduciary re-
sponsibility, more oversight functions of monitoring management activities, and a
broad range of skills, expertise, and financial literacy to effectively fulfill their re-
sponsibilities. The board of directors has traditionally looked to the audit committee
to ensure responsible corporate governance and a reliable financial reporting process.

The National Commission on Fraudulent Financial Reporting 
(The Treadway Commission) 

The savings and loan association crisis of the 1980s and unprecedented business
failure raised concerns about the effectiveness of corporate governance and the
quality of financial reports. Thus, the Committee of Sponsoring Organizations
(COSO), a private-sector intuitive, jointly funded and sponsored by the American
Institute of Certified Public Accountants (AICPA), the American Accounting As-
sociation (AAA), the Financial Executives Institute (FEI), the Institute of Internal
Auditors (IIA), and the Institute of Management Accountants (IMA) was formed
in 1985, to identify factors that lead to fraudulent financial reporting and to rec-
ommend strategies and actions that may reduce their occurrence. In October 1987,
the COSO issued its first report entitled, “The Report of the National Commission
on Fraudulent Financial Reporting,” also known as the Treadway Report after the
chairman of that commission, former SEC commissioner James C. Treadway.4 The
Treadway Report identified corporate governance principles and made recommen-
dations that would substantially reduce incidents of financial statement fraud.

The Treadway recommendations were aimed for public companies, public
accountants, the SEC, and others to improve the regulatory and legal environment
and education. The Treadway Report specifically made 11 recommendations re-
garding the structure and role of the audit committee. These recommendations
were the first guidelines about audit committee responsibilities that set standards
based on best practices rather than on common practices. Three of the eleven rec-
ommendations of the Treadway report pertain to the proper structure of the audit
committee. The first recommendation is that the SEC should require all publicly
traded companies to establish audit committees composed solely of independent
directors. The second recommendation suggests that all public companies estab-
lish a written charter for the audit committee specifying its mission, objectives,
role, and responsibilities. The third recommendation is that audit committees
should have adequate resources and authority to discharge their responsibilities.
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The Treadway Report suggests eight recommendations regarding the role, re-
sponsibilities, and function of audit committees. These recommendations expand
the audit committees’ responsibilities to:

• Oversee the quarterly reporting process and approve the financial results of
quarterly financial statements.

• Sign a letter for inclusion in the annual reports describing the committee’s re-
sponsibilities, activities, and accomplishments during the year.

• Review annually the management program to monitor compliance with the code
of business conduct in resolving conflict of interests and, accordingly, assist
management in preventing and detecting fraud.

• Assume informal, vigilant, and effective oversight of the financial reporting
process and the company’s internal controls.

• Ensure that the internal auditor’s involvement in the audit of the entire financial
reporting process is appropriate and properly coordinated with the independent
public accountant.

• Review management’s evaluation of the factors assisting public accountants in
preserving their independence.

• Advise management when it seeks a second opinion on a significant accounting
issue such as significant accounting policies or determination of accounting es-
timates.

• Review management’s plans for engaging the company’s independent public
accountant to perform any attestation function, such as management advisory
services and review services. 

These recommendations pertain to the audit committee’s oversight responsi-
bility in the areas of corporate governance, the financial reporting process, the in-
ternal control structure, and audit functions. These oversight responsibilities can
play an important role in ensuring the integrity and quality of financial reports and
reducing incidents of financial statement fraud.

In summary, the National Commission on Fraudulent Financial Reporting,
better known as the Treadway Commission, issued a report in 1987 addressing the
role of the audit committee in the areas of corporate governance and the financial
reporting process. The Treadway Report focuses more attention on the role of au-
dit committees in overseeing corporate governance activities, the financial report-
ing process, internal control, and the legal and ethical conduct of company
employees and management in preventing and detecting financial statement fraud.
Although the Treadway guidelines for audit committees have become the bench-
mark by which audit committees’ performance has been measured, these guide-
lines are not mandatory, and accordingly, audit committees’ functions and
responsibilities vary among companies.
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COSO Reports

The Treadway Commission called for the COSO groups to (1) develop a common
uniform definition for internal control, (2) determine the components of an inter-
nal control structure; and (3) provide guidance for assessing the effectiveness of
the internal control structure. COSO issued its report entitled “Internal Control—
Integrated Framework” in September 1992, which is discussed in Chapter 11;5

however, the COSO report, while providing a framework for assessing the effec-
tiveness of the internal control structure and its components, emphasizes the im-
portant role that the audit committee can play in ensuring management’s
commitment to an adequate and effective internal control structure. The COSO re-
port underscores the audit committee’s role in establishing the tone at the top to
promote ethical values and compliance with the established corporate code of
conduct.

FDICIA

The U.S. Congress passed the Federal Deposit Insurance Corporation Improve-
ment Act of 1991 (FDICIA) in response to the savings and loan debate.6 The FDI-
CIA requires that management and the independent auditors of depository
institutions report on the effectiveness of internal controls over financial report-
ing. Section 363.5, 1993 regulations of the FDICIA, requires large financial insti-
tutions (more than $3 billion in assets) to establish an independent audit
committee of outside, nonexecutive board members. The board of directors of
these financial institutions is responsible for determining whether its audit com-
mittee is in compliance with the independence requirements of the FDIC rules;
and whether members of the audit committee have the necessary experience, fi-
nancial literacy, and qualifications in banking and related financial management
to fulfill their assigned responsibilities. The audit committee is responsible for ob-
taining and evaluating sufficient information regarding the achievement of the in-
stitution’s financial, operating, and compliance objectives.

POB Reports

The Public Oversight Board (POB) is an independent, private-sector body that
monitors and reports on the self-regulatory activities and programs of the SEC
Practice Section (SECPS) of the Division for CPA firms of the AICPA. The POB
has appointed several parcels to address a wide variety of issues involving the
public accounting and auditing functions. In 1993, the POB issued the Public In-
terest, a special report that (1) emphasized the importance of reliable audit fi-
nancial statements in ensuring the efficiency of the capital markets and the
well-being of the American economy; (2) recognized the extent and adverse ef-
fect of litigation against professional service firms (CPAs); and (3) made rec-
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ommendations to regain public confidence in published financial statements and
the accounting profession.7 The 1993 POB report encouraged external auditors
to assist audit committees in understanding their responsibilities. This report
also recommended that direct interface among boards of directors, audit com-
mittees, and auditors occur to ensure responsible corporate governance and
quality financial reporting.

The second POB report was issued in 1995, entitled “Directors, Management,
and Auditors—Allies in Protecting Shareholder Interests.”8 This report empha-
sized the importance of informed discussions between external audit committees.
This report also recommended that the external auditor’s engagement letter spec-
ify that the client is the audit committee to ensure that the auditor is not beholden
to management.

The third report of the POB entitled “The Panel on Audit Effectiveness Re-
port and Recommendations” was issued on August 31, 2000.9 The 2000 Panel was
established in 1998 at the request of the former Chair of the SEC, Arthur Levitt,
to examine the current audit model by investigating the way independent audits
are performed in light of recent changes in the business environment such as glob-
alization and technological advances. The 2000 report was addressed to several
constituents of audited financial statements, including audit committees, profes-
sional services firms, the SEC, the standard setters, and the public. The report in-
cluded in its recommendations the requirement that audit committees preapprove
nonaudit services that exceed a threshold amount by identifying and assessing the
factors that may affect auditors’ independence when performing financial state-
ment audits.

The 2000 panel, while recognizing that audit committees have become an ac-
cepted and important element in corporate governance, recommended that the
SECPS requires its member CPA firms to report annually to audit committees the
total fees received by the audit firm for nonaudit services such as management ad-
visory and other nonalternative services. External auditors should discuss with and
confirm to audit committees their independence and disclose all factors and rela-
tionships between the auditor and the client’s company that may affect auditors’
independence.

Institute of Internal Auditors

The Institute of Internal Auditors (IIA) issued a position statement entitled, “The
Audit Committee in the Public Sector,” in 1991 to underscore the importance of
audit committees in the public section.10 The IIA position states that the audit
committee provides a public-sector entity with the following benefits: (1) vigilant
oversight of internal control, audit functions, and the financial reporting process;
(2) preservation of the independence of the internal audit function; (3) assurance
that the proper prompt actions are taken on audit findings; and (4) enhanced com-
munication between management and auditors.
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SEC RULES ON AUDIT COMMITTEES

The SEC has traditionally been a long-time advocate of audit committees; how-
ever, until recently the SEC has stopped short of making audit committees a re-
quirement for publicly traded companies. In its Accounting Series Release
numbers 19 and 123, issued in 1940 and 1972, respectively, the SEC encouraged
public companies to establish audit committees. In 1974 and 1978, the SEC
adapted rules requiring publicly traded companies under its jurisdiction to disclose
in proxy statements whether they have an audit committee. In 1999, the SEC es-
tablished new rules that eventually require public companies to include reports by
their audit committee in their proxy statements and disclose whether their audit
committee has a charter and is independent. The new SEC rules underscore the im-
portant role audit committees can play in ensuring responsible corporate gover-
nance and reliable financial reports that improve the confidence and efficiency of
the capital markets and protect investors’ interests.

The new SEC rules on audit committees were adopted in December 1999 in
response to the Blue Ribbon Committee Report and recommendations and require
disclosure about the existence and composition of audit committees as well as
their charter and functions. The SEC rules, among other things, require that
(1) proxy statements include a report from the audit committee; (2) publicly traded
companies disclose in their proxy statements whether their audit committee has a
written charter, and file a copy of their charter every three years; and (3) public
companies disclose in their proxy statements certain information pertaining to the
independence of audit committee members.

A growing number of financial statement frauds committed by major compa-
nies has encouraged the SEC and other officials to take action to ensure the in-
tegrity and quality of the financial reporting process. In September 1998, the
former SEC chairman Arthur Levitt in a keynote speech entitled, “The Numbers
Game,” raised concerns about the quality of earnings and the integrity of the fi-
nancial reporting process.11 Audit committees play an important role in ensuring
responsible corporate governance and a reliable financial reporting process. Thus,
at the request of the former chairman Levitt, the NYSE and the NASD sponsored
the Blue Ribbon Committee on improving the effectiveness of corporate audit
committees.12

The Blue Ribbon Committee (BRC) issued its report in February 1999 con-
sisting of 10 recommendations to improve the effectiveness of audit committees
and five guiding principles for audit committee best practices. In December 1999,
both the NYSE and NASD amended their listing standards pertaining to audit
committees’ members to be financially literate or become financially literate
within a reasonable period after their appointment to the audit committee. The rec-
ommendations set forth by the BRC and the subsequent rules adopted by the
NYSE and NASD and regulations established by the SEC have fundamentally de-
fined the nature, functions, and duties of public audit committees.
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The new audit committee rules established by the NYSE and NASD are de-
signed to strengthen the qualifications, effectiveness, and independence of audit
committees of publicly traded companies. The new NASD rules on audit com-
mittees govern public companies listed on both the American Stock Exchange
(AMEX) and companies quoted on the NASDAQ.

AUDIT COMMITTEES AND ORGANIZED STOCK EXCHANGES

Organized stock exchanges in the United States, including the NYSE, the AMEX,
and the NASDAQ require that listed companies have audit committees with mem-
bership limited primarily to independent directors. These organized stock ex-
changes have adopted recommendations of the BRC on the formation,
compositions, principles, and best practices and accordingly amended their audit
committee requirements to strengthen the independence and qualifications of au-
dit committees. The new audit committee rules of the NYSE and NASD, which
govern companies listed on both the AMEX and NASDAQ, are presented in the
following sections to describe the ways that these rules could improve audit com-
mittee effectiveness in preventing and detecting financial statements fraud. A sum-
mary of these rules, along with the requirements of FDICIA for audit committees,
is presented in Exhibit 8.2.

Listed companies should assess whether their audit committees comply with
the new rules as related to (1) independent directors, (2) charter requirements,
(3) structure and membership requirements, and (4) compliance.

1. Independence Rule. The new rules define independence of audit committee
members more rigorously than in the past by specifying the relationships that
disqualify a director from being considered independent for purposes of serv-
ing on audit committees. A member of an audit committee may not be con-
sidered independent if the director:

• Has been employed by the corporation or its affiliates in the current or past
three years,

• Received any annual material compensation from the corporation or its af-
filiates (e.g., in excess of 60,000) except for board service, retirement plan
benefits, or nondiscretionary compensation.

• Is an immediate family member who is, or has been in the past three years,
employed by the corporation or its affiliates as an executive officer.

• Has been a partner, controlling shareholder, or an executive office of a
major trading partner with the corporation.

• Has been employed as an executive of another entity where any of the com-
pany’s executives serve on that entity’s compensation committee.
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2. Charter. Companies are required to adopt a formal written charter that speci-
fies the scope of its responsibilities and functions, including those related to
the independence and accountability of independent auditors. The audit com-
mittee charter is further discussed later in this chapter.

3. Structure. Companies are required to have an audit committee of at least three
members and be composed solely of “independent” directors who are finan-
cially literate. At least one member of the audit committee must have ac-
counting or financial management skills. Financial literacy is defined as the
ability to read and understand fundamental financial statements, including a
balance sheet income statement and a cash flow statement. Credentials indi-
cating financial literacy are past employment experience in finance or ac-
counting, professional certifications in accounting (e.g., CPA, CMA, CIA)
and past or current position as a chief executive or financial officer or other
senior officer with adequate financial oversight responsibilities.

To meet the requirements of financial literacy under the SEC, NYSE, and
NASD, an audit committee member should have a basic understanding of
fundamental financial statements and an understanding of the specific com-
pany’s operations and financial statements. This suggests that only sufficient
understanding of managerial business financial skills would satisfy the finan-
cial literacy requirement of the rules. It does not necessarily mean that a mem-
ber should have a thorough understanding of generally accepted accounting
principles (GAAP), generally accepted auditing standards (GAAS), or an ex-
tensive background as an accounting or financial professional. The audit com-
mittee should understand and review revenue recognition practices, deferred
costs, accruals, management estimates, and unusual transactions. The audit
committee should not only understand the appropriateness and applications
of accounting principles, methods, and procedures, but should also be able to
challenge management on their application.

4. Compliance. To ensure compliance with the SEC, NYSE, and NASD new
rules on audit committees, the listed companies should provide a written af-
firmation (NYSE) or certification (NASD) regarding the independence and
qualifications of audit committee members. In addition, listed companies
should adopt a formal written audit committee charter and meet the new au-
dit committee structure and membership requirements. Furthermore, new
SEC rules require annual proxy statement disclosures regarding audit com-
mittee member independence.

BLUE RIBBON COMMITTEE RECOMMENDATIONS

The BRC, in recognizing the important role that audit committees play in corpo-
rate governance, the financial reporting process, the internal control structure, and
audit functions, made 10 recommendations regarding the independence, structure,
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and responsibilities of audit committees.13 These recommendations are made
based on two essential principles: (1) Practices and effectiveness of audit com-
mittees are the mere reflection of the practices and attitudes of the entire board of
directors; and (2) A regulatory, self-regulatory, and legal environment that de-
mands disclosure, transparency, and accountability is necessary. These recom-
mendations are intended to provide guidance for organizations in establishing or
redesigning their audit committee charters to ensure more responsible corporate
governance and reliable financial reports. The BRC recommendations are sum-
marized in three categories of (1) the independent audit committee; (2) effective-
ness of audit committees; and (3) accountability mechanisms of audit committees.

1. Independence. The first two BRC recommendations relate to means of
strengthening the independence of audit committees. These recommenda-
tions are (1) both the NYSE and NASD adopt the independence rule as de-
fined by the BRC for listed companies with a market capitalization above
$200 million; and (2) in compliance with the “independence definition” set
forth by the BRC, the affected listed companies have an audit committee com-
prised solely of independent directors. Firms in compliance with the sugges-
tions of several reports (e.g., Treadway Commission, 1987) are increasing the
percentage of outside directors on their audit committees to strengthen their
corporate governance structure. Kesner (1988) surveyed audit committees of
250 of the Fortune 500 firms and found that firms with audit committees,
composed of outside directors having business background and long tenure,
appear to be acquiescing to corporate pressures for enhanced governance.14

Some firms window dress their audit committee with “gray” directors. Gray
directors are those individuals who are closely affiliated with and have a
strong monetary or historic attachment to the firm, such as its lawyers, major
customers and suppliers, and former executives. These gray directors have the
appearance of independence, but they cannot be effective vigilantes primarily
because of their strong economic and emotional ties to the firm.

2. Effectiveness. The BRC made three recommendations aimed at improving the
audit committee’s effectiveness. These recommendations suggest that the
NYSE and the NASD require their listed companies with a market capital-
ization above $200 million to: (1) have an audit committee comprising a min-
imum of three financially literate directors; and (2) adopt a formal written
charter that is approved by the full board of directors and that specifies the
committee’s responsibilities, including those related to the independence and
accountability of the independent auditors, as well as structure, process, and
membership requirements of audit committees. The audit committee charter
should be reviewed by the board of directors annually to assess and ensure its
adequacy. The third recommendation in this category suggests that the SEC
issues rules that require the audit committee for each reporting company to
disclose in its proxy statement whether the audit committee has adopted a for-
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mal written charter, and if so, whether the audit committee satisfied its re-
sponsibilities during the prior year in compliance with its charter. The BRC
also recommends that the SEC adopt a “safe harbor” applicable to all disclo-
sures specified in the previous recommendation.

3. Mechanisms for Accountability. The final sets of the BRC recommendations
are intended to provide mechanisms for accountability among the audit
committee, external auditors, and management. The first two recommenda-
tions in this category related to external auditors of listed companies of both
the NYSE and the NASD. These recommendations suggest that the listing
rules for both the NYSE and NASD require that the audit committee charter
of listed companies specify that (1) the external auditor is ultimately ac-
countable to the board of directors and audit committee as representative of
shareholders; and (2) the audit committee is responsible for receiving a for-
mal written statement from the external auditor specifying all relationships
between the auditor and the company consistent with the applicable inde-
pendence rule of external auditors promulgated by the SEC, AICPA, or other
appropriate authorities.

The eighth BRC recommendation suggests that GAAS require that the exter-
nal auditor discuss with the audit committee the auditors’ judgment about the qual-
ity, not just the acceptability, of the company’s accounting principles as applied in
its financial reporting, including discretion used by management in selecting and
applying accounting principles, estimates, and disclosures. The ninth recommen-
dation of the BRC suggests that the SEC require all reporting companies under its
jurisdiction to include a letter from the audit committee in the company’s annual
report to shareholders and Form 10-K Annual Report indicating whether manage-
ment has reviewed the audited financial statements with the audit committee; the
external auditors have discussed audit findings with the audit committee; the
members of the audit committee have discussed among themselves audit findings;
and the audit committee believes that the company’s financial statements are fairly
presented in all material respects, in conformity with GAAP. Finally, the BRC rec-
ommended that the SEC require interim financial statements to be reviewed by ex-
ternal auditors, in accordance with the Auditing Standards Board (ASB) Statement
on Auditing Standards (SAS) No. 71 before companies file their Form 10-Q and
Form 10-QSB with the SEC.

BLUE RIBBON COMMITTEE GUIDING PRINCIPLES

The BRC recommended five guiding principles for vigilant audit committees to
improve their effectiveness in overseeing the accountability of corporate gover-
nance, reliability of internal control structure, and appropriateness of audit func-
tions.15 The proper implementation of these guiding principles can create
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mechanisms for best practices of audit committees in the corporate governance
process and make the relationship between audit committees and other corporate
governance participants (e.g., the board of directors, management, auditors, share-
holders), as depicted in Exhibit 8.1, more effective. These principles are as follows:

1. The audit committee plays a key role in monitoring the other component parts
of the audit process.

2. Independent communication and information should flow between the audit
committee and the internal auditor.

3. Independent communication and information should flow between the audit
committee and outside auditors.

4. Candid discussions should be held with management, the internal auditor, and
outside auditors regarding issues implicating judgment and impacting quality.

5. Audit committee membership must be diligent and knowledgeable.

Implementing these guiding principles can establish certain audit committees’best
practices by knowledgeable, diligent, independent, and financially literate direc-
tors. The major theme of these guiding principles is that audit committees should
be more diligent and knowledgeable in their oversight of corporate governance
and the financial reporting process. To effectively fulfill this responsibility, audit
committees should work closely with the board of directors, management, inter-
nal auditors, and external auditors to ensure responsible corporate governance and
reliable, high-quality, and timely financial reports free of material misstatements
to the board of directors, shareholders, and investing public.

FUTURE OF AUDIT COMMITTEES 

Ernst & Young, one of the Big Five professional service firms, conducted a sur-
vey of the audit committee practices at its 60 large public company clients.16 The
purposes of the survey were to identify leading practices of audit committees; de-
velop benchmark practices; and establish a framework to assess the nature and ex-
tent of future changes in audit committee practices in response to new SEC rules.
The survey results revealed that:

• Almost all of the surveyed companies plan to adopt a high-level audit commit-
tee charter rather than a detailed charter that would be published at least once
every three years.

• About 84 percent of the companies plan to have regular quarterly communica-
tion between external auditors and audit committees, whereas the other 16 per-
cent plan to have such communication on an exception-only basis.

• Very few of the surveyed companies currently include a report of the audit com-
mittees in their annual report, proxy statement, or Annual Report on form 10-K,
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whereas all publicly traded companies will be required to disclose a report of
the audit committee annually in the company’s proxy statement.

• Audit committee composition, reporting, and meeting practices are considered
highly effective in terms of receiving an adequate information flow continu-
ously to fulfill the assigned oversight responsibilities.

• Most of the audit committees are viewed to perform their meeting activities
effectively.

• Audit committee relationships with management, external auditors, and internal
auditors are generally viewed as highly effective.

• Surveyed audit committees demonstrated effective leadership attributes mea-
sured in terms of setting the tone for teamwork and effective communication,
listening emphatically, and having the ability and courage to challenge and act
when necessary.

The audit committee’s role has evolved over the years, and now with the recom-
mendations of the BRC, the new rules of the SEC, NYSE, AMEX, and NASDAQ
and the Auditing Standards Board (ASB), it can be best described as an oversight
responsibility in the areas of corporate governance, financial reporting, the inter-
nal control structure, and audit functions, as depicted in Exhibit 8.1. Future audit
committees are expected to be the ultimate guardians of investors’ interests and
accountability. Recent developments in audit committee structure, composition,
and qualifications will challenge publicly traded companies to improve the over-
sight functions and practices of their audit committees. This challenge, on one
hand, will provide an opportunity to improve corporate governance and the qual-
ity of financial reporting, which is in the best interests of investors and the finan-
cial community. On the other hand, some of the new requirements, such as
financial literacy, inclusion of a report of audit committees annually in the com-
pany’s proxy statement, and guardian of investor interests, have raised serious
concerns that such requirements will increase audit committees’ liability. This po-
tential increased liability may ultimately result in either higher compensation for
audit committee members or fewer qualified directors willing to serve on audit
committees.

Lynn E. Turner, the Chief Accountant of the SEC, describes the proactive
oversight responsibility of an active and vigilant audit committee as Three D’s of
“due diligence and documentation.”17 In fulfilling its proactive oversight of the fi-
nancial reporting process and the related internal control structure, the audit com-
mittee should exercise due diligence by relying on experts such as CFOs, internal
auditors, and external auditors to provide the committee with relevant informa-
tion. The audit committee, with proper counsel from its legal advisors, should also
document the processes followed in reaching decisions by means of the commit-
tee charter and minutes.
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The Pricewaterhouse Coopers study entitled “Audit Committee Effectiveness—
What Works Best” (2000), identifies the following forces and trends that will shape
the audit committee of the future:18

1. Risk Management and Internal Control. The board of directors and their rep-
resentative audit committees should provide more effective oversight over
risk management and internal control activities beyond financial reporting
to ensure responsible corporate governance.

2. Faster Communication of Information. The capital market will continue to
demand more reliable, relevant, and timely financial information. Thus, com-
panies will find ways to prepare and disseminate required information both
financial and nonfinancial faster to market participants. It is expected that the
discounting profession’s electronic financial reporting institutions of exten-
sible business reporting language (XBRL) will receive more attention and
support from the business community. XBRL-based systems can generate
financial information beyond historical financial information to market par-
ticipants, including information on a company’s tangibles, intellectual capi-
tal, research and development, and customer base. Thus, audit committees
should oversee the reliability and relevance of other information disseminated
to market participants.

3. Reliance on Others. The new rules on audit committees have expanded audit
committee members’ responsibilities and functions. The audit committee un-
der the new rules may be viewed as a “watching” committee scrutinizing the
corporate governance and financial reporting process. It is expected that fu-
ture audit committees will seek assistance and advice from internal auditors,
external auditors, legal counsel, and others in effectively  discharging their
extended responsibilities.

4. Liability. Audit committee members are faced with more liability than before
under the new rules that, if not properly addressed, can cause difficulties in
monitoring or recruiting qualified audit committee members.

5. More Time, More Pay. The expanded functions of audit committees under 
the new rules would demand more time commitments of members and need
to be compensated adequately to ensure the ability to recruit and retain good-
quality directors.

AUDIT COMMITTEE CHARTERS

The BRC recommendations, as well as the new audit committee rules of the
SEC, NYSE, and NASD, require that publicly traded companies adopt formal
written charters from their audit committee describing their responsibilities. The
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charter should be approved by the board of directors, periodically reviewed and
modified as necessary, and disclosed at least triannually in the annual report to
shareholders or proxy statement. A carefully developed charter is the corner-
stone for ensuring the proper structure, composition, and qualification of the au-
dit committee. The primary purpose of formally adopting a charter is to
effectively establish the audit committee as a functional element of the com-
pany’s corporate governance. Thus, the audit committee charter will be viewed
as a compliance document designed to be an effective mechanism of corporate
governance.

The SEC advocates that the audit committee charter contains sufficient de-
tails and accountability to discourage financial statement fraud resulting from
earnings management and accounting abuses that have deteriorated the quality
and integrity of financial reports. The new rules also require that audit com-
mittees recommend, based on discussions with management and external audi-
tors, to the board of directors that the financial statements be included in the
company’s annual report and that the committee believes that financial state-
ments are fairly presented, in all material respects, in conformity with GAAP.
This is a tremendous support for this improved oversight responsibility of au-
dit committees; however, it is more likely now that audit committee members
will be personally named in litigation for potential negligence regarding al-
leged financial statement fraud. The SEC argues that existing safe harbors in
new rules will protect audit committee members from litigation risk and po-
tential liability under federal and state laws; however, carelessly drafted audit
committee charters could provide sophisticated lawyers with an unintended
road map of duties to which audit committee members may be held account-
able and liable.

To prevent unwanted increased liability for audit committee members un-
der the new rules, companies must seek the advice of legal counsel, including
securities litigation specialists, to identify potential weaknesses in the charter
that could be exposed in litigation. When establishing or redesigning their char-
ters in conformity with the requirements of the new rules on audit committees,
publicly traded companies are strongly advised to consult with experts in cor-
porate governance and audit committees to properly protect audit committee
members and the company; however, the improved effectiveness of the audit
committees under the new rules is expected to decrease the likelihood of
financial statement fraud by providing audit committees with the necessary
tools to prevent and detect fraudulent financial activities. Although none of the
published charters is being endorsed and publicly traded companies should
establish their charters according to their business environment and specifica-
tions, their audit committees’ attributes, and the requirements of the new rules,
Exhibit 8.3 presents a sample of a charter being suggested by one of the Big
Five professional service firms.



Exhibit 8.3. Sample Audit Committee Charter

The following is a sample Audit Committee Charter designed to assist boards and their
Audit Committees in their consideration of the new rules adopted by the SEC, NYSE,
NASDAQ, and AMEX. This sample should be customized to each company’s needs.
Boards and their audit committees should consult corporate counsel prior to the adoption
of an audit committee charter because this sample charter does not render or substitute
for legal advice.

Audit Committee Charter

This Audit Committee Charter (Charter) has been adopted by the Board of Directors (the
Board) of [name of company] (the Company). The Audit Committee of the Board (the
Committee) shall review and reassess this charter annually and recommend any proposed
changes to the Board for approval.

Role and Independence: Organization

The Committee assists the Board in fulfilling its responsibility for oversight of the quality
and integrity of the accounting, auditing, internal control, and financial reporting
practices of the Company. It may also have such other duties as may from time to time be
assigned to it by the Board (See “Additional Functions Frequently Assigned to Audit
Committees.” Depending on the circumstances, it may be appropriate to incorporate some
of these additional roles and duties in the charter.) The membership of the Committee
shall consist of at least three directors who are each free of any relationship that, in the
opinion of the Board, may interfere with such member’s individual exercise of
independent judgment. Each Committee member shall also meet the independence and
financial literacy requirements for serving on audit committees, and at least one member
shall have accounting or related financial management expertise, all as set forth in the
applicable rules of the [select as appropriate: New York Stock Exchange/NASDAQ/
American Stock Exchange]. The Committee shall maintain free and open communication
with the independent auditors, the internal auditors, and Company management. In
discharging its oversight role, the Committee is empowered to investigate any matter
relating to the Company’s accounting, auditing, internal control, or financial reporting
practices brought to its attention, with full access to all Company books, records,
facilities, and personnel. The Committee may retain outside counsel, auditors, or other
advisors.

One member of the Committee shall be appointed as chair. The chair shall be responsible
for leadership of the Committee, including scheduling and presiding over meetings,
preparing agendas, and making regular reports to the Board. The chair will also maintain
regular liaison with the CEO, CFO, the lead independent audit partner, and the director of
internal audit.

The Committee shall meet at least four times a year, or more frequently as the Committee
considers necessary. At least once each year the Committee shall have separate private
meetings with the independent auditors, management, and the internal auditors.
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Responsibilities

Although the Committee may wish to consider other duties from time to time, the general
recurring activities of the Committee in carrying out its oversight role are described as
follows. The Committee shall be responsible for:

• Recommending to the Board the independent auditors to be retained (or nominated for
shareholder approval) to audit the financial statements of the Company. Such auditors
are ultimately accountable to the Board and the Committee, as representatives of the
shareholders.

• Evaluating, together with the Board and management, the performance of the
independent auditors and, where appropriate, replacing such auditors.

• Obtaining annually from the independent auditors a formal written statement
describing all relationships between the auditors and the Company, consistent with
Independence Standards Board Standard Number 1. The Committee shall actively
engage in a dialogue with the independent auditors with respect to any relationships
that may impact the objectivity and independence of the auditors and shall take, or
recommend that the Board take, appropriate actions to oversee and satisfy itself as to
the auditors’ independence.

• Reviewing the audited financial statements and discussing them with management and
the independent auditors. These discussions shall include the matters required to be
discussed under Statement of Auditing Standards No. 61 and consideration of the
quality of the Company’s accounting principles as applied in its financial reporting,
including a review of particularly sensitive accounting estimates, reserves and accruals,
judgmental areas, audit adjustments (whether or not recorded), and other such inquiries
as the Committee or the independent auditors shall deem appropriate. Based on such
review, the Committee shall make its recommendation to the Board as to the inclusion
of the Company’s audited financial statements in the Company’s Annual Report on
Form 10-K (or 10-KSB [or the Annual Report to Shareholders, if distributed before the
filing of the Form 10-K]).

• Annually issuing a report to be included in the Company’s proxy statement as required
by the rules of the Securities and Exchange Commission.

• Overseeing the relationship with the independent auditors, including discussing with
the auditors the nature and rigor of the audit process, receiving and reviewing audit
reports, and providing the auditors full access to the Committee (and the Board) to
report on any and all appropriate matters.

• Discussing with a representative of management and the independent auditors: (1) the
interim financial information contained in the Company’s Quarterly Report on Form
10-Q (or 10-QSB) before its filing, (2) the earnings announcement before its release (if
practicable), and (3) the results of the review of such information by the independent
auditors. (These discussions may be held with the Committee as a whole, with the
Committee chair in person, or by telephone.)

• Overseeing internal audit activities, including discussing with management and the
internal auditors the internal audit function’s organization, objectivity, responsibilities,
plans, results, budget, and staffing.

(continues)
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• Discussing with management, the internal auditors, and the independent auditors the
quality and adequacy of and compliance with the Company’s internal controls.

• Discussing with management and/or the Company’s general counsel any legal matters
(including the status of pending litigation) that may have a material impact on the
Company’s financial statements and any material reports or inquiries from regulatory
or governmental agencies.

The Committee’s job is one of oversight. Management is responsible for preparing the
Company’s financial statements and the independent auditors are responsible for auditing
those financial statements. The Committee and the Board recognize that management
(including the internal audit staff) and the independent auditors have more resources and
time and more detailed knowledge and information regarding the Company’s accounting,
auditing, internal control, and financial reporting practices than the Committee does;
accordingly, the Committee’s oversight role does not provide any expert or special
assurance as to the financial statements and other financial information provided by the
Company to its shareholders and others.

Additional Functions Often Assigned to Audit Committees

1. Reviewing the annual management letter (with the independent auditors).

2. Reviewing and approving audit fees.

3. Reviewing management “conflict of interest” transactions.

4. Reviewing alleged fraudulent actions or violations of law reported by internal
compliance programs or, under the terms of the Private Securities Litigation Reform
Act of 1995, by the independent auditors.

5. Reviewing codes of ethics and/or codes of conduct.

6. Reviewing compliance with codes of ethics and/or codes of conduct and the
procedures to monitor such compliance.

7. Reviewing the performance of the chief financial officer, chief accounting officer,
and director of internal audit.

8. Reviewing financial press releases.

9. Reviewing policies and procedures with respect to expense accounts of senior
management.

10. Reviewing and concurring in the appointment, replacement, reassignment, or
dismissal of the director of internal audit. Confirming and assuring the objectivity of
internal audit.

11. Reviewing the internal audit charter.

12. Self-assessing audit committee performance.

Source: Deloitte & Touche. Available: www.dttus.com/pub/audity2k/audity2k_04.htm
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CHARTERS’ BENCHMARKS

Based on the BRC recommendations and in compliance with the SEC new rules,
the AMEX, NASDAQ, and NYSE have adopted rules that require their listed
companies to have formal audit committee charters. Publicly held companies typ-
ically differ in their corporate process, openness, strategies, and their audit com-
mittees’ compositions, structure, and function. Thus, their charter should reflect
their corporate environment and uniqueness of their operations. Audit commit-
tees’ charters should be carefully designed and specify only responsibilities as-
sumed by the audit committee to avoid potential liabilities for directors since they
will be now publicly disclosed. Although the nature and extent of the audit com-
mittee responsibilities may vary among companies, in general, the charter should
include:

• A mission statement or purpose describing the objective of the audit committee
in assisting the board of directors in fulfilling its oversight responsibility for cor-
porate governance, the financial reporting process, the internal control structure,
and audit functions

• A statement of responsibilities for overseeing corporate governance, including
compliance with applicable laws and regulations and code of conduct, the fi-
nancial reporting problem, internal control structure, and audit functions both
internal and external audits

• A statement of authority to conduct or authorize investigations into any matters
within its scope of responsibility

• A statement of compositions that the audit committee consists of at least three
members who are independent and financially literate as defined by the new rules

• The number of meetings of the audit committee with the board of directors, in-
ternal auditors, external auditors, and management and additional meetings as
circumstances require

• The scope of the audit committee’s responsibilities and how it carries out those
responsibilities, including functions, practices, and membership committees’
requirements, pressure, and structure

• The independent auditors’ ultimate accountability to the board of directors and
the audit committee

• The audit committee’s responsibility to discuss with the external auditors any
factors that may impact on the auditors’ objectivity and independence; recom-
mend to the board of directors any action necessary to satisfy the board of au-
ditors’ independence; and receive a formal written statement from the
independent auditors describing all relationships between the auditors and the
company that, in the auditors’ judgment, may reasonably be thought of to bear
on independence.
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Exhibit 8.4 presents the required content of an audit committee charter, as
well as suggested content of such a charter as recommended by one of the Big Five
professional services firms.

CHAIRPERSON OF AUDIT COMMITTEES

The audit committee chairperson can play an important role in setting a tone and
standards for other members to improve their effectiveness. The chairperson of the
audit committee should establish a cooperative working relationship with the
board of directors, the top management team including the CEO and CFO, the di-
rector of the internal audit function, and the lead audit partner by having regular
private meetings with them. The new rules have expanded responsibilities and
functions, practices, and the frequency and timing of the committee meetings with
other constituencies of corporate governance. It is perhaps more practical for the
chairperson of the audit committee to discuss the committee oversight functions
with the top management team and internal and external auditors before the typi-
cal meetings of the full committee with these groups in order to assess the neces-
sary areas of oversight and to establish a definitive timeline for the entire year,
including activities pertaining to the internal financial reporting process under the
new rules.

AUDIT COMMITTEE REPORT

The BRC recommended and the SEC requires that an audit committee report be
disclosed annually in the proxy statement. The audit committee must specify in
this report whether the committee has accomplished the following:

• Reviewed and discussed the audited financial statements with management.

• Discussed with the external auditors those matters required to be communicated
to the audit committee in accordance with GAAS.

• Received from the external auditors a letter revealing matters that, in the audi-
tors’ judgment, may reasonably be thought to bear on the auditors’ independ-
ence from the company and discussed with them their independence.

• Recommended to the board of directors that the company’s audited financial
statements be included in the Annual Report on Form 10-K or Form 10-KSB
based on discussions with management and external auditors.

The BRC initially recommended that the audit committee express its belief in the
fair presentation of financial statements in conformity with GAAP based on a re-
view of the financial statements and discussions with management and external
auditors; however, this type of expression of an opinion on the audited financial
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REQUIRED SUGGESTED

• The scope of the committee’s
responsibilities and how it carries out
those responsibilities, including the
structure, processes, and membership
requirements.

• A statement that the independent
auditor is ultimately accountable to the
board of directors and the audit
committee.

• A statement that the audit committee
has the authority and responsibility to
select, evaluate, and replace the
independent auditor.

• A statement that the audit committee is
responsible for (1) ensuring that the
auditor submits a formal written
statement regarding relationships and
services that may affect objectivity and
independence, (2) discussing any
relevant matters with the independent
auditors, and (3) recommending that
the full board take appropriate action
to ensure the independence of the
auditor.

• Define the committee’s authority and
specific responsibilities, particularly
those relative to:
—Arthur Andersen’s critical audit

committee responsibilities as
described previously

—Review of compliance with laws
and regulations

—Monitoring of compliance with the
corporate code of conduct and
regulatory requirements

—Review and assessment of conflicts
of interest and related party
transactions

—Assessment of audit committee
performance

• Set guidelines for the committee’s
relationships and meetings.

• Define the responsibilities of the audit
committee chairperson with:
—Other board committees
—Management
—Internal auditors
—External auditors
—Others, as appropriate

• Set the frequency and general timing
of meetings, allowing adequate time
for preparation of substantive reporting
to the full board.

• Define the committee’s accountability
and reporting requirements to the
board and to the shareholders.

• Provide the authority for access to
internal and external resources as the
committee may require.

• Set guidelines for committee education
and orientation to assure understanding
of the business and the environment in
which the company operates.

• Set guidelines for development of an
annual audit committee plan that is
responsive to the primary audit
committee responsibilities, and for the
review and approval of the plan by the
full board.

(continues)
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Exhibit 8.4. (Continued)

REQUIRED SUGGESTED

• Communicate committee expectations
and the nature, timing, and extent of
committee information needs to
management, internal and external
auditors, and others.

• Guidelines for the discussion of the
quality, not just acceptability, of the
company’s accounting principles on
both an annual and quarterly basis,
including:
—Responsibilities and participation by

the audit committee, management
(including the Chief Executive
Officer, the internal auditors, and
legal counsel), and external auditors

—Timing of the discussions
• Guidelines for monitoring compliance

with SEC Staff Accounting Bulletin
No. 99, Materiality.

• Guidelines for preparation of the audit
committee report to be included in the
company’s proxy statements.

• Guidelines for the review of Stock
Exchange certifications and proxy
statement disclosures related to the
audit committee.

Source: Arthur Andersen. 2000. New Responsibilities and Requirements for Audit Committees (Janu-
ary). Available: http://www.arthurandersen.com

statements is far beyond the assumed oversight functions of audit committees.
Thus, the SEC then passed a rule that would have required audit committees to
express negative assurance regarding material misstatements or omissions of ma-
terial disclosures and facts regarding the audited financial statements. Neverthe-
less, regardless of whether the audit committee report provides positive or
negative assurance regarding the fair presentation of financial statements, the re-
port should reflect the assumed responsibilities and oversight functions of audit
committees’ uniqueness of each company. Audit committees should write their
own reports tailored to their responsibilities and oversight activities based on con-
sulting with management, external auditors, and corporate counsel. Exhibit 8.5
presents a sample audit committee report suggested by one of the Big Five pro-
fessional service firms.



Audit Committees and Corporate Governance 177

Exhibit 8.5. Sample Audit Committee Report 

Report on audit committee 

Date of proxy statement 

To the Board of Directors of (company name): 

We have reviewed and discussed with management the Company’s audited financial
statements as of and for the year ended December 31, 2000. 

We have discussed with the independent auditors the matters required to be discussed by
Statement on Auditing Standards No. 61, Communication with Audit Committees, as
amended, by the Auditing Standards Board of the American Institute of Certified Public
Accountants.

We have received and reviewed the written disclosures and the letter from the
independent auditors required by Independence Standard No. 1, Independence
Discussions with Audit Committees, as amended, by the Independence Standards Board,
and have discussed with the auditors the auditors’ independence. 

Based on the reviews and discussions referred to above, we recommend to the Board of
Directors that the financial statements referred to above be included in the Company’s
Annual Report on Form 10-K (or KSB) for the year ended December 31, 2000. 

Name of Audit Committee Chairman 

Name of Audit Committee Member 

Name of Audit Committee Member 

Source: Arthur Andersen. 2000. New Responsibilities and Requirements of Audit Committees (Janu-
ary). Available: www.arthurandersen.com

AUDIT COMMITTEES’ RULES FOR PREVENTING AND DETECTING
FINANCIAL STATEMENT FRAUD

The role of audit committees as an integral part of corporate governance has been
addressed in several reports (e.g., The Treadway Commission, the POB, the NYSE
and NASD sponsored in the BRC. The most recent report, the BRC panel on im-
proving the effectiveness of corporate audit committees includes 10 recommenda-
tions and five guiding principles aimed at strengthening the directors’ independence,
qualifications, and compositions to ensure responsible corporate governance and a
reliable financial reporting process. Several studies examine the relationships be-
tween the existence of audit committees and the absence of financial statement fraud
(e.g., Defond and Jiambalvo, 1991; McMullen, 1996; Dechow et al., 1996; Beasley,
1996; Beasley et al., 1999 and 2000).19–24 These studies found that companies with
fraud were less likely to have audit committees composed solely of outside direc-
tors. These studies are extant in the sense that the association between financial state-
ment fraud and the presence or absence of the audit committee is examined without
indicating how the audit committee can prevent or detect financial statement fraud.

Raghunandan et al. (2001) examined the association between audit committee
compositions and the committee’s interactions with internal auditing and found that
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audit committees without insider or “gray” directors and with at least one member
having an accounting and finance background are more likely to (1) review man-
agement interactions with the internal audit function; (2) review the internal audi-
tors’ finding and scope; (3) have private access to the chief internal auditor; and
(4) have longer meetings with the chief internal auditor.25 The audit committee of
Enron Corporation is coming under sharp criticism for its lack of vigilant oversight
function of effective overseeing of Enron financial reporting processess and audit
functions. Enron’s audit committee members are being questioned for not inform-
ing shareholders of Enron’s partnership deals and off-balance sheet derivative
transactions. Some audit committee members are even accused of “insider trading”
for making misleading statements about the company and selling about $1 billion
worth of stock during the last three years before the Enron crisis.26

The Treadway Commission recognized that audit committees play an important
role in preventing and detecting financial statements fraud. The new rules on audit
committees by the SEC, NYSE, AMEX, and NASDAQ will improve the effective-
ness of audit committee oversight functions pertaining to corporate governance, the
financial reporting process, the internal control structure, and audit functions, as de-
picted in Exhibit 8.1. These improved and expanded audit committee functions and
practices enhance the integrity and quality of financial reports and contribute to  pre-
venting and detecting financial statement fraud. More specifically, Toby S.F. Bishop,
a Fraud and Integrity Partner with Arthur Andersen in Risk Consulting, has suggested
the following Top 10 fraud prevention and detection tips for audit committees.

1. Evaluate management’s assessment of the significance and likelihood of your
company’s fraud risks, especially the pressure to meet earnings expectations.

2. Evaluate the internal control best practices that management has implemented
to address each fraud risk. 

3. Evaluate internal auditors’ testing of the effectiveness of each fraud control.

4. Ensure that your company periodically uses a research-based tool to measure
the effectiveness of the CEO’s efforts to create the right tone at the top to pro-
mote ethical behavior and deter wrongdoing.

5. Tell management you have zero tolerance for any cooking the books. Contin-
uously evaluate management’s integrity. Even small untruths are telling.

6. Ensure that your internal auditors report directly and candidly to you and have
sufficient resources to do a world-class job.

7. Ensure that your internal auditors continually conduct financial statement and
other fraud detection tests using the latest computer-assisted methods.

8. Where possible, have your quarterly financial statements tested before re-
lease, using the latest financial statement fraud detection tools.

9. For large companies, attach a “fraud sentinel” to your computer system to de-
tect potentially fraudulent transactions on a real-time basis.

10. Have your independent auditors and fraud specialists critically evaluate the
results of these items.27
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CONCLUSION

Recently, in response to the SEC concerns regarding the quality and integrity of the
financial reporting process and responsibility of corporate governance, the NYSE
sponsored the establishment of the Blue Ribbon Committee (BRC) on Improving
the Effectiveness of Corporate Audit Committees. The BRC made recommenda-
tions regarding the oversight process of corporate governance and financial report-
ing to (1) the SEC; (2) the securities markets through the self-regulation
organizations (e.g., NASD, NYSE, AMSE); (3) publicly traded companies and
their boards of directors, audit committee, and management; and (4) the account-
ing profession. These recommendations and other initiatives on audit committees
have expanded the roles of audit committees in overseeing the achievement of re-
sponsible corporate governance and a reliable financial reporting process.

The guidelines for audit committees suggested by the BRC that can be applied to
all types of audit committees across all industry sectors are (1) the audit committee’s
important role and function for overseeing the financial reporting and audit process;
(2) objective and independent communication and information flow between the au-
dit committees and internal auditors; (3) continuous and candid discussions with ex-
ternal auditors, internal auditors, and management regarding issues involving
judgment and pertaining to corporate governance and the financial reporting process;
and (4) knowledgeable, informed, and diligent audit committee membership.
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Chapter 9

Management Responsibility

INTRODUCTION

Management plays an important role in ensuring responsible and effective corpo-
rate governance by managing the business of the corporation to create shareholder
value. Management, through the delegated authority from the board of directors,
is responsible for establishing and executing the corporate strategies, managing
the effectiveness and efficient utilization of resources, directing and coordinating
operational activities, safeguarding assets, to fulfill its responsibilities, manage-
ment design and implement sound accounting systems that provide reliable and
high-quality financial reports, establish and maintain an adequate and effective in-
ternal control system to achieve control objectives, and complying with applica-
ble laws and regulations. Management is an important member of corporate
governance, as depicted in Exhibit 9.1 This chapter presents management’s re-
sponsibility for the financial reporting process, the internal control structure, as
well as the prevention, detection, and correction of financial statement fraud.

MANAGEMENT FINANCIAL REPORTING RESPONSIBILITIES

Management is primarily responsible for the quality, integrity, and reliability of
the financial reporting process as well as the fair presentation of financial state-
ments in conformity with generally accepted accounting principles (GAAP). Man-
agement is also accountable to users of financial statements, particularly investors
and creditors, to ensure that published financial statements are not misleading and
are free of material errors, irregularities, and fraud. To effectively discharge its fi-
nancial reporting responsibility, management should (1) identify and assess the
circumstances, conditions, and factors that can lead to financial statement fraud;
(2) assess and manage the risk of financial statement fraud associated with the
identified circumstances, conditions, and factors; and (3) design and implement an
adequate and effective internal control process for prevention and detection of fi-
nancial statement fraud. This chapter presents management’s responsibility for the
financial reporting process, the internal control structure, as well as the preven-
tion, detection, and correction of financial statement fraud.

Parker and Previts (2000) examined the value drivers of publicly traded com-
panies and managerial plans and actions that created shareholder value. They iden-
tified the following value drivers that create shareholder value:

• Quality and execution of strategy

• Quality and credibility of management
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• Market share

• Industry economic outlook

• Effectiveness and efficiency of key processes

• Proper organizational structure to achieve strategy and promote flexibility

• Ability to attract and retain top talent

• Ability to research and innovate

• Ability of corporate culture to adapt to international imperatives

• Ability to develop and utilize intangibles such as networks and human capital.1

The newly designed business-reporting model should reflect these value drivers
and communicate them on a timely basis directly to all investors and creditors, in-
cluding institutional investors, investment bankers, and analysts. Such a business
reporting model is already developed and recommended by corporations and one
of the Big Five professional services firms.

MANAGEMENT’S ROLE IN FINANCIAL STATEMENT FRAUD
PREVENTION AND PROTECTION

Authoritative reports place primary responsibility for prevention and detection of
financial statement fraud with the company’s management (e.g., Treadway, 1987;
COSO, 1992).2,3 The fair presentation of financial statements is the responsibility

Exhibit 9.1. Corporate Governance and Its Functions
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of management, and, accordingly, management is responsible for the prevention
and detection of financial statement fraud. In this regard, management has the re-
sponsibility, among other things, to perform the following tasks:

• Establish and maintain a sound accounting information system in compliance
with GAAP.

• Design and implement an adequate and effective internal control system over fi-
nancial reporting.

• Ensure that the company complies with applicable laws and regulations.

• Properly record transactions in accordance with the accounting policies and
practices.

• Use appropriate and reasonable accounting estimates.

• Safeguard assets.

• Make all financial records and related financial information available to audi-
tors and fully cooperate with auditors in gathering sufficient and competent au-
dit evidence.

• Provide fair and full disclosure of financial information and relevant nonfinan-
cial information.

• Serve the interests of investors and creditors by creating and increasing the
value of their investments.

• Refrain from subordinating judgments to others, under pressure or voluntarily.

• Ensure that published financial statements are free of material misstatements
caused by errors or fraud.

• Comply with authoritative reporting standards promulgated by governing bod-
ies, as depicted in Exhibit 9.1.

MANAGEMENT MOTIVES AND INCENTIVES

Publicly traded companies can be motivated by a variety of factors to engage
in financial statement fraud. Corporations’ rewards and incentive plans focusing
on creating shareholder value motivate management to explore profit opportuni-
ties by often operating “as closely as possible to the borderline between legality
and illegality—the borderline between what is ethical and what is unethical [and]
for a variety of reasons, an individual manager or management group may cross
over the line.”4 Management is more likely to cross over the line when (1) the line
is ill-defined; (2) the perceived probable benefits outweigh the probable costs;
(3) there is tremendous internal and external pressure to show more favorable per-
formance and financial results; (4) it has the attitude toward the challenges of liv-
ing dangerously; and (5) for a broad variety of other personal satisfactions,
prestige, or self-image.

Management may be motivated to engage in financial statement fraud be-
cause its personal well-being is so closely associated with the well-being of the
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company through profit sharing, stock-based compensation plans, and other
bonuses; and management is willing to take personal risks for corporate benefit
(e.g., risk of indictment or personal, civil, and criminal penalties). Investors’ in-
vestment preferences and ownership interests can influence management’s atti-
tude and operating style. For example, management would be less likely to engage
in short-term earnings management if investors show preference for long-term re-
turn on their investments. Pressure by investors, especially short-term institutional
investors, for favorable financial performance can pressure companies to engage
in financial statement fraud.

Management is intended to make decisions in the interest of shareholders.
Thus, management is under internal and external pressure to maximize share-
holder value, as follows:

1. External pressure on financial executives to make “the numbers” each re-
porting period is the high expectation and desire to not only meet but also ex-
ceed the analysts’ consensus estimate of earnings.

2. Internal pressure on financial executives can be imposed by other senior man-
agement executives to manage earnings. Many executive compensation plans
that include stock and earnings-based incentives can increase pressure.

Financial statement fraud can be prevented and detected when companies’ finan-
cial statements are subject to thorough scrutiny.

Several studies examine motives and opportunities involved in financial
statement fraud. Dechow, Sloan, and Sweeney (1996)5 examined 92 firms that
were subject to an enforcement action by the Securities and Exchange Commis-
sion (SEC) between 1982 and 1992. They matched fraud firms with a random
sample of 92 firms that had not been charged by the SEC based on size, industry,
and year of financial statement fraud. Dechow et al. (1996) found two motives as-
sociated with fraud firms: (1) a need for external financing as proxied by whether
the firm issued securities during the three-year period subsequent to the first year
in which financial statement fraud occurred; and (2) closeness to debt covenant
constraints as measured by leverage ratio.

Dechow et al. (1996)6 found no evidence of management attempt to manipulate
earnings to improve a profit-based bonus plan or selling personal stock holdings at
an inflated price; however, they stated that a weak corporate governance structure
provides opportunities for firms to engage in illegal earnings management. Weak
corporate governance was evident by the fact that, compared to nonfraud firms, the
SEC-investigated firms (1) had more insiders on their boards of directors; (2) were
more likely to have the CEO as chair of the board; (3) were more likely to have the
founder of the firm as CEO; (4) were less likely to have an audit committee; and
(5) were not affected by being audited by a Big Six/Five professional services firms.

Beasley (1996) investigated the importance of corporate governance struc-
tures in preventing and detecting financial statement frauds by comparing the at-
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tributes of 75 firms that engaged in fraudulent financial reporting during the pe-
riod 1983 to 1991 with 75 nonfraud firms in the same period, based on their size,
industry, and stock exchange.7 Beasley (1996) found evidence indicating that the
likelihood of financial statement fraud (1) decreases when there are nonmanage-
ment directors on the board, the longer the tenure of outside directors on the board,
and the larger their ownership interest in the firm; (2) increases as the board in-
creases in size; and (3) remains the same regardless of earnings growth and the ex-
istence of an audit committee.8

McMullen (1996)9 investigated the following five types of accounting errors,
irregularities, and illegal acts: (1) shareholder lawsuits alleging management
fraud; (2) SEC enforcement actions pertaining to financial statement fraud;
(3) auditor changes resulting from accounting disagreements; (4) quarterly earn-
ings restatements; and (5) disclosure in the notes to the financial statements of il-
legal actions during the mid-1980s. McMullen (1986) found that (1) firms with
an audit committee were associated with fewer instances of unreliable financial
reporting than firms that did not have an audit committee; (2) the litigated firms
and the SEC-investigated firms were in a weaker financial position than the non-
litigated and non–SEC-investigated firms as measured by earnings growth; and
(3) the SEC-investigated firms were less likely to have a Big Eight (now Big Five
auditor).10

Results of studies on financial statement fraud are inconsistent and contro-
versial, primarily because they do not examine the organizational culture that
creates motives and opportunities for financial statement fraud. Loebbecke and
Willingham (1988)11 developed a model suggesting that financial statement
fraud is more likely to occur when (1) there is no responsible corporate gover-
nance in the sense that individuals within the firm have an attitude or a set of eth-
ical values that predisposes them to engage in fraudulent financial activities;
(2) there is a motive to commit a fraud; and (3) opportunities exist and conditions
are such that a fraud can be committed. Loebbecke, Eining, and Willingham
(1989)12 tested their model through a survey of 165 KPMG Peat Marwick audit
partners who had direct experience with financial statement fraud. The survey
shows that financial statement fraud occurs when the firm has a set of ethical val-
ues reflected by dishonest management, personality anomalies, lies and evasive-
ness, an aggressive attitude toward financial reporting, and a history of prior
years’ irregularities. The survey also reveals that the primary motive of financial
statement fraud is a combination of financial and economic pressures signified
by poor financial performance, a strong emphasis on earnings, a declining in-
dustry, and significant accounting-based contractual agreements. Loebbecke et
al. (1989)13 found that poor corporate governance, evidenced by the existence of
material related-party transactions, an inadequate and ineffective internal control
structure, and decisions dominated by one individual, provides the opportunity
for financial statement fraud. In summary, a set of acceptable accounting alter-
natives, lack of moral principles and/or ethical values, motive, opportunity, and
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lack of responsible corporate governance should all be present for firms to en-
gage in financial statement fraud.

Merchant (1987)14 conducted a panel discussion of 21 academicians and ex-
ecutives to identify the factors contributing to fraudulent and questionable finan-
cial reporting practices. The panel considered a poor organizational culture, strong
internal and external pressures, and a weak internal control structure as contribut-
ing factors to financial statement fraud. A poor organizational culture is charac-
terized by a lack of moral principles, guidance, and leadership; no internal rules,
policies, and procedures; and undue emphasis on a corporation’s best interests.
External pressures are related to environmental uncertainty, whereas internal pres-
sures are associated with profit-based bonus plans and high divisional autonomy.
A weak internal control structure exists when there are no adequate control activ-
ities, policies, and procedures or control activities are ineffective and are not func-
tioning satisfactorily as intended.

In March 1999, the Committee of Sponsoring Organizations of the Treadway
Commission (COSO) issued its report, Fraudulent Financial Reporting:
1987–1997.15 This study was conducted by three academic researchers who ex-
amined approximately 200 cases of alleged fraudulent financial reporting investi-
gated by the SEC. The researchers investigated key characteristics of corporate
governance of companies involved in alleged financial statement fraud and made
recommendations to improve corporate governance and the financial reporting
process. The findings, recommendations of the COSO Report, and their implica-
tions for the board of directors, audit committees, management, and external and
internal auditors, are addressed throughout the book and should lead to a better
understanding of financial statement fraud and ways of reducing its occurrence.

GAMESMANSHIP

The global economy and Internet-based technologies have brought new ideas, in-
ventions, and imperatives that significantly affect the business environment.
These contributory factors have affected and will continue to affect the quality and
integrity of information provided to investors. The desirability and reality of not
only meeting but also exceeding investors’ earnings expectations is often a chal-
lenge for many managers of publicly traded companies. Creating shareholder
value has become the primary goal of corporations. In achieving this goal when-
ever possible, corporate top executives may try every trick in the book to prevent
their company’s stock price from falling and to ensure they will receive a bonus
or retain their position within the company. Although most U.S. companies are at-
tempting to meet market participants’ earnings expectations through continuous
improvements in both quality and quantity of earnings, some companies have en-
gaged in unacceptable and illegitimate earnings management practices that even-
tually undermine investors’ confidence in the quality and integrity of the financial
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reporting process. This unacceptable, unethical, and illegitimate practice of earn-
ings management is viewed by the former SEC Chairperson Arthur Levitt as “a
culture of gamesmanship” between companies and security analysts and auditors.
The purpose of this game is to “push accounting” guidelines to the limit to create
the rosiest profit projections possible to meet analysts’ projections and sustain or
boost stock prices.16

Gamesmanship is defined in the American Heritage Dictionary of the English
Language as “the art of practice of using tactical maneuvers to further one’s aim
to better one’s position.”17 Gamesmanship as related to the financial reporting
process is defined by Arthur Levitt as the practice that:

[S]ays it’s okay to bend the rules, tweak the numbers, and let small but obvious and
important discrepancies slide; a gamesmanship that tells managers it’s fine to cut cor-
ners and look the other way to boost the stock price; where companies bend to the de-
sires and pressure of Wall Street analysts rather than to the reality of numbers; where
auditors are pressured not to rock the boat; and a gamesmanship that focuses exclu-
sively on short-term numbers rather than long-term performance.18

This gamesmanship or unacceptable and illegitimate earnings management has
not traditionally been considered with such scrutiny. Corporate top management
teams are now under more pressure to create shareholder value and, in turn, secure
their own positions and compensation. The gamesmanship notion motivates man-
agement to use its discretion to choose accounting principles and methods that
maximize shareholder value through practices of (1) overstating restructuring
charges and creating a buffer with which to meet future Wall Street earnings esti-
mates; (2) using acquisition accounting to overstate future earnings; (3) smooth-
ing earnings by manipulating timing recognition of charges such as loan losses and
sales returns; (4) recognizing sales before completion or when the sale is still re-
versible by customers; (5) overstating revenues and assets; and (6) deferring ex-
penses to portray earnings growth.

Players within the Gamesmanship Practice

The integrity and quality of the financial reporting process in producing useful, re-
liable, and relevant financial information makes the capital markets efficient and
vibrant. When quality information is not present within the capital markets, in-
vestors lose their confidence in the financial reporting process, which causes the
markets to be no longer efficient. To achieve quality information, many individu-
als, including management, analysts, auditors, and other market participants,
should uphold their traditional duties based on integrity and objectivity. The fol-
lowing hypothetical example illustrates the gamesmanship practice and its players.

The internal audit function of a publicly traded company, in performing a rou-
tine review of the system of internal control and in assisting management to pre-
pare quarterly financial statements, discovers a small overstatement of sales that



188 Management Responsibility

results in a 2 percent increase in earnings. The director of internal auditing brings
this overstatement to management’s attention. The top management team, includ-
ing the CEO, finds out that reversing the overstatement would mean the company
would miss the consensus analysts’ forecasts by a few cents, which would have a
significant impact on stock prices. The CEO pressures the company’s controller to
consider the recorded overstatement of sales as “immaterial” and convinces the
controller that other mistakes in reported expenses may offset this overstatement.
External auditors, in their review of quarterly financial statements, discover this
small overstatement; however, in providing negative assurance on financial state-
ments and under pressure from management, they concur with the controller that
the overstatement is “immaterial” and would not warrant modifications to the fi-
nancial statements to make them conform with GAAP. Thus, no reversal occurs
and the company meets the analysts’ forecasts.

This hypothetical example clearly describes that materiality threshold leaves
room for interpretation by management and auditors to manipulate financial state-
ments and provide misleading financial information to market participants. The
example also identifies the players in gamesmanship practice as the top manage-
ment team, including the CEO and controller, financial analysts, internal auditors,
and external auditors.

Gamesmanship has become a great concern because management failed to
provide reliable information by either not using acceptable accounting methods or
by adhering to the required accounting standards but using them to its advantage
to portray a better and rosier picture of financial positions, conditions, and per-
formance. Gamesmanship does not stop at the management level, but extends to
analysts, internal auditors, and external auditors who have detected financial state-
ment fraud and failed to report them under pressure from management. Security
analysts participate in a gamesmanship process by providing biased reporting on
how the companies are doing in estimating earnings forecasts. Analysts may, un-
der pressure, believe they are walking a tight rope of fairly assessing a company’s
performance without jeopardizing their business relationship with their client. A
potential conflict of interest may exist between security analysts and the compa-
nies they are reporting on when analysts choose to operate under the famous say-
ing, “If you can’t say anything nice, then don’t say anything at all.” Analysts’
optimistic reporting attitudes and practices encourage management to tweak the
numbers to meet these high expectations to tailored financial statements more for
the benefit of consensus estimates than to reflect the company’s financial reality.
Many analysts have made a practice to not say anything negative or controversial
about their clients because of the fear of losing their client’s business or being left
out of conference calls. Some analysts even act as a promoter or marketer of their
clients rather than independent of their parties. This approach restricts the ana-
lysts’ ability to provide fair and objective reports on the quality and quantity of
their clients’ earnings.

Internal auditors should position themselves to stand up to top executives
when they engage in financial statement fraud by reporting such incidents to the
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audit committee. External auditors should observe their professional integrity and
objectivity standards by avoiding conflicts of interest with management and not
compromising their ethical standards and responsibility to society.

Monitoring Gamesmanship

Monitoring gamesmanship is a challenge for corporate governance primarily be-
cause no one is ever certain about the actions someone else is going to take, and
not everyone can resist pressure, however, corporate governance should create
safeguards to monitor and prevent gamesmanship in order to secure the quality
and quantity of financial reports. Some of the safeguards or monitoring methods
to combat unhealthy gamesmanship are as follows:

Vigilant Oversight

Management engages in gamesmanship practice by either lowering analysts’ and
investors’ expectations below a level of actual and potential company perform-
ance or by tailoring financial reports to match market expectations to prevent any
surprises and adverse impacts on stock prices. The board of directors and audit
committee should know the company’s operations, identify operational and fi-
nancial risks, and provide safeguards to control their effects on the quality and in-
tegrity of financial reports. The vigilant oversight responsibility of both the board
of directors and the audit committee is addressed in the report of the Blue Ribbon
Committee (BRC).19 The BRC made 10 recommendations and five guiding prin-
ciples to improve the effectiveness of oversight functions of the board of directors
and the audit committee, which are thoroughly examined in Chapter 8. The BRC’s
recommendations were entirely, with slight modifications, adopted by the SEC,
NYSE, and NASD as rules in determining the qualifications, characteristics, struc-
ture, and functions of audit committees of publicly traded companies.

Materiality Threshold

Traditionally, materiality had been viewed as a matter of professional judgment by
management, auditors, and others involved with the financial reporting process re-
garding the importance of information being disclosed in financial statements. The
misperception about the materiality concept has been “anything under 5 percent is
immaterial, and this would not receive any consideration by management, audi-
tors, and market participants. To clarify this misconception, the SEC issued a staff
accounting bulletin in August 1999 to dismiss the popular misconception that
“anything under 5 percent is immaterial.” The SEC’s current position on materi-
ality issues is that “the standard for materiality remains the one provided by the
U.S. Supreme Court in 1976: a substantial likelihood that the . . . fact would have
been viewed by the reasonable investor as having substantially altered the ‘total
mix’ of information made available.20 Thus, management and auditors, in using
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their judgment in assessing materiality, should consider the point of view of in-
vestors, creditors, and other users of financial statements.

The SEC has raised concerns that some registrants have misapplied the con-
cept of materiality in the application of GAAP and assessing the effects of errors
or noncompliance with GAAP to manage earnings and meet analysts’ expecta-
tions. It has been improperly interpreted and practiced that even intentional er-
rors and amounts that fall below specified materiality thresholds should not
require adjustments. To address the SEC’s concerns, the Accounting Standards
Board of the AICPA issued SAS No. 89, Audit Adjustments.21 SAS No. 89 re-
quires the auditor to: (1) address management’s responsibility for differences that
are discovered during the audit; (2) obtain management’s written representation
that any unadjusted differences are immaterial; and (3) discuss with the audit
committee certain unadjusted audit differences that management has considered
are immaterial.

Prevention of Selective Disclosure

Management may attempt to provide security analysts with material nonpublic in-
formation in order to favorably affect their earnings forecasts of the company.
With analysts being considered as an important source of information for in-
vestors, creditors, and other market participants, they can be misled about the
company’s operating status and performance. Selective disclosure closely resem-
bles ordinary tipping and insider trading in the sense that only a fortunate few gain
an information edge from their privileged access to corporate top executives. Tip-
ping and insider trading have been and will continue to be severely punished un-
der the antifraud provisions of the federal securities laws. Until recently, the status
of issuer selective disclosure was not adequately addressed by the SEC; however,
in August 2000, the SEC approved a new rule, Regulation FD (Fair Disclosure)
that will end the practice of selective disclosure, in which officials of publicly
traded companies provide material information to Wall Street insiders (e.g., secu-
rity analysts) before making the information available to the public.22 Regulation
FD requires that when an issuer intentionally discloses material information, it
must do so publicly and not selectively.

Regulation FD, one of the three rules issued by the SEC regarding “Selective
Disclosure and Insider Trading,” defines how publicly traded companies and their
senior executives should interact with security analysts and the public in disclos-
ing material financial information. Regulation FD took effect in October 2000 de-
spite considerable efforts by several industry groups to delay its implementation.
Regulation FD is intended to reduce the perceived cozy relationship that some an-
alysts shared with top executives of some companies in determining their earnings
forecasts. With Regulation FD, the SEC is trying to level the information playing
field by refraining companies from releasing market-sensitive information to se-
curity analysts and other Wall Street insiders before disclosing such information
to the public at large.
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The SEC initiatives regarding selective disclosure and the SEC Staff Ac-
counting Bulletin 101 (revenue recognition) address the issues of fair disclosure
of financial information. Analysts may have their information channels in gather-
ing certain information that is not readily available to average shareholders. In ad-
dition, management has incentives to communicate certain information with
analysts before public announcement of information to ensure that analysts have
proper earnings expectations. Analysts often make their forecasts based on past
earnings quality and quantity as well as earnings growth. Analysts’ forecasts can
have significant impacts on stock prices primarily because analysts make projec-
tions. Companies usually target those projections and often attempt to exceed
them or otherwise suffer the consequences.

Regulation FD is intended to create a level playing field for all market par-
ticipants in terms of their access to corporate material disclosures and information.
Regulation FD would bring all market participants, regardless of the size of their
holdings, into the information loop. For example, under Regulation FD, if corpo-
rate officers wish to inform Wall Street analysts of particular information (e.g.,
meeting earnings forecasts, new discovery), the same information should be si-
multaneously disclosed to the public through a press release or other communica-
tion means. One danger of Regulation FD is that, in an attempt to protect
themselves and fearful of potential liabilities, companies may choose to dissemi-
nate fewer disclosures. This potential “chilling effect” of Regulation FD may
make the capital markets less informative and efficient.

Regulation FD addresses the potential inappropriate liability and the possible
chilling effect of information flow by limiting the implication and application of
the rules to only communications with securities professionals and holders of the
issuer’s securities when it is reasonably foreseeable that the securityholder will
trade on the information and restricting the rules to cover only communications by
senior issuer officials and those persons who typically communicate with securi-
ties analysts or securityholders. These provisions of Regulation FD clearly define
that the rules do not cover usual communications with the media or issuer’s cus-
tomers or suppliers in the normal course of business.

Auditor’s Independence

External auditors can play an important role in preventing and discouraging
gamesmanship behavior. External auditors should detect material misstatements
and gamesmanship practices and report them to the board of directors and the au-
dit committee. Auditor independence, in fact and appearance, is important for the
effectiveness of the audit process. Recently, several concerns have been raised re-
garding auditor independence, including (1) limits on types of services external
auditors can provide to their clients; (2) the structure of public accounting to as-
sure independence; (3) consequences of public ownership of accounting firms or
affiliates; and (4) affiliation of accounting firms with entities that render to audit
clients’ services that the accounting firms themselves are not permitted to provide.
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The SEC, in response to these concerns, among other things, issued Regu-
lation S-X on November 21, 2000.23 The final rule on independence addresses
(1) financial relationships; (2) employment relationships; (3) business relation-
ships; (4) scope of services; (5) contingent fees; (6) quality control standards; and
(7) proxy disclosure requirements. The new independence rule, in improving au-
ditors’ independence, codifies the existing scope of services restrictions rather
than banning an all-inclusive set of nonaudit services. The SEC’s new rules on
auditors’ independence are thoroughly examined in Chapter 11.

Improving the Conduct of an Audit

The Public Oversight Board (POB) Panel on Audit Effectiveness (2000)24 made
several recommendations to improve the effectiveness of financial statement au-
dits and, thus, reduce the incidents of financial statement fraud and gamesman-
ship practices. High-quality financial audits improve the reliability of financial
statements, enhance the quality of financial reports, and contribute to investors’
confidence in the accounting profession and the financial reporting process,
which, in turn, improves the efficiency of the capital markets. The panel recom-
mended that new accounting standards be developed to assist auditors in detect-
ing any illegal acts that may uncover gamesmanship resulting from fraudulent
activities. The panel introduced a “forensic-type audit fieldwork phase” that
should be integrated into audit planning in order to enhance the likelihood that au-
ditors will detect material financial statement fraud. Currently, external auditors,
in compliance with SAS No. 82, incorporate the risk of financial statement fraud
into the audit risk model to determine the nature, timing, and extent of audit pro-
cedures without directly aiming audit procedures to detect such fraud; however,
the panel recommended that a forensic-type fieldwork phase should become an
integral part of the auditing process, and auditors should perform test procedures
specifically aimed at detecting gamesmanship practices that may cause financial
statement fraud.

MANAGEMENT STOCK OWNERSHIP

The “moral hazard” concept of the agency theory states that whenever the top
management team owns less than a 100 percent interest in a corporation, it has in-
centives to waste, misuse, or divert corporate resources by engaging in fraudulent
financial activities. Empirical studies (Jensen and Murphy, 1990; Jensen and
Warner, 1988; Beasley, 1994)25,26,27 show that when managers hold little equity
interest in the firm, they have a greater incentive to make managerial decisions
to secure their own interest at the expense of stakeholders. Thus, the more finan-
cial interest by management in the firm, the stronger incentives to create share-
holder value and thus stronger motivation to ensure prevention and detection of
financial statement fraud that may adversely affect shareholder wealth. These
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studies suggest that management ownership in the firm should be viewed as a con-
trol mechanism in the sense that managers will be more motivated to create share-
holder value and will have less incentive to engage in self-interested activities in
an attempt to expropriate stockholder wealth.

Empirical studies find that when managers hold a significant amount of their
wealth in the company’s stock, they are motivated and better able to maximize the
company’s value by creating shareholder value. Several proactive and reactive
mechanisms can provide reasonable assurance that the interest of the top man-
agement team conforms and aligns with that of shareholders. If shareholders are
dissatisfied with management performance, they can sell their shares, which
would be lower than corporate stock prices. The shareholder actions to sell short
and, thus, lowering stock prices, have two monitoring implications for manage-
ment. First, lower stock prices directly and adversely affect management wealth
when management stock ownership is substantial. Second, when stock prices are
becoming consistently low, even the worst-managed companies become attractive
takeover candidates, which increases the probability of the replacement of the
managers of the target company. Thus, the top management team has incentives
to manage earnings by disclosing information that increases or creates shareholder
value. Thus, shareholders must be convinced that corporate financial reports are
reliable and accurate.

The negative correlation is expected to exist between the percentage of man-
agement ownership in the firm and the extent of financial statement fraud. When
management has a long-term and high-stake ownership in the firm and believes
that the probability of detection of financial statement fraud would be high, it
would be reluctant to engage in fraud that would have an adverse affect on its
stockholdings. Alternately, the probability of financial statement fraud would be
higher when management has a low-stake financial interest, a short-term invest-
ment horizon, and believes that the probability of detection is low. Thus, manage-
ment may be engaging in financial statement fraud when the perceived benefits
from the fraudulent financial activities, including earnings management, exceed
the cost of a decline in the value of its stockholdings when the fraud is detected
and disclosed.

MANAGEMENT POWER

Management may attempt to exert power to override the board of directors’ abil-
ity to effectively exercise its monitoring role, especially when mangement is given
the power to control the board of directors. For example, appointment of the chief
executive officer (CEO) as the chairperson of the board of directors gives author-
ity to the CEO to determine who is on the board of directors. Outside directors’
ties to management and the CEO are usually stronger than the ties to shareholders
primarily because of their interest in maintaining board of director seats (Patton
and Baker, 1987).28 In cases when the CEO serves as a chairperson for the board
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of directors, the CEO determines the board agenda and information provided to
the board, which may prevent outside directors from contributing effectively to the
monitoring and evaluation of the CEO and other top management (Jensen,
1993).29

The function of the chairperson of the board is typically to manage the board
and oversee the process of hiring, firing, evaluating, and compensating the CEO.
In situations when these two positions are held by one person, a conflict of inter-
est may arise, which makes it difficult for the board to effectively discharge its
monitoring role of managerial decisions and actions. Thus, the separation of deci-
sion management (e.g., CEO, president) and decision control (e.g., chair of the
board of directors) can play an important role in ensuring responsible corporate
governance and a reliable financial reporting process. Another factor that can be
significant in evaluating the effectiveness of the board of directors’ monitoring
role is the extent of the CEO’s tenure of service on the board of directors. Herma-
lin and Weisbach (1988)30 found evidence indicating that an established CEO has
relatively more power than a new CEO. Thus, a tenured and experienced CEO can
use the seniority status to override monitoring by outside directors and, given the
opportunity and motivation, can engage in financial statement fraud.

INTERNAL CONTROL FUNCTION

The sufficiency and effectiveness of the internal control structure play an impor-
tant role in preventing and detecting financial statement fraud. Public reporting by
management on internal controls and external auditors’ assurance report could re-
duce the incidence of financial statement fraud and enhance public confidence in
the integrity and reliability of financial reports.

Internal controls are the major components of the company’s corporate gov-
ernance to achieve operational efficiency and effectiveness, preparation of reliable
financial reporting, compliance with applicable laws and regulations, and safe-
guarding assets. Despite the importance of the internal control structure, there are
currently no requirements that management include a report on internal controls
in its annual reports or auditors provide assurance on such a report; however, re-
cently some companies have voluntarily included a management report on the in-
ternal control system and auditors’ opinion on the adequacy, effectiveness, and
inherent limitations of such a system in their annual reports to shareholders.

The 1992 COSO Report and Statement on Auditing Standards (SAS) No.
7831,32 define internal control as “a process—affected by an entity’s board of di-
rectors, management, and other personnel—designed to provide reasonable as-
surance regarding the achievement of objectives in the following categories:
(a) reliability of financial reporting; (b) effectiveness and efficiency of operations;
and (c) compliance with applicable laws and regulations.” Exhibit 9.2 depicts
these three categories of internal control objectives and the five related compo-
nents. Although management is concerned with achieving objectives in all three
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Exhibit 9.2. Internal Control Structure
Definition

Functions

Objectives

Components

Efficiency and
Effectiveness of

Operation

Compliance with
Applicable Laws
and Regulations

Safeguarding
Assets

Reliability
of Financial 

Reporting

Related To

Internal Control is a process

   Corporate Governance                      Financial Reporting Process

Control Environment
Control Activities
Risk Assessment
Information and
Communication

Monitoring

categories, independent auditors’ main focus is on the company’s reliability of fi-
nancial reporting, including safeguarding assets and compliance with applicable
laws and regulations. Internal control is a dynamic process that requires continu-
ous assessment and improvement to achieve the intended objectives. Like any
other system, the internal control system cannot be perfect and is subject to inher-
ent limitations of circumvention of controls through collusion, management over-
ride of the control system, and inefficiency in implementation. In an environment
where these limitations exist, the internal control system cannot prevent and de-
tect all errors, irregularities, and frauds on a timely basis during the normal course
of performing business functions. Thus, the internal control system provides only
reasonable assurance that the intended control objectives will be achieved. Five
components of the internal control structure depicted in Exhibit 9.2 are as follows:

1. Control environment, which sets the tone of the organization, provides disci-
pline and structure, and is the foundation for all of the other components of
internal controls. Management sets the “tone at the top” through its philoso-
phy, operating style, ethical values, professional attitude, and example. The
control environment influences the control consciousness of the company’s
personnel and includes the following elements: integrity and ethical values,
commitment to competence, the board of directors and its representative au-
dit committee, management’s philosophy and operating style, assignment of
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authority and responsibility, human resources policies and practices, and cor-
porate organizational structure.

2. Risk assessment involves identification and analysis of all relative risks, de-
termination of their possible effects on achieving the three categories of con-
trol objectives, and management and minimization of the risks to a prudent and
manageable level. Risk factors are dynamic and vary in response to changes
in the business environment and circumstances. Thus, management should
reevaluate and reassess risks in a timely manner to minimize their effects on
operations and the financial reporting process. The following circumstances
present some of the risks management must consider in its risk assessment,
globalization of operations, use of technological advances, changes in operat-
ing environment, new personnel, new or revamped information systems, rapid
growth, new products or activities, and corporate restructuring.

3. Control activities are managerial policies and procedures designed to achieve
the three categories of control objectives. Control activities are designed to
manage and mitigate the risks assessed by management, and they are related
to each category of control objectives.

4. Information and communication component is the “central nervous system”
of the internal control structure. Management, through this system, commu-
nicates its objectives, goals, and related policies and procedures to all indi-
viduals within the company and receives feedback from them regarding the
assigned responsibilities and the achievement of planned objectives. Man-
agement should maintain an effective and efficient information and commu-
nication system to ensure proper dissemination of relevant information.

5. Monitoring component refers to the periodic and/or continuous assessment of
the performance of the internal control structure. Management should moni-
tor the internal control system to ensure its adequacy and effectiveness in
achieving the intended objectives. Monitoring should provide feedback to
management in a timely manner to determine whether internal control activ-
ities are functioning as intended and changes are made as needed.

Management’s Responsibility for Internal Controls

Management is primarily responsible for the fair presentation of financial state-
ments. This involves adopting a sound accounting information system that con-
forms to GAAP in reflecting fair presentation of operating results, financial
position, and cash flows; and establishing and maintaining an adequate and effec-
tive internal control system to achieve the three categories of control objectives
discussed in the previous section, particularly those related to the reliability of fi-
nancial statements. In following its internal control responsibilities, management
sets the “tone at the top” that is ethical, aimed at creating and increasing share-
holder value, and promotes reliable financial reports. Risk assessment and risk
management of operations and financial reports are also the responsibilities of
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management. The company’s information systems should be properly designed,
maintained, and supervised by management. In addition, management is respon-
sible for the timely monitoring of the entire internal control system to ensure that
internal control objectives are being achieved and required changes are made as
necessary.

Management Report on Internal Controls

Publicly traded companies are not currently required to issue a management report
on internal controls; however, many companies include a management report on
internal controls in their annual reports to shareholders. The content of such a re-
port varies considerably, but it is centered around the adequacy and effectiveness
of the system of internal controls. The Committee of Sponsoring Organizations
(COSO) of the National Commission on Fraudulent Financial Reporting issued a
report in 1992 entitled “Internal Control—Integrated Framework,” which offers
guidance on how voluntary management report on internal control should be pre-
pared. The COSO Report33 suggests that management include a report on internal
controls addressing the following issues: (1) financial statement presentation;
(2) the nature, objectives, components, and possible limitations of the company’s
internal controls; (3) the role of the audit committee in overseeing the internal con-
trol structure; (4) the role of the internal audit functions in assessing the adequacy
and effectiveness of the internal control system; and (5) the role of independent
auditors in determining the adequacy and effectiveness of the internal control sys-
tem in promoting operational efficiency and effectives, producing reliable finan-
cial statements, and ensuring adherence to applicable laws and regulations.

Several studies (e.g., Raghunandan and Rama, 1994; Willis and Lightle,
2000)34,35 examined the content, nature, and structure of the existing voluntary
management report on internal control issued by large companies. Exhibit 9.3 pro-
vides a sample management report on internal controls. The following issues are
commonly addressed in management reports on internal controls:

1. Discussion of fair presentation of financial statements in conformity with
GAAP.

2. Description of the nature and purposes of the internal control structure in pro-
viding reasonable assurance regarding reliable financial reporting, safeguard-
ing assets, promoting ethical conduct, promoting operational efficiency and
effectiveness, encouraging compliance with applicable laws and regulations,
including adherence to managerial policies and procedures, and preventing,
detecting, and correcting financial statement fraud.

3. Specification of components of the internal control structure, including an in-
ternal audit function, the implementation of polices and procedures, the se-
lection and training of competent personnel, and the segregation of duties.

4. Continuous monitoring of the internal control structure, including control ac-
tivities, internal control environment, and code of business conduct.



198 Management Responsibility

Exhibit 9.3. Management Report on Internal Control

Addressee

Management of NZR Inc. has established and maintains a system of internal control that
provides reasonable assurance as to the integrity and reliability of the financial
statements, the protection of assets from unauthorized use or disposition, and the
prevention and detection of fraudulent financial reporting. The system of internal control
provides for appropriate division of responsibility and is documented by written policies
and procedures that are communicated to employees with significant roles in the financial
reporting process and updated as necessary. Management continually monitors the system
of internal control for compliance. The corporation maintains a strong internal auditing
program that independently assesses the effectiveness of the internal controls and
recommends possible improvements thereto. In addition, as part of its audit of the
corporation’s financial statements, NZR Inc. completed a study and evaluation of selected
internal accounting controls to establish a basis for reliance thereon in determining the
nature, timing, and extent of audit tests to be applied. Management has considered the
internal auditor’s and NZR Inc.’s recommendations concerning the corporation’s system
of internal control and has taken actions that we believe are cost-effective in the
circumstances to respond appropriately to these recommendations. Management believes
that, as of December 31, 20xx, the corporation’s system of internal control is adequate
and effective to accomplish the objectives discussed herein.

Signature
Chief Executive Officer

Signature
Chief Financial Officer

(and/or)
Signature

Controller

Source: This report is extracted from Management’s Report on Responsibility for Financial Reporting.
Available at http://www.COSO.org/Publications/NCFFR_Part_12.htm.

5. Discussion of the adequacy and effectiveness of the internal control system in
providing reasonable assurance in achieving its prescribed objectives, includ-
ing the inherent limitation of internal controls and cost-benefit considerations.

6. Recognition of the role of the internal audit function in monitoring compli-
ance with established managerial policies and procedures, assessment of their
effectiveness, and any recommendations provided by internal auditors to im-
prove controls and correct deficiencies.

7. Reference to the existence of an audit committee consisting of independent
members who meet regularly with the independent auditor, the internal audit
director, and management. The report also stated functions of the audit com-
mittee and that the director of the internal audit function and the independent
auditor had full and free access to the audit committee.
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8. Reference to the independent audit and the audit report in the annual report.
Many of management reports on internal controls made redundant remarks
regarding the independent audit report, such as that the audit was conducted
in accordance with GAAS and appropriate tests of accounting procedures and
records were performed, financial records and minutes were made available
to the independent auditor.

9. Most studied management reports on internal controls were signed by the
Chief Executive Officer (CEO) and the person directly responsible for finan-
cial reporting, such as the Chief Financial Officer (CFO) or Chief Account-
ing Officer (CAO).

Management reports on internal controls are prepared and published to serve a va-
riety of purposes, including the following:

1. Communicating to investors, creditors, and other users of the report the ade-
quacy and effectiveness of the internal control system in ensuring the achieve-
ment of the company’s objectives.

2. Discussing the company’s efforts to safeguard its resources and reach its
strategic goals.

3. Clarifying the role of the audit committee, its functions, responsibilities, and
compositions.

4. Emphasizing that the company’s internal control system provides reasonable
assurance regarding achievement of intended goals and objectives.

5. Describing how the company uses its independent audit services to assist in
managing or assessing the internal control system.

6. Discussing that an adequate and effective internal control system can assist in
preventing, detecting, and correcting material misstatements in financial re-
ports caused by errors and fraud.

MANAGEMENT ATTITUDE TOWARD FINANCIAL 
STATEMENT FRAUD

Lawmakers, including the SEC federal regulators, hold Enron Corporation’s man-
agement and its auditor Andersen responsible for lack of adequate financial disclo-
sures on risks associated with Enron’s private partnerships known as Special
Purpose Entities (SPEs). Enron has already filed for Chapter 11 bankruptcy reor-
ganization, which was the largest bankruptcy filing in U.S. history, and is planning
to restructure its way out of bankruptcy-court protection within a year. Congress
criticized Enron’s management and Andersen for misleading investors and started
an investigation at a joint hearing of two House Financial Services subcommittees.
Andersen claimed that it has been misled by Enron’s management over these part-
nerships on the grounds that Enron withheld information from its auditor. Recently,
Holmes et al. (2000)36 examined the relationships between management attitude
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and specific dimensions of fraud schemes by comparing frauds that were uncov-
ered in organizations where management had implemented and supported internal
control systems (SUPPORTIVE) with frauds that occurred in organizations where
management was perceived to display a lax attitude towards internal controls
(LAX). Holmes et al. (2000) attempted to provide answers to the following three
simple but important financial statement fraud–related questions:

1. Does the relationship of the fraud perpetrator to the victim entity differ be-
tween SUPPORTIVE organizations and LAX organizations?

2. Does the nature of the fraud schemes used to commit the crime differ between
SUPPORTIVE organizations and LAX organizations?

3. Does the method of fraud detection differ between SUPPORTIVE organiza-
tions and LAX organizations?37

Holmes et al. (2000)38 found that (1) employees were more likely to be the per-
petrator of fraud in organizations where management displayed a lax attitude to-
ward internal controls; (2) a lax attitude by top management toward internal
controls encourages unethical behavior on the part of employees, which may re-
sult in fraudulent financial activities; (3) more red flags were identified in LAX
organizations than SUPPORTIVE organizations before the fraud was detected;
(4) perpetrators in organizations with lax attitudes were being prosecuted at the
same rate and as severely as in organizations that supported internal controls; and
(5) LAX organizations were more likely to fine or transfer perpetrators to dis-
courage the frauds to occur.

CONCLUSION

Management is an important member of the corporate governance structure and is
responsible for ensuring effective corporate governance to create shareholder
value. Management is also responsible for the quality, integrity, and reliability of
the financial reporting process in producing financial statements free of material
misstatements caused by errors and fraud. Management may be motivated to en-
gage in financial statement fraud because its personal well-being is so closely as-
sociated with the well-being of the company through profit-sharing, stock-based
compensation plans, and other bonuses; and management is willing to take per-
sonal risks for corporate benefit; however, financial statement fraud can be pre-
vented and detected when a company’s financial reporting process is subject to
thorough scrutiny by the board of directors, the audit committee, internal auditors,
external auditors, and governing bodies, as discussed in this chapter. Nevertheless,
the presence of a “gamesmanship” environment enables management to use its
discretion to choose accounting practices that portray the rosiest earnings projec-
tions to meet analysts’ forecasts to sustain or boost stock prices. This chapter pro-
vides guidelines in monitoring this perceived gamesmanship and making financial
statements free of material misstatements caused by errors and fraud.



Endnotes 201

ENDNOTES

1. Parker, L.M., and G.J. Previts. 2000. “The Tyranny of the Analysis: Value Dri-
ving Information.” Research in Accounting Regulation 14:265–268.

2. National Commission on Fraudulent Financial Reporting (NCFFR) (The Tread-
way Commission). 1987. Report of the National Commission on Fraudulent Financial Re-
porting. New York: AICPA.

3. Committee of Sponsoring Organizations of the Treadway Commission (COSO).
1992. Internal Control-Integrated Framework. New York: COSO.

4. Saunders, D.R. 1978. Psychological Perspectives on Management Fraud. In
Management Fraud: Detection and Deterrence, co-authored by R.K. Elliot and J.J. Will-
ingham. 1980. New York: Petrocelli Books:108.

5. Dechow, P.M., R.G. Sloan, and A.P. Sweeney. 1996. “Causes and Consequences
of Earnings Manipulations: An Analysis of Firms Subject to Enforcement Actions by the
SEC.” Contemporary Accounting Research (Spring): 1–36.

6. Ibid.
7. Beasley, M.S. 1996. “An Empirical Investigation of the Relationship Between

Board of Directors Composition and Financial Statement Fraud.” The Accounting Review
(October): 443–465.

8. Ibid.
9. McMullen, D.A. 1996. “Audit Committee Performance: An Investigation of the

Consequences Associated with Audit Committee.” Auditing: A Journal of Practice & The-
ory (Spring): 87–103.

10. Ibid.
11. Loebbecke, J.K., and J.J. Willingham. 1988. Review of SEC Accounting and Au-

diting Enforcement Releases. Working paper.
12. Loebbecke, J.K., M.M. Eining, and J.J. Willingham. 1989. “Auditors’Experience

with Material Irregularities: Frequency, Nature, and Detectability.” Auditing: A Journal of
Practice & Theory (Fall): 1–18.

13. Ibid.
14. Merchant, K.A. 1987. Fraudulent and Questionable Financial Reporting: A Cor-

porate Perspective. Morristown, NJ: Financial Executives Research Foundation.
15. Beasley, M.S., J.V. Carcello, and D.R. Hermanson. 1999. Fraudulent Financial

Reporting: 1987–1997, An Analysis of U.S. Public Companies. New York: COSO.
16. Anonymous. 2000. “Fudge Has No Place in Financial Reports.” Investment News

(April 3, V4, p. 16).
17. American Heritage Dictionary of English Language. 1992. New York: Houghton

Mifflin Company.
18. Levitt, A. 1999. “Quality Information: The Lifeblood of Our Market.” Speech

given to The Economic Club of New York by SEC Chairman on October 18. Available:
www.sec.gov/news/speeches/spch304.htm

19. Blue Ribbon Committee (BRC) on Improving the Effectiveness of Corporate Au-
dit Committees. 1999. Report and Recommendations of the Blue Ribbon Committee on Im-
proving the Effectiveness of Corporate Audit Committees. New York: NYSE and NASD.

20. Porter, D. 1999. “SEC Ready to Crack Down on Accounting Games.” Crain’s
Cleveland Business (September 20): 28.

21. American Institute of Certified Public Accountants. 2000. Statement on Auditing
Standards (SAS) No. 89. Auditing Adjustments. AICPA: New York.



202 Management Responsibility

22. Securities and Exchange Commission. “Final Rule: Selective Disclosure and In-
sider Trading.” Available: www.sec.gov/rules/fraud/33-7881.htm

23. Securities and Exchange Commission. 2000. Final Rule: Revision of the Commis-
sion’sAuditor Independence Requirements.Available: www.sec.gov/rules/final/33-7919.htm

24. Public Oversight Board (O’Malley Panel). 2000. The Panel on Audit Effective-
ness Report and Recommendations. Stamford, CT (August).

25. Jensen, M.C., and K. Murphy. 1990. “Performance Pay and Top Management In-
centives.” Journal of Political Economy. 98: 225–264.

26. Jensen, M.C., and J.B. Warner. 1988. The Distribution of Power Among Corpo-
rate Managers, Shareholders, and Directors. Journal of Financial Economics. 20:3–24.

27. Beasley, M.S. 1994. “An Empirical Analysis of the Relation Between Corpo-
rate Governance and Management Fraud.” UMI Dissertation Services, Michigan State
University.

28. Patton, A., and J. Baker. 1987. Why Do Not Directors Rock the Boat? Harvard
Business Review. 65: 10–12.

29. Jensen, M.C. 1993. “The Modern Industrial Revolution, Exit, and the Failure of
Internal Control Systems.” The Journal of Finance (July): 831–880.

30. Hermalin, B., and M.S. Weisbach. 1988. “The Determinants of Board Composi-
tion.” The Rand Journal of Economics (Winter): 589–606.

31. Committee of Sponsoring Organizations of the Treadway Commission (COSO).
1992. Internal Control-Integrated Framework. New York: COSO.

32. American Institute of Certified Public Accountants (AICPA). 1995. Statement on
Auditing Standards (SAS) No. 78. Consideration of Internal Control in a Financial State-
ment Audit. AICPA New York, NY.

33. Committee of Sponsoring Organizations of the Treadway Commission (COSO).
1992. Internal Control-Integrated Framework. New York: COSO.

34. Raghunandan, R., and D.V. Rama. 1994. Management Reports After COSO: In-
ternal Auditor (August): 54.

35. Willis, D.M., and S.S. Lightle. 2000. “Management Reports on Internal Con-
trols.” Journal of Accountancy (October): 57.

36. Holmes, S.A., M. Langford, O.J. Welch, and S.T. Welch. 2000. An Investigation
of the Relationship Between Organizational Citizenship and the Characteristics of Fraud.
Working paper, Texas A&M University.

37. Ibid.
38. Ibid.



203

Chapter 10

Role of the Internal Auditor

INTRODUCTION

Internal auditors have made steady progress over the past 50 years and will con-
tinue to grow to accommodate an ever-changing business environment. Internal
auditors are currently providing audit services for managers at all levels as well as
for the board of directors and the audit committee. Internal auditors have become
a training ground for top executives including the audit committee members; how-
ever, internal auditors’ primary responsibility is to assist management at all levels
to fulfill their responsibilities by (1) assessing the efficiency, effectiveness, and
economy of management performance; (2) making constructive suggestions to
continuously improve performance; and (3) monitoring the quality, integrity, and
reliability of the financial reporting process. This chapter discusses the role of the
internal auditors in corporate governance, the financial reporting process, the in-
ternal control structure, and the prevention, detection, and correction of financial
statement fraud.

INTERNAL AUDITORS AND CORPORATE GOVERNANCE

Internal auditors’ responsibility for preventing and detecting  financial statement
fraud has been extensively disputed in the accounting literature. Internal auditors
are an important part of corporate governance, as depicted in Exhibit 10.1, and are
properly positioned to ensure responsible corporate governance and a reliable fi-
nancial reporting process. Internal auditors’day-to-day involvement with both op-
erational and financial reporting systems and the internal control structure provide
them with the opportunity to perform thorough and timely assessment of high-risk
aspects of the financial reporting process. Nevertheless, the effectiveness of inter-
nal auditors to prevent and detect financial statement fraud depends largely on
their organizational status and reporting relationships.

Financial statement fraud is normally perpetrated by the top management
team, and internal auditors often find themselves in adversarial relationships when
they discover such fraud; however, several Statements on Internal Auditing Stan-
dards (SIAS) are issued to provide guidance for internal auditors to protect the in-
tegrity, reliability and quality of the financial reporting process. Internal audit
standards issued by the Institute of Internal Auditors (IIA) require that internal au-
ditors should be alert to the possibility of intentional wrongdoing, errors, irregu-
larities, fraud, inefficiency, conflicts of interest, waste, and ineffectiveness in the
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normal course of conducting an audit. Internal auditors are also required to inform
the appropriate authorities within the organization regarding suspected wrongdo-
ing and follow up to ensure that proper actions are taken to correct the problem.

INTERNAL AUDITORS’ RESPONSIBILITIES

Internal auditors must play a proactive role in preventing and detecting financial
statement fraud, primarily because of their active involvement in the company’s
internal control structure and organization status. Unlike external auditors, inter-
nal auditors’ effectiveness in preventing and detecting financial statement fraud is
not constrained by time budgets and the high costs of expanding their examination
of managerial policies and procedures and tests of controls. Internal auditors are
in the best position to continuously monitor the company’s internal control struc-
ture by identifying and investigating red flags that could signal the likelihood of
financial statement fraud. Internal auditors’ appropriate position in the organiza-
tional structure, proper training, their knowledge of personnel, familiarity with
managerial policies and operating procedures, and understanding of business con-
ditions and the internal control environment enable them to identify and assess red
flags signaling the possibility of financial statement fraud.

The role of internal auditors in preventing and detecting financial statement
fraud is sufficiently addressed in the authoritative reports and professional stan-
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dards. The Treadway Commission report (1987)1 recommends that internal audi-
tors should take an active role in preventing and detecting financial statement
fraud. Statement on Internal Auditing Standards (SIAS) No. 32 requires internal
auditors to take a proactive role in preventing and detecting financial statement
fraud by identifying qualitative red flags that signal the possibility of fraud, in-
vestigating symptoms of fraud, and reporting their findings to the audit commit-
tee or other appropriate level of management.

Financial statement fraud is often perpetrated by top management teams,
which are at the level beyond that typically audited by internal auditors. Internal
auditors, however, during their normal course of audit may become aware of fraud
systems that may affect the quality, integrity, and reliability of financial state-
ments. In these instances, internal auditors should thoroughly investigate the like-
lihood of financial statement fraud and inform the audit committee regarding the
probability of financial statement fraud. Thus, a close working relationship be-
tween the audit committee and the internal audit function, particularly private
meetings between the chairperson of the audit committee and the chief internal
auditor, can improve the quality of financial statements and reduce the likelihood
of financial statement fraud.

Internal auditors’ working relationship with external auditors can get internal
auditors’ involvement with the financial reporting process at the highest level of
consolidation. Thus, internal auditors are indirectly participating in the final
preparation of financial statements through their close coordination and coopera-
tion with external auditors. This situation creates an opportunity for internal audi-
tors to take an active role in ensuring the integrity, quality, and reliability of the
financial reporting process; however, new reports (e.g., Blue Ribbon committee,
1999; COSO 1999)3,4 encourage internal auditors to take an active role in assess-
ing the quality, reliability, and integrity of the financial reporting process.

The following suggestions can enhance the active role of internal auditors in
the financial reporting process and thus, their role in preventing and detecting fi-
nancial statement fraud:

• Schedule meetings between the chief internal auditor and the audit committee
regarding the financial reporting process.

• Establish a consolidated financial statement audit function consisting of the au-
dit committee, internal auditors, external auditors, and top management team
periodically assessing the quality, reliability and integrity of financial reporting
process.

• Organize close cooperation and coordination of the work of external auditors
with internal auditors through an integrated audit planning process consisting of
the exchange of audit plans, programs, findings, and reports.

• Require that internal auditors report their audit findings related to financial
statement preparation, especially when there are symptoms of financial state-
ment fraud, to the audit committee or the board of directors.

Internal Auditors’ Responsibilities 205



206 Role of the Internal Auditor

• Report to applicable regulatory agencies or even the shareholders upon failure
of the audit committee to act on financial statement fraud findings of internal
auditors.

• Enhance the status of internal auditors as a part of corporate governance
through the higher-level reporting relationship, more access to the audit com-
mittee, career development plans for necessary experience, training and knowl-
edge, and sufficient resources to improve internal auditors’ role in the financial
reporting process and their effectiveness in preventing and detecting financial
statement fraud.

• Assess the adequacy and effectiveness of the internal control structure in gen-
eral, and internal controls over the financial reporting process in particular.

• Evaluate the quality of the financial reporting process, including a review of
both annual and quarterly financial statements filed with the SEC and other reg-
ulatory agencies.

• Participate with the audit committee and external auditors in reviewing man-
agement’s discretionary decisions, judgment, selection, and accounting princi-
ples and practices as related to the preparation of financial statements.

• Assess the risks and control environment pertaining to the financial reporting
process by ensuring that financial reporting risks are identified and related con-
trols are adequate and effective.

• Review risks, policies, and procedures and controls pertaining to the quality, in-
tegrity, and reliability of financial reporting.

• Monitor compliance with the company’s code of corporate conduct to ensure
that compliance with ethical policies and other related procedures promoting
ethical behavior is being achieved. The tone set by management encouraging
ethical behavior can be the most effective factor in contributing to the integrity
and quality of the financial reporting process.

INTERNAL AUDIT FRAUD STANDARDS

Statement on Internal Auditing Standards (SIAS) No. 3 describes the internal au-
ditors’ responsibility for fraud deterrence as “examining and evaluating the ade-
quacy and effectiveness of the system of internal control, commensurate with the
extent of the potential exposure/risk in the various segments of the organization’s
operations.”5 According to SIAS No. 3, internal auditors should identify indica-
tors of fraud and, when deemed necessary, conduct an investigation to determine
whether a fraud has actually been committed.

SIAS No. 3 provides guidance relating to the internal auditors’ responsibil-
ity for deterrence, detection, investigation, and reporting of fraud. Thus, stan-
dards clearly state that deterrence of fraud is the responsibility of management.
Internal auditors, however, should assess the adequacy and effectiveness of ac-
tions taken by management in discharging this obligation. Regarding the detec-
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tion of fraud, SIAS No. 3 is vague about the responsibility of internal auditors.
On the one hand, it states that internal auditors should have adequate knowledge
of fraud to be able to identify symptoms of fraud and perform audit procedures to
detect fraud incidents. On the other hand, it indicates (1) that internal auditors are
not expected to have knowledge equivalent to that of a person whose primary re-
sponsibility is to detect and investigate fraud; and (2) the routine audit procedures
performed by internal auditors are not expected to discover fraud. SIAS No. 3
suggests that fraud investigations be performed by a team consisting of internal
auditors, lawyers, investigators, security personnel, and other specialists from in-
side or outside the organization. Internal auditors’ responsibilities regarding fraud
investigation are to (1) determine whether adequate and effective internal con-
trols are in place to discover fraud; (2) design audit procedures to discover simi-
lar occurrence of similar frauds in the future; and (3) obtain adequate knowledge
of investigating similar fraud.

SIAS No. 3 states the following responsibilities of internal auditors for de-
tecting fraud. First internal auditors should obtain sufficient knowledge and un-
derstanding of fraud to be able to identify conditions that may indicate existence
of red flags that fraud might have occurred. Conditions presented in this article
should be useful to internal auditors identifying red flags indicating likelihood of
the commission of financial statement fraud. Second, internal auditors should
study and evaluate corporate structure to identify opportunities, such as a lack of
vigilant and effective corporate governance, and weaknesses in internal control
structure that could allow the commission of financial statement fraud given the
existence of adequate incentives. Third, internal auditors should evaluate choices
made by fraudsters in perpetrating financial statement fraud and decide whether
those choices provide further indications (red flags) and what actions should be
taken. The 3Cs factors of conditions, corporate structure, and choices discussed in
Chapter 4 should assist internal auditors to identify the potential fraudulent red
flags and develop a risk model to prevent and detect financial statement fraud. In-
ternal auditors’ involvement in the routine activities of their organization and in-
ternal control structure place them in the best position to identify and assess
indicators (red flags) that may signal financial statement fraud.

Finally, internal auditors should inform the appropriate authorities within the
organization regarding the possibility of occurrence of financial statement fraud.
There are two different channels, internal and external, for communicating sensi-
tive issues such as financial statement fraud. The internal channel refers to dis-
closing fraud to appropriate authorities within the organization such as top
executives, the audit committee, and the board of directors. External channels can
be used to communicate fraud to those outside of the organization including me-
dia, external auditors, and authoritative bodies (i.e., SEC). Existing internal audit-
ing standards refrain internal auditors from disclosing any wrongdoing including
fraud to a party outside of their organizations. 

The internal audit function can protect companies from  financial statement fraud
when internal auditors are effective in the following three areas: (1) preventing
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financial statement fraud through adequate and effective internal control systems;
(2) detecting financial statement fraud by performing internal audit functions; and
(3) reporting detected financial statement fraud to the top management team and the
audit committee. Thus, the internal audit function plays a crucial role in preventing
and detecting financial statement fraud.

THE EFFICACY OF INTERNAL AUDIT IN FINANCIAL STATEMENT
FRAUD PREVENTION AND DETECTION

Internal auditors can be viewed as a first-line defense against fraud because of
their knowledge and understanding of their organization’s control structure and
business environment. Thus, they are well positioned to prevent and detect all
types of frauds, including employee fraud and embezzlement and management or
financial statement fraud; however, there are several reasons to believe that inter-
nal auditors may be reluctant to report negative managerial information such as fi-
nancial statement fraud, primarily because of the organizational structure and
chain-of-command relationships. In most companies, top management teams
(e.g., senior management) often make hiring, promotion, performance evaluation,
and firing decisions of the chief internal auditors. This may create conflicts of in-
terest in a sense that internal auditors must risk their job and career to report of-
fenses by senior management. The Treadway Report, in recognizing this problem,
recommended that the appointment and dismissal of the director of the internal au-
dit department be handled by the audit committee or the board of directors.

Recent studies (e.g., Abbott and Parker, 2000; Raghunandan, Reed, and
Rama, 2001; Chadwick, 1995; Kalbers, 1992; McHugh and Raghunandan,
1994)6–10 reveal that (1) most companies allow senior management to hire and fire
the chief internal auditor without involvement from the audit committee; (2) most
internal auditors indicate that they would not report any incidents offensive to the
top management team, including financial statement fraud, because they would
probably be fired and never find an internal audit job; (3) access to the audit com-
mittee is often restricted and private meetings with the audit committee are not
possible; and (4) senior management usually determines the resources for the in-
ternal audit function, including the size of the internal audit staff and budget,
which makes the internal auditor reluctant to report problems, especially manage-
ment fraud, to the audit committee.

Internal auditors, however, are privy to both formal and informal lines of com-
munication in the company and, accordingly, are more likely to have a competitive
advantage in financial statement fraud prevention and detection compared to exter-
nal auditors. External auditors are constrained by the time and budgets determined
in a competitive market and by the high cost and, therefore, they cannot be effective
in identifying red flags that may signal the existence of financial statement fraud.
With adequate training and the proper position in the organizational hierarchy, in-
ternal auditors may be in the best situation to identify and assess symptoms that
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could signal financial statement fraud. More routine involvement of internal audi-
tors with business conditions, the financial reporting process, and the internal con-
trol structure could considerably improve their effectiveness as fraud investigators.

External auditors have traditionally been held responsible for detecting finan-
cial statement fraud; however, internal auditors are in the best position to discover
financial statement fraud. Internal auditors’ financial statement fraud deterrence ac-
tivities consist of actions taken to prevent and discourage financial statement fraud
and limit the opportunities for fraud and to assess the company’s exposure to fraud.
SIAS No. 3 states that the principal mechanism for deterring financial statement
fraud by internal auditors is control. Although management is primarily responsible
for designing and maintaining an adequate and effective internal control system, in-
ternal auditors should assist management in ensuring the effectiveness of such a sys-
tem in deterring financial statement fraud. Internal auditors should (1) assess the
soundness of the company’s internal control environment in setting the “tone at the
top” in creating an environment for high-quality financial reports; (2) ensure that
management expectations regarding financial performance (e.g., earnings projec-
tions) are realistic; (3) communicate, implement, and enforce corporate established
policies, procedures, and codes of conduct to all affected individuals within the com-
pany and monitor their compliance with activities designed to prevent and detect fi-
nancial statement fraud; (4) improve communications in providing management
with adequate and reliable information; and (5) monitor the corporate internal con-
trol system and make recommendations to improve its effectiveness in preventing
and detecting financial statement fraud.

Internal auditors’ responsibilities for detecting, investigating, and reporting
financial statement fraud, according to their standards (e.g., SIAS No. 3) are to
(1) identify symptoms and red flags that indicate that financial statement fraud
may have been perpetrated; (2) identify opportunities (e.g., weak internal control,
weak audit committee) that may allow financial statement fraud to occur; (3) as-
sess the identified symptoms and opportunities, investigate the possibility of their
occurrences, and determine actions necessary to reduce or minimize their likelihood
of occurrences; and (4) notify the appropriate individuals with the company—top
executives if they are not involved in fraud or, otherwise, the board of directors
and its representative audit committee—for further investigation of the possibility
of financial statement fraud.

COOPERATION BETWEEN EXTERNAL AND INTERNAL AUDIT

A company’s audit function is conducted by the internal audit department and a pro-
fessional services firm (CPA), while each has its own responsibilities. The external
auditor is responsible for auditing and attesting to the fair presentation of financial
statements, whereas the internal auditor is responsible for monitoring the company’s
operational and financial performance and the internal control structure. The audit
committee should ensure that activities of internal and external auditors complement
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each other, their audit functions are coordinated, and there is  open and effective
communication between them. To improve the audit effectiveness and efficiency,
external auditors should identify the internal audit activities that are relevant to plan-
ning the audit of financial statements and, if appropriate, rely on the work of inter-
nal auditors in determining the nature, timing, and extent of audit procedures.

The AICPA in realizing the important role that internal auditors can play in
preventing and detecting financial statement fraud, issued SAS No. 65: “The au-
ditor’s consideration of the internal audit function in an audit of financial state-
ments.”11 SAS No. 65 provides guidance on the extent to which external auditors
may rely on the work of the internal auditors in (1) assessing risk; (2) evaluating
the strengths of a company’s internal control function; and (3) conducting other
aspects of the audit. SAS No. 65 focuses primarily on the competence and objec-
tivity of the internal audit department. When  evaluation of the internal audit func-
tion indicates an adequate level of competence and objectivity, then external
auditors may rely on the work of internal auditors. Reliance on the work of well-
trained and independently positioned internal auditors should improve external
auditors’ effectiveness in discovering possible financial statement fraud.

Andersen was both outside and internal auditor of the bankrupt Enron which
possibly created conflict of interests that ultimately impaired Andersen’s objectivity
and integrity. The role of internal auditors is to assist individuals (especially man-
agers) in the organization to fulfill their responsibilities. Internal auditors’ responsi-
bilities as related to the financial reporting process and internal control structure are
to ensure adequacy and effectiveness of internal controls and integrity of the finan-
cial reporting process in producing reliable and useful financial information. The
outside auditor’s responsibility is to conduct independent audits of financial state-
ments and provide reasonable assurance regarding their fair presentation in con-
formity with GAAP. Thus, when outside auditors are hired to conduct both external
financial audits and internal audits, conflicts of interest can be created that may jeop-
ardize outside auditors independence, integrity, and objectivity as it appears to be the
case with Andersen, Enron’s auditor. The SEC has addressed this concern in its new
independence rule for outside auditors by prohibiting them from doing more than 40
percent of the internal audit function for businesses with more than $200 million in
assets effective August 2002. Andersen not only conducted both external financial
audits and internal audits for collapsed Enron, but also in a proposal to a Fortune 500
company last year, promoted the idea that conducting both internal auditing and ex-
ternal auditing offers a variety of benefits including “greater knowledge sharing”
and “increases team efficiency and overall knowledge about the company.”12

INTERNAL AUDITS AND THE AUDIT COMMITTEE

The Treadway Commission (1987)13 recommended that the audit committee get
more involved in the internal auditing process by overseeing all internal auditing
activities. The Treadway Commission made four recommendations suggesting
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that the audit committee (1) effectively and vigilantly oversee the company’s in-
ternal control; (2) review the appropriateness of the corporate code of conduct and
compliance with it; (3) review any second opinion sought by management on ac-
counting issues, estimates; and (4) oversee the quarterly reporting process. Inter-
nal auditors play a crucial role in the financial reporting process through their
involvement with internal controls. Although internal auditors are not primarily
responsible for establishing and maintaining the internal control system, they
monitor such a system and assess its adequacy and effectiveness. Thus, an inter-
nal audit function is a valuable resource to the audit committee in fulfilling its re-
sponsibility. To perform their duties most effectively, the audit committee and
internal auditor must work closely and should maintain an open line of communi-
cation. The chairperson of the audit committee and the director of the internal au-
dit department in particular should have unrestricted access to each other.

The audit committee should perform the following functions:

• Participate in the appointment, promotion, replacement, reassignment, or dis-
missal of the director of the internal audit function.

• Concur in the establishment of the internal audit function’s goals and mission.

• Review activities and the organizational structure of the internal audit department.

• Review the findings and results of the internal audit function and management’s
responses to the internal auditor’s findings and recommendations on internal
controls.

• Review the effectiveness of the internal audit department in carrying out its
responsibilities.

• Ensure that the internal audit function’s involvement in the financial reporting
process is appropriate, adequate and effective.

• Ensure that the internal audit department’s applied standards and procedures are
in compliance with those established by the Institute of Internal Auditors (IIA).

• Review the organizational independence and reporting relationships of the in-
ternal audit function.

• Ensure that the internal audit department’s staffing and budget are adequate in
carrying out the assigned responsibilities.

INTERNAL CONTROL

This section describes the internal control structure as related to the financial re-
porting process. An adequate and effective internal control structure is perceived
to help prevent and detect financial statement fraud. Management is responsible
for establishing, maintaining, and monitoring the internal control structure to
achieve the organization’s objectives and the reliability, integrity, and quality of
the financial reporting process.
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The Committee of Sponsoring Organizations of the Treadway Commission
(COSO) published its report entitled “Internal Controls—Integrated Framework”
in September 1992. This report was intended to (1) provide a uniform and com-
prehensive definition of internal controls that can be used by all interested parties,
including management, internal auditors, regulatory bodies, and external auditors;
(2) establish components of internal controls; and (3) offer a framework to assess
the effectiveness of internal controls for promoting management accountability
and transparency in financial reporting.

The COSO Report (1992) defines internal control as:

A process, affected by an entity’s board of directors, management, and other person-
nel, designed to provide reasonable assurance regarding the achievement of objectives
in the following three categories:

• Effectiveness and efficiency of operations

• Reliability of financial reporting

• Compliance with applicable laws and regulations14

This definition of internal control is viewed by many as the most comprehensive
definition, which addresses four major elements of internal control, namely the
(1) process, (2) individuals who affect the internal control and are affected by in-
ternal control, (3) limitations of internal control by providing only reasonable as-
surance, and (4) objectives categories. The main critique of this definition came
from the General Accounting Office (GAO) and the SEC, stating that the COSO
definition does not sufficiently address controls pertaining to safeguarding of as-
sets as required by the Foreign Corrupt Practices Act of 1977. Thus, an addendum
to “Reporting to External Parties” of the COSO Report was published in May
1994 addressing the safeguarding of assets objectives of internal control.

Components of Internal Control

COSO 1992 defines the five interrelated components and internal control as:

1. Control environment

2. Risk assessment

3. Control activities

4. Information and communication

5. Monitoring

These internal control components relate to all four objectives of internal control,
as depicted in Exhibit 10.2. The control environment consists of integrity, ethical
values, organizational structure, management philosophy, operating style, compe-
tent personnel, human resource policies and practices, assignment of authority and
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Exhibit 10.2. Internal Control Structure
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responsibility, and oversight function of the board of directors and its audit com-
mittee. The COSO Report emphasizes risk assessment, particularly as it relates to
the financial reporting process. Management should assess the information risk
that financial statements may be inaccurate, biased, or incomplete, and manage
this information risk to a prudent level. Management should perform a risk analy-
sis of both external and internal factors affecting the integrity and quality of the fi-
nancial reporting process.

Control activities defined by the COSO Report include all managerial poli-
cies and procedures designed to ensure that control objectives are achieved. Con-
trol activities related to the financial reporting process are intended to prevent,
detect, and correct misstatements in the financial statements caused by errors, ir-
regularities, and fraud.

The information and communication component of internal control involves
the process of capturing, analyzing, and disseminating relevant information to en-
sure that personnel  receive proper instructions and carry out their assigned re-
sponsibilities effectively and efficiently. The monitoring component of internal
control requires continuous assessment of the adequacy, effectiveness, and qual-
ity of the internal control system. Any discovered errors, irregularities, and frauds
should be reported to top management and the audit committee and corrected
promptly.
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Essential components of an adequate and effective internal control structure
that help in preventing, detecting, and correcting financial statement fraud are as
follows:

• Commitment from the top management team

• A control environment reflected in the structure, functions, and risks of the
company

• Control activities designed to achieve the control objectives of enhancing relia-
bility of financial reporting, improving effectiveness and efficiency of opera-
tions, and promoting compliance with applicable laws and regulations

• Continuous and periodic monitoring to ensure the adequacy and effectiveness
of the internal control structure

• Communication of the established control activities, policies, and procedures to
affected individuals within the corporation

• Proper implementation of control activities and enforcement of control policies
and procedures

CONCLUSION

Internal auditors have made steady progress in being viewed as a partner with
management in assisting individuals or divisions within the company to achieve
the goal of creating and increasing shareholder value. Internal auditors have a
demonstrated ability and commitment to add value to their organizations by fos-
tering corporate governance. The role of internal auditors in preventing and de-
tecting financial statement fraud is addressed in the authoritative reports and
professional standards (the Treadway Commission 1987 and SIAS No. 3, 1985).
These authoritative guidelines require internal auditors to take a proactive role in
preventing and detecting financial statement fraud by identifying indicators (red
flags) of fraud, assessing their impacts on the quality, integrity, and reliability of
financial reports, and reporting the alleged fraud to the appropriate individuals
within their organization (i.e., top executives, the audit committee, and the board
of directors).

Internal auditors can play an important role in ensuring the adequacy and ef-
fectiveness of the internal control system and the integrity and reliability of the fi-
nancial reporting process. Thus, publicly traded companies should have an
independent, effective, competent, and respected internal audit function. The
board of directors, audit committee, and top management team should support in-
ternal auditors and value their services. External auditors should cooperate and co-
ordinate their audit activities with internal auditors because they know the
company, the personnel, the company’s business environment and risks, and the
internal control structure. Internal auditors should get more involved with the re-
view and audit of financial reporting processes to effectively prevent and detect fi-
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nancial statement fraud. Internal auditors, by not being confounded by time and
budget constraints particular to external auditors, should get more involved in
fraud prevention and detection in general, and financial statement fraud preven-
tion, detection, and correction in particular.
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Chapter 11

Role of External Auditors

INTRODUCTION

Users of audited financial statements, particularly investors and creditors, have
traditionally held independent auditors responsible for detecting financial state-
ment fraud. Independent auditors, however, in compliance with their professional
standards provide only reasonable assurance that financial statements are free of
material misstatements whether caused by error or fraud. This chapter presents ex-
ternal auditors, association with published financial statements, the role of inde-
pendent auditors in detecting financial statement fraud, characteristics of
high-quality financial audits, independent auditors report on internal control, and
methods of improving audit effectiveness.

INDEPENDENT AUDIT AND FINANCIAL STATEMENTS

External auditors’ association with financial reports is through their own report of
independent auditor-accompanied published financial statements. Although man-
agement is primarily responsible for the fair presentation of financial statements
in conformity with the generally accepted accounting principles (GAAP), the au-
ditor’s report attests to the fairness of management presentations and/or assertions.
The auditor’s unqualified report (clean opinion), illustrated for NZR Inc. in Ex-
hibit 11.1, states that the financial statement, including the notes, present fairly, in
all material respects, the financial position, the results of operations, and the cash
flows for the reported accounting period, in conformity with GAAP. This unqual-
ified report provides reasonable assurance that the published audited financial
statements are free of material misstatements caused by errors and fraud; however,
some circumstances (e.g., integrity and quality of financial statements are ad-
versely affected by material errors, irregularities, or fraud) warrant audit reports
other than an unqualified opinion (e.g., modified unqualified, qualified, dis-
claimer, adverse).

The presence of financial statement fraud, in particular, warrants external
auditors to modify their standard unqualified opinion. Failure of external auditors
to detect financial statement fraud either because of negligent auditing or in-
volvement in the fraud to protect their clients at the expense of investors can re-
sult in substantial losses to investors and creditors and lawsuits against auditors.
The 1999 COSO Report reveals that external auditors were named in more than
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29 percent of the alleged fraud cases, and companies had changed auditors before
detection of financial statement fraud in about 25 percent of cases.1

INDEPENDENT AUDITOR AND FINANCIAL STATEMENT FRAUD

Financial statement fraud has been and continues to be the focus of the auditing
profession. During the early 1990s, external auditors viewed the detection of
fraud in general, and financial statement fraud in particular, as the primary pur-
pose of their financial audit. The auditing profession had moved from acceptance
of fraud detection as a primary purpose to the expression of an opinion on fair
presentation of financial statements during the twentieth century. Recently, the
accounting profession has directly addressed the external auditor’s responsibility
for financial statement fraud detection in its Statement on Auditing Standards
(SAS) No. 82 entitled Consideration of Fraud in a Financial Statement Audit.2

SAS No. 82 requires the independent auditor to consider a broad range of fraud

Exhibit 11.1. The Report of Independent Auditor

Board of Directors and Shareholders 
of NZR Inc.

We have audited the accompanying consolidated balance sheets of NZR Inc. and
subsidiaries as of December 31, 20x1, 20x2, and 20x3, and the related consolidated
statements of income, cash flows and shareholders’ equity for each of the three years in
the period ended December 31, 20xy. These financial statements are the responsibility of
the Company’s management. Our responsibility is to express an opinion on these
financial statements based on our audits.

We conducted our audits in accordance with generally accepted auditing standards. Those
standards require that we plan and perform the audit to obtain reasonable assurance about
whether the financial statements are free of material misstatement due to error or fraud.
An audit includes examining, on a test basis, evidence supporting the amounts and
disclosures in the financial statements. An audit also includes assessing the accounting
principles used and significant estimates made by management, as well as evaluating the
overall financial statement presentation. We believe that our audit provides a reasonable
basis for our opinion.

In our opinion, the financial statements referred to above present fairly, in all material
respects, the consolidated financial position of Company and subsidiaries as of December
31, 20x1, 20x2, and 20x3, and the consolidated results of their operations and their cash
flows for each of the three years in the period ended December 31, 20xy, in conformity
with generally accepted accounting principles in the United States of America. 

Signature
Date
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Exhibit 11.2. Corporate Governance and Its Functions
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risk factors in assessing the risk of financial statement fraud and to use this as-
sessment in audit planning.

The Auditing Standards Board of the American Institute of Certified Public
Accountants (AICPA), by issuing SAS No. 82, attempts to clarify, but not expand,
the auditor’s responsibility to detect and report financial statement fraud. SAS No.
82 requires auditors to plan and perform the audit to obtain reasonable assurance
that the financial statements are free of material misstatement, whether caused by
fraud or error (emphasis added). SAS No. 82 makes it clear that the auditor’s re-
sponsibility for detecting fraud is framed by the concepts of reasonable, but not
absolute, assurance and materiality and subject to cost/benefit decisions inherent
in the audit process; however, although auditors are not expected to detect all em-
ployees’ frauds, the general understanding is that a typical financial statement au-
dit should detect material financial statement fraud perpetrated by management to
mislead investors and creditors. Independent auditors provide reasonable assur-
ance that financial statements are not materially misstated, meaning that they are
free of material errors, irregularities, and fraud. This level of assurance is given in
an audit report based on the audit of financial statements.

The external auditor’s role in the corporate governance structure, as depicted
in Exhibit 11.2, is to provide reasonable assurance regarding the quality, integrity,
and reliability of the published, audited financial statements. Thus, it is expected
that auditors detect financial statement fraud. In some instances when auditors fail
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to detect financial statement fraud and it is discovered subsequent to auditors’ re-
ports, the effectiveness of financial statement audit is questioned and the useful-
ness of the audit function is challenged. If audited financial statements are
materially misleading and contain material frauds and they are used by investors
and creditors for financial decision making, they can lead investors and creditors
to allocate their resources uneconomically to unproductive companies. When au-
ditors perform the audit with due diligence by observing generally accepted audit
standards (GAAS) and exercising due care, they have fulfilled their professional
responsibility.

SAS No. 82 provides guidance on audit procedures to identify and examine
related-party transactions, especially when they contain red flags indicating the
likelihood of financial statement fraud. For example, when management inten-
tionally fails to disclose material related-party transactions or deliberately records
them improperly, there is a higher probability that management also engaged in fi-
nancial statement fraud. Although red flags do not always indicate financial state-
ment fraud, they are typically a predisposition that is present in many incidents of
fraudulent financial reporting activities.

HIGH-QUALITY AUDITS

External auditors lend credibility to the quality and integrity of published finan-
cial statements that improves investors’ confidence in the financial reporting
process and enhances the efficiency of the capital markets. Thus, the effectiveness
and quality of financial audits is crucial in producing reliable, relevant, and useful
financial statements free of material fraud. In response to the concern regarding
the quality of independent auditor’s performance, in October 1988, the Public
Oversight Board (POB) established the Panel on Audit Effectiveness.3 For almost
two years, the panel studied the way independent audits of financial statements of
publicly traded companies are conducted and examined the effects of recent trends
(e.g., technological advances, globalization) on the quality of audits. The panel ex-
amined a sample of audits of publicly traded companies, gathered empirical data
on the quality of auditors’ performance, and conducted a survey on audit effec-
tiveness by obtaining insight and input from many who are interested in financial
reporting. The panel issued its Exposure Draft in May 2000, had two days of pub-
lic hearings, and reviewed comments received from individuals who submitted
letters of comments or testified during the two days of public hearings. The panel’s
final report and recommendations was issued on August 31, 2000.

The O’Malley Panel on Audit Effectiveness was established at the request of
former chairperson of the SEC, Arthur Levitt, to study the prevailing audit model
in 1998.4 After two years of thorough examination of the way independent audits
were performed and assessment of the effects of recent trends in auditing on the
public interest, the panel made several recommendations to improve the conduct
of audits and governance of the profession. The SEC has expressed its concern for
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the efficacy of audits because of the increase in financial statement fraud. The
O’Malley Panel’s investigation was based on the Quasi Peer Review (QPR), in-
cluding an in-depth review of clients of public accounting firms and surveys of
several professional groups. Recommendations of the O’Malley Panel on Audit
Effectiveness are summarized into the following five categories of: (1) Conduct
of Audit; (2) Leadership and Practices of Audit Firms; (3) Auditor Indepen-
dence/Nonaudit Services; (4) Governance of the Auditing Profession; and (5) In-
ternational Perspectives.

Conduct of Audits

The panel concludes that current audit conduct is not ineffective. Although the
panel is satisfied that the audit risk model is appropriate, it believes that this risk
model should be enhanced, updated, and implemented more consistently. The
panel is concerned that the auditing profession has not kept pace with an ever-
changing environment and that the profession should address the issue of finan-
cial statement fraud resulting mainly from illegitimate earnings management.
Thus, the panel made the following recommendations regarding the conduct of au-
dits: (1) audit standards should develop a “forensic-type” fieldwork phase on all
audits; (2) auditors should perform some forensic-type audit procedures on every
audit to improve the prospects of detecting material financial statement fraud;
(3) the Auditing Standards Board (ASB) should make auditing and quality control
standards more specific and definitive to promote quality audits; (4) auditing firms
should employ comprehensive and rigorous audit methodologies based on the
standards to improve the effectiveness of audits and to drive the behavior of their
auditors to a higher plane; (5) peer reviews should “close the loop” by reviewing
those materials and their implementation on audit engagements, and then report-
ing their findings to provide assurance to the public that audit performance meas-
ures up to high standards and continues to improve; and (6) auditing firms should
place more emphasis on the performance of high-quality audits in communica-
tions from top management, performance evaluations, training, and compensation
and promotion decisions.

Leadership and Practices of Audit Firms

The O’Malley Panel made recommendations to audit firms and calls for actions in
four areas of professional leadership, professional development, personnel man-
agement, and time pressures on auditors. The panel recommends that (1) audit
firms should set “the tone at the top” to reaffirm, within their organizations and to
the outside world, the importance of their audit practices and encourage their au-
ditors to maintain objectivity, independence, professional skepticism, and ac-
countability to the public by performing quality audit work; (2) the AICPA should
actively and publicly promote the importance of audits; and (3) audit firms should
ensure that the performance of high-quality audits is recognized as the highest pri-
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ority in their professional development activities, performance evaluation, and
promotion, retention, and compensation decisions.

Auditor Independence/Nonaudit Services

The O’Malley Panel left the issue of auditor independence and the extent of
nonaudit services that can be provided by audit firms to their clients to the SEC
and its new audit independence rules; however, the panel recommended that:
(1) the Independence Standards Board (ISB) should develop guidance to help au-
ditors, audit committees, and management comply with (a) recent ISB require-
ments for auditors to disclose independence matters to audit committees, and
(b) new SEC disclosure rules for audit committees of public companies; (2) audit
firms should identify and assess relevant factors in deciding on whether specific
nonaudit services are appropriate for their clients, especially whether the per-
formed nonaudit services facilitate the performance of the audit, improve the
client’s financial reporting processes, or are otherwise in the public interest;
(3) audit committees, in considering appropriate factors, should preapprove sig-
nificant nonaudit services exceeding threshold levels that they have established;
and (4) the SEC and ISB should assess, on a continuous basis, the effectiveness of
the disclosures made by public companies under the SEC’s new independence
rules, and the disclosures made by auditors to audit committees under the ISB’s
requirements.

Governance of the Auditing Profession

The O’Malley Panel, in recognizing that the auditing profession’s system of gov-
ernance should be unified under a strengthened, independent POB that would
oversee the profession’s activities with respect to standard setting (other than ac-
counting standards), monitoring, discipline, and special reviews, made the fol-
lowing recommendations pertaining to governance of the auditing profession:

• The POB, AICPA, SECPS, and SEC should cooperate in developing a formal
charter for the POB that will strengthen the POB’s oversight of the auditing pro-
fession and ensure the POB’s independence and viability.

• The POB should oversee the ASB, ISB, and the standard-setting activities of
the Professional Ethics Executive Committee that relate to audits of public
companies.

• Term limits should be implemented for POB members.

• The POB should serve as the body to whom the SEC, state boards of account-
ancy, the auditing profession, and the public can look for leadership.

• The SECPS should strengthen the peer review process by providing more fre-
quent reviews of the largest firms, increased POB oversight of the reviews, and
greater emphasis on the qualitative aspects of the reviews.
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• The SEC should mandate a peer review or similar monitoring program subject
to the public oversight for all firms that audit SEC registrants, including foreign-
based audit firms in their foreign locations.

• The ISB should reconstitute its membership to include four members repre-
senting the public and three representing the auditing profession.

• The SEC should respect the POB’s authority, as indicated in its new charter, to
carry out the profession’s self-regulatory activities.

• The SEC should encourage and support the ISB in carrying out its independence
mission.

International Perspectives

The panel made several recommendations to the International Federation of Ac-
countants (IFA) pertaining to the global self-regulatory structure of the auditing
profession and to audit firms that operate internationally. These recommendations
are: (1) the IFA should establish an international self-regulatory system for the in-
ternational auditing profession that meets certain important criteria, including
oversight over standards setting in auditing, quality control, ethics and independ-
ence, monitoring, investigation, discipline, and public interest; (2) audit firms
should implement uniform audit methodologies worldwide; and (3) a formal col-
laborative effort should be initiated between the ASB and the International Audit-
ing Practices Committee to harmonize auditing standards and achieve their global
acceptance.

In summary, the O’Malley Panel on Audit Effectiveness stated that the most
important determinants of audit effectiveness are the personal attributes and skills
of the individual auditors that provide structure and definition for their role in so-
ciety and their involvement in the financial reporting process. The following at-
tributes and skills contribute to a high-quality audit, which, in turn, enhances the
prospects of detecting material financial statement fraud: (1) independence in fact
and in appearance based on integrity, objectivity, and ethical principles; (2) ad-
herence to ethical and professional standards and a commitment to act objectively
and ethically, even in the face of intense pressures; (3) quality professional serv-
ices to protect the public interest and the investing public; (4) an ability and will-
ingness to use the emerging technological advances; (5) continuous training aimed
at providing the auditor with skills necessary to perform high-quality audits; and
(6) an ability and willingness to stand up to management or to an audit committee
or board of directors if they put pressure on auditors to compromise their profes-
sional and ethical standards and their ultimate responsibility to serve the investing
public and protect the public interest.

The O’Malley Panel was concerned with the way audits were being per-
formed with respect to the changing environment, including globalization,
technological advances, and convergence in industrial sectors. The main recom-
mendation in the area of conduct of audits is the need for auditing standards and
methodologies to develop a forensic-type fieldwork phase on all audits to better
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detect fraud. This phase of the audit should focus on the sheer possibility that dis-
honest actions by employees or management in overriding of controls, falsifica-
tion of documents, and alterations of accounts can cause financial statement fraud.
Independent auditors should perform surprise substantive testing to expose possi-
ble fraudulent activities, examine nonstandard entries that could be a sign of such
activities, and investigate opening financial statement balances to determine how
certain accounting estimates and judgments were resolved. The panel believes that
the performance of forensic-type fieldwork, including surprise substantive audits,
should increase the probability of detecting material financial statement fraud and
establish implicitly a deterrent to financial statement fraud by posing a greater
threat to its successful concealment.

INDEPENDENT AUDIT AND INTERNAL CONTROL

Currently, Statement on Auditing Standards (SAS) No. 78 issued by the Auditing
Standards Board (ASB) of the AICPA describes auditors’ responsibilities when
considering their client organizational internal control structure.5 SAS No. 78
states that the design and maintenance of an adequate and effective internal con-
trol system is the responsibility of management. The auditors’ responsibility is to
make an assessment of the control risk and its impact on the integrity, reliability,
and quality of the audited financial statements. Consideration of the internal con-
trol structure is an integrated part of the financial statement audit performed by ex-
ternal auditors. Generally accepted auditing standards (GAAS) state the importance
of the internal control structure in the second fieldwork standard:

A sufficient understanding of the internal control structure is to be obtained to plan
the audit and to determine the nature, timing, and extent of tests to be performed (SAS
78, AU319)

Several key elements are included in this audit standard. First, independent audi-
tors are required to obtain only a sufficient understanding of the client’s organiza-
tion internal control structure for a financial statement audit; however, a thorough
understanding and assessment of the internal control structure assists external
auditors to discover inadequate and ineffective internal control activities that in-
dicate the likelihood of detecting and uncovering financial statement fraud. Thus,
to detect financial statement fraud, the auditors’ consideration of the internal con-
trol structure should go beyond this limited purpose. The second key element is
“to plan the audit,” which means external auditors should perform a control risk
assessment and incorporate into the audit risk model the probability that the inter-
nal control structure may fail to prevent and detect financial statement fraud. The
third key element is to determine the impact of the internal control risk on the “na-
ture, timing, and extent” of audit test procedures.

Independent auditors’ responsibility in a financial audit is to plan and perform
the audit to provide reasonable assurance that audited financial statements are free
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of material misstatements caused by errors or frauds. In effectively fulfilling this
responsibility, independent auditors are required to obtain a sufficient under-
standing of the client’s internal control system to properly plan the audit in deter-
mining the nature, timing, and extent of audit test procedures. The independent
auditor obtains this understanding by studying and reviewing the design and op-
eration of the client’s internal control structure. The preliminary review and eval-
uation of the client’s internal control system determines the internal control risk
association with management assertions regarding fair presentations of financial
statements. If, at this stage, the auditor assesses the control risk at the maximum
level, indicating that the prescribed internal control activities are not adequate, no
further consideration or test of the client’s internal control system is necessary or
warranted. If the auditor decides to assess control risk below the maximum level,
the tests of controls should be performed to determine the effectiveness of the pre-
scribed control activities. The auditor assesses the internal control risk and its im-
pact on the timing, nature, and extent of substantive tests to gather evidence
regarding account balances and classes of transactions.

The only communication requirement of internal controls in conjunction with
a financial statement audit is that the independent auditor reports reportable con-
ditions and material weaknesses of internal controls to the company’s audit com-
mittee or equivalent body. Reportable conditions often represent deficiencies in
the design and/or operation of internal controls, which adversely affect the finan-
cial reporting process. Material weaknesses in internal controls are reportable
conditions that cause the internal control system to fail in preventing, detecting,
and correcting material misstatements caused by errors and frauds within a timely
period by employees in the normal course of performing their assigned functions.
Reports on reportable conditions are restricted to the audit committee, the board
of directors, management, and others within the organization. These reports of in-
dependent auditors on reportable conditions of the client’s internal control system
should:

1. Specify that the purpose of the financial statement audit is to express an opin-
ion on fair presentation of financial statements and not to provide assurance
on internal controls.

2. Indicate the restriction on distribution of the report for internal managerial
purposes.

3. Include the definition of reportable conditions. The reports on reportable
conditions may include statements regarding the inherent limitations of in-
ternal controls and the nature and extent of auditors’ consideration of inter-
nal controls.

This type of report on internal controls can be issued only when there are re-
portable conditions to report. If no reportable conditions are noted by the auditor,
then no report on reportable conditions should be issued.
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Currently, auditors may review and report on the effectiveness of the client’s
system of internal controls. The FDICIA requires external auditors to report on
management’s assertions pertaining to the effectiveness of internal control over fi-
nancial reporting for banks with $500 million or more in assets.6 This reporting on
the internal control structure is useful and adds value to the integrity and quality
of the financial reporting process; however, independent auditors are not required
under GAAS to report on the client’s internal control system in the course of per-
forming a financial statement audit. Nevertheless, when a company engages an in-
dependent auditor to report on its internal control system, the engagement is
typically an examination that should meet the following controls:

1. Management accepts full responsibility for the adequacy and effectiveness of
its internal control system.

2. Management presents a written assertion about the adequacy and effective-
ness of its internal controls.

3. Sufficient evidence exists to support management’s evaluation of internal
controls.

4. Management’s assertion about internal controls is presented in a separate re-
port to accompany the auditor’s report.

Examination of internal controls must be performed in accordance with attestation
standards included in the Statements on Standards for the Attestation Engagement
(SSAE), which require an attestation engagement to be performed only if the man-
agement assertion is both capable of evaluation against established or clearly
stated criteria. Thus, the company’s management must provide auditors with a
written assertion because the purpose of the engagement is for the auditor to pro-
vide assurance on management’s assertion. The independent auditor may issue an
unrestricted report on the client’s system of internal controls when the related
management assertion is clear and it is presented in a specific report by manage-
ment to accompany the independent auditor’s report. Examination of management
assertions about the effectiveness of client’s internal controls involves:

1. Planning the examination engagement

2. Obtaining sufficient understanding of the internal control system

3. Performing audit procedures on intended internal control activities

4. Assessing the adequacy and effectiveness of internal control activities

5. Expressing an opinion regarding the fair presentation of management’s as-
sertion about the effectiveness of internal controls

The audit procedures performed to assess the effectiveness of control activities
are inquiries, document examination, observation, and detailed tests of controls.
The independent auditor may express unqualified opinions about management’s
assertion on internal controls when gathered evidence supports management’s
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Exhibit 11.3. Independent Accountant’s Public Report on Internal Control

Addressee

We have examined management’s assertion concerning maintenance of effective internal
control over financial reporting of NZR Inc. as of December 31, 20x2, included in the
accompanying management report. Management is primarily responsible for maintaining
effective internal control over financial reporting, based on stated criteria. Our
responsibility is to express an opinion on the effectiveness of internal control based on
our examination of management assertion.

Our examination was conducted in accordance with attestation standards established by
the American Institute of Certified Public Accountants and, accordingly, included
obtaining an understanding of internal control over financial reporting, testing, and
evaluating the design and operating effectiveness of internal control, and performing such
other procedures as we considered necessary in the circumstances. We believe that our
examination provides a reasonable basis for our opinion.

Because of inherent limitations in any internal control, misstatements due to error or
fraud may occur and not be detected. Also, projections of any evaluation of internal
control over financial reporting to future periods are subject to the risk that internal
control may become inadequate because of changes in conditions, or that the degree of
compliance with the policies or procedures may deteriorate.

In our opinion, management’s assertions that NZR Inc. maintained, in all material
respects, effective internal control over financial reporting as of December 31, 20xx,
based on (identify established criteria) is fairly stated.

Signature
Date

assertion. If the auditor finds a material weakness or audit evidence does not sup-
port management’s assertion, then either a qualified opinion or disclaimer of an
opinion may be appropriate. Exhibit 11.3 presents an example of an independent
auditor’s formal report on internal controls.

In summary, there is currently no requirement that publicly traded companies
provide management and auditors’ reports on internal controls. The AICPA and the
POB have recommended that the SEC require management and auditors of pub-
licly traded companies to report on the company’s internal control system to fi-
nancial reporting; however, the SEC has not yet taken any action based on these
recommendations because of the lack of support for such requirements by com-
panies and/or the investing public. The requirement of such a report will probably
improve the reporting company’s internal control system in presenting, detecting,
and correcting financial statement fraud.

External auditors are required to study and evaluate their clients’ system of in-
ternal controls as part of the audit of financial statements. Existing GAAS require
only a limited assessment of the internal control structure necessary to plan the au-
dit included in determining the nature, timing, and extent of substantive test pro-
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cedures. External auditors, in complying with their professional standards, typi-
cally focus on the results of the financial reporting process and place less empha-
sis on the process itself. Thus, external auditors often do not assess their clients’
internal control structure and the financial reporting process that produces finan-
cial statements. Nevertheless, an expectation gap exists between the investing
public’s perceptions of external auditors’ involvement with the internal control
structure and the extent of auditors’ assessment of internal controls in accordance
with their professional standards. It appears that market participants place more
value on the integrity and quality of the financial reporting process than on the end
results of such a process, namely the financial statements. Thus, the adequacy and
effectiveness of the internal control structure in preventing, detecting, and cor-
recting errors, irregularities, and fraud are important factors in producing reliable,
useful, and relevant financial information. To narrow this perceived expectation
gap, external auditors could more thoroughly assess the adequacy and effective-
ness of internal controls during the normal audit of financial statements. To
achieve this purpose, the AICPA and the auditing profession, especially the Big
Five professional services firms, advocate a formal report on internal controls by
external auditors.

A former chair of the ASB of the AICPA and a retired partner of Arthur An-
dersen, LLP, David Landsittel (2000) suggests that external auditors’ reports on in-
ternal controls should:

1. Make the auditors’ role in control evaluation unmistakable to investors. The
objectives and extent of auditor involvement would be explicitly defined and
disclosed in the auditor’s report on internal controls.

2. Add credibility to management reporting on internal controls.

3. Provide more opportunities for auditors to make recommendations and work
with management to improve internal controls.

4. Assist audit committees in overseeing the adequacy of internal controls.

5. Facilitate a transition to a new reporting model (i.e., online, real-time ac-
counting system and related continuous electronic auditing).7

FRAUD DETECTION AUDIT PROCEDURES

The history of the accounting profession reveals that before the Industrial Revo-
lution and the establishment of the SEC Acts of 1933 and 1934, the primary pur-
pose of financial statement audit was to detect clerical errors, irregularities, and
fraud. Thus, traditionally, independent auditors have used fraud detection audit
procedures. Since the early 1930s, the primary purpose of financial statement au-
dit has shifted to focus on fair presentation of financial statements. External audi-
tors did not perform much fraud detection audit procedures. Before the issuance
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of SAS No. 82,8 external auditors did not perform fraud-detecting procedures as
part of normal procedures for every audit unless they were made aware of the pos-
sibility of fraudulent financial reporting activities. Ironically, the word fraud did
not appear in professional audit standards; instead, the words errors and irregu-
larities had been used. SAS No. 82, for the first time, addresses independent au-
ditors’ consideration of fraud in audit planning but stops short of requiring
independent auditors to perform fraud-detecting audit procedures as an integral
part of every audit. Most recently, the Panel on Audit Effectiveness suggests inte-
gration of a forensic-type fieldwork phase audit into the normal financial state-
ment audit.9

A broad variety of audit procedures can be used to detect financial statement
fraud. SAS No. 82 provides guidance regarding the auditor’s response to the re-
sults of risk assessment by making judgments about the risk of material financial
statement fraud. This risk assessment affects the audit in the following ways:

Professional Skepticism

Due professional care requires external auditors to exercise professional skepti-
cism, which is an attitude that includes a questioning mind and a critical assess-
ment of auditor evidence. Examples of the application of professional skepticism
in assessing the risk of material financial statement fraud are (1) increased sensi-
tivity and due professional care in the selection of the nature, timing, and extent
of audit procedures in gathering sufficient and competent audit evidence to sub-
stantiate material transactions and account balances; and (2) increased recognition
of the need to corroborate management assertions and representations regarding
material financial items and matters by performing thorough analytical proce-
dures, examination of documents, and discussion with others within and/or out-
side the client’s company.

Assignment of Personnel

The results of risk assessment may indicate the possibility of financial statement
fraud, necessitating assignment of knowledgeable, skilled, and well-trained audi-
tors to ensure detection of fraud. Furthermore, the quality and extent of supervi-
sion should recognize the risk of material misstatement caused by financial
statement fraud and the qualifications of auditors performing supervision.

Accounting Principles, Policies, and Practices

The possibility of financial statement fraud requires auditors to pay special atten-
tion to management’s selection and application of significant accounting policies
regarding revenue recognition, asset valuation, or capitalization versus expensing
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major expenditures. The 1999 COSO Report indicates that more than half of the
SEC enforcement actions regarding financial statement fraud relate to improper
revenue recognition.10 Thus, auditors should satisfy themselves that the selected
accounting principles are appropriate and applied accounting policies are consis-
tent and acceptable.

Internal Controls

When the results of risk assessment indicate the likelihood of financial statement
fraud, auditors should ensure that the internal control system is adequate and ef-
fective in preventing, detecting, and correcting such fraud. When the internal con-
trol risk is considered to be high, indicating the failure of internal controls to
prevent and detect risk, auditors should merely rely on their own test procedures
to detect financial statement fraud. The degree of internal control risk would de-
termine the extent, timing, and nature of audit procedures performed to discover
financial statement fraud.

Effect of Fraud Risk Factors on Audit Procedures

The extent, timing, and nature of audit procedures should be modified when the
risk factors indicate the likelihood of financial statement fraud. First, the nature of
audit procedures needs to be changed to obtain audit evidence that is more reli-
able, relevant, and pervasive, and gathered from independent sources outside the
company. Second, the timing of audit procedures may need to be changed to be
closer to or at year-end. When there are motivations and opportunities for man-
agement to engage in financial statement fraud, auditors should perform their au-
dit procedures near or at the end of the reporting period to detect misstatements
and assess their impacts on the integrity, quality, and reliability of financial state-
ments. Third, the extent of audit procedures applied should also reflect the as-
sessment of the likelihood of financial statement fraud. Auditors should enlarge
the sample size to factor in the additional risk and to ensure that the selected sam-
ple will discover suspected financial statement fraud. The audit should be planned
with specific attention focused on these areas in which the likelihood of fraud oc-
currence is higher, particularly in the areas of revenue recognition, accounts re-
ceivable, inventories, liabilities, and fixed assets. Thus, auditors should gather
persuasive evidence to determine whether material financial statement fraud has
occurred or is likely to have occurred, and, if so, its impact on fair presentation of
financial statements and the auditors’ report should be determined.

Auditors are required to plan and perform an audit to provide reasonable as-
surance that the financial statements are free of material misstatements caused by
errors and frauds. Material misstatements often include overstatements of revenues
and assets and understatements of expenses and liabilities. Although management
is more prone to overstate revenues and understate expenses to meet analysts’ earn-
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ings forecasts, auditors should pay attention to both understatements and over-
statements of revenues, expenses, assets, and liabilities. Any misstatements of fi-
nancial transactions or account balances will cause financial statement fraud.

SAS No. 8211 identifies specific approaches that may be used when it is likely
that financial statement fraud has occurred. The suggested audit approaches,
among others, include (1) performing certain audit procedures (e.g., analytical
procedures, substantive tests); (2) changing audit approach in the current year;
(3) counting inventories at a date closer to year-end; (4) investigating the possi-
bility of related-party transactions; (5) performing a thorough review of quarter-
end and/or year-end closing entries and further investigation of any unusual
closing transaction entries; (6) conducting detailed interviews of personnel in-
volved in areas indicating the likelihood of financial statement fraud; and (7) us-
ing the work of specialists when expertise in understanding and detecting the
nature and amounts of financial statement fraud is needed.

AUDIT FAILURES

By virtue of expressing an opinion on fair presentations of published financial state-
ments, auditors lend more credibility to financial information and perceivably reduce
the information risk that may be associated with financial statements. Information
risk is the probability that published financial statements are inaccurate, false, mis-
leading, biased, and incomplete. Any reduction in information risk makes the capital
market more efficient, which contributes to more investment and economic growth
for the nation. Richard H. Walker, the SEC’s Director of Enforcement, in the SEC’s
“News Item regarding Arthur Andersen consents to Antifraud Injunction” states, “Ac-
countants play a critical role in providing access to our capital markets. We will not
shy away form pursuing accountants and accounting firms when they fail to live up
to their responsibilities to ensure the integrity of financial reporting process.”12

Audit failure is defined as independent auditors’ lack of due diligence in con-
ducting an audit in accordance with GAAS which has resulted in a faulty perform-
ance of not discovering material misstatements in the audited financial statements.
The SEC is concerned about the frequency and magnitude of audit failures. Richard
Walker, the SEC’s director of enforcement, in a speech to the AICPA in Washington
in December 1999, stated that “the agency continues to see an unacceptably higher
number of busted audits.”13 The SEC continues to bring more enforcement cases
against “weak-kneed auditors who (1) do not comply with GAAS in conducting fi-
nancial audits; (2) do not stand up to pressure from their clients’management by par-
ticipating in the gamesmanship practice of earnings management; and (3) knowingly
and recklessly issue materially false, inappropriate, and misleading audit reports.

The extent and magnitude of audit failures have raised many concerns regarding
the effectiveness and efficiency of audits conducted by public accounting firms. The
investing community and regulators have often asked the question of “Where were
the auditors?” when high-profile companies such as Enron and Sunbeam filed for
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Chapter 11 bankruptcy protection resulted from the commission of financial state-
ment fraud. Audit failures have eroded public and investor confidence in integrity and
reliability of published audited financial statements. Andersen, one of the Big Five
professional service firms, has been associated with the three recent, high-profile al-
leged financial statement fraud cases of Sunbeam, Waste Management, and Enron
Corp. Sunbeam wound up in bankruptcy court and Andersen agreed to pay $110 mil-
lion to Sunbeam shareholders. Waste Management was sold and Andersen agreed to
(1) shoulder part of a $220 million Waste Management settlement; (2) accept, with-
out admitting or denying responsibility, an antifraud injunction from the SEC and a
$7 million fine. Enron Corporation filed for Chapter 11 bankruptcy reorganization in
December 2001 and Andersen has become the target of a flurry of class action law-
suits and scrutiny by the SEC. The auditing profession, however, asserts that the num-
ber of failed audits is insignificant in relation to a great number of diligent audits.
Stephen G. Butler, chief executive of KPMG, stated that “I think the fundamental
question is: Will you ever get to the point where there are not audit failures? In my
view, you won’t, just as you won’t get to a point where there are no airplane crashes
or no automobile crashes, no matter what the safety design or procedures.14

IMPROVING AUDIT EFFECTIVENESS

To reduce the cost of audits, auditors may unjustifiably rely on management rep-
resentatives to document audit procedures when no competent and sufficient evi-
dence is available to validate management’s assertions. Unjustifiable reliance on
management’s assertions increases the likelihood of audit failure to detect mate-
rial misstatements in the financial statements caused by errors and frauds. Society
is holding auditors accountable and responsible for detecting intentional material
misstatements of earnings and other fraudulent financial activities. In rendering an
opinion on the fairness of financial statements, auditors should be skeptical and
alert to conditions, events, and transactions that could indicate errors, irregulari-
ties, and fraud; however, auditors provide only reasonable assurance that financial
statements are free from material errors, irregularities, and fraud. Nevertheless,
investors—both individuals and institutional—often have high expectations re-
garding the accuracy of audited financial statements.

Investors, creditors, and other users of audited financial statements may lack
a full understanding of the inherent limitations of an audit (e.g., the use of sam-
pling, time and cost considerations) under the existing GAAS: Thus, investors,
creditors, and other users may presume that an audit will detect all instances of
fraud. To narrow this perceived expectation gap, the users of audited financial
statements should be further educated regarding the audit objectives and how they
are affected by audit methodology because of time constraints and cost limitations.
To continuously improve the effectiveness of audits in detecting financial state-
ment fraud, external auditors should consider the recommendations presented in
the following sections.
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Forensic Field Audit

External auditors are in the best position to detect financial statement fraud and
prevent further occurrence of the same fraud. The O’Malley Panel on Audit Ef-
fectiveness15 recommends that external auditors use forensic-type fieldwork audit
procedures by using a high level of professional skepticism throughout the audit
process and paying special attention to fraud symptoms and red flags that may sig-
nal financial statement fraud. Auditors should use forensic-type fieldwork audit
procedures and continuous transaction testing in areas particularly susceptible to
fraud. In compliance with current GAAS, auditors should employ the audit risk
model, which encourages auditors to use judgment in assessing audit risk and in
selecting risk-based audit procedures based on the individual client company’s na-
ture, condition, and circumstances. This risk-based audit approach of continuous
testing of high-risk areas can contribute to efficiency and effectiveness of the au-
dit in detecting financial statement fraud.

To protect investors and creditors and safeguard them from receiving fraudu-
lent and misleading financial information, auditors should ensure that their audit
strategy is appropriate in the circumstance; assess and document the client’s in-
ternal control environment, including management’s philosophy and operating
style; and conduct appropriate audit procedures in gathering sufficient and com-
petent evidence on the substance rather than the form of the client’s policies and
procedures. The use of a risk-based audit approach requires auditors to become fa-
miliar with their client’s business, industry, and operating strategies; however, au-
ditors’ close involvement in the daily operation activities and management
functions of the client can potentially cause their independence to be questioned
or even impaired. For example, the auditor’s involvement and direct participation
in determining earnings forecasts for the client may create the appearance that the
auditor is verifying the accuracy or achievability of the earnings forecast that, in
turn, may diminish the auditor’s objectivity and independence.

Communication of External Auditors with Audit Committees

Statement on Auditing Standards (SAS) No. 6116 requires external auditors to inform
the audit committee about the scope and results of the independent audit of financial
statements. Independent auditors are required to make oral or written communication
with the audit committee, or the board of directors in the absence of the audit com-
mittee, regarding (1) disagreement with management on significant accounting and
auditing matters; (2) significant audit adjustments; (3) accounting estimates; (4) effect
of controversial and aggressive accounting policies; (5) accounting for material and
unusual transaction; (6) selection or changes in significant accounting policies and
their applications; (7) reportable conditions of the internal control system; (8) material
misstatements in the financial statements caused by errors or fraud; (9) consultation by
management with other accountants; (10) major issues discussed with management
before being retained; and (11) difficulties encountered in performing the audit.
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The ASB of the AICPA amended SAS No. 61 with two new SAS numbers: 89
and 90.17,18 SAS No. 89 requires external auditors to communicate to the audit
committee suggested by uncorrected misstatements whose effects management
believes immaterial. SAS No. 90 requires auditors to discuss with the audit com-
mittees their judgment about the quality, not just the acceptability, of the entity’s
accounting principles and the estimates underlying the financial statements; and
certain matters identified in their quarterly review of interim financial information
before it is filed with the SEC.

The AICPA (2000)19 Practice Alert 200-2 requires external auditors to discuss
with the audit committee the quality, not just the acceptability, of the accounting
principles used by the client’s entity. This quality discussion with both manage-
ment and the audit committee should be candid and probing, and should encom-
pass the following: (1) consistency of the company’s accounting policies, practices,
and their application; (2) consistency, clarity, and completeness of the financial
statements and related disclosures; (3) frequency and significance of all transac-
tions with the related parties; (4) financial transactions, events, and items having a
significant effect on the representational faithfulness, verifiability, and neutrality of
the accounting information; (5) materiality thresholds and whether such thresholds
have been consistently applied; (6) audit adjustments identified by auditors,
whether or not corrected by management; and (7) consideration of factors affect-
ing revenues and expenses recognition and assets and liabilities valuations.

Auditor’s Independence

The performance of substantial attestation services other than financial audit (e.g.,
nonaudit services) may create a conflict of interest, and users may question the in-
dependence of auditors, particularly when the fees for such services significantly ex-
ceed the client’s audit fees. External auditors must ensure that the availability and
performance of nonaudit services does not impair their independence and objectiv-
ity for financial statement audits. The SEC has paid a great deal of attention to au-
ditor independence as part of its proactive initiatives to improve the quality of
financial reports. The SEC Practice Section of the AICPA, in October 1999, advised
member firms to enhance their independence quality control systems by (1) includ-
ing independence training for all professionals; (2) maintaining a database of clients
and other companies from which professionals must be independent; and (3) fol-
lowing due diligence procedures by all professionals before acquiring securities and
reporting both apparent rule violations and related corrective action. The SEC has
continued monitoring auditors’ compliance with independence rules. The ISB20

commissioned research to gather opinions and insights from several professionals,
including CEOs, CFOs, audit committee chairs, auditors, and investment analysts,
regarding the issue of how well auditor independence is currently maintained and
how best to ensure independence in the firms. The research concludes that overall,
auditors currently do not have a problem maintaining independence in fact, but that
pressures on objectivity and independence are growing.
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ISB Standard No. 121 requires the external auditor to discuss with the audit
committee relationships between the publicly traded company and the auditor that
may reasonably be thought to bear on auditor independence. Auditors should dis-
close such relationships in writing annually and have a meeting with the audit
committee to discuss their impact on auditor independence. This disclosure should
foster discussion between the auditor and audit committee and should not be con-
strued by audit committees to imply that auditor independence has already been
impaired. An example of the relationship is the extent of a nonaudit service pro-
vided to the client’s company. Audit committees may question whether the volume
of nonaudit services (e.g., technology consulting, internal audit services) provided
by the auditor has a bearing on auditor independence.

Efficacy Audit

The SEC expressed concerns about several matters affecting the integrity and qual-
ity of financial reporting of publicly traded companies, including aggressive earn-
ings management. Another important issue that has received tremendous attention
is auditors’ ability to resist overly aggressive earnings management and to discover
intentional efforts by management to mislead investors. In October 1998, in re-
sponse to SEC chair Arthur Levitt’s request, the Public Oversight Board, the inde-
pendent private sector that oversees self-regulatory programs of the SEC Practice
Section (SECPS) of the AICPA appointed a Panel on Audit Effectiveness.22 The
panel was charged to examine the way independent audits were performed and to
determine the effects on the public interest of recent trends in auditing. For almost
two years, the panel examined (1) the adequacy of auditors’ professional develop-
ment; (2) how audits are planned, staffed, and supervised; (3) the appropriateness,
competency, and sufficiency of audit documentation; (4) whether firms’ quality
control systems encompass the necessary elements and related policies and proce-
dures; (5) the overall “tone at the top” and performance measures used by firms in
evaluating audit personnel; (6) the need for possible changes in professional stan-
dards and the profession’s self-regulatory process; (7) users’expectations about au-
ditors’ responsibilities and the relationship between audit and nonaudit services;
and (8) auditors’ responsibilities for detecting financial statement fraud. The panel
issued its final report on August 31, 2000, containing its findings and recommen-
dations for professional services firms, the AICPA, SEC, audit committees, man-
agement, or other constituencies to improve the quality of financial reporting.

Report on Interim Financial Statements

To enhance the quality and relevancy of the published financial reports and to pro-
vide timely and useful financial information to investors and creditors, auditors
should report on fair presentation of interim financial statements rather than review
of interim financial statements. Reporting on interim financial statements would pro-
vide support for the annual financial statements and meet the timely needs of users of
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financial reports. Effective for quarterly periods ending on or after March 15, 2000,
the SEC is requiring timely reviews of interim financial information by independent
auditors. Independent auditors should communicate to audit committees matters ap-
plicable to interim financial information before filing Form 10-Q or Form 10-QSB.

More Auditors’ Involvement

Auditors should get more involved in reviewing and verifying financial informa-
tion in management discussion and analysis (MD&A) and ensure that MD&A
analyses reconcile with financial statements. Auditors should also compare
MD&A disclosure to SEC requirements. External auditors’ review and report on
MD&A is another expanded area of attestation services for external auditors that
can improve the quality of financial reports.

Communication with the Board of Directors

Open and candid communication between external auditors and the board of di-
rectors and its representative audit committee can improve the quality of financial
reports by focusing on the areas that may indicate potential fraudulent financial
activities. The audit committee’s involvement with the audit process by oversee-
ing the audit strategy can promote the effectiveness of audits. The audit commit-
tee should oversee and review the audit plan and scope of audit functions to ensure
that the external auditor is independent, competent, and knowledgeable about the
client business and industry; however, the extent of the working relationship be-
tween the external auditors and the board of directors and the audit committee
should not adversely affect the auditors’ objectivity and independence. External
auditors should avoid any appearance of conflict of interest with their clients and
should be careful not to become business partners.

Fraud Auditing

Statement on Auditing Standards (SAS) No. 82, entitled Consideration of Fraud
in a Financial Statement Audit, was issued in February 1997 by the Auditing Stan-
dards Board (ASB) of the AICPA.23 Although SAS No. 82 did not increase an in-
dependent auditor’s responsibility for detecting fraud, it provided guidelines on
how the auditor should respond when an assessment indicates a heightened risk of
material misstatements of the financial statements because of fraud. SAS No. 82
(1) describes the process of conducting the risk assessment; (2) includes a com-
prehensive listing of risk factors that an auditor should consider in the risk as-
sessment; (3) provides specific guidance in responding to the results of the risk
assessment and documentation of the auditor’s risk assessment and response; and
(4) offers guidelines in evaluating the results of an audit test and communicating
evidence of fraud to management, the audit committee, or others (e.g., SEC, reg-
ulatory bodies) as appropriate.
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Fraud Risk Factors

SAS No. 82 identifies categories of risk factors (red flags) mostly related to finan-
cial statement fraud and two classes of red flags pertaining to misappropriation of
assets. Financial statement fraud red flag categories are those associated with
(1) management’s characteristics and influence over the control environment;
(2) industry conditions; and (3) operating characteristics and financial stability. Red
flags pertaining to misappropriation of assets are (1) susceptibility of assets to mis-
appropriation; and (2) controls. SAS No. 82 identifies more than 50 risk factors (red
flags) related to financial statement fraud and misappropriation of assets. Auditors
are required to document the existence of these risk factors and audit considerations
and responses to those risk factors either individually or collectively.

SAS No. 82 requires external auditors to consider risk factors as red flags, warn-
ing signals, or symptoms that fraud may exist. The following risk factors individually
or collectively may be symptoms of possible financial statement fraud: (1) substan-
tial related-party transactions outside the ordinary course of business or with unau-
dited entities; (2) material, unusual, or highly complex transactions, especially those
close to the end of a reporting period; (3) substantial operations or bank accounts in
tax havens for which there is no legitimate business justification; and (4) an organi-
zational structure with a huge degree of complexity that is not warranted.

Effective Communication Between Predecessor 
and Successor Auditors

In compliance with Statement on Auditing Standards (SAS) No. 84,24 the
successor auditor should communicate with the predecessor auditor to obtain in-
formation regarding (1) management’s attitude toward financial statements;
(2) management’s operating style and integrity; (3) any disputes or disagreements
concerning accounting principles and auditing procedures; (4) the predecessor’s
communications with the client about internal controls, financial statement fraud,
and illegal acts; and (5) reasons for the change of auditors.

CURRENT DEVELOPMENTS IN PUBLIC ACCOUNTING

Professional services firms, including certified public accountants (CPAs), are trusted
by society and the business community to provide reasonable assurance regarding the
fairness, integrity, and quality of published financial statements. Nevertheless, com-
petitive pressures, conflicts of interest, ineffectiveness in audit functions, many al-
leged audit failures and frauds, and imperfect self-regulatory disciplines in public
accounting firms have raised serious concerns regarding the perceived lack of confi-
dence and trust in the integrity, objectivity, and quality of financial statement audits.
In response to these and other concerns, the AICPA and the SEC have taken initia-
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tives to address these issues. These initiatives are taken to (1) improve the effective-
ness of audits; (2) enhance the objectivity and integrity of the audit function; and
(3) promote forensic-type audit plans to prevent and detect financial statement fraud.

1. The POB of the AICPA in October 1998 at the request of former SEC chair-
person Arthur Levitt appointed the Panel on Audit Effectiveness, better
known as O’Malley.25 For almost two years, the O’Malley Panel performed
a comprehensive review and assessment of the independent audits and con-
ducted and evaluated the effects of recent trends in auditing on the public in-
terest. The O’Malley Panel made several recommendations to enhance audit
effectiveness that in turn should (1) improve the reliability and credibility of
financial statements; (2) reduce incidents and probability of financial state-
ment fraud; (3) promote investors’ confidence in the accounting profession;
and (4) improve the efficiency of the capital market.

2. The SEC, in response to concerns regarding the lack of proper objectivity and
integrity of audit functions issued a new rule on auditors’ independence. The
new rules are intended to (1) reduce the number of audit firm employees and
their family members whose investments in audit clients are attributed to the
auditor; (2) identify and limit certain nonaudit services that if provided in con-
junction with financial statement audits may impair the auditor’s independ-
ence; (3) require publicly traded companies to disclose in their annual proxy
statements, among other things, certain information related to nonaudit serv-
ices provided by their auditor; and (4) provide investors and capital market
participants with greater confidence and trust in the quality, integrity, and ob-
jectivity of audited financial statements.

3. Recently, the AICPA has issued two new statements on auditing standards
(SASs): No. 8926 on Audit Adjustment and No. 9027 on Audit Committee
Communications. SAS No. 90 requires that external auditors discuss with the
audit committee the quality, not just the acceptability, of the accounting prac-
tices, including principles, standards, and methods, used by management in
the presentation of financial statements. This quality discussion with both
management and their audit committee should address (1) consistency of the
company’s accounting practices and their application; (2) fairness, clarity,
completeness, and consistency of the financial statements and related disclo-
sures; and (3) items having a significant effect on the neutrality, reliability,
representational faithfulness, and verifiability of financial information.

4. Professional services firms have undergone substantial changes during the
past two decades: (1) In 1999, the top seven professional services firms billed
their clients nearly $9.5 billion for audit fees; (2) these top seven CPA firms
audited more than 80 percent of all registrants; (3) audit fees of these large ac-
counting firms as a percentage of their total revenue has decreased consider-
ably from 70 percent of total revenues in 1976 to 34 percent of total revenue
in 1998; (4) management advisory services of large CPA firms represented
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about 15 percent of total revenue in 1981 compared to more than 50 percent
of total revenue in 2000; and (5) professional services firms have significantly
increased the scope of their attestation, nonattestation, and assurance services
ranging from outsourcing almost all managerial functions to quality control
certification and asset management. The public accounting profession has
moved away from auditing firms to professional services firms providing
one-stop shopping for a broad range of financial services. The trend has re-
cently substantially changed as a result of the SEC initiatives and new rules
on auditors’ independence.

5. Market participants, by virtue of relying on and looking to auditors’ reports
for obtaining quality financial information, expect that auditors are inde-
pendent, objective, and impartial with regard to their clients, investing com-
munity, and the public. As an independent contractor who audits financial
statements and provides reasonable assurance regarding fair presentation of
financial statements, the external auditor is expected to be independent, both
in fact and appearance, from the management team that prepares financial
statements. When auditors bill their clients a substantial amount for nonaudit
services, it is then possible that the public may not have the necessary confi-
dence in the role of auditors as independent contractors. The new auditors’ in-
dependence rule addresses these issues.

6. Professional skepticism is an attitude that presumes the possibility of dishon-
esty at various levels of management, including gamesmanship, collusion,
overriding internal controls, alteration of record, illegitimate earnings man-
agement, falsification of documents, and omission of material disclosures.
Thus, the proper exercise of professional skepticism by external auditors can
play a crucial role in detecting financial statement fraud. The “neutral” con-
cept of professional skepticism is often cited as a significant contributory fac-
tor to auditors’ failure to detect financial statement fraud (e.g., the COSO
Report, 1999).28 Sufficient professional skepticism should be exercised in
every audit engagement and throughout the audit process. The use of the neu-
tral concept of professional skepticism, which indicates that the auditor
should neither assume that management is dishonest nor assure unquestioned
honesty, does not help auditors detect financial statement fraud.

To successfully detect financial statement fraud, auditors would exercise adequate
professional skepticism of presuming the possibility of management dishonesty.
This does not imply that auditors distrust management. It simply means auditors
should be alert to the possibility of financial statement fraud and should not be sat-
isfied with less than persuasive, competent, and sufficient evidence because of a
belief that management is honest. Thus, auditors should ensure that financial state-
ment audits are conducted with an adequate attitude of skepticism of following up
on any potential material warning signals, symptoms, and red flags indicating the
likelihood of financial statement fraud.
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MATERIALITY GUIDANCE

Auditors often have to use their judgment to decide whether an error or misstate-
ment is material enough to influence the decision-making process of investors and
creditors. In fact, an auditor’s opinion is formed based on the concepts of materi-
ality and audit risk. Auditors, in their audit reports, state whether financial state-
ments fairly present, in all material respects, the financial position, results of
operations, and cash flows in conformity with GAAP. Thus, sound materiality
judgments are important contributory factors in maintaining investor and creditor
confidence in the financial reporting process. In making material judgments, au-
ditors consider both qualitative factors (e.g., nature of an item, circumstances) and
quantitative factors (e.g., absolute size, relative size, cumulative effects).

Materiality is defined in Statement of Financial Accounting Concept No. 2 as:

The magnitude of an omission or misstatement of accounting information that, in the
light of surrounding circumstances, makes it probable that the judgment of a reason-
able person relying on the information would have been changed or influenced by the
omission or misstatement.29

Audit risk is defined as the risk of issuing an inappropriate audit opinion (e.g., the
risk of issuing an unqualified opinion on materially misstated financial state-
ments or the risk of issuing an opinion other than unqualified on materially stated
financial statements). Thus, audit risk is defined in the context of materiality. Au-
ditors use materiality judgments in all stages of an audit process from the plan-
ning phase of the audit to the final reporting stage. Auditing standards require
auditors to use both qualitative and quantitative factors in assessing materiality.
Qualitative factors often used by auditors in making materiality judgments are as
follows:

1. Possible impact of misstatement on projected earnings

2. Likelihood of earnings management

3. Existence of restrictive debt covenants

4. Possible impact of misstatement on share price

5. Likelihood of financial statement fraud

6. Potential business combinations (e.g., mergers, acquisitions)

7. Imminent public stock offering

8. Detection of fraud or fraud symptoms in prior periods

9. Risk of litigation

10. Inadequate and ineffective internal control structure

11. Nonexistence of ineffective audit committee

12. Lack of vigilant board of directors



240 Role of External Auditors

Examples of quantitative factors are absolute size of misstatements, cumulative
size, and the amount of misstatements as a percentage of total assets or net income.
Auditors, in assessing materiality, should pay special attention to the sensitivity of
the capital markets to price-earnings multiples, especially when even a penny-a-
share difference between the reported earnings and analysts’ forecasted earnings
is likely to trigger an investor response that could adversely affect market capital-
ization by millions of dollars. To assist auditors in making appropriate materiality
judgments, the SEC, in its Staff Accounting Bulletin (SAB) No. 99, discusses
quantitative factors to consider in assessing materiality and encouraging regis-
trants to record proposed audit adjustments.

RISK FACTORS OF FINANCIAL STATEMENT FRAUD

SAS No. 8230 states that risk factors that relate to financial statement fraud can be
grouped into three categories: (1) management’s characteristics and influence
over the control environment; (2) industry conditions; and (3) operating charac-
teristics and financial stability.

Risk Factors Pertaining to Management’s Characteristics

Risk factors pertaining to management’s characteristics and influence over the
control environment are aimed at identifying pressure or an incentive to engage in
financial statement fraud and perceived opportunity to commit such fraud. The
risk factors involving management’s motivations to engage in financial statement
fraud are the following:

• A considerable portion of management’s compensation, represented by
bonuses, stock options, or other incentives that pressure management to achieve
unduly aggressive targets for operating results, financial position, or cash flow

• Commitments to analysts or creditors of unduly aggressive or unrealistic forecasts

• Undue pressure on management and/or interest by management in maintaining
or increasing the company’s stock price or earnings trend through the use of un-
usually aggressive accounting practices (e.g., earnings management)

• The use of inappropriate means to minimize earnings for tax-motivated purposes

• Domination of management by a single person or small group without effective
monitoring oversight by the board of directors and/or the audit committe

• Ineffective communication and support of entity values and ethics

• Management failure to correct known reportable conditions

• Management disregard for regulatory authorities

• Management setting unduly aggressive financial targets and expectations for
operating personnel

• High turnover of senior management, counsel, or board members
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• Management continuing to employ ineffective and incompetent accounting, in-
formation technology, or internal audit staff

• Unreasonable demands for auditor completion of the audit or report issuance

• Formal or informal restrictions on auditor access to people or information

• Domineering management behavior or attempts to influence audit scope

• Known history of securities law violations or fraud or allegations of financial
statement fraud

Risk Factors Relating to Industry Conditions

Risk factors relating to industry conditions, such as a high degree of competition
or market saturation, accompanied by declining margins and unduly aggressive
performance measures, can pressure management to improve operating results, fi-
nancial position, and cash flows. Examples of these risk factors, specified in SAS
No. 82, are (1) new accounting, statutory, or regulatory requirements that could
impair profitability or financial stability; and (2) extensive market competition or
saturation, accompanied by declining margins.

Risk Factors Related to Operating Characteristics 
and Financial Stability

Factors relating to operating characteristics and financial stability such as unreal-
istically aggressive sales or profitability incentive programs can pressure man-
agement and personnel to engage in fraudulent financial activities. Examples of
these factors are (1) an inability to generate operating cash while reporting earn-
ings growth; (2) significant, unusual, or highly complex transactions, especially
near year-end, that pose “substance over form” questions; (3) bank accounts or op-
erations in tax-haven locations without clear business purpose; (4) unusually rapid
growth or profitability compared to others in the industry; (5) a threat of imminent
bankruptcy or hostile takeover; and (6) a poor or worsening financial position
when management has personally guaranteed significant entity debt. SAS No. 82
requires a specific fraud risk assessment in every audit engagement, including in-
quiries of management regarding areas of potential fraud risk and how manage-
ment is managing these risks or intends to address such risks.

Documentation of Risk Factors

Financial statement fraud is a sensitive issue that requires effective and proper doc-
umentation at every stage of the audit process. In planning stages of the audit, audi-
tors should manually or electronically document in the working papers evidence of
the performance of the assessment of the risk factors pertaining to financial state-
ment fraud, as well as how fraud risk factors are addressed by auditors and auditors’
responses to those risk factors. During the performance of the audit, if the auditor
identifies any risk factors or other condition that lead to reassessing fraud risk, the
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auditor should make the proper documentation describing the auditor’s response to
those risk factors. SAS No. 82 gives flexibility to auditors in deciding the proper
documentation of identified risk factors, auditors’ responses to the risk factors, ac-
tions taken by auditors, and communication issues related to fraud. Auditors may in-
clude the underlying rationale behind the selected risk factors and/or an explanation
of the auditor’s assessed level of fraud risk and any fraud-related inquiries.

COMMUNICATION OF FRAUD

Once the auditor has discovered a fraud, or a possible fraud, then all evidence re-
garding the fraud should be reviewed and verified, and the legal counsel should be
contacted if it deems necessary; however, the communication should be limited to
those who have the need to know. Such communication may involve senior man-
agement, the audit committee, the board of directors, and when appropriate, oth-
ers outside the client’s organization. Top-level management is typically involved
in financial statement fraud. In this case, the auditor should report the discovered
financial statement fraud directly to the audit committee and, in its absence, to the
board of directors. If the auditor determines identified fraud risk factors having
continuing internal control implications, the auditor should consider these risk fac-
tors for inclusion in the required communication of reportable conditions to sen-
ior management and the audit committee.

The disclosure of financial statement fraud to parties outside of the client’s or-
ganization is ordinarily precluded and prevented by the auditor’s ethical and legal ob-
ligations of conditionality, unless the matter is reflected in the auditor’s report;
however, the auditor should recognize that, in the case of financial statement fraud, and
in the following circumstances, a duty to disclose fraud outside the entity may exist:
(1) to comply with certain legal and regulatory requirements; (2) to a successor audi-
tor when the successor auditor makes inquiries in accordance with SAS No. 84, enti-
tled Communications Between Predecessor and Successor Auditors31; (3) in response
to a subpoena in light of the concept that gathered audit evidence is not privileged and,
thus, cannot be withheld from a court of law (e.g., AICPA trial board, SEC lawsuit
cases); and (4) to a funding agency or other specified agency in accordance with re-
quirements for the audits of entities that relieve governmental financial assistance.

The Private Securities Litigation Reform Act (PSLRA) of 1995 applies to pub-
licly traded companies covered by the 1934 Securities Act and requires auditors to re-
port discovered financial statement fraud.32 Section 10a(b) of the act requires auditors
to provide the SEC with notification of material illegal acts, including financial state-
ment fraud that has not been responded to on a timely basis by senior management,
has been communicated to the audit committee, had been brought to the attention of
the board of directors, and has not been reported to the SEC by the board. The PSLRA
has effectively created a whistle-blowing obligation for auditors of publicly traded
companies. The SEC position has been that illegal acts described in the PSLRA re-
lated to financial statement fraud, not to the illegal acts by the client’s managers and
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employees that do not have a direct and material effect on the presentation of finan-
cial statements. When the outsider determines that an illegal act has a material effect
on the financial statements (e.g., financial statement fraud) but senior management
has not taken the appropriate remedial action, either on its own or at the demand of
the board of directors, the auditor should communicate that matter to the audit com-
mittee and issue a formal report to the board. The board of directors has only one busi-
ness day to notify the SEC and the auditor of its compliance with notifying the SEC.

Under the PSLRA, auditors are obligated to report to the SEC that they detect
financial statement fraud and management will not remedy the situation by re-
stating the financial statements or reporting financial statement fraud to the SEC.
The auditor’s notification is required even if the auditor decides to resign from the
engagement. Failure by the auditor to comply with the required notices may be
subject to civil penalties under the 1934 Securities Act.

The provision of SAS No. 82 can be summarized as follows:

1. Describes fraud in general, and financial statement fraud in particular, and its
characteristics.

2. Requires specific fraud risk assessment in every audit engagement, particu-
larly when there is an indication of the likelihood of financial statement fraud.

3. Provides guidance when the auditor identifies fraud risk factors.

4. Provides guidance in assessing audit test results.

5. Describes documentation requirements.

6. Provides guidance for internal and, possibly, external communication of fraud.

7. Clarifies, but does not expand, the auditor’s responsibility to detect financial
statement fraud.

8. Increases documentation requirements.

9. Specifies that an audit conducted in accordance with GAAS is designed to ob-
tain reasonable, rather than absolute, assurance that financial statements are
free of material misstatements caused by error or fraud.

10. Reports to the audit committee and the board of directors evidence that fi-
nancial statement fraud may exist.

11. Represents investors, creditors, and other users of audited financial state-
ments by accepting the ultimate accountability to the board of directors and
the audit committee.

12. Reports reportable conditions and material internal control weaknesses to the
senior management and the audit committee.

AUDITOR INDEPENDENCE

Auditor’s independence is the cornerstone of the auditing profession. Auditors, in
compliance with GAAS, conduct their audit by expressing an opinion on fair
presentation of operating results, financial position, and cash flows in conformity
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with GAAP. In rendering an opinion, auditors also provide reasonable assurance that
audited financial statements are free of material misstatements caused by fraud and
errors. In addition, auditors inform investors, creditors, and other users of audited fi-
nancial statements that they maintain an independence of mental attitude in conduct-
ing the audit and expressing opinion. Thus, investors, creditors, and other users of
audited financial statements, look to and rely on auditors’ reports regarding the in-
tegrity, quality, reliability, usefulness, and relevance of financial information in mak-
ing investment and other financial decisions; however, several issues detrimental to
auditor’s independence have resulted in a lack of public confidence in auditors’ re-
ports. For example, when auditors collect consulting fees significantly larger than au-
dit fees or when a company recruits and hires an auditor who previously was the
company’s audit manager or partner for its top executive position, and/or the audit
staff has significant financial interest in the client’s organization, the investors and
public question the potential conflicts of interest and lack of auditor’s independence.

The audit fees paid by companies to their independent auditors count only for
about one-fourth of total fees charged by auditors to their clients. U.S. News and
World Report (July 23, 2001) states that “only 27 cents of every dollar companies
paid their independent auditors last year had to do with the all-important sign off
on corporate financial statements.”33 While there is nothing illegal about external
auditors performing other services, such as management and information technol-
ogy consulting for their clients, the extent of such services has raised concerns re-
garding “how independent actually are external auditors?”34

To address auditors’ independence, the SEC issued new rules, after a long
process of debates and compromising, which require public companies, for the first
time, to disclose fees they paid their external auditors for financial audits and other
services. Pricewaterhouse Coopers (PWC) has recently been the target of three on-
going SEC investigations for alleged audit failure to discover financial statement
fraud. In May 2001, PWC agreed to pay $55 million to settle a class-action lawsuit
by shareholders of MicroStrategy, Inc., which admitted misleading investors about its
profitability. In another case, PWC is subject to a pending lawsuit by shareholders of
Raytheon Co. who lost millions after the company had to restate its earnings last year.
PWC billed Raytheon $51 million last year, from which about 95 percent related to
nonaudit services. Exhibit 11.4 shows that Big Five professional services firms re-
ceive a substantial portion of their fees (nearly 95 percent) for nonaudit services and
only a tiny share of collected fees (about 5 percent) for audit services.

To avoid the appearance of conflicts of interest, which may jeopardize public
confidence in auditors’ objectivity, integrity, and independence, as well as compli-
ance with the SEC’s new rules on auditors’ independence, Big Five professional
services firms are separating their audit services from their nonaudit services. For
example, Ernst & Young sold off its consulting practice in 2000. Andersen’s former
consulting firm, renamed as Accenture, spun off from Arthur Andersen in 2000.
KPMG split off its consulting group in January 2001. PWC is in the process of split-
ting off its auditing and consulting services. Whether the separation of auditing and
consulting services by most of the Big Five and the new rules requiring disclosure
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Exhibit 11.4. Partitioning of Fees Collected by Big Five from Selected Clients

Big Five Client Fees Collected Percentage

Nonaudit Audit
Arthur Andersen Marriott Int. $31,331,300 96.65 3.35

Deloitte & Touche GAP $8,245,000 93.10 6.9
Ernst & Young Sprint $66,300,000 96.23 3.77

KPMG Motorola $66,200,000 94.11 5.89
Pricewaterhouse Coopers Raytheon $51,000,000 94.12 5.88

Source: Securities and Exchange Commission, Available: http://www.sec.gov and also provided in
U.S. News and World Report, July 23, 2001, page 42.

of fees collected for audit and other services will improve auditors’ independence is
still an unresolved issue in the financial community that only time will tell.

Definition

Auditor independence is a concept that cannot be easily defined, primarily be-
cause it describes an auditor’s frame of mind and attitude. The second general
standard of GAAS regarding auditor independence states, “In all matters relating
to the assignment, an independence in mental attitude is to be maintained by the
auditor or auditors.” In October 1997, the AICPA issued a white paper defining in-
dependence in light of financial information being audited by independent audi-
tors. The White Paper stated that:

[A]uditor independence is an absence of interests that create an unacceptable risk of
bias with respect to the quality or context of information that is the subject of an audit
engagement.35

Auditors’ independence assists auditors to have an objective state of mind by acting
with impartiality, integrity, and objectivity; and separating personal interest and ob-
ligations from clients’ interests. Auditors should maintain independence in both fact
and appearance. Independence in fact requires auditors to have an objective state of
mind. Appearance of independence requires auditors to avoid any conflict of inter-
est with their clients (e.g., financial or other self-interests) that might jeopardize the
public’s confidence in auditors’ judgment and performance or be perceived as in-
compatible with the objectivity necessary to fulfill professional responsibilities.

Auditors’ independence is governed by several rules and their interpretations
established by the AICPA and SEC. In 1997, the SEC and AICPA established the
Independence Standard Board (ISB) to address the impact of the rapidly changing
and complex business environment on the independence rule-making process and
to establish independence standards for auditors. The primary purpose of the ISB
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has been to establish a principles-based system providing a conceptual framework
to assist auditors, management, and audit committees in determining circum-
stances or factors that may impair auditors’ independence.

Most recently, the ISB issued an exposure draft and, subsequently, a new rule
of a conceptual framework for auditor independence. The ISB’s new rule defines
auditor independence as “freedom from those factors that compromise, or can rea-
sonably be expected to compromise, an auditor’s ability to make unbiased audit de-
cision.”36 The framework defines two concepts of independence: independence in
fact and independence in appearance. Independence in fact refers to the mental at-
titude of the auditors in the sense that the auditor should have an objective state of
mind, being impartial, objective, unbiased with respect to the client and other users
of audited financial statements. Independence in appearance, however, is not well
defined; it is often described in terms of the perception of investors and other users
of financial information toward auditor independence. It means auditors should be
perceived to be independent in the minds of investors, creditors, and other users of
audited financial statements by avoiding any conflicts of interest that might jeop-
ardize users’ confidence in auditors’ performance. In the new rule for auditor inde-
pendence, there is a clear emphasis on the perceptions of the investing public and
users of financial information. To mitigate the ambiguity regarding independence
in fact and appearance, the framework recommends a three-step process:

1. Identify threats to the auditor’s independence and analyze their significance.

2. Evaluate the effectiveness of potential safeguards to address the identified
threats, including restrictions.

3. Determine an acceptable level of independent risk that can be tolerated, com-
promised, and managed.

Based on this new definition of auditors’ independence, auditors are not required to
be completely free of all the factors that could possibly affect their ability to make
objective and unbiased audit decisions, but only free from those that are significantly
detrimental to auditors’ judgments and rise to the level of compromising the ability
to be impartial, objective, and unbiased. Auditors should continuously assess their
ability and judgment to have an objective state of mind as well as how activities and
relationships with their clients (e.g., the extent of consulting services) would appear
to others. Thus, the auditors’consideration of independence should be assessed from
two perspectives: (1) how auditors themselves perceive their independence; and
(2) how others, particularly the investing public, perceive auditors’ independence. In
this context, auditors should consider the threats to independence and develop safe-
guards that support reasonable or perceived independence. The framework identi-
fies five fundamental categories of threats to auditors’ independence as self-interest,
self-review, advocacy, familiarity, and intimidation.

1. Self-interest occurs when auditors act in their own interest (e.g., financial,
emotional) rather than serving the interest of the investing public.
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2. Self-review threats arise when auditors audit their own work or the work of
other auditors (e.g., the extent of consulting in accounting system design and
information technologies).

3. Advocacy occurs when auditors act in the interest of their clients rather than
the interest of the investing public by remaining objective and unbiased with
regard to all users of audited financial statements.

4. Familiarity threat arises when auditors have a close relationship to the client
(e.g., being a close relative of the client’s top executives).

5. Intimidation threat occurs when auditors are directly or indirectly influenced
by the client or another third party (e.g., pressure by management to partici-
pate in gamesmanship).

The aforementioned threats to auditors’ independence can diminish the investing
public’s confidence in auditors’ performance, and, therefore, they should be safe-
guarded. An important safeguard is the development of procedures to preserve
auditor independence, including limits on the extent of consulting services, prohi-
bitions on owning stock of an audit client, and instilling professional values
through proper training, firm policies on independence, and enforcement of inde-
pendence policies throughout the auditing firm. The framework places significant
emphasis on relationships that may impair auditors’ independence and provides
guidance to identify relationships and assess their impact on auditors’ independ-
ence. The relationships addressed in the framework are as follows:

Financial Relationships

The framework narrowed the circle of individuals within the auditing firm whose
investments trigger independence concerns. For example, audit partners who do
not even work on audits, along with their family members, are restricted from in-
vestments in their audit client’s organization. The new rule also eliminates invest-
ment opportunities in audit clients for those who work on the audit or are in a
position to “influence” the audit.

Employee and Business Relationships

The new rules identify the employment and business positions in which a person
can influence the audit client’s accounting records or financial statements, which
would impair an auditor’s independence if held by a “close family member” of the
auditor.

Nonaudit Service Relationships

The framework identifies several nonaudit services that may impair auditors’ inde-
pendence, including bookkeeping and other related services, such as information
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technology design and implementation, approval or valuation services, actuarial
services, and internal audit services.

1. Bookkeeping and Accounting Services. Auditors are prohibited from main-
taining accounting records or preparing financial statements of publicly
traded companies, except in emerging circumstances.

2. Information Technology (IT) Design and Implementation. Auditors are pro-
hibited to operate or supervise the operation of the clients’ IT systems; how-
ever, auditors may provide IT consulting services, provided management:

• Acknowledges to the auditor and audit committee management’s responsi-
bility for the IT systems and related internal controls.

• Identifies a person from within the company to make all management
decisions.

• Makes all the significant decisions for the IT project.

• Assesses the adequacy and effectiveness of results of the project.

• Does not rely on the auditor’s work as the primary basis for determining the
sufficiency of the financial reporting system.

The client should disclose the total amount of fees for IT services received
from the auditor as well as the amounts of audit fees; and state whether the
audit committee considered that the provisions of these nonaudit services
were compatible with maintaining the auditor’s independence.

3. Appraisal and Valuation Services. The restriction on appraisal and valuation
services only applies where it is reasonably likely that the results of any ap-
praisal or valuation would be material to the financial statements or where the
auditor would audit the results.

4. Actuarial Services. Actuarial services are limited to the determination of the
client’s insurance policy reserves and related financial transactions and ac-
counts; however, certain other types of actuarial services are allowed when
the client uses its own actuaries or third-party actuaries. Management accepts
responsibility for actuarial methods and assumptions, and the auditor does not
render actuarial services to an audit client on a continuous basis.

5. Internal Audit Services. Internal audit services are limited to 40 percent
(measured in terms of hours) of an audit client’s internal audit work, with the
exception for smaller businesses by excluding companies with less than $200
million in assets. Nevertheless, providing any internal audit services for an
audit client is contingent on management taking responsibility for and mak-
ing all managerial decisions regarding the internal audit function.

In summary, the new guidelines for auditor independence explicitly clarify
the relationships and circumstances that may impair auditor independence in fact;
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Exhibit 11.5. Potential Threats to Auditors’ Independence and Related
Safeguards

Threats Safeguards

1. Financial or other self-interest

2. Self-review of services performed

3. Becoming an advocate for (or against) 
the client’s position

4. Lack of exercising professional skepticism

5. Intimidation or threat by management

Source: The proposed SEC Rules on Auditor Independence and Consequences. Available:
www.aicpa.org/pubs/jofa/oct2000/news.bar.htm

• Monitoring investments
• Monitoring the extent of nonaudit

services provided
• Policies on independence and

compliance with those policies
• Partner and staff evaluation and

compensation methods
• Monitoring the extent of nonaudit

services provided
• Separating national consultation function
• Service line acceptance policies
• Client acceptance and retention policies
• Risk management consultation

requirements
• Peer review
• Partner rotation
• Concurring partner reviews
• Internal inspection/monitoring programs
• Internal inspection/monitoring programs
• Internal disciplinary actions
• Quality control inquiry committee

review
• Monitoring management reputation and

attitude

however, the issue of independence in appearance is not completely resolved. In-
dependent auditors should provide reasonable assurance that audited financial
statements are free of material misstatements caused by fraudulent error in order
to enhance the investing public’s ability to make informed investment and busi-
ness decisions. To effectively fulfill this responsibility, independent auditors
should be objective, impartial, and unbiased to the client, investors, creditors, and
other users of the audited financial statements. Exhibit 11.5 summarizes the inde-
pendent threats and related safeguards.
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NEW SEC RULES ON AUDITOR INDEPENDENCE

The new auditor independence rules established by the SEC took effect on Febru-
ary 5, 2001. The new rules address the issues affecting an accounting firm’s inter-
action with its SEC audit clients. These issues are (1) financial relationships,
(2) employment relationships, (3) business relationships, (4) scope of services,
(5) contingent fees, (6) quality control standards, and (7) proxy disclosure re-
quirements. After some alterations, the final rules are more closely aligned with
the SEC’s common objective of perfecting the public interest.

The SEC has added to the proxy disclosure requirements and taken away from
what is considered to be contingent fees. SEC clients must now disclose the fees
billed for services rendered by the principal accountant and the audit committee
considerations. Instead of adding to the definition of “contingent fee,” the SEC de-
cided to eliminate the “value-added” fees from the original definition. The addi-
tion of the proxy disclosure requirements and the scaleback of the contingent fee
definition illustrates how the SEC did its best to provide well-established auditor
independence rules.

The SEC has established four general principles when assessing independ-
ence. These principles include whether a particular relationship or nonaudit ser-
vice (1) creates a mutual or conflicting interest between the accountant and the
audit client; (2) places the accountant in a position of auditing his or her own work
product; (3) results in the accountant’s acting as management or as an employee;
or (4) places the accountant in a position of being an advocate for the audit client.

The auditor’s independence is perceived to be impaired when investors, cred-
itors, and other users of audited financial statements would conclude that the au-
ditor did not exercise objective, impartial judgment in reaching audit conclusions.
The new rules would modernize the requirements for auditor independence in the
following areas:

• Investments by auditors or their family members in audit clients

• Employment relationships between auditors or their family members and audit
clients

• The scope of services provided by audit firms to their audit clients

The new rules would reduce the number of audit firm employees and their
family members whose investment in, or employment with, audit clients would
impair an auditor’s independence. In particular, they would also identify certain
nonaudit services that, if provided to an audit client, would impair an auditor’s in-
dependence. These rules, however, would not extend to services provided to
nonaudit clients. Internal audit services provided by the outside auditor would be
limited to 40 percent of total internal audit hours (a restriction that does not apply
to operational-type audit work or to companies with less than $200 million in as-
sets). They would provide a limited exception to an accounting firm for inadver-
tent independence violations if the firm has quality controls in place and the
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violation is corrected promptly. In circumstances where the outside auditor pro-
vides IT consulting services, company management must retain responsibility for
managing the project, operating the corporation’s computer systems, and moni-
toring the system of internal control. Companies would also be required to dis-
close in their annual proxy statements certain information about nonaudit services
provided by their auditor during the last fiscal year, such as auditing, information
technology, consulting, and other attestation and assurance services.

The new rules have identified nine nonaudit services that impair the inde-
pendence when auditors offer these services to the audit client: bookkeeping ser-
vices, financial information systems design and implementation, appraisal or
valuation services, actuarial services, internal audit, management functions, hu-
man resources, broker-dealer services, and legal services. The rules do not fully
ban these services, but restrictions apply when the services are material and do not
affect the financial statements. When the audit client had $200 million or less in
assets, the independence is impaired if 40 percent of internal audit work related to
the internal controls, financial systems, or financial statements are completed by
the auditor. In the event that the auditor is not knowledgeable of a violation of in-
dependence, the auditor could correct the violation promptly and provide reason-
able assurance that the firm and its employees maintained independence. The
amendments also call for a proxy statement that includes certain information re-
lated to the nonaudit services provided by their auditor. The audit committee must
also provide written disclosures of the independence letter from the auditing firm
required by the ISB Standard No. 1.

The SEC’s Accounting Series Release (ASR) No. 250 required publicly
traded companies to disclose in their proxy statements the percentage of fees for
nonaudit services in relation to the audit fee and whether these services were ap-
proved by the board of directors and its representative audit committee. ASR No.
250 was subsequently withdrawn primarily because of the SEC’s concern that the
disclosed information was not utilized. Glazan and Millar (1985) examined share-
holder reaction to disclosers of ASR No. 250 and found that either independence
of the auditors is not important to shareholders or shareholders do not consider
nonaudit services as affecting independence of the auditors.37

The ISB issued Standard No. 2, Certain Independence Implications of Au-
dits of Mutual Funds and Related Entities, in December 1999. ISB Standard
No. 2 addresses auditor investments in mutual funds and other entities that are
not audit clients, but are related to mutual fund audit clients. The standard re-
quires the audit firm, audit team, and others to be independent from nonclient
sister funds and nonfund entities related to an audit client fund or nonfund en-
tity. In the wake of Enron debacle, lawmakers including the SEC, are investi-
gating its audit work performed by Andersen. Joseph F. Berardino, managing
partner and CEO of Andersen, in defending the audit practices of Enron before
Congress, stated that “Andersen will have to change…the accounting profes-
sion will have to reform itself. Our system of regulation and discipline will
have to be improved.”38
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CONCLUSION

Users of financial statements have traditionally relied on independent auditors’judg-
ment, opinion, and assurance that audited financial statements are free of material
misstatements caused by errors or fraud. Thus, failure of independent auditors to de-
tect financial statement fraud either knowingly or recklessly can result in substantial
losses to investors, creditors, and auditees as well as costly lawsuits against auditors
and accounting firms. The SEC has raised concerns about audit failures and is work-
ing with criminal prosecutors to attack financial statement fraud and to hold inde-
pendent auditors more accountable for their audit performance, quality, and
effectiveness. This chapter discusses the role of independent auditors in corporate
governance and in ensuring the quality, integrity, and reliability of financial reports.

The AICPA, in response to the risk of fraud threatening the quality and in-
tegrity of financial information and auditors’ responsibility to detect financial
statement fraud, issued Statement on Auditing Standards (SAS) No. 82: Consid-
eration of Fraud in a Financial Statement Audit. This statement requires external
auditors to explicitly consider the risk that financial statements may be materially
misstated because of fraud and perform appropriate audit procedures to detect
fraud. SAS No. 82 requires that auditors report to the audit committee financial
statement fraud, including fraud involving senior management and fraud that
causes a material misstatement of financial statements, regardless of whether per-
petrated by senior management or other employees.
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Chapter 12

Governing Bodies

INTRODUCTION

Several governing bodies directly or indirectly influence corporate governance
and the financial reporting process of publicly traded companies. These govern-
ing bodies are classified into two groups of standard-setting bodies and monitor-
ing organizations. Standard-setting organizations consist of the Securities and
Exchange Commission (SEC), the Financial Accounting Standards Board
(FASB), and the American Institute of Certified Public Accountants (AICPA). The
monitoring organizations are the SEC, the AICPA, the SEC Practice Sections
(SECPS) of the AICPA, state boards of accountancy, the Independence Standards
Board (ISB), and the Public Oversight Board (POB). Other self-regulatory orga-
nizations that may influence the financial reporting process are the National
Association of Securities Dealers (NASD) and the New York Stock Exchange
(NYSE), which recently sponsored the Blue Ribbon Committee (BRC) on Im-
proving the Effectiveness of Corporate Audit Committees (1999).1 Exhibit 12.1
presents the role of these governing bodies in corporate governance.

Accounting standards used by publicly traded companies to measure, recog-
nize, and disclose economic transactions and events, known as generally accepted
accounting principles (GAAP), are currently promulgated by the FASB, the dele-
gated standard-setting body of the SEC. Professional technical standards for au-
ditors are issued by the AICPA’s Auditing Standards Board (ASB). The ASB issues
generally accepted auditing standards (GAAS) for external auditors to follow in
conducting their audits of financial statements. Thus, financial statements are pre-
pared in conformity with GAAP and they are auditing in accordance with GAAS.
This chapter presents the role of governing bodies in improving the quality, in-
tegrity, and reliability of financial reports.

SECURITIES AND EXCHANGE COMMISSION

The SEC was established in response to the substantial concerns by investors and
the public regarding the trustworthiness of securities markets. Congress created
the SEC to address, restore, and maintain investor confidence after the 1929 stock
market crash. The SEC is an independent federal regulatory agency established
through congressional legislation in 1934. The SEC has the authority to prescribe
the form and content of financial statements of publicly traded companies. The Se-
curity Act of 1933 and the Securities Exchange Act of 1934 were enacted to
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protect investors’ interests and to ensure that the capital markets are fair, honest,
and efficient. These acts and related rules and regulations issued by the SEC re-
quire the disclosures to be made in registration statements and prospectuses used
in securities offerings as well as in annual, quarterly, and other public reports filed
with the SEC.

The SEC has also been given statutory authority to issue accounting standards
for companies under its jurisdiction. The SEC has delegated its standard-setting
authority to the private sector (e.g., FASB), while exercising the oversight func-
tion of the private sector’s standard-setting processes and the right to override,
supplement, and/or amend private-sector standards. The SEC also plays an im-
portant role in the financial reporting process of registrants through its continuous
monitoring of their accounting and reporting practices. The SEC has promoted
high-quality financial reports free of material fraud through its continuous over-
sight functions and following activities. Since its inception in 1934, the SEC has
required publicly traded companies to comply with initial and continuing disclo-
sure standards to prevent misleading or incomplete information and to foster in-
formed decisions by investors.

The SEC regulates publicly traded companies in the United States that issue
securities to the public and requires the issuance of a prospectus for any new se-
curity offering. The SEC was established to protect the interests of investors
through its jurisdiction over any corporation with class securities listed on an or-
ganized stock exchange (e.g., NYSE, AMSE, NASDAQ) or, if traded over-the-
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counter, with five or more shareholders and $10 million or more in total assets.
The SEC requires public companies under its jurisdiction to submit regular filing
of (1) annual reports (10-K); (2) quarterly reports (10-Q); and (3) other reports
known as 8-K reports depending on particular circumstances, such as bankruptcy,
changes in auditors, and other important events.

Federal securities law prohibits financial statement fraud by publicly traded
companies through mandated truthful financial disclosure. Rule 10(b)-5 of the
SEC Act of 1934 prohibits disclosure of material untruths and omissions in open-
market trades. The SEC Acts of 1933 and 1934 fundamentally constitute security
market regulation in the United States. The provisions of these two acts are estab-
lished to protect investors from fraudulent or misleading information that may
cause security price manipulation. In an efficient capital market, security prices re-
flect the market participants’ (e.g., individual investors, analysts, institutional in-
vestors) expectations of future cash flows to shareholders. Financial statement
fraud, by presenting misleading financial information, can adversely affect the
market’s expectations and, thus, security prices.

Since 1934, the SEC has been empowered by Congress to make rules and
regulations governing registration statements and prospectuses and issued
accounting standards for registrants. Publicly traded companies under the SEC
jurisdiction that issue misleading financial disclosures are in violation of Rule
10(b)-5 of the SEC Act of 1934. This type of violation constitutes a form of cor-
porate illegal activity (fraudulent activity) subject to SEC legal enforcement pro-
cedures that can result in substantial economic losses to the alleged corporation,
its top executives, and its stakeholders (e.g., investors, creditors, employees, and
customers.)

Statutory Authority of the SEC

The 1934 Act is based on the premise that stock prices are susceptible to mis-
leading financial information, manipulation, and control. The U.S. Congress has
authorized the SEC to mandate periodic financial reports by publicly traded com-
panies. These financial reports (annual or quarterly) were required in addition to
registration statements, prospectuses, and proxies required by the 1933 and 1934
Acts. These acts (1) prohibit disclosure of false or misleading information and
manipulation of fraudulent behavior intended to affect security prices; (2) impose
explicit liabilities and penalties on fraudulent financial reporting activities; and
(3) disallow the use of nonpublic information by specialists and insiders. Thus,
these acts are expected to affect company’s management and investor behavior
by requiring publication of reliable financial information by management and the
use of that information by investors in making capital investment decisions.

Brownlee and Young (1987) argue that empirical studies on the economic con-
sequences of the SEC-mandated disclosure program have focused on two funda-
mental issues: (1) the impacts of the SEC 1933 Act on new stock issues; and (2) the
capital market effects of periodic disclosure requirements (annual or quarterly) under
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the SEC 1934 Act.2 Studies (Stigler, 1964; Jarrell, 1981)3,4 that examined the effects
of the 1933 Act on the returns of new stock issues conclude that (1) aggressive in-
vestors are typically worse off under the SEC 1933 Act; and (2) risk-averse investors
were not necessarily better off under the Act. Empirical studies (Benston, 1973; In-
gram and Chewning, 1983) 5,6 on stock market effects of the 1934 Act conclude that
(1) there is no significant impact of the 1934 Act on the securities prices; (2) while
the 1934 Act may not have affected security returns in the long-term, it may have
changed the relative timing of securities prices that constitute the returns.

SEC’s Role in Financial Reporting

The SEC Act of 1934 gave the SEC congressional authority to promulgate ac-
counting policies and standards better known as GAAP. The SEC has issued rul-
ings called Accounting Series Releases (ASRs), Financial Reporting Series
Releases (FRSRs), and Staff Accounting Bulletins (SABs) to specify acceptable
accounting principles for companies under its jurisdiction; however, over the
years and for the most part, the SEC has delegated its accounting standard-setting
authority to the private sector of the Financial Accounting Standards Board
(FASB). The FASB has issued Statements of Financial Accounting Standards
(SFASs) and related interpretations through a lengthy deliberation process in es-
tablishing GAAP for external financial reporting. During the past three decades,
the SEC and FASB have worked closely together in establishing GAAP, with the
SEC playing largely an oversight and supportive role.

The SEC has the statutory authority, delegated by Congress, to regulate the
securities markets in the United States and establish accounting standards to be
used by publicly traded companies under its jurisdiction. Since its establishment
about 70 years ago, the SEC has followed a policy, initially set forth in 1938 in Ac-
counting Series Release (ASR) No. 4, of relying primarily on the accounting pro-
fession to promulgate accounting standards. This policy was further reaffirmed in
ASR No. 150 for accounting standards set forth by the FASB. Statements of Fi-
nancial Accounting Standards (SFASs) issued by the FASB provide sources of
guidelines for corporations in measuring, recognizing, and disclosing financial
transactions, items, and reports, and are considered to be GAAP with substantial
authoritative support.

In 1938, a few years after its inception, the SEC issued its ASR No. 4, which
states that the registrant’s financial statements would be accepted if there were
“substantial authoritative support” for the accounting practices followed by that
registrant. In 1973, shortly after the creation of the FASB as a private accounting
standard-setter, in its ARS No. 150, the SEC recognized FASB standards as pro-
viding “substantial authoritative support” for accounting practices by registrants.
The SEC, in its ARS No. 150, states:

For purposes of this policy, principles, standards, and practices promulgated by the
FASB in its Statements and Interpretations will be considered by the Commission as
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having substantial authoritative support, and those contrary to such FASB promulga-
tions will be considered to have no such support.7

The SEC accounting standard-setting authority is restricted and only applicable
to financial statements of publicly traded companies that are under SEC jurisdic-
tion. The FASB standard-setting authority is much broader, and its standards pro-
mulgations are applicable to SEC registrants, private companies, small public
companies, not-for-profit organizations, and in some cases, to state and local gov-
ernmental agencies.

The SEC’s role in corporate financial reporting accounting to the Report of
the SEC Advisory Committee on Corporate Disclosure (1977) is to “assure the
public availability in an efficient and reasonable manner and on a timely basis of
reliable, firm-oriented information material to informed investment and corporate
suffrage decision-making.”8 This overseeing responsibility of the SEC is pre-
sumed to assure “the semi-strong capital market efficiency” concept that suggests
security prices reflect all available public information, including published finan-
cial statements. The SEC regulations of corporate financial disclosure are intended
to prevent “market failure.” Brownlee and Young (1987)9 argue that the notion of
“market failure” has two fundamental components of the “public good” and
“asymmetry” of information. The “public good” nature of corporate financial re-
ports suggests that published corporate financial information is viewed to be pub-
lic good primarily because (1) the use of such information by one person does not
reduce the quantity or quality of the information available to others; (2) nonpur-
chasers cannot be excluded from consuming it; and (3) financial information
passes both the joint consumption and nonexclusivity attributes of public goods.
Thus, proper SEC disclosure regulations are necessary to ensure that adequate fi-
nancial information is produced and disseminated by corporations. In the absence
of SEC-mandated financial disclosure, corporations may produce unreliable and
insufficient financial information that may lead to suboptimal resource allocation
and resulting market failures. The public good concept of corporate financial in-
formation deals with the efficiency issue of the capital markets.

The second element of market failure related to the concept of “asymmetry”
is the manner in which financial information is distributed among market partici-
pants. The asymmetry notion of financial information pertains to the equity issue
of publicly available financial information. Asymmetry of financial information
suggests that corporate insiders (e.g., management, the board of directors) may
know much more about their corporations than do outsiders (investors). This may
provide opportunities for insiders to fraudulently take advantage of the possessed
monopolistic information to influence stock prices. Thus, SEC regulations pro-
hibit inside tradings that may create inefficiency in the capital market. The SEC’s
new disclosure regulation (fair disclosure) is intended to create a level playing
field for all market participants. Illegal insider trading has received considerable
attention by the financial community and generated significant political interest.
Thus, the Insiders Trading Sanctions Act of 1984 (Pub L. No. 98-376) extended
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SEC enforcement powers regarding insider trading and imposed significant penal-
ties on those found guilty of inside tradings. The severity of the insider problems
encouraged Congress to review the SEC’s role in the supervision and issuance of
accounting standards and the existing structure for establishing disclosure re-
quirements for publicly traded companies.

The SEC has adopted an Integrated Disclosure System since 1980 that re-
quires disclosure of a set of standardized information for both 10-K reporting filed
with the commission and the annual report issued to shareholders. This set of in-
tegrated disclosure contains the audited financial statements, notes to the financial
statements, the auditor’s report, a five-year summary of selected financial items
(e.g., sales, income), stock market data (e.g., high and low sales prices), and the
Management Discussion and Analysis (MD&A) of financial condition and results
of operations.

SEC’s Regulation Fair Disclosure

The SEC has had great concern over selective disclosure of material information
by financial information issuers for several years. Many publicly traded companies
disclosed important nonpublic information, such as advance warnings of earnings
results and restructuring changes, to securities analysts or selected institutional in-
vestors or both before they made full disclosure of the same information to the gen-
eral public. The investors who had access to the information before others either
made a profit or avoided losses. The SEC former chairperson Arthur Levitt states
the following regarding the importance of fair disclosure requirements:

As Wall Street analysts play an increasingly visible role in recommending stocks,
some in corporate management treat material information as a commodity—a way to
gain and maintain favor with particular analysts. That defies the principles of integrity
and fairness and therefore the meritocracy in the U.S. taught to children and practiced
through equal opportunity. America’s marketplace should be no exception. Instead, it
should serve as a beacon. No one should be excluded.10

On October 23, 2000, Regulation Fair Disclosure (FD) went into effect and be-
came the law. The regulation would ban the practice of holding conference calls
with analysts by invitation only, also known as selective disclosure. The SEC pro-
posed such a regulation to provide a more level playing field for those investors
who do not have insider or early information on which to base their decisions. The
following are reasons for the regulation:

• Certain analysts and individuals had access to information that was not avail-
able to the public.

• Assuming the securities markets are efficient, the markets will react to all pub-
lic and nonpublic information.
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• Some companies wanted to appear more profitable than they actually were by us-
ing the information to persuade analysts to provide inaccurate positive estimates.

• Technology, such as the Internet, allows information to be distributed much
faster.

The SEC has recently adopted a series of new rules, including Regulation FD,
Rule 10(b) 5-1, and Rule 10(b) 5-2.11 These new rules are designed to address the
issue of how a publicly traded company’s financial records are required to be dis-
closed, and to whom and when. The need for this new set of regulations and rules
came about because of the public demand to address what was seen as a loophole
in the laws that prohibit insider trading. While it was (and still is) highly illegal for
a private investor to make a stock purchase or sale based on information gathered
from a personal contact within the management of a company, many people be-
lieved that the practice of allowing the same type of information to be disclosed to
a certain group of analysts and to certain large fund managers also violated the in-
tent of the law. Those who are not “in the loop” with these analysts are often left
dealing with the consequences of finding that the value of their stock has been
driven down because of the actions of these analysts. Or in other cases, the price
has been driven too high, and once the news disclosed to the analysts becomes
public, the effect on the market becomes one of the analyst being “insulated” from
the risk and the average individual investor losing money instead.

Regulation FD requires that, when an issuer or any person acting on behalf of
the issuer discloses material nonpublic information to certain enumerated persons
(generally, securities market professionals or investors), the issuer must make
public disclosure of that same information simultaneously (for intentional disclo-
sures) or promptly (for nonintentional disclosures). Regulation FD concerns is-
suers or persons acting on their behalf, disclosing nonpublic information to certain
persons (usually general securities market professionals and holders of issuers’ se-
curities); it must make public disclosure of that information. Timing depends on
whether the selective disclosure was intentional or unintentional; for intentional,
the issuer’s public disclosure must be done simultaneously; for unintentional, pub-
lic disclosure must be made promptly. The regulation requires that disclosure be
made by one or both of these two methods (i.e., by Form 8-K or another method
reasonably designed to reach a broad, nonexclusionary distribution of information
to the public). Under the regulation, the required public disclosure may be made
by filing or furnishing a Form 8-K, or by another method or combination of meth-
ods; these methods must be broad and nonexclusionary.

Rule 10(b) 5-1 deals with the issue of insider trading liability arising in con-
junction with a trader’s “use” or “knowing possession” of material nonpublic
information. This rule applies when a person trades “on the basis of” material non-
public information when the person purchases or sells securities while aware of
the information. Also, the rule allows several affirmative defenses (responding 
to comments), allowing trading under circumstances where it is clearly known 
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that the information was not a factor in the trade decision. Rule 10(b) 5-2 deals
with a breach of family or other non-business relationship, giving rise to liability
under the misappropriation theory of insider trading. The rule provides three non-
exclusive bases for determining that a duty of trust or confidence was owed by a
person receiving information, and will provide greater certainty and clarity on this
unsettled issue.

Regulation FD will provide several important benefits to investors and the se-
curities markets as a whole. All investors will receive more fair information dis-
closure, thereby increasing investor confidence in market integrity. Regulation
FD, by increasing market confidence, will maintain and enhance extensive in-
vestor participation in the market, thus encouraging better market liquidity and ef-
ficiency while promoting more effective market capital raising. In addition,
benefits from the regulation will likely include unbiased analysis. The access to
material information will be on equal footing to all analysts with respect to com-
petition as a result of this regulation. Honest opinions can be expressed by ana-
lysts without fear of being denied access to valuable corporate information, as
their competitors. As a result of regulation FD, other analysts will not have the
competitive edge just because they are able to say better things about issues.

Rule 10(b) 5-2 lists three nonexclusive bases for deciding when a person re-
ceiving information is subject to a ‘duty of trust or confidence’ for purposes of the
misappropriation theory of insider trading.12 The rule will clarify the law on the
question of when a family relationship will create a duty of trust or confidence,
and it will fill the gap in current law on family members and insider trading.

Many large businesses have already been in full compliance with the regula-
tion even before it was fully approved. Many corporations have used the devel-
opment of the Internet to offer interested parties to listen to conference calls over
the Internet. In addition, firms can directly update their web sites with new dis-
closures. If the firm updates information with the SEC, the information is put into
the EDGAR database, available on the web; however, some people disagree with
Regulation FD. Many analysts will have to do other work to get information they
usually received by the firms they were researching. Now, they have less access
to the changes in earnings information. They have to spend more time collecting
information from suppliers and distributors. Many people believe this regulation
will decrease the amount of information available for investors to make educated
decisions. Many say that Regulation FD will cause a lack of information because
the firms will be scared to violate the regulation and will cut all flow of informa-
tion. Many firms have stated that they will significantly reduce their disclosures
with the new regulations. Some corporations will choose to completely stop talk-
ing to analysts to remain in compliance with the regulation. Others have criticized
Regulation FD in the sense that its implication will cause issuers to release non-
public information.

Another argument is that provisions on selective disclosure will lead to in-
formation overload. There is currently so much information with which investors
do nothing. Even if material information is made public, investors may not pay at-
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tention to it or use it to their benefit, and the professionals will still have an upper
hand. Because it is their jobs, professionals may still have vital information about
their companies, the trend of their performance, among other things, just by study-
ing the companies over the years. This will still help them make well-informed
trade decisions that investors can never make. Despite this law, analysts and other
professionals will continue to get some form of information the public will not
have through casual chats with acquaintances they have formed on the job over
the years. No amount of regulation can put the average investors on equal footing
with securities professionals.

The most important impact Regulation FD will have is its “chilling effect.”
The “chilling effect” is the likelihood that publicly traded companies will be afraid
to disclose some information without violating their role and being accused of se-
lective disclosure. The analysts will also be on the lower end of the stick with the
fair disclosure regulation. They will have less accessibility to the changes in com-
pany earnings information. The regulation will also require the analysts to spend
more time collecting the information they incorporate into the pricing of company
stock. There will also be less certainty in the reports analysts provide about the
earnings expectations of companies.

Analysts may view the new laws as preventing them from being able to do
their jobs in a timely manner because, by the time the analysts get the information
and analyze it, that analysis is going to be out of date because the market, upon
learning the same news at the same time, is going to react to that information in
either a positive or negative manner. But whichever way investors react, that re-
action will have an impact on the market and quite possibly change it to the de-
gree that the analysts’ reports will become invalid before they can even be issued.
Although this may on the surface seem to be the problem of only the analysts, the
reality is that while many private investors do their own research, many more rely
on the advice of analysts for guidance.

Financial Fraud Detection and Disclosure Act of 1992

This act amended the Securities and Exchange Commission Act of 1934 by adding
a new Section 13A to improve fraud detection and disclosure of publicly traded
companies. The legislation requires independent auditors to perform adequate au-
dit procedures designed to provide reasonable assurance of detecting illegal acts
that would have a direct and material effect on financial statements, identification
of material related-party transactions, and assessment of the company’s ability to
continue as a going concern. This legislation requires that, if external auditors de-
tect a material illegal act that would directly affect financial statements, the audi-
tor should (1) inform the appropriate level of management and the audit
committee; (2) if management failed to take timely and appropriate remedial ac-
tion and management’s failure warrants either a departure from a standard audi-
tor’s report or a resignation from the audit engagement, then the auditor should
report these conclusions directly to the board of directors; (3) the company should
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inform the SEC within one business day of receipt of the auditor’s report; and
(4) failure of the company to report to the SEC may force the auditor to resign
from the audit engagement or to report the suspected illegalities to the SEC within
one business day.

Private Securities Reform Act of 1995

The Private Securities Litigation Reform Act of 1995 (the Reform Act), amended
the SEC Act of 1934 by adding Section 10A. Section 10A required that each au-
dit under the SEC Act of 1934 include audit procedures regarding the detection of
illegal acts and the identification of related parties. The Private Securities Litiga-
tion Reform Act of 1995 became law on December 22, 1995. The U.S. Congress
overrode President Clinton’s vote in passing this Reform Act. On November 3,
1998, President Clinton signed into law the Securities Litigation Uniform Stan-
dards Act of 1998 (Uniform Standards Act).

The three major provisions of the Private Securities Litigation Reform Act of
1995 are (1) the “fair share” proportionate liability rule; (2) the deployment of
damage caps; and (3) the requirement for fraud detection and disclosure. King and
Schwartz (1997) discuss these three provisions of the act and present suggestions
and strategies to address these provisions.13 They conclude that auditors are re-
quired not only to detect illegal acts, including financial statement fraud, but also
to determine an appropriate and timely remedial response for management.

The Health Care Paperwork Reduction and Fraud Prevention Act of 2001 was
introduced on March 20, 2001, in the 107th Congress as H.R. 1128. The purpose
of this act, among other things, is to (1) reduce the amount of paperwork; (2) pre-
vent fraud and abuse through health care provider education; and (3) improve pay-
ment policies for health care services.

SEC AND FINANCIAL STATEMENT FRAUD

The SEC Act of 1934 requires financial disclosure to provide investors with ade-
quate information to allow them to make rational economic decisions. The re-
quired disclosures were deemed necessary to prevent financial statement fraud;
however, Benston (1973)14 concludes that the required disclosures are neither use-
ful nor timely, and the 1934 Act neither increased investors’ confidence in securi-
ties nor impacted the fairness of the capital market. Benston (1973) did not find
any evidence supporting the underlying assumption that the 1934 Act prevented
financial statement fraud.

Feroz, Park, and Pastena (1991)15 examined the issues pertaining to the fi-
nancial and market impacts of the SEC’s Accounting and Auditing Enforcement
Releases (AAERs): (1) the types of accounting and auditing problems that moti-
vate SEC enforcement actions; (2) the consequences of investigations on targets’
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financial statements, managers, and auditors; and (3) the perceived view of in-
vestors and other market participants on the SEC’s action. Feroz et al. (1991)16

found that (1) premature revenue recognition and/or overstatement of current as-
sets, especially receivables and inventories, were the most common cases of
AAER-related accounting problems; (2) managers responsible for financial state-
ment fraud usually suffered negative consequences, including job loss and law-
suits; (3) negligent auditors were typically censured or barred from SEC practice;
(4) auditors from smaller firms usually received the most severe penalties; (5) the
firms that were guilty of financial statement fraud resulting from improper re-
porting normally experienced a typical two-day around 13 percent negative mar-
ket return associated with the first disclosure of the alleged reporting violation;
and (6) the declines in the market returns were positively associated with the rel-
ative income effect of financial statement fraud.

The SEC financial statement fraud activities can be classified in three differ-
ent groups: (1) SEC fraud prevention activities; (2) SEC fraud detection activities;
and (3) SEC fraud enforcement activities. Pincus, Holder, and Mock (1998) con-
ducted a survey of a large sample of management, including officers and directors,
attorneys, internal auditors, and external auditors, to determine the effectiveness
of the SEC policies and activities in preventing, detecting, and disciplining cases
of financial statement fraud. Pincus, Holder, and Mock (1988) conducted a survey
to gather answers to two questions: (1) How effective are current SEC policies/
activities at preventing, detecting, and disciplining fraud? and (2) What potential
changes to current SEC policies/activities would be effective in improving fraud
deterrence and detection?17Most respondents (63 percent of internal auditors, 
56 percent of external auditors, 51 percent of attorneys, and 40 percent of man-
agement) replied that financial statement fraud is a problem of moderate to criti-
cal proportions.

SEC Fraud Prevention Activities

The respondents generally believed the SEC’s policies and activities related to fi-
nancial statement fraud to be at least somewhat effective. Most respondents stated
that the following five fraud prevention activities of the SEC are moderately to
very effective: (1) establishment of securities registration requirements; (2) review
of registration requirements; (3) establishment of financial reporting require-
ments; (4) ongoing reviews of quarterly/annual filing; and (5) publicity related to
enforcement actions.

There were few significant disagreements among the four groups of respon-
dents regarding the aforementioned SEC fraud prevention activities. Manage-
ment, internal auditors, and external auditors believed that the SEC’s most
effective fraud prevention policy and activity is publicity related to enforcement
actions, whereas attorneys believed the establishment of financial reporting re-
quirements to be the most effective prevention policy.
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SEC Fraud Detection Activities

Pincus et al. (1998)18 employed the following six SEC fraud detection activities:
(1) reviewing any publicly traded company receiving other than an unqualified
opinion; (2) reviewing all 8-K reports on auditor changes or unusual events; (3) re-
sponding to and considering tips from informants; (4) monitoring registration
statements; (5) addressing quarterly annual filings; and (6) monitoring market ac-
tivity. Although all four groups of respondents ranked the SEC’s fraud detection
activities as moderately effective, they all agreed that the SEC’s most effective
fraud detection activity is responding to tips from informants. Although, overall,
agreement among the four groups was high, internal auditors rated the effective-
ness of monitoring market activities lower than all the other groups; management
ranked the effectiveness of monitoring quarterly and annual filings as very high;
and attorneys ranked the effectiveness of reviews of other than unqualified opin-
ions higher than all the other groups. The respondents expressed their concern that
budget constraints limited the SEC’s effectiveness in reviewing quarterly and an-
nual filings.

SEC Fraud Enforcement Activities

Pincus et al. (1998)19 examined the following seven SEC fraud enforcement ac-
tivities: (1) referrals of cases to the Justice Department or state prosecutor’s office;
(2) referral of cases to state ethics boards or state boards of accounting; (3) litiga-
tion (e.g., actions brought under Rule 10(b)-5); (4) administrative proceedings
against accountants; (5) administrative proceedings against issuers of securities;
(6) court injunctions against a company’s officers, directors, or employees; and
(7) published reports of investigations. Most respondents from all four groups be-
lieved that all of the aforementioned SEC fraud enforcement activities are moder-
ately to very effective in preventing and detecting financial statement fraud,
except for the referrals to state ethics or accounting boards, which were expressed,
at best, as slightly effective enforcement mechanisms.

Suggested Changes to the SEC Current System

The respondents in the Pincus et al. (1998)20 study were asked to express their
views on the effectiveness of 26 possible changes to the current SEC system. The
following suggested changes received high rankings by all four groups of respon-
dents: (1) stiffer penalties for those involved in cases of financial statement fraud;
(2) requirements for audit committees for all publicly traded companies, and re-
quiring that a majority of the audit committee be outside directors; (3) the re-
quirement that a majority of the board of directors be outside directors; and (4) the
development by the SEC of red-flag profiles to help spot cases for investigation.
The most current reports (e.g., Blue Ribbon Committee on Audit Committee,
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199921 and O’Malley Panel on Audit Effectiveness, 2000)22 have already ad-
dressed the aforementioned changes.

SEC Accounting and Auditing Enforcement Releases

Empirical studies of financial statement fraud use the issuance of Accounting and
Auditing Enforcement Releases (AAERs) issued by the SEC as a proxy for fi-
nancial statement fraud. The use of AAERs has several advantages. First, AAERs
are an objective means of identifying publicly traded companies with fraudulent
financial reporting. Second, AAERs contain most financial statement fraud for
companies with auditor litigation. Finally, the nature of financial statement fraud
is described in AAERs. The only shortcoming of AAERs is that they limit the
SEC enforcement actions, reflecting a specific SEC agenda for publicly traded
companies.

ROLE OF THE AMERICAN INSTITUTE OF CERTIFIED 
PUBLIC ACCOUNTANTS

The American Institute of Certified Public Accountants (AICPA) is a national pro-
fessional association of more than 330,000 certified public accountants in public
practice, industry, government, and academia. Among other things, the AICPA es-
tablishes auditing and accounting standards, requires membership in its SEC Prac-
tice Section and compliance with the section’s membership requirements by firms
that audit publicly traded companies under SEC jurisdiction, and mandates peer
reviews of all firms with an accounting and auditing practice. These activities are
undertaken to protect the public’s interest in the quality of financial reporting. The
AICPA has issued several publications aimed at providing guidelines for inde-
pendent auditors to improve their effectiveness in detecting financial statement
fraud. Among those publications is Statement on Auditing Standards (SAS) No.
82 to make the auditors more skeptical in looking for errors, irregularities, and
fraud in the financial statements. The AICPA has issued Practice Alert No. 98-3
entitled “Revenue Recognition Issues” and posted on its web site (www.aicpa.org)
a useful toolkit on revenue recognition and the related audit issues to provide
guidelines for auditors in thoroughly examining the legitimacy of other clients’
earnings management practices.

Auditing Standard Setters

The Auditing Standards Board (ASB) of the AICPA issues GAAS and their inter-
pretations of Statements on Auditing Standards (SASs) to provide guidance for ex-
ternal auditors in conducting their audits. The ASB also promulgates quality
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control standards to assess the quality of auditors’ performance. The AICPA’s Pro-
fessional Ethics Executive Committee (PEEC) is responsible for changes to and
interpretations of the AICPA’s Code of Professional Conduct issued to measure
personal integrity and professional qualifications of public accountants. The In-
dependent Standards Board was issued in 1997 by the SEC and the AICPA to is-
sue standards on auditor independence regarding the audits of publicly traded
companies.

The Professional Ethics Division and the Joint Trial Board of the AICPA
establish and enforce technical and ethical standards by investigating and adju-
dicating disciplinary charges against auditors. The Quality Control Inquiry Com-
mittee (QCIC) of the SECPS investigates allegation of an audit failure against a
member firm with respect to an audit of an SEC registrant. The Public Oversight
Board (POB) is an independent and private sector that was established to moni-
tor and report on self-regulatory programs and activities of the SECPS of the
Division for CPA Firms of the AICPA. The POB consists of five members, pri-
marily nonaccountants, with a broad spectrum of business, professional, regula-
tory, and legislative experience. The POB is responsible for overseeing and
reporting on the activities of the SECPS, with the intention to safeguard and act
as an advocate of the public interest. The POB  was established in 1977 by the
AICPA to oversee and report on the Peer Review Program for auditing firms that
audit publicly traded companies. The POB’s success in the peer review program
with increasing public confidence in the accounting profession encouraged the
AICPA to continue supporting a POB composed of prominent individuals of high
integrity and reputation. Since its inception in 1977, the POB has created several
panels (Kirk Panel, 1993; O’Malley Panel, 2000) to address issues challenging
the accounting profession.

The O’Malley Panel on Audit Effectiveness (1999)23 identified the following
limitations of the existing governance system for the accounting profession: (1) in-
adequate public representation on the self-regulatory bodies; (2) lack of unified
leadership of several self-regulatory bodies; (3) ineffective communications with
the SEC and among different entities in the current system; and (4) lack of con-
sensus of interests and views among members of the AICPA and the AICPA’s pri-
orities. These perceived limitations have created an ineffective governance
structure and erosion of confidence in the accounting profession. The panel made
several recommendations to mitigate the limitations of current governance sys-
tems by building on the POB’s experience and reputation to establish a unifying
oversight body.

The panel suggests that the governance system of the accounting profession
be unified under a strengthened, independent POB that oversees the profession’s
activities, including (1) establishing professional standards; (2) monitoring and
measuring performance; (3) ensuring accountability for improper acts and sub-
standard performance through an effective disciplinary system; and (4) identify-
ing and addressing emerging issues and changes in the environment and the
profession on a timely basis. The panel’s proposed self-regulatory system consists
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of several governing bodies responsible for different self-regulatory functions.
Under the proposed system, (1) the SEC and the POB are responsible for the over-
sight function; (2) the ASB and ISB and Professional Ethics Executive Commit-
tee will perform the standard-setting function; (3) the SECPS Peer Review
Committee will perform the monitoring function; (4) the Quality Control Inquiry
Committee, the Professional Ethics Executive Committee, and the Joint Trial
Board will perform disciplinary functions; and (5) special review panels, con-
vened by the POB with coordination and cooperation of other governing bodies
and others, will address major emerging issues, changes, and challenges in the en-
vironment and the accounting profession.

Self-regulation or peer regulation related to activities of professional entities
outside the firm enhance the quality of the practice. Over the years, CPA firms, in-
cluding the Big Five, have only been able to stay members of the AICPA if the
firm participates in one of the practice-monitoring programs, the SEC Practice
Section or Private Companies Practice Service. Objectives of the SEC Practice
Section are to:

• Improve the quality of services by CPA firms by establishing practice require-
ments for member firms.

• Establish and maintain an effective system of self-regulation of member firms by
means of mandatory peer review, maintenance of appropriate quality controls,
and the imposition of sanctions for failure to meet membership requirements.

In order to remain a member, participants must:

1. Adhere to quality controls standards established by the AICPA.

2. Submit peer reviews of firm’s accounting and auditing practice every three
years.

• Conduct reviews in accordance with the review standards established by
the section’s peer review committee.

3. Ensure that all professionals in the firm reside in the United States and par-
ticipate in at least 20 hours of continuing professional education every year
and in at least 120 every 3 years.

• Rotate audit partners on SEC engagements periodically.

• Have an audit partner not involved in the engagement review and concur on
audit reports before issuance.

• Refrain from performing certain management-restricted consulting
services.

To improve the quality of financial reporting, the AICPA established the Jenkins
Committee to address issues challenging the accounting profession and standard
setters. The Jenkins Committee considered users’ needs for high-quality financial
information, auditors’ association with users’ needs, alternative ways to meet
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those needs, and the costs and benefits of the alternatives. The Jenkins Committee
made the following recommendations for standard-setting bodies24:

• National and international standard setters and regulators should increase their
focus on the information needs of users, and users should be encouraged to work
with standard setters to increase the level of their involvement in the standard-
setting process.

• U.S. standard setters and regulators should continue to work with their non-
U.S. counterparts and international standard setters to develop international ac-
counting standards, provided the resulting standards meet users’ needs for
information.

• Lawmakers, regulators, and standard setters should develop more effective de-
terrents to unwarranted litigation that discourages companies from disclosing
forward-looking information.

• Companies should be encouraged to experiment voluntarily with ways to im-
prove the usefulness of reporting consistent with the committee’s model.

• Standard setters and regulators should consider allowing companies that exper-
iment to substitute information specified by the model for information currently
required.

• Standard setters should adopt a longer-term focus by developing a vision of the
future business environment and users’ needs for information in that environ-
ment. Standards should be consistent directionally with that long-term vision.

• Regulators should consider whether there are any alternatives to the current re-
quirements that public companies make all disclosures publicly available.

• The AICPA should establish a Coordinating Committee charged to ensure that
the recommendations in this report are given adequate consideration by those
who can act on them.

Another authority and responsibility delegated to the SEC is monitoring and
disciplining external auditors of publicly traded companies. The Division of En-
forcement investigates possible violations of the securities laws (SEC Acts of
1933, 1934) and recommends SEC action, either in a federal court or before an
administrative law judge, and/or negotiates settlements on behalf of the SEC.
Traditionally, the Division of Enforcement of the SEC has used prosecutorial
discretion to pursue cases against accountants only if alleged reckless conduct
is involved.

The accounting profession, especially CPAs, is recognized worldwide
through the AICPA; however, CPA licenses are granted by the state board of ac-
countancy of the individual states. Thus, the state boards of accountancy are the
only governmental agencies that register audit firms to practice, handle licensing
requirements, and can revoke or suspend them for the violation of ethical conduct
or appropriate related standards, laws, and regulations.
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AICPA National Conference on SEC Development

Each year, the AICPA sponsors its National Conference on SEC Development to
discuss the current accounting and auditing issues facing the accounting profes-
sion. The 1999 conference, held in Washington, D.C., was one of the AICPA’s
largest regular conferences, with almost 2,000 attendees. The main theme of the
conference was the need for transparent, high-quality financial reporting, espe-
cially in the area of revenue recognition. The SEC concerns regarding financial
statement fraud, earnings management, and independence issues were discussed
by the speakers, including SEC Commissioner Isaac C. Hunt, SEC Chief Ac-
countant Lynn E. Turner, and Division of Enforcement Director Richard H.
Walker.

SEC Commissioner Isaac D. Hunt stated that “Accounting professionals bear
a heavy burden in assuring investor confidence, preventing financial fraud, and
supporting a fair and efficient marketplace.” SEC Chief Accountant Lynn E.
Turner stated that “It is the auditor—not the attorney, not the underwriter—to
whom the public looks to assure the credibility of financial statements.”25 The En-
forcement Division Director Richard Walker warned that fraud is still too com-
mon. Deputy Chief Accountant Jan Adams urged registrants to become more
personally active, both in the standard-setting process and more significantly in
bringing developing matters to the attention of standards setters before they result
in significant accounting and reporting diversity.26

ROLE OF THE FINANCIAL ACCOUNTING STANDARDS BOARD

The Financial Accounting Standards Board (FASB) has been the designated or-
ganization in the private sector for establishing standards of financial accounting
and reporting since 1973. The SEC has delegated its accounting standard-setting
authority to the FASB to establish authoritative Statements of Financial Account-
ing Standards (SFAS) to govern the preparation of financial reports. The mission
of the FASB is to establish and improve standards of financial accounting and re-
porting by providing guidance to be used by companies for the measurement,
recognition, and reporting of financial transactions and economic events and final
preparation of financial statements. To accomplish its mission, the FASB acts to:

1. Improve the usefulness of financial reporting by focusing on the primary char-
acteristics of relevance, reliability, quality, comparability, and consistency;

2. Keep standards current to reflect changes in methods of doing business or
changes in the economic environment.

3. Consider promptly any significant areas of deficiency in financial reporting
that might be improved through the standard-setting process.

4. Promote the international comparability of accounting standards concurrent
with improving the quality of financial reporting.
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5. Improve the common understanding of the nature and purposes of informa-
tion contained in financial reports.27

The FASB develops broad accounting concepts and standards for financial re-
porting. It also provides guidance on implementation of standards. Concepts are
useful to guide the board in establishing standards and in providing a frame of ref-
erence, or conceptual framework, for resolving accounting issues. The framework
will help establish reasonable bounds for judgment in preparing financial infor-
mation and increase understanding of, and confidence in, financial information on
the part of users of financial reports. It also helps the public understand the nature
and limitations of information supplied by financial reporting.

The board’s work on both concepts and standards is based on research aimed
at gaining new insights and ideas. The FASB staff and other entities, including for-
eign, national, and international accounting standard-setting bodies, conduct re-
search. The board’s activities are open to public participation and observation
under “due process” mandated by formal Rules of Procedure. The FASB actively
solicits the views of its various constituencies on accounting issues. Thus, the
FASB’s role in corporate governance is to provide the standards and concepts that
publicly traded companies must observe in preparing and disseminating financial
statements. The FASB’s established accounting standards provide uniformity,
consistency, and comparability in applying a set of commonly accepted account-
ing methods and procedures used to produce reliable, useful, and relevant finan-
cial information to the investing public for financial decision making.

The FASB deliberation process consists of a chain of events of technical
agendas, research procedures, preliminary views, public hearings, exposure
drafts, revised exposure drafts, and final statements of financial accounting stan-
dards. Accounting standards issued by the FASB are intended to enhance the rel-
evance, usefulness, and reliability of the financial reporting process by providing
guidelines for management in making accounting decisions and assisting users of
published financial statements in assessing management’s decisions.

SEC AND FASB RELATIONSHIP

The SEC, since its inception, has looked to the accounting profession for leader-
ship in promulgating accounting standards to be used by publicly traded compa-
nies in measuring, recognizing, and disclosing financial transactions. The FASB
has been issuing Statements of Financial Accounting Standards (SFAS) since
1973 that have had “substantial, authoritative support” by the commission. Finan-
cial statements that are not prepared in accordance with the SFAS may be consid-
ered to have no “substantial authoritative support” and to be misleading. Although
the SEC has looked to and relied on the private sector (e.g., FASB) to promulgate
GAAP, it may exercise its statutory authority to override, supplement, and/or
amend private-sector standards. Since 1978, the SEC has rendered a report to
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Congress on its oversight of the accounting profession, including the standard-set-
ting activities of the FASB.

The SEC, since its inception in 1934, has allowed the private sector (e.g.
FASB) to establish accounting standards for the external financial reporting
process. Although both the SEC and FASB share the common goal of promulgat-
ing uniform financial reporting standards to ensure reliability, relevance, and use-
fulness of financial information for decision making, they may differ on many
issues. Armstrong (1974)28 addressed two of the major controversial issues. First,
the SEC distinguishes between average investors and financial analysts as users of
financial statements, whereas the FASB advocates general-purpose financial state-
ments. Second, the SEC is more concerned with establishing accounting disclo-
sure, whereas the FASB focuses more on measurement issues.

CONCLUSION

This chapter examines the role of governing bodies (e.g., SEC, AICPA, FASB) in
the corporate governance structure. Those governing bodies are primarily respon-
sible for promulgating generally accepted accounting principles (GAAP) to be
used by companies in the preparation of financial statements and generally ac-
cepted auditing standards (GAAS) to be followed by independent auditors in the
audit of financial statements. The SEC has traditionally looked to and relied on the
private sector (e.g., FASB) to issue accounting standards, although it may exercise
its statutory authority to override, supplement, and/or amend private-sector stan-
dards. These governing bodies play an important role in ensuring the quality, in-
tegrity, and reliability of the audited financial statements disseminated to the
investing public. Vigilant and effective oversight of these governing bodies pro-
vides reasonable assurance that published financial statements are free of material
misstatements caused by errors and frauds.
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Chapter 13

Fraud in a Digital
Environment

INTRODUCTION

During the past decade, the U.S. economy has enjoyed a record-setting growth
rate, high employment, and low inflation. The backbone of the new digital econ-
omy is emerging communication devices, the Internet, and advanced computing
technology. To take full advantage of this emerging digital economy, businesses
are employing business-to-business (B2B) and business-to-consumer (B2C) 
e-commerce by developing (1) a web site with internal resources that integrate
long- and short-term organization goals; (2) the scope and scale of e-commerce
operations focusing on security, privacy, and other risk management issues. The
primary purposes of this chapter are to (1) discuss the emerging digital economy;
(2) examine electronic financial reporting; (3) discuss risks associated with elec-
tronic business and financial reports; and (4) examine fraudulent financial activi-
ties involved in the electronic financial reporting process.

DIGITAL ECONOMY

During the past two years, there has been unprecedented growth in e-commerce.
The Internet is revolutionizing the way businesses do business, from the acquisi-
tion and serving of customers to receiving payment electronically. Organizations
are constantly discovering new ways to deliver products and services electroni-
cally. E-commerce is being viewed as an important factor for economic growth in
the twenty-first century. The emerging digital economy has received significant
attention by regulators and policy makers. Robert J. Shapiro, Under Secretary of
commerce for Economic Affairs, states that:

We all find ourselves in the midst of a technological revolution propelled by digital
processing. All around us, in ways and forms we cannot fully appreciate, new digi-
tally-based economic arrangements are changing how people work together and
alone, communicate and relate, consume and relax. These changes have been rapid
and widespread and often do not fit the established categories for understanding eco-
nomic developments.1

Two facets of the “digital economy” are electronic commerce (which uses the In-
ternet or some other nonproprietary, web-based system) and the information tech-
nology advances that enable e-commerce.
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The Internet

The Internet was born in 1970, when four university computers and research cen-
ters were integrated via a shared network for academic and noncommercial pur-
poses. In the early 1990s, with the introduction of the Mosaic browser (1993) and
the Netscape browser (1994), the Internet became accessible to businesses and
consumers. The advent of these web browsers significantly increased the use of
the Internet for financial transactions at an exponential rate worldwide. Indeed, it
took only four years for the Internet to reach 50 million people worldwide, while
it took radio 38 years, television 13 years, and personal computers 16 years to
achieve the same level of coverage.2 Initially and continuously, the substantial
growth of the Internet has been in consumer transactions (e.g., e-commerce).

The use of e-mail as a means of electronic communication can affect business
decisions. Thus, the accuracy and integrity of information communicated through
e-mail can be a major contributing factor in determining the reliability of financial
information. E-mail messages particularly those without digital signatures can
contribute to the occurrence of fraudulent financial activities and misappropria-
tion of assets. For example, Melissa and the Love Bug viruses have caused billions
of dollars of damages worldwide. The Emulex e-mail hoax contained misinfor-
mation about a company’s financial prospects has caused a substantiated drop in
the company’s stock prices (Smith, 2001).3 The perpetrators who send viruses and
financial misinformation can significantly damage the quality, integrity, and reli-
ability of financial reports. The Emulex hoax was an electronic fraud perpetrated
against Emulex that resulted in the significant drop in its stock price and the dis-
appearance of millions in market capitalization within a few hours when a fraud-
ulent and misleading e-mail message was sent to Internet Wire, a news service. A
fraudulent news release was sent through e-mail stating that Emulex’s CEO was
resigning because of the possible enforcement action by the SEC regarding the
company’s accounting practices. Emulex’s stock fell by approximately 61 percent
and market capitalization of more than $2 billion was lost. The fraudulent news
release was sent by a former employee of Internet Wire for personal financial gain.
The perpetrator was eventually caught and sanctioned.

Information Technology

Information technology (IT) has changed and will continue to change every facet
of our lives from the way we live, how we work, how companies do business, and
how communication and information are being transformed. Almost a decade ago,
Robert K. Elliott, (1992, p. 85) stated that:

IT is creating a wave of change that is crashing over accounting’s shoreline. It crashed
across the services in the 1980s. And it will crash across accounting in the 1990s.4

Technological advances, including the Internet and the use of e-commerce,
have drastically changed the way business is done and how decisions are made by
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Exhibit 13.1. Electronic Commerce Strategies
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management and other users of financial reports. Accounting and financial re-
porting that provides relevant, useful, and reliable information to support decision
making should also change to better serve decision makers. Indeed, Elliott’s pre-
diction regarding IT “crashing across accounting” is almost on time. The financial
reporting process, during the past decade, has evolved from a manual process of
business transactions and hard copy of financial reports to a computerized process
and electronic version of financial reports to most recently advanced electronic fi-
nancial reporting and online, real-time financial reports. The evolution of the fi-
nancial reporting process indicates a shift away from static financial statements
presented once a year to dynamic electronic financial reporting developed online
and in real time. Electronic financial reports are intended to be more dynamic, rel-
evant, current, complete, and comprehensible.

ELECTRONIC COMMERCE

E-commerce has already revolutionized the way business is conducted and the way
organizations advertise, market, and sell their products and services. E-commerce
is broadly defined as conducting business communications and transactions over
computer-mediated networks. Exhibit 13.1 describes the types of e-commerce and
their related strategies. 

E-commerce strategies are as follows:

• Business-to-business (B2B) refers to online exchange of products and services
involving transactions between businesses and suppliers (e.g., CISCO). 
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• Business-to-consumer (B2C) is an online strategy of business dealing directly
with consumers (e.g., Amazon.com). 

• Consumer-to-consumer (C2C) is an online strategy of consumers dealing di-
rectly with consumers (e.g., eBay).

• Business-to-government (B2G) deals with electronic transactions between busi-
nesses and governmental agencies local, state, and federal. 

• Government-to-government (G2G) e-commerce strategy includes all online
programs and activities between government agencies (e.g., electronic transfer
of funds and direct deposit).

• Government-to-consumer (G2C) refers to online transactions between govern-
mental agencies and consumers (e.g., electronic transfers of state subsidy
checks).

• Peer-to-Peer (P2P) relates to sharing of computer capabilities between applica-
tion platforms.

In the past two years, the number of B2Bs in the marketplace expanded from
400 to more than 1,000, and the amount of B2B transactions is estimated at more
than $2.1 trillion for the year 2000.5 Electronic data interchange (EDI) is a seg-
ment of B2B that has transformed the business environment primarily because
many companies (e.g., Wal-Mart) require that their suppliers must develop EDI
capabilities for online orders, shipments, and inventories. B2C, the online services
provided by businesses to their customers, is also growing significantly. These
services range from Internet service providers (ISPs) to direct selling of products
via company web sites. E-cash and e-banks are two examples of B2C that are dras-
tically changing the way banks operate and provide products and services to their
customers. C2C is typically promoted through online auction forums such as
eBay.com. These online forums bring potential buyers and sellers together where
the negotiated price (among users) determines the selling price. E-commerce
strategies and related transactions are presented in Exhibit 13.2.

E-commerce has provided businesses with many opportunities to save costs
and continuously improve their performance. Customers can log on to a company’s
web site to shop for their products and services. Companies are able to accept or-
ders online and payment electronically. Thus, e-commerce facilitates expediting or-
ders, invoices, acknowledgements, and payments. The emerging e-commerce
arena is so significant that the White House has appointed an e-commerce senior
advisor to focus on the developments, opportunities, challenges, and significance
of e-commerce in our society today.6 Businesses of all sizes and in all industries can
benefit significantly from the proper use of e-commerce. Small businesses can ben-
efit from e-commerce to compete with larger companies for the same market or to
reach out to the global marketplace. Large businesses need e-commerce to main-
tain their market share in the global marketplace, promote continuous growth, and
reach new markets.
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Exhibit 13.2. E-commerce Strategies and Transactions

Type Description

Business to Business (B2B) Businesses establish B2B capabilities through
vendor-provided services and/or in-house
resources.

Business to Consumer (B2C) B2C offers companies opportunities to (1) improve
communication and information management
within the organization and with customers;
(2) lend innovation and growth; and (3) increase
the “bottom line.”

Consumer to Consumer (C2C) C2C refers to an online strategy of consumers
dealing directly with consumers such as online
auctions, eBay.

Business to Government (B2G) B2G creates capabilities for companies to conduct
online business with a wide variety of
governmental agencies through an online auction
to ensure competition (e.g., online government
contracts with businesses replacing traditional
sealed-bid auctions versus the online auctions).

Government to Consumer (G2C) G2C provides opportunities for governmental
agencies to disseminate information online,
effectively, and efficiently (e.g., registering voters
or cars, electronic transferring of state subsidy
checks, and purchasing government-issued
licenses online).

Government to Government (G2G) G2G fosters online intergovernmental and
activities between government agencies (e.g.,
digitized requests between agencies or employees
for travel reimbursement).

In summary, e-commerce can provide businesses with unprecedented oppor-
tunities of broader market reach, increased efficiency and effectiveness, improved
customer service, significant cost savings, instant communication with trading
partners and consumers, improved profit margins through supply chain manage-
ment, and better forecasting of customer demands for products and services.7

There are fundamentally 10 reasons why a company should be using e-commerce
to improve its competitive position in the global electronic marketplace: “(1) get-
ting started is easy; (2) faster and cheaper delivery of information; (3) quick feed-
back on new products; (4) improved customer service; (5) global audience;
(6) leveling the field of competition; (7) a strategic tool; (8) it’s cheaper than a
phone call; (9) enhanced business-to-business links; and (10) because your com-
petitors are.”8 E-commerce has and will continue to improve the way organiza-
tions advertise, market, and sell their products and services.
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E-commerce transactions are expected to grow from about 100 billion in 1999
to 7.3 trillion by 2004, which will count for 66 percent of the gross domestic prod-
uct (GDP) in 2004, according to a recent estimate in the New York Times.9 Organi-
zations currently engaged in e-commerce or actively planning to use e-commerce
are expecting rapidly increasing technological expansion and revenues.

CHANGES IN BUSINESS ENVIRONMENT

To understand why current business reports are not value relevant and not useful
for financial decision making, it is necessary to analyze and understand the
changes that have been taking place in business and how these changes have im-
pacted information needs of users of business reports. The three fundamental
changes in the business environment are (1) technological advances; (2) global-
ization of economy and business; and (3) convergence in the financial and capital
market. The following sections examine these three changes in the business envi-
ronment and their impacts on the financial reporting process.

Information Technology (IT)

Today’s business increasingly is driven by information technology. Technology
has not only rewritten the rules of business but also has made information prepa-
ration and dissemination inexpensive. Technological advances, including the In-
ternet, have taken the form of low-cost, high-speed digital data transmission by
using hardware that produces information quickly and easily and using software
that reduces and, in many cases, eliminates much of the time, space, and other con-
straints to information. The progress in information technology, while reducing
both transaction costs and asymmetric information problems, has increased
economies of scale and scope in all business sectors. New technology, including
e-commerce, provides both businesses and customers with a greater degree of in-
formation efficiency.

Several recent initiatives by the AICPA and the Canadian Institute of Char-
tered Accountants (CICA) address the impact of information technology on the ac-
counting and auditing environment. First, in March 1999, a joint study group of
the CICA and Accounting Standards Board (ASB) of the AICPA issued a report
entitled “Continuous Auditing.”10 This report (1) discusses conditions that must
be met for continuous auditing to be successful and viable; (2) examines how a hy-
pothetical continuous audit engagement might be performed within the context of
existing Canadian and United States assurance, attestation, and audit standards;
and (3) identifies areas where further research is needed to effectively utilize con-
tinuous auditing in continuous assurance, attestation, and audit services. Second,
in November 1999, a joint task force of the AICPA and CICA issued AICPA/CICA
SysTrust®, entitled “Principles and Criteria for Systems Reliability”.11 SysTrust
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is a service designed to provide assurance about a system’s reliability, integrity, se-
curity, quality, availability, and maintainability to management, customers, and
business partners. SysTrust assurance can improve the reliability and integrity of
accounting information systems in producing quality financial information free of
material errors, irregularities, and fraud.

Globalization of Economy and Business

Online, real-time, and instantaneous information coupled with efficient and effec-
tive methods of transportation have enabled the world to become one giant mar-
ketplace. E-commerce enables businesses and consumers to buy products and
services through the Internet in the global market as readily as they can from a lo-
cal business.

The past decade witnessed a strong movement in the United States and other
countries toward internationalization and harmonization of accounting stan-
dards and practices. Several standard-setting bodies worldwide have worked
toward establishing a high-quality global financial reporting framework. The most
active standard-setting bodies, among others, are the SEC, FASB, the Interna-
tional Federation of Accountants (IFAC), the International Accounting Standards
Committee (IASC), the International Organization of Securities Commission
(IOSCO), the International Coordination Committee for the Accountancy Profes-
sion (ICCAP), and the International Organization for Standardization (ISO).

In February 2000, the SEC issued a concept release and requested comments
on the elements of a high-quality global financial reporting framework and the
quality of the International Accounting Standards (IASs). IASs are promulgated
by the IASC, which was established in 1973 by professional accounting groups in
the United States and eight other industrialized countries as an independent and
private standard-setting body to improve and harmonize accounting standards.

The nature and extent of global business, investors’ and lenders’ high inter-
ests in the international capital markets, and the move toward creating a giant
global marketplace have encouraged the SEC to increase its involvement in sev-
eral forums to develop a globally accepted, high-quality financial reporting frame-
work. The SEC has been working with the IASC through the IOSCO to establish
a set of accounting standards for cross-border offerings and listings. The global-
ization of economies, businesses, and capital markets, combined with the free
trade agreements of the North American Free Trade Agreement (NAFTA) and
General Agreement on Trade and Tariffs (GATT) have provided great impetus for
the SEC’s extensive involvement in high-quality and globally accepted interna-
tional accounting standards.

Globalization is the most extensive and profound challenge facing the busi-
ness community in the United States and abroad. The challenges of globalization
compel the business community to better understand why and how major inter-
national events and developments affect business practice and conduct. As the
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business environment becomes more globalized, businesses are forced to face and
respond to increasing international challenges and opportunities.

Convergence in the Financial and Capital Market

Convergence within the industry (e.g., the financial services industry among
banks, insurance companies, mutual funds, and brokerages) has significantly af-
fected the relationship between the company and its investors. There is now
greater demand for timely disclosure of financial information. Convergence
across industries has also changed financial reporting and relationships with fi-
nancial markets and major market players.

The logic of a universal financial service (e.g., one-stop shopping for all fi-
nancial services and products) offering a variety of financial products and services
is compelling. Universal banking (bancassurance) has been practiced in Germany,
Canada, and other countries, but, until recently, it has not been permitted in the
United States. The Gramm-Leach-Bliley (GLB) Financial Modernization Act of
1999, which officially went into effect in March 2000, permits banks, securities
firms, insurance companies, mutual funds, and brokerage firms to freely enter
each others’ business or consolidate.12 The GLB Act allows creation of “financial
holding companies” that may conduct a broad range of financial services, includ-
ing insurance, securities underwriting, commercial banking, asset management,
merchant banking, and real estate development and investment.

The recent wave of consolidations in the financial services industry has re-
sulted in fewer but larger financial services organizations. The consolidation and
convergence in the financial services industry could be the result of natural global
market forces driving the industry toward larger organizations to achieve lower
costs, higher profitability, and the ability to compete effectively in the global mar-
ket. Traditionally, the financial services and products of banks, insurance compa-
nies, mutual funds, and brokerage firms were distinguishable and their roles
separated. Today, the differences among functions of these financial services
providers are becoming less noticeable.

The provisions of the GLB Act are summarized as follows:13

1. Permits commercial banks to affiliate with investment banks.

2. Allows companies that own commercial banks to offer all types of financial
services.

3. Permits subsidiaries of banks to offer a broad range of financial services that
are not allowed for banks themselves.

4. Creates “financial holding companies (FHC)” that may conduct a broad range
of financial activities including commercial banking, insurance and securities
underwriting, and merchant banking, as well as real estate development and
investment.

5. Establishes restrictions on the locations of the new or expanded nonbank fi-
nancial activities within the banking organizations.
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6. Permits financial holding companies to conduct activities that are “comple-
mentary” to banking.

7. Grandfathers for 10 years the nonfinancial activities of firms predominantly
engaged in financial business, with the possibility of a five-year extension.

8. Establishes the Federal Reserve Board as the primary regulator of financial
holding companies.

9. Provides for functional regulation of financial activities by state and other
federal agencies.

10. Gives the Treasury Department and the Federal Reserve the right to veto each
other’s decisions on new financial powers.

11. Requires financial institutions to establish privacy policies to prevent dis-
seminating information about customer accounts to third parties. These poli-
cies should be disclosed at the start of a customer relationship and once a year
thereafter.

12. Affects the implementation of the Community Reinvestment Act of 1977
(CRA), including the requirement that a bank holding company cannot be-
come a financial holding company unless all the company’s insured deposi-
tory institutions have a CRA rating of at least satisfactory.

The passage of the GLB Act has raised some concerns that its implementation may
(1) create concentration of economic power in the financial services industry that
would make it more difficult for government to oversee the industry’s activities
and strategies in managing risk; and (2) cause more exposure for improper safe-
guarding of customer information and consumer financial privacy. To address
those concerns, the GLB Act requires the Federal Reserve’s “umbrella” supervi-
sory authority over financial holding companies and four privacy provisions for
sharing of customer information with others and protecting the privacy of cus-
tomers’ information. Specifically, the GLB Act requires financial services organ-
izations to (1) establish and annually disclose a privacy policy; (2) provide
customers the right to opt out of having their information shared with nonaffili-
ated third parties; (3) not share customer account numbers with nonaffiliated third
parties; and (4) abide by regulatory standards to protect the security and integrity
of customer information. Internal auditors can take an important proactive role in
safeguarding customer information and ensuring consumer financial privacy in
compliance with the requirements of the GLB Act.

Privacy is a critical issue under the GLB Act, which allows combined institu-
tions to share customers’ personal financial information internally and with affil-
iated groups. The violation of privacy can be disturbing because financial holding
companies start offering one-stop shopping for loans, insurance, and investment
services and products. The GLB Act provides customers with new rights to pre-
vent financial service organizations from sharing their data with companies out-
side the corporate group, such as telemarketers, even though there are no curbs on
data sharing among affiliated companies. Internal auditors with experience in the
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Committee of Sponsoring Organizations (COSO) internal control provisions and
requirements can provide valuable assistance to their organizations in implement-
ing, maintaining, and monitoring the privacy policies and systems they are re-
quired to establish under the GLB Act.

ELECTRONIC FINANCIAL REPORTING

Traditionally, computers have been used in accounting for more than 50 years. The
use of computers in processing financial transactions dates back to the mid-1930s,
when IBM’s punch card tabulators were used by big companies and government
agencies in accounting. Subsequently, mainframes were used to process transac-
tions electronically by middle-market companies as costs of computers dropped in
the late 1960s and early 1970s. Finally, during the 1980s, low-cost personal com-
puters (PCs) brought computers to all-sized businesses.

The currently prepared and disseminated web-based financial reports are ex-
act electronic reproductions of the printed annual reports. Practically, they are
electronic duplications of the traditional printed financial reports with no value
added except they are readily available. Animated graphics, videos, and sound
web-based financial reports, while improving the look and feel of information, add
nothing to the usefulness of the information. Use of the Internet in the electronic
financial reporting process should go beyond speed and accessibility and the next
level of providing navigation through the information and making information
readable by several application resources for a wide variety of purposes. The ex-
tensible business reporting language (XBRL) format is designed to accomplish
this advanced level of using the Internet in the electronic financial reporting
process.

Web-based reports offer many advantages to investors, creditors, and other
users of financial information. The web is relatively inexpensive and facilitates a
quick way to communicate with many users electronically; however, no standard
currently exists for reporting information on the Internet, and it is often difficult
to find accounting data for particular companies on the web. The evolution of the
financial reporting process in the United States indicates a steady but slow move
away from the paper-based historical financial reports to online reporting of his-
torical financial reports on web sites, to online reporting of financial reports in Hy-
pertext Markup Language (HTML), which allows for linking one section of the
report to other relevant sections and documents, and to more advanced, reactive,
online reporting by using extensible markup language (XML) and its financial off-
spring, extensible business reporting language (XBRL) to make financial infor-
mation more interactive and consistent.

Businesses are currently using XML to conduct their transactions for placing
orders, making reservations, and scheduling shipments. XML format will make
the web accessible to agents and other automated processes to obtain computer-
interpretable data sheets, including price lists, and then request quotes, place or-
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ders, and track shipments. XML enables data to define itself by creating marked-
up files consisting of a set of tags that describe the information. XML is promoted
by the World Wide Web Consortium (W3C), which is a vendor consortium unlike
ISO, which is an international standards body. XML gained W3C recommenda-
tion status in February 1998. XML has gained international ground for electronic
document exchange. XML is a subset of the ISO standard generalized markup lan-
guage (SGML).

To foster and promote e-commerce worldwide, a 30-member consortium
composed of financial, accounting, government, business, and technology orga-
nizations has developed e-commerce financial reporting standards. XBRL, a new
freely licensed specification, provides reliable and efficient electronic exchange
and extraction of financial information across all technology formats, including
the Internet. Information entered in XBRL format can be produced as a printed fi-
nancial statement for external reporting purposes, EDGAR documents required
for SEC disclosure, an HTML document for a web site, or a printed document for
specialized reporting.

XBRL is the most technological development that affects the business re-
porting process since the creation of the Internet. Under the XBRL format, an
amount—let’s say, 501000 Inventory for the first quarter of 2001—can be entered
once and would retain the attributes of where it belongs in a financial statement.
It can be transported into spreadsheets, databases, printed reports, web pages,
EDGAR, and more without changing its attributes or data reentry. Thus, business
reports or any information can be entered once in XBRL format and communi-
cated and transformed to (1) the SEC’s EDGAR in a 10K or 10Q report; (2) the
IRS on a tax reform; (3) the organization’s web site; (4) the entity’s financial state-
ment report writer; (5) an independent auditor’s database for audit purposes;
(5) credit agencies for credit rating; (6) the printed portion of the entity’s annual
report; and/or (7) other reporting purposes.

SEC Chairman Arthur Levitt in the fall 2000 council of the AICPA, while ad-
dressing the members, stated that:

I would like to see you hone specific, but plain English definitions for the types of in-
formation you believe should be included in public disclosure. I would like to see you
take your XBRL project a step further, providing account classifications for compa-
nies in common industries. In short, I challenge you to turn all of this data into mean-
ingful information for investors.14

Subsequent to Levitt’s remarks and encouraging words about XBRL, Barry
Melancon, President and CEO of the AICPA, responded by saying that:

The AICPA has been working with XBRL Steering Committee for more than a year to
develop XBRL . . . We’re encouraged by Chairman Levitt’s remarks acknowledging
XBRL and recommending its further development. Investors will be significantly
helped using XBRL by having access to quicker, meaningful data from financial state-
ments for better investment decisions.15
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Publication of financial information in the XBRL format can save signifi-
cant amounts of time and cost in preparing and disseminating financial informa-
tion as well as in searching and exploring information into other “XML-aware”
applications.

The first version of XBRL, “Version 1.0 of the Extensible Business Report-
ing Language,” customized for financial reporting was released on July 31, 2000,
which creates a “common taxonomy” (classification) of financial terms for online
financial reporting purposes. This taxonomy contains 1,600 standardized tags that
allow data to be identified for transport from proprietary systems to browsers or
software packages for easy viewing, analysis, a universal exchange, and sharing
of data. This version allows preparation of XML-based financial statements using
XBRL for the exchange and analysis of financial information.

The first XBRL taxonomy is intended for commercial and industrial compa-
nies reporting according to U.S. generally accepted accounting principles
(GAAP). An XBRL taxonomy is a classification and directory of financial state-
ment items and definitions that meet the requirements of the overall XBRL spec-
ification. This directory describes each data element by a specific type of business
entity in the specified industry. The XBRL taxonomies have already been devel-
oped for U.S. mutual funds, U.S. federal entities, and commercial and industrial
companies that use standards set by the International Accounting Standards Com-
mittee (IASC). The use of IASC taxonomy gives a global implication, adoption,
and implementation of XBRL. 

Further development of XBRL taxonomies for different industrial sectors
(i.e., commercial, financial institutions, governmental agencies, and not-for-profit
organizations) will promote the use of standardized and electronic financial state-
ment fraud detection approaches and applications. Electronic financial reports
published on the Web and the Internet provide an opportunity to identify visible
factors (red flags), signaling the likelihood of the occurrence of financial state-
ment fraud.

Benefits of XBRL

XBRL offers many benefits to a variety of users, including investors, analysts,
companies, industries, software, vendors, and publishers of financial statements.
Much of the demand for XBRL comes from investors, creditors, and other users of
financial reports. Under the XBRL format, they are able to extract, analyze, and
process electronic financial statements on a more efficient and timely basis. Be-
cause XBRL enables a variety of formats, investors, creditors, and other users of
financial reports can receive the information they prefer in a specific style of analy-
sis. Furthermore, by making financial information available on corporate web sites
via XBRL, investors who have a reasonable understanding of financial reporting
can constantly and on a real-time basis obtain the desired financial information.

XBRL lowers the cost of preparing and disseminating financial statements.
Currently, publicly traded companies typically prepare three sets of financial
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statements, including one for external release, one to be filed with the SEC, and
one to post on the company web site. Under the XBRL format, financial state-
ments will only need to be prepared one time to be printed, posted on the web, or
filed with the SEC. This one-time processing and preparation of financial reports
in serving a broad range of purposes should reduce the opportunity for manipula-
tion of financial information and, accordingly, reduce the likelihood of financial
statement fraud.

XBR is an open language that offers independent software vendors an incen-
tive to incorporate XBRL into their applications to enhance the usability of this
software. Thus, virtually any software product that manages financial information
could use XBRL to import and export additional formats. Although XBRL enables
users of financial statements to exchange financial information electronically, fi-
nancial statement publishers and other data aggregators will experience reduced
operating costs associated with more efficient data collection and a reduction of
errors.

Preparers and users of financial reports can take advantage of the following
benefits offered by using the XBRL format for the financial reporting process:

• Can be built into financial and accounting software free of charge, which allows
the automatic exchange and reliable extraction of business information across
all software formats and technological platforms, including the Internet.

• Makes the preparation, dissemination, and analysis of financial reports more ef-
ficient and effective.

• Provides more relevant and reliable information by allowing for technology in-
dependence, less human involvement, and more reliable and efficient extraction
of financial information.

• Makes financial information more readily available and less expensive by pro-
viding faster, more accurate electronic searches for information.

• Creates opportunities for online, real-time accounting systems with a standards-
based method of preparing, disseminating, extracting, and analyzing financial
information.

• Makes it easier for those with less technological competence to take advantage
of powerful tools.

• Enables reporting from multiple locations and departments, which ultimately
benefits all users of the financial information supply chain.

• Permits better communication within the financial reporting chain (e.g. share-
holders, suppliers, auditors, lenders, employees, governmental agencies).

• Enables plug-and-play systems by creating opportunities to have authentic “roll
your own,” best-of-breed interoperable systems without having to disclose any
additional information beyond what is required under the current accounting
standards.

• Empowers internal audit functions with new tool sets for analytical and related
risk management issues.
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• Creates smooth information flow by (1) reducing the need to enter financial in-
formation more than one time; (2) reducing the risk of data entry error; and
(3) eliminating the need to manually key information for various formats.

• Applies to all managerial and financial philosophies and concepts, including
just-in-time (JIT) inventory planning and controlling, activity-based costing
(ABC), balanced scorecard, and value reporting.

Challenges of XBRL

The challenges of XBRL for publicly traded companies are security, scope, con-
tinuous assurance, fair disclosure, privacy, membership on an XBRL committee,
and implementation of the XBRL-based reporting system.

Security

Electronic financial reporting has created unprecedented security issues that
should be addressed to secure the integrity and quality of XBRL-generated infor-
mation and the trust as well as confidence in electronic transactions. Organizations
should ensure that XBRL-prepared and disseminated information is properly safe-
guarded. The risk of fraud in electronic financial reports is real and can be sub-
stantial for businesses. To reduce the risk of fraudulent electronic financial reports,
several significant technologies have been developed to validate, authenticate, and
secure electronic transactions.

The considerable threat of security breaches encourages software developers
such as Microsoft to develop Designing Secure Web-based Applications for Mi-
crosoft Windows 2000. It provides a comprehensive insight and pragmatic advice
on the process of building secure web-based applications and make recommenda-
tions on how to best address security threats. 

Information security and related control considerations have always been im-
portant organization issues. Electronic financial reports and online e-commerce
creates considerable security concerns. Viruses, worms, and hackers put online 
e-commerce businesses at particular risk. A secure information system is vital to
publicly traded companies’ operations and the financial reporting process. As
security breaches continue to become more prevalent in business environments,
companies should consider the appropriate security technologies that help pre-
vent, detect, and correct cyber crime, including electronic financial statement
fraud. Security technologies and related safeguarding controls should be designed
and implemented. Examples of these security technologies intended to protect
information systems and the electronic transfer of information are electronic
authorization, electronic authentication, and encryption.

Control considerations for the electronic financial reporting process are secu-
rity services, antivirus solutions, firewalls, encryption technologies, and intrusion
detection. An information security service provides security management, firewall
integration, and vulnerability assessments. Security programs, including antivirus
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software, detect and prevent computer viruses that damage information systems.
An effective firewall protects computer systems from hackers on the web. En-
cryption technologies provide solutions to access controls while intrusion detec-
tion alerts companies to hacking and other unauthorized attempts to access their
systems. Data integrity and confidentiality are two of the most major elements
stressed in security concerns. Data integrity can be enforced through hash totals,
while data confidentiality can be enforced through cryptography and encryption.
XBRL developers have not yet properly addressed these security measures pri-
marily because XBRL was developed under the premise that data integrity can be
improved by taking such measures as supplementary redundant error correction
bytes, cryptographic hashing, and signing with a private key.

Security of the XBRL-based financial reporting process is a major challenge
for publicly traded companies to ensure that access to electronic data is restricted
to authorized personnel and that modifications and destruction of electronic data
are restricted to appropriate individuals. Companies should design and implement
adequate and effective control activities to safeguard electronically presented fi-
nancial information from hackers and potential manipulation. Security is an issue
that may plague XBRL primarily because many organizations may not be com-
fortable using a system that transmits their financial information so easily and ex-
poses it to the risk of hackers breaking into their system. Companies can protect
the integrity of their XBRL-based financial system and ensure its security by us-
ing any of the available Internet security programs such as SysTrust and WebTrust
offered by the AICPA.

Scope

The scope of the audit function can be increased by use of the XBRL format. Au-
ditors are no longer limited to sample tests and assessing the sample results as they
relate to the transaction population. Highly automated audit procedures should be
used to gather sufficient and competent audit evidence. Auditors should perform
continuous audit procedures, particularly when the audit process has identified
anomalies. Auditors should ensure that their organization’s web site, in displaying
financial information, is properly indicating when, where, and how the informa-
tion is hyperlinked to matters outside of financial statements.

Continuous Assurance

The emerging technological frontier (the Internet) has drastically changed the tra-
ditional means of preparing and disseminating business information. Currently,
many companies publish their business information, including both financial in-
formation (e.g., audited financial statements and the independent auditor’s report,
Forms 10-K and 10-Q) and other information (e.g., management analyses, mar-
keting) electronically. The electronically published business information is highly
integrated through hyperlink (e.g., pension accounting policies and practices can
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be connected with personnel promotion and advancement plans). This makes sep-
aration of financial information from other information difficult if not impossible
and thus, has raised several concerns for independent auditors. These concerns and
questions have been addressed in “Practice Alert 97-1 by the SEC Practice Sec-
tion Professional Issue Task Force.”16 The appropriate questions raised in the
Practice Alert are as follows:

1. What is (are) an independent auditor obligation(s) for other information pre-
sented in an electronic site that contains audited financial statements and the
related auditor’s report? The interpretation to auditing standards pertaining to
“other information in electronic sites that contain audited financial state-
ments,” addressed this question. The interpretation advises that independent
auditors do not have an obligation to read or consider other information in-
cluded in an electronic site.

2. How may a client ensure the security of information integrity (e.g., hackers)
when published on the Internet? The independent auditor should discuss the
security and related control activities of electronic sites with the client to en-
sure integrity of these sites.

3. Can a client who presents audited financial statements and other information on
the Internet set it up so that a user knows when they are hyperlinking to matters
outside of audited financial statements? Auditors should advise their clients to cre-
ate distinct boundaries around their audited financial statements and related audit
reports and to remind users of this. Alternatively, entities may wish to clearly mark
each page of the audited financial statements and related audit report as being a
part of the annual report. Entities may also wish to provide a facility to their elec-
tronic site that would allow easy and complete access to all parts of audited fi-
nancial statements and the related audit report in an orderly manner.

The challenge for auditors is to keep assurance on the data up to date, especially
when financial information is prepared in online, real-time, XBRL-based format.
Continuous auditing can be achieved only by embedding source code into the or-
ganization’s reporting system that reports abnormalities to auditors for immediate
review. Shorter time frames for reporting financial information would result in the
need for a high degree of reliable automation in producing information soon after
the occurrence of events.

Continuous auditing allows auditors to specify transaction selection criteria
to choose the specified transactions and perform both tests of controls and sub-
stantive tests throughout the year on an ongoing basis. Thus, auditors should be
involved in the design of the XBRL-based accounting system to place the required
audit modules in the process and outputs. Continuous auditing gathers audit evi-
dence regarding the following audit questions: (1) how data are electronically
gathered; (2) how, where, why, and from what parties the data are originated;
(3) what authentication techniques are used; (4) what networks are used to origi-
nate and transmit the data; and (5) how the data are processed once they are re-
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ceived by the XBRL system. Auditors also use control agents, which are auditor-
defined heuristics applied to a transaction set.17 The agent, upon finding unusual
activities, first searches for similar activities to explain the activity pattern and
alerts the auditor regarding unprecedented or unusual activities. Continuous au-
diting assists auditors in shifting from a reactive to a proactive audit model. XBRL
enables auditors to move from a paper-based conventional audit to an electronic-
based continuous assurance.

The focus of audit has shifted from manual detection of financial statement
fraud to technology-based prevention of financial statement fraud. Although
some financial statement fraud may never be prevented, the use of audit software
packages can assist auditors to build-in reports and analysis to identify areas of
concern when unusual relationships exist. The ability to include internal checks
into advance computer systems can enable management and auditors to prevent
and detect errors and irregularities that can cause financial statement fraud. The
use of technological advances such as computerized audit tools and techniques
(CATTs) enable auditors to test almost 100 percent of transactions, which in turn,
enable them to more frequently, effectively, and efficiently discover financial
statement fraud.

Fair Disclosure

XBRL does not require any further disclosure of financial information beyond
what is currently required under the generally accepted accounting principles
(GAAP). XBRL is a “GAAP-neutral” tagging structure using a GAAP-specific
language to describe financial information by industry sector. XBRL is intended
to be used on a global basis by creating tagging data specifications that conform
to the various countries’ accounting principles and industry practices. XBRL,
which enhances the capability of financial reports, enables flexibility to accom-
modate a company’s internal environment, processes, systems, and styles. XBRL
enables organizations to comply with the new SEC Regulation FD on “fair dis-
closure” by electronically and simultaneously disclosing all relevant financial in-
formation to all users of financial reports, including analysts and investors. This
online and real-time disclosure of financial information creates a level playing
field for all users of financial statements, and thereby reduces the likelihood of se-
lective disclosure and inside trading. Thus, XBRL, while not requiring additional
disclosure beyond what is currently being presented by organizations, can aid in
addressing the new SEC Fair Disclosure regulation with the XBRL format. All
parties involved in the business reporting chain will have equal and simultaneous
access to publicly available information disseminated by corporations.

Privacy

XBRL is derived from XML, which tags financial information. The tagged infor-
mation is then accessible to a wide variety of users for different purposes across
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all programs. As the number of XBRL users worldwide increases, more financial
information is captured, stored, and made available electronically worldwide. The
power of XBRL enables financial information to be tracked, used, and interpreted
without the organization’s consent or knowledge. XBRL adds a new direction to
the online privacy consideration. The Comptroller of the Currency (OCC) has re-
cently issued a comprehensive handbook that addresses the risks presented by
electronic banking, including technology risk management, web privacy policies,
cyber-terrorism, consumer compliance, and reporting of computer-related
crime.18

Section 729 of the GLB Act requires that the OCC and the other federal bank-
ing agencies discuss and research banking regulations pertaining to offering on-
line financial services and products, including privacy issues.19 The privacy
issues of providing financial services electronically have been addressed in Title
V of the GLB Act, consistent with the current banking regulations of safety and
soundness. The OCC’s Internet Banking Handbook and other supervisory guid-
ance address the risk presented by electronic banking, including proper safe-
guarding of customers’ identifiable personal information. The GLB Act went into
effect in March 2000, and privacy provisions of the act took effect on November
13, 2000. Financial institutions must have established or revised their privacy
policies to conform with the privacy provisions of the GLB Act. Furthermore, the
passage of the Electronic Signatures in Global and National Commerce Act that
gives online electronic documents the same legal status as signed paper docu-
ments creates more security and privacy challenges for organizations and poses
new security challenges for customers.20 Inadequate and ineffective privacy poli-
cies and systems and lack of proper disclosure of such policies and systems by
corporations, especially dot-coms, can alienate customers who are not only con-
cerned about lack of safeguarding of financial information privacy but also are
educated and increasingly aware of privacy issues online. Thus, to properly safe-
guard customers’ personal information and to enhance their confidence in this
new online universal financial services marketplace, consumers’ concerns about
privacy must be addressed.

The privacy of information refers to security and confidentiality of personal
and financial information obtained by businesses about their customers or trading
partners. This privacy of information has not been properly safeguarded and, in
many instances, has been violated. Recent examples of e-commerce security lapses
are (1) America Online’s (AOL) admission in July 2000 that hackers gained access
to member accounts through an e-mail virus sent to its employees; (2) lawsuits
brought against AOL’s Netscape division accusing it of breaking federal privacy
laws by tracking customer downloads; and (3) confession by a member of failed
consumer-oriented dot-coms regarding selling customers’ personal information to
the highest bidder.21 Another example of the privacy-related issue is toysmart.com,
which went bankrupt recently and attempted to sell off an extensive customer data-
base as part of its bankruptcy liquidation efforts. The Federal Trade Commission
(FTC) ruled that “even failing dot-coms must abide by their promise to protect the
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privacy rights of their customers” primarily because the company had a posted pri-
vacy policy stating that the company would not sell data to third parties.22

These incidents of violation and lack of security of customer information
have raised several consumer personal and financial privacy issues:

1. Should businesses establish and maintain adequate and effective privacy poli-
cies and systems?

2. What information can be gathered and stored by such systems?

3. Should the gathered information be used by the businesses?

4. Can businesses share or sell customers’ information without their permission?

5. Can customers verify, change, and/or delete the information?

6. Should there be an independent verification of the established privacy poli-
cies and systems?

7. Should the use of cookies be allowed?

8. Is there a need for legislation to protect online consumers’ privacy?

The issue of privacy on the Internet is of concern to the business community, con-
sumers, legislators, and society at large. Many private organizations have been
forced to address online privacy protection issues of consumers and to proactively
advocate for greater privacy security. Several privacy legislations have been passed
to secure privacy of information online. The FTC has studied online privacy issues
since 1995 and reported periodically to Congress on the state of online privacy and
the role and effectiveness of industry self-regulation. The FTC has provided three
reports to Congress.23 In its 1988 “Privacy Online: AReport to Congress,” the com-
mission (1) presented the results of its first online privacy survey, which indicated
that while almost all (92 percent) surveyed web sites collected identifiable personal
information, only 14 percent disclosed their privacy policies and practices; (2) de-
scribed the fair information practice principles of notice, choice, access, and secu-
rity; (3) suggested the use of reliable mechanisms (enforcement) to provide
sanctions for noncompliance with the four principles; and (4) advocated either gov-
ernmental or self-regulatory programs to protect privacy online.

In the 1999 Report to Congress entitled “Self-Regulation and Privacy On-
line,” the FTC recommended that self-regulation of privacy issues be given more
time while demanding industry efforts to implement fair information practice
principles of the 1998 Report.24 The FTC, in its 2000 Online Privacy Survey,
(1) indicated that web sites collect a vast amount of identifiable personal consumer
information; (2) found that most of the surveyed sites (97 percent in the random
sample and 99 percent in the most popular group) obtain an e-mail address or some
other type of individually identifiable information; (3) concluded that there has
been continued improvement in the percentage of web sites that post at least one
privacy disclosure (88 percent in the random sample and 100 percent in the most
popular group); (4) found that only the minority of web sites (20 percent of web
sites in the random sample and 42 percent in the most popular group) implement
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the four “fair information practice principles” of notice, choice, access, and secu-
rity; (5) suggested that the industry self-regulation initiatives of online privacy
seal programs fall far short of broad-based implementation and have not been ad-
equate; and (6) concluded that legislation is necessary to ensure further imple-
mentation of fair information practices online.25

The House is considering a bill entitled H.R. 4049 to establish a “Commis-
sion for the Comprehensive Study of Privacy Protection.”26 This bill includes an
AICPA amendment requiring the commission to report on third-party verification
as an enforcement mechanism. Since the AICPA has established CPAWebTrust at-
testation services, CPAs can serve as a third-party verification to examine a busi-
ness’s privacy policy to provide reasonable assurance that its privacy claims are
true. When H.R. 4049 becomes law, the commission would also study a broad
range of privacy issues, including online privacy, identity theft, privacy in the
workplace, and the protection of health, medical, financial, and governmental
records. Other congressional bills regarding major privacy issues that were intro-
duced in 1999 and are still pending are the Wireless Privacy Enhancement Act
(H.R. 514), Close Pager Authorization Act (S.411), Protection of Children From
Online Predators and Exploitation Act (H.R. 1159), Online Privacy Protection Act
(S.809), Electronic Rights for the 21st Century Act (E.RIGTS, S.854), Internet
Growth and Development Act (H.R. 1685), Electronic Privacy Bill of Rights Act
(H.R. 3321), and Secure Online Communication Enforcement Act (S. 2063).

The Internet enables businesses, organizations, and individuals to collect a vast
amount of information, which has caused great concern regarding privacy viola-
tions. Several privacy groups have been formed worldwide to address the privacy
rights and security of individuals browsing through the Internet and web. In June
2000, the World Wide Web Consortium (W3C) introduced the first initiative by the
industry regarding web site privacy policies. The consortium developed the Platform
for Privacy Preferences Project (P3P) that can translate web site privacy policies into
an XML statement viewable in all software programs that can be read automatically
by P3P-enabled web browsers.27 Companies can set their own privacy preferences
in their browsers and then use P3P to compare the preferences against the policy at
each web site visited. A significant number of web sites already claim P3P compli-
ance, including AOL, AT&T, IBM, Microsoft, and the White House, among others.
Internal auditors can ensure that their organization’s web site is P3P compliant.

Trust

The use of XBRL can produce and disseminate a significant amount of business
information. The accuracy and reliability of distributed information can play an
important role in the success of XBRL as a business-reporting vehicle. The ac-
counting profession, especially AICPA by establishing WebTrust standards for
practitioners who perform such services for their clients, can provide reasonable
assurance on the trustworthiness of XBRL-generated business reports. To obtain
customers’ confidence regarding the proper stewardship of their personal and fi-
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nancial privacy, many businesses, especially dot-coms, have obtained seals or in-
signias for their web sites. Many organizations have offered seals for businesses
that maintain adequate and effective privacy policies for their web sites.

Effective and efficient privacy seal programs provide reasonable assurance
that organizations’ (1) privacy policies for the collection, use, and disclosure of
identifiable personal information are adequate; (2) privacy practices are in com-
pliance with stated policies; and (3) consumers’ complaints are resolved properly
and in a timely manner. Several privacy seal programs have been created to
(1) protect individually identifiable information; (2) set standards for ethical 
e-commerce; (3) satisfy guidelines for self-regulation; (4) foster consumer con-
fidence in the way businesses handle personal information online; (5) guarantee
that organizations safeguard the collected personal information; (6) promote self-
regulation of e-commerce by protecting online privacy; (7) provide a mechanism
for consumer-friendly dispute resolution; (8) and require participating organiza-
tions to conduct annual assessments of their privacy policies and practices.

The AICPA now offers CPAs the opportunity to develop a new business prac-
tice by introducing the WebTrust and SysTrust programs. WebTrust addresses the
primary privacy concerns of both the business community and the online cus-
tomer. WebTrust is the online privacy seal program that indicates that those web
sites bearing the CPA WebTrust Seal are trustworthy and reliable with regard to
confidential consumer information. CPAs provide reasonable assurance that web
sites bearing the WebTrust Seal that offer e-commerce meet standards of consumer
information protection, transaction integrity, and sound business practices.

The AICPA/CICA Systems Reliability Task Force has issued an exposure draft
entitled “SysTrustTM Principles and Criteria for Systems Reliability.”28 This ver-
sion 2.0 of SysTrust provides guidelines for the SysTrust assurance service to im-
prove the confidence of management, customers, and business partners of
e-commerce systems. Unlike the previous version, this exposure draft would allow
practitioners to report on any of the four SysTrust principles of availability, secu-
rity, integrity, or maintainability. Availability means that the system is available for
operation and use. Security indicates that the system is safeguarded against unin-
tended and unauthorized access. Integrity means that the system processing is com-
plete, accurate, timely, and authorized. Maintainability indicates that the system
can be updated when necessary. Internal auditors can work with outside auditors to
ensure that these four principles of reliability of the system have been achieved.

XBRL Membership

The XBRL steering committee is currently developing industry-specific tax-
onomies in a wide variety of industries, including commercial, mutual fund
reporting, governmental entities, financial services, and not-for-profit organiza-
tions. XBRL is gaining global support from the financial community, the ac-
counting profession, software developers, hardware and software vendors,
investment companies, and regulators. Exhibit 13.3 shows XBRL committee
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members according to their specification as of February 28, 2001. XBRL mem-
bership structure consists of all Big Five professional services firms, professional
organizations, software developers, the international business community, and in-
vestment companies. Recently, many publicly traded companies have started to
support further development of the XBRL taxonomy, especially when Arthur
Levitt, former chair of the SEC, in remarks before the Fall Council meeting on
October 24, 2000, suggested the use and further development of XBRL in finan-
cial reporting.29 More specifically, Levitt stated, “I would like to see you [AICPA]
take your XBRL project a step further, providing account classifications for com-
panies in common industries.”

XBRL Implementation

Corporations should cooperate with software developers and web site designers in
further development of software components to establish XBRL-compatible code
and to apply XBRL to a variety of software programs. Corporations should effec-
tively and efficiently implement XBRL to take advantage of a broad range of
XBRL benefits, including the improved reliability and flexibility of financial re-
ports and possibility of continuous assurance. Proper implementation of XBRL re-
quires (1) development of a taxonomy (specification) that is standardized and
uniform among all companies in the same industry; (2) an application that enables
the preparation of financial statements “tagged” with the XML-based format ad-
hering to the specification; and (3) style sheets that render information for a spe-
cific format or variety of formats.

CONCLUSION

Financial statement fraud attributed to computer crimes in the United States al-
most doubled to $10 billion in 1999 compared to the previous year and will con-
tinue to rise exponentially in part because of the surging popularity of the
Internet.30 Internet-based technologies are (1) transforming major business func-
tions, (2) changing the way companies do business, (3) creating e-business forms
of exchanging services and products, and (4) encouraging use of the electronic fi-
nancial reporting process, especially the newly developed extensible business re-
porting language (XBRL). Opportunities, complexities, challenges, and changes
associated with e-business create risks. Effective management of e-business risks
ensures achievement of business objectives and creation of shareholder value. 
E-business risks that should be effectively managed are (1) security risk, (2) pri-
vacy risk, (3) legal and regulatory issues, (4) consumer confidence, and (5) risk of
fraudulent electronic financial reports. The Internet-based business transactions
shall be safeguarded from theft and fraud. 
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Organizations using e-business must establish adequate and effective security
procedures to ensure the reliability, integrity, and quality of e-business transac-
tions. Organizations must take holistic and proactive approaches to security by
building and integrating fail-safes into their e-business systems. Privacy is viewed
as a fundamental right, and customers expect organizations conducting e-business
to consider privacy measures as their top priority. Privacy protections must be an
integral part of the e-business infrastructure. A survey conducted by Pricewater-
house Coopers reveals that about 90 percent of users are concerned about privacy
measures. The legal and regulatory issues and framework of e-business is still in
the early stages of development regarding the legitimacy of the content, signa-
tures, and contracts. Management should assess all circumstances that may con-
stitute a contract in an electronic environment. A fundamental issue of e-business
is the extent of consumer confidence regarding security, privacy, and disclosure of
relevant business practices.

The rapid growth of e-business in general, and dot-com companies in partic-
ular has drawn significant attention by the regulatory bodies (e.g., SEC), the ac-
counting profession (e.g., AICPA), and the global business community regarding
the legitimacy of their reported earnings and quality of their financial reporting.
Users of financial statements especially financial analysts, often focus on revenue
growth and gross profit margins of dot-com companies rather than the traditional
performance measures of net income and earnings per share. Revenues have often
been overstated by incorrectly “grossing up” the effect of transactions when rev-
enues and expenses are reported in offsetting amounts. Gross margins are also
overstated by incorrectly classifying costs of sales and marketing expenses. These
incorrect accounting practices are being justified in the sense that they do not af-
fect the bottom line.

Many companies are currently preparing and disseminating their business and
financial reports electronically. It is expected that unaudited financial information
and analyses will also find their way onto electronic bulletin boards and Internet.
While this practice satisfies the demand in the marketplace for more timely, read-
ily available, online information, the reliability and credibility of such unaudited
financial information have been challenged by many professional organizations
(e.g., AICPA, SEC). This is also a little or inadequate formal regulatory process
over this online and real-time unaudited financial information that causes a fun-
damental doubt about its accuracy and consistency. The complexity and chal-
lenges associated with e-business create risks and opportunities for virtually all
companies, especially dot-coms that do business electronically through the Inter-
net. Audit committees can play an important role in overseeing how the company
manages its e-business.

XBRL is intended to provide a more efficient and reliable means of preparing
and disseminating business reports. XBRL is just now beginning to take off with
its first specification release. Its future holds no limit and will change the way fi-
nancial information is generated, processed, and used for decision making. The ul-
timate success of XBRL depends on the extent of the support, cooperation, and
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effort of a variety of groups. The first group consists of software developers and the
accounting profession in developing specifications and applications for XBRL.
The second group consists of professional national and international organizations,
such as publicly traded companies in supporting and promoting the use of XBRL
through their membership. The third group comprises the end users such as CFO,
management, controllers, accountants, investors, analysts, and the entire financial
information supply chain who use XBRL to prepare, disseminate, and use business
reports. XBRL adheres to the existing rules for financial reporting and is expected
to have a significant effect on how business information is exchanged in the future.
Thus, the integrity, reliability, and quality of the XBRL-based financial information
is crucial to the future success of the emerging XBRL project.
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Chapter 14

Fraud Examination 
Practice and Education

INTRODUCTION

Current global economic recessions coupled with international competition, cor-
porate misconduct, and a litigious business environment has made the global econ-
omy and business more vulnerable to abuse and fraud. Specifically, during the past
decade the revelation of numerous cases of financial statement fraud has caused
the business community and the accounting profession to become increasingly
concerned about the responsible corporate governance and reliable financial re-
porting. Society expects accountants to assume more responsibility for providing
reasonable assurance regarding the reliability, usefulness, and relevance of finan-
cial information. Emerging social, economic, and legal conditions have con-
tributed to an increasing demand for fraud investigation.

Fraud examination applies business, accounting, auditing, and legal concepts to
facts or hypothesis under consideration in a legal dispute. Forensic accounting prac-
tices include: (1) litigation support consulting; (2) expert witnessing; and (3) fraud
examination. Recently, fraud examination has received considerable attention from
the business community and the accounting profession. This chapter discusses ca-
reer and service opportunities in fraud examination for accountants and examines
the integration of fraud examination education into the accounting curriculum.

FORENSIC ACCOUNTING PRACTICES

Fraud examination encompasses the field of forensic accounting, defined by Bo-
longa et al. (1993, 233) as “a discipline that deals with the relationship and appli-
cation of financial facts to business problems, conducted in a legal setting”.1 Fraud
examination is the practice of rigorous data detection and analysis with a built-in
suspicion and skepticism that fraud and violation of applicable rules and regula-
tions are always possible. It applies business, accounting, and legal principles,
rules, and techniques to financial and legal issues under investigation. Fraud ex-
aminers strengthen the financial reporting process by (1) assisting in the deter-
rence, detection, and reporting of financial statement fraud, and occupational
fraud including investment fraud, kickbacks and commercial bribery, bank fraud,
credit card fraud, electronic funds transfer fraud, and computer fraud; and (2) con-
ducting fraud vulnerability. Forensic accounting practices include: (1) litigation
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support consulting; (2) expert witnessing; and (3) fraud investigation (Rezaee et
al, 1996).2

Litigation Support Consulting

Litigation support consulting activities consist of assisting lawyers to (1) assess
the usefulness, reliability, and relevance of financial information; (2) gather fi-
nancial data; (3) prepare questions for depositions; and (4) conduct interrogations.
The field of litigation consulting expanded rapidly during the past decade. Epstein
and Spalding (1993) report the following activities on which accounting experts
commonly consult: (1) product liability; (2) commercial contract claims;
(3) patent, trademark and copyright infringement; (4) mergers and acquisitions;
(5) insurance claims; (6) reorganization and bankruptcy; and (7) toxic tort claims.3

Litigation consultants help lawyers in the areas of financial information detection
and analysis. Financial information detection is the process of determining the rel-
evancy, usefulness, and reliability of information presented for a legal action. Fi-
nancial statement analysis assesses financial information presented to the court
and assists attorneys in interpreting the findings. Plaintiff and defense attorneys
use financial information detection and analysis in the discovery stage of their own
cases in order to prepare for the opposing litigation team’s testimony. The foren-
sic accountant’s financial knowledge and expertise can be useful to attorneys be-
cause they often lack adequate financial knowledge and expertise to effectively
represent their clients.

Expert Witnessing

Fraud examiners often serve as expert witnesses. Judges qualify expert witnesses
based upon their special knowledge, skill, experience, or training to assist jurors
in reaching conclusions of fact in areas beyond their ordinary experience and com-
prehension. Fraud examiners are often recognized as expert witnesses by judges
during judicial proceedings. Accountants serving as expert witnesses must form
their opinions objectively and independently and often must use layman’s lan-
guage to simplify technical jargon.

As an expert witness, the accountant can help explain or interpret complex ac-
counting or financial data that otherwise might not be understood. Experts are of-
ten utilized in complex financial cases because they are able to explain accounting
jargon in lay terms for judges and jury, give an opinion on, and draw conclusions
from hypothetical situations on the witness stand. Fraud examiners serving as ex-
pert witnesses can assist attorneys in: (1) gathering relevant information; (2) edu-
cating them regarding the technical aspects of the case; and (3) providing expert
testimony.

Communication skills, presentation style, and self-control are required traits
for an expert witness. As an expert witness, the accountant should be aware of the
potential dangers of an adversarial environment and attempt to be objective while
there is great pressure from the attorney to be partisan. Epstein and Spalding



304 Fraud Examination Practice and Education

(1993, 190) point out that “As an expert witness the CPA presents opinions pub-
licly in an objective fashion, but as a consultant the CPA advises and assists the at-
torney or client in private. In the private role, the CPA provides assistance more
like that of an advocate to help the attorney identify case strengths and weaknesses
or to develop strategy against the opposition.”4

Fraud Examination

Fraud examination involves the investigation of financial and other documenta-
tion for the criminal activity of fraud. While financial auditing often focuses on
detecting material misstatements in financial statements, whether caused by errors
or fraud, fraud investigation concentrates on smaller errors, irregularities, or
frauds. These small misstatements can indicate potentially large problems with the
accounting system. Bologna and Lindquist (1987) state that fraud examiners
should determine when (1) transactions seem “odd” as to when they occur, or their
frequency, place, amount or the parties they relate to; (2) internal controls are
overridden; and (3) chronically low employee motivation and morale occur.5

Fraud investigators use their knowledge, training, skills, expertise, and intuition to
gather evidence that proves beyond a reasonable doubt that fraud has occurred.

Interviewing and interrogating are two essential activities that fraud examin-
ers typically perform. Interviews are usually conducted toward the beginning of
the investigative process to obtain relevant information as to the facts and issues
regarding the potential fraudulent incident. Interrogation is often reserved for the
suspected perpetrators to elicit a voluntary confession from the individual. Fraud
investigators should not only ask the right questions but also carefully listen to the
responses given and to observe the body language used by the individual under
questioning. Fraud investigators should recognize that most fraud cases would
eventually end with litigation. Thus, they should be very skeptical and conduct
each fraud investigation with the notion that (1) fraud must be proven beyond a
reasonable doubt; (2) evidence gathered must be competent, sufficient, persua-
sive, and convincing; (3) investigation must be conducted in a legal manner;
(4) documentation must be adequate; and (5) confession must be voluntary.

Fraud examination is becoming one of the most appealing specialization
opportunities to accountants, auditors, and law enforcement professionals. Sev-
eral reports (i.e., the Treadway Commission, 1987)6 and studies (i.e., Rezaee et
al. 1992; Rezaee and Burton, 1997),7,8 (1) indicate that the public and business
community is becoming more concerned with excessive fraudulent financial ac-
tivities; (2) suggest that the accounting profession provide guidance on the con-
sideration of fraud in conducting a financial statement audit; and (3) call for the
promotion of fraud examination practices and education. To be a successful
fraud investigator, the forensic accountant should be an effective examiner,
skeptical auditor, and designated professional. The professional designation for
fraud examiners is the Certified Fraud Examiner (CFE). The CFE designation is
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sponsored by the Association of Certified Fraud Examiners (ACFE) and de-
scribed in the following section.

CERTIFIED FRAUD EXAMINER

The Certified Fraud Examiner (CFE) designation is an excellent credential for the
forensic accountant to possess. The CFE is administered by the Association of
Certified Fraud Examiners (ACFE; formerly the National Association of Certified
Fraud Examiners), which was established in 1988.9 The membership, as of 2001,
is just over 25,000 members who are certified and trained in various aspects of de-
tecting, investigating, and preventing occupational and financial statement fraud
as well as white-collar crimes. The members are scattered across 70 countries and
have organized local chapters. The association was established (at least in part) to
respond to the Treadway Commission Report, which established recommenda-
tions to reduce the incidence of fraud, and CFEs have investigated more than
1 million alleged cases of civil and criminal fraud.

The mission of the ACFE is to reduce the occurrence of fraud and white-collar
crime by assisting the membership to prevent and detect such occurrences. To ful-
fill this mission, the ACFE: (1) provide bona fide qualifications for CFEs through
a uniform examination; (2) set high standards of admission through demonstrated
competence and continuing professional education; (3) require and monitor ad-
herence to a strict code of ethics; (4) serve as an international representative for
CFEs to business and government, and (5) promote the public’s confidence in the
integrity, objectivity, and professionalism of CFEs.10

The CFE program is an accrediting process established for individuals who
have the specialized skills to detect, investigate, and deter fraud. The CFE desig-
nation provides an upper hand to those who wish to practice in the field of fraud
investigation. Those who possess the CFE designation will be better prepared to
ride the wave of forensic accounting. Specific benefits provided through mem-
bership and possession of the designation include: (1) professional recognition
within the accounting profession and the business community; (2) career oppor-
tunities within the expanding service industry of forensic accounting including
fraud investigation; (3) membership in a local chapter that will allow for the com-
munication of ideas and the discussion of issues relevant to the forensic accoun-
tant; (4) professional training that will assist the CFE in maintaining current
knowledge as well as preparing them for future expertise; (5) publication and pe-
riodicals that are designed to keep the CFE informed on current and emerging is-
sues within and related to the profession; and (6) continuing education to keep
abreast of current developments in the area of forensic accounting.

Qualifications for receipt of the CFE designation include a baccalaureate de-
gree from a recognized college or university, the equivalent of two years experi-
ence in a related field, and the successful completion of the uniform CFE
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examination. The uniform CFE examination was first administered in 1988. The
computerized CFE examination is currently offered only in the U. S. and Canada.
A minimum score of 40 points, determined based on any combination of educa-
tion and experience, is required to sit for the exam. The exam consists of 500 ob-
jective and true/false questions in a Windows format in the following four sections
(125 questions each): (1) fraudulent financial transactions; (2) legal elements of
fraud; (3) fraud investigation; and (4) criminology and ethics. The applicant is al-
lowed three attempts to pass the exam before losing credit for previously com-
pleted sections. To successfully pass the exam, a score of 75 percent on each and
every part must be achieved.11

FRAUD EXAMINATION EDUCATION

Society expects auditors to assume more responsibility for ensuring the in-
tegrity, quality, and reliability of audited financial statements. To improve audit
effectiveness, the Public Oversight Board (POB, 2000)12 suggests forensic-type
phase to be included in an audit fieldwork. The extent of knowledge required for
fraud examiners in conducting fraud investigation, performing litigation serv-
ices, and giving expert testimony is extensive and should have a prominent po-
sition in the accounting curriculum. Rezaee et al. (1996)13 state that (1) forensic
accounting education has traditionally been limited to continuing professional
education sessions for practicing accountants, (2) only a few universities teach
forensic accounting; and (3) auditing textbooks do not provide sufficient cover-
age of fraud examination. A survey conducted by Rezaee and Burton (1997)14

reveals that the majority of responding academicians and practitioners (about
75 percent) indicated that demand for forensic accounting has increased and will
continue to increase. Given the demand for fraud examination practice and ed-
ucation, college/university accounting programs should provide forensic account-
ing education.

Delivery of Fraud Examination Education

Methods of providing fraud examination education consist of offering a separate
course in forensic accounting or integrating forensic accounting topics into exist-
ing accounting and auditing courses. Peterson and Reider (1999)15 conducted a
survey of a random sample of U. S. universities and found that the majority of re-
spondents (84 percent) integrate forensic accounting and fraud awareness into au-
diting courses and only about 6 percent offered a specific course on fraud.
Examples of the title of courses are fraud auditing, forensic accounting, white col-
lar crime, fraud examination, fraud prevention and detection, auditing of fraud,
and Special Topics: Forensic Accounting. These courses were often offered at the
graduate level. A survey of both academicians and practitioners conducted by
Rezaee and Burton (1997)16 also reveals that the majority of responding academi-
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cians (more than 68 percent) preferred infusing fraud examination topics into ex-
isting accounting and auditing courses while the majority of the responding prac-
titioners were more in favor of a separate fraud examination course at either the
graduate or undergraduate level. Each approach on its own merit is aimed toward
a special class of students and serves its own purpose. The rationale for offering a
forensic accounting course at the graduate level is that business students should
have a thorough understanding of the various business courses, including ac-
counting, business law, finance, information systems, management, and market-
ing, covered at the undergraduate level before they are permitted to take a graduate
forensic course.

Learning Objectives

Learning objectives of fraud examination education, either through offering a
separate course or integration into accounting courses, should be providing
knowledge and understanding of fraud examination education and practice and in-
troducing forensic accounting theories, principles, techniques, and tools for per-
forming fraud investigation, litigation consulting engagements, and expert witness
services.

Peterson and Rieder (2001)17 suggest the following objectives of providing
knowledge and understanding to students regarding how to:

• Resolve an allegation of fraud (i.e., occupational fraud, misappropriation of as-
sets, financial statement fraud) from inception to disposition;

• Examine documents, gather evidence, and write reports;

• Testify in court as an expert witness;

• Assist lawyers in litigation support services;

• Assess management performance including weaknesses;

• Evaluate internal controls including spotting high risk controls;

• Prevent and deter fraud (i.e., occupational fraud, misappropriation of assets, and
financial statement fraud);

• Conduct interviews and interrogations;

• Develop and implement fraud prevention and detection policies.

Content of Fraud Examination Education

To provide fraud examination education to students, accounting programs may
group interrelated topics in different modules. Use of a module approach helps ac-
counting programs either offer a 45-hour semester course in forensic accounting
or integrate different modules into a variety of accounting and auditing courses.
Rezaee and Burton (1997)18 and Rezaee et al (1996)19 suggest the following fraud
examination modules (1) fraud examination theories, principles, tools, and tech-
niques; (2) fraud examination standards and procedures; (3) financial reporting
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process; (4) fraud and fraud auditing; (5) investigation and law; (6) evidence-
gathering procedures and analysis; (7) litigation consulting; and (8) expert wit-
ness. Topics included in these modules as suggested by Rezaee and Burton
(1997),20 Rezaee et al (1996),21 and Peterson and Reider (2001),22 in alphabetical
order, are:

1. Accounting systems and the detection of fraud

2. Analytical procedures

3. Analyzing financial statements

4. Antitrust

5. Bankruptcy

6. Billing schemes

7. Bribery and corruption investigation

8. Business interruption

9. Business valuations and cost estimates

10. Check tampering

11. Civil and criminal fraud statutes and regulations

12. Common fraud schemes

13. Compliance with applicable laws and regulations

14. Computers and computer fraud

15. Concealing fraud in accounting

16. Concealment investigative methods

17. Conflicts of interest investigating techniques

18. Conversion investigative methods

19. Corporate governance

20. Criminology and white-collar and economic crimes

21. Cyber fraud and computer topics

22. Detecting management and employee fraud

23. Document collection and analysis

24. Elements of fraud, pressure, opportunity, and rationalization

25. Environmental and personal red flags

26. Expert witness and expert testimony techniques

27. Financial statement fraud

28. Financial reporting process

29. Finding assets and people

30. Forensic accounting practices

31. Forensic and general accounting

32. Fraud auditing methodology

33. Fraud perpetrators and their motivations
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34. Fraud prevention and fraud policies

35. Fraud schemes

36. Fraud statistics

37. Fraud symptoms and computer-aided fraud auditing techniques

38. Fraud symptoms

39. Fundamentals of fraud

40. Hidden assets

41. Internal control evaluation

42. Interrogation

43. Interview principles and methods to evaluate deception

44. Inventory and asset theft

45. Investigation of financial crimes and legal elements

46. Kiting

47. Knowledge of the legal system

48. Legal elements of fraud

49. Litigation consulting techniques

50. Loss prevention investigation

51. Loss prevention programs

52. Money laundering

53. Occupational fraud

54. Off-book accounting and financial statement fraud

55. On-book accounting and financial fraud

56. Overview of ethics

57. Overview of fraud auditing and fraud investigation

58. Overview of the legal elements of fraud

59. Payroll and expense reimbursement

60. Phases of fraud examination

61. Principles of ethics and corporate code of conduct

62. Professional liability

63. Resolution of allegation of misconduct

64. Rules of evidence

65. Skills required of the forensic accountant

66. Statistical sampling

67. Tax consequences

68. Techniques in locating hidden assets

69. The civil justice system

70. The criminal justice system

71. Theft act investigative methods
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72. Theft and skimming

73. Theory of fraud examination and prevention

74. Trial and cross-examination

75. Who commits fraud

These topics can be grouped into appropriate modules and included in fraud
examination courses. These fraud examination courses and/ or modules can be
taught by using a textbook, such as this book, term papers, projects, cases, guest
speakers, and videos. These courses can be conducted as a combination of lecture
and seminar. Guest speakers and lecturers specialized in fraud investigation, ex-
pert witnessing, and litigation consulting can be invited to present these fraud 
examination modules.

CONCLUSION

The demand for and interest in fraud examination services such as fraud investi-
gation, litigation support consulting, and expert witnessing has significantly in-
creased during the past several decades. The growing frequency of civil and
criminal cases and financial statement fraud perpetrated by large companies (i.e.,
Waste Management, Lucent, and Sunbeam) has increased the demand for compe-
tently trained forensic accountants. This chapter examines forensic accounting
practices and education. The emerging area of fraud examination requires that
fraud examination education be integrated into the accounting curriculum either
through a separate course offering or infusion of the related topics into several ac-
counting and auditing courses.
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